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Provide coordinated interagency briefings on u.s. 
policies, resources, and capabilities committed to 
combatting terrorism for all senior U.S. officials 
stationed overseas. (Task Force Recommendation No. 16) 
(U) 

Pursue bilateral arrangements for terrorism-related R&D 
exchanges. (Tnsk Force Recommendation No. 19) _(U) 

' 
In conjunction with the Departments of Justice 
Treasury,·. improve computerized systems for monitoring 
cross-border travel and visa control of known or 
suspected terrorists. (Task Force Recommendation No. 
20) (C) 

Develop a long-range strategy to improve public under­
standing of international terrorism and the policies 
required to combat it. (Task Force Recommendation 
No. 28) (U) 

Under the auspices of the IG/T, review and submit 
proposals for: 

New NSC Policy, Planning, and Operations 
Coordinating Boards. (Task Force Proposed 
Recommendation No. 2) (S) 

A private sector data base. 
Recommendation No. 4) (C) 

(Task Force Proposed 

Devise an interagency coordinated plan to expand the 
current Anti-Terrorism Assistance Program, consistent 
with the President's budget, for aiding friendly 
governments in their efforts to combat terrorism. 
(Task Force Proposed Recommendation No. 5). (C) 

(2) The Attorney General shall: 

Stimulate private and academic initiatives addressing 
the relationship between terrorism and the domestic and 
international legal systems. (Task Force Recommenda­ \"" 11 · 

.I tion No. 31) (U) -..___ __ _ . 

"""' 

In conjunction with the Director of Central Intelligence, 
expand the international terrorist informant program, 
adding incentives such as immunity from prosecution, 
parole, citizenship, and residency grants. (Task Force 
Recommendation No. 33) (U) 
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Review the Freedom of Information Act (FOIA) and 
determine whether terrorist movements or organizations 
are abusing its provis ior.s. (Task Force Recommendation 
No. 38) (U) 

Evaluate whether present activities by some u.s. 
companies and individuals, such as paying_ransoms, 
buying kidnapping insurance, and purchasing interviews 
with terrorist,is_, might not be effectively made illegal 
under U.S. law·. (Task Force Recommendation No. 41) 
(c) ; 

Ensure that training and support of terrorists at 
so-called mercenary camps in the United States are not 
permitted under U.S. law. (Task Force Recommendation 
No. 39) (U) 

Pursue legislation to permit nuclear reactor licensees 
access to FBI criminal history files so that individ­
uals can be more thoroughly screened prior to being 
granted unescorted admission to nuclear reactor 
facilities. (Task Force Recommendation No. 42) (U) 

Complete review of the proposal to enhance Federal 
jurisdiction over domestic terrorist incidents. (Task 
Force Proposed Recommendation No. 3) (U) 

(3) The Secretary of Defense shall: 

Develop a comprehensive public affairs strategy for CT 
forces, considering public acknowledgment of the 
existence of U.S. CT forces. (Task Force Recommenda­
tion No. 8) (C) 

Develop plans for integrating psychological operations 
more closely into the overall CT effort. (Task Force 
Recommendation No. 30) (C) 

Review requirements and develop alternatives for more 
effective intelligence and operational support to CT 
forces/operations. (Task Force Recommendation No. 44) 
(S) 

(4) The Secretary of the Treasury shall: 
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Extend Secret Service protection to "accompanying 
spouses" of visiting heads of state. (Task Force 
Recommendation No. 13) (U) 
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(5) The Secretary of Transportation shall: 

Survey, in conjunction with the Director of Central 
Intelligence, current port security procedures and 
assess the terrorist threat to vessels, passengers, and 
crewmembers. {Task Force Reconunendation No. 21) {C) 

{6) The Director of Central Intelligence shall: 

Expand human intelligence collection efforts against 
international terrorist organizations, movements and 
groups, using alternative cover arrangements as 
appropriate. {Task Force Reconunendation No. 24) (S) 

Establish an interdepartmental career program for 
ter!:'orism intelligerrce analysts. (Task Force Reconunen­
dation No. 25) (C) 

In conjunction with the Attorney General, ensure that 
police and law enforcement information is incorporated 
in u.s. intelligence data bases, and train CT 
specialists in exchange programs with law enforcement 
agencies. (Task Force Recommendation No. 26) (S) 

Examine, in conjunction with the IG/T and the IICT, the 
current countermeasures program and recommend enhance­
ments for denying terrorists use of chemical and 
biological agents. (Task Force Recommendation No. 27) 
{C) 

(7) The Director of the Federal Emergency Management Agency 
shall: 

Identify, under the auspices of the IG/T, the extent to 
which various critical U.S. infrastructure elements 
{e.g. the computerized banking system, power grids, and 
communications networks) are vulnerable to acts of 
terrorism and propose near- and long-term solutions. 
(Task Force Recommendation No. 11) {C) 

2. The Assistant to the President for National Security Affairs 
shall review progress made on the implementation of this 
directive and report the results to me by July 1, 1986. {C) 

3. The provisions of NSDD's 30 and 138 are hereby modified in 
accordance with this directive. {C) 
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