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TITLE 3—THE PRESIDENT
-EXECUTIVE ORDER 10290

PRESCRIBING REGULATIONS ESTABLISHING
MINIMIOTI STARDARDS FOR THE CLASSIFI-
CATION, TRANSITISSION, AND HANDLING,
BY DEPARTIMENTS AND AGENCICS OF THL
EXECUTIVE BRANCH, OF OFFICIAL INFOR-
MATION WHICH REQUIRES SAFEGUARDING
I THE INTFREST OF THE SECURITY OF
THE UNITED STATLS

WHEREAS it is necessary, in order to
-protect the national security of the
United States, to establish & system for
the safeguarding of official information
the unauthorized disclosure of which
would or could harm, tend to impair, or
otherwise threaten the security of the
nation; and -

WHEREAS it is desirable and proper
that minimum standards for procedures
designed to protect the national security
against such unauthorized disclosure be
uniformly applicable to all departments
and agencies of the Executive Branch of
the Government and be known to and
understood by those who deal with the
Federal Government; and

‘WHEREAS the furnishing of informae
tion to the public about government ac-
tivities will be facilitated by clear
identification and marking of those mat-
ters the safeguarding of which is re-
quired in the interest of national
security;

NOW, THEREFORE, by virtue of the
authority vested in me by the Constitu-
tion and statutes, and as President of

. the United States, the regulations at-
tached hereto, entitled “Regulations
Establishing Minimum Standards for the
Classification, Transmission, and Han-
dling, by Departments and Agencies of
the Executive Branch, of Official Infor-
mation Which Requires Safeguarding in
the Interest of the Security of the United
States,” are hereby prescribed for appli-
cation throughout the Executive Branch

- of the Government to the extent not in-
consistent with law.

Such regulations shall take effect
thirty days after their publication in the
FEDERAL REGISTER.

All citizens of the United States who
may have knowledge of or aceess to ¢las-
sified security inforraation are requested

to observe the standards establicshed in
such regulations with respeet to such in-
formation and to join with the Federal
Government in o concerted and contin-
uing efiort to prevent disclosure of such
information to perzons who are inimical
to the Interests of the United States,

Hanry S, Trorar
Tar: Warrc House,
September 24, 1951,

RrcuraTIONs ESTADLISHIIG Mmprose
STAWDARDS TFoR THE CLASSITICATION,
TRANSTISSION, AWD HANDLNG, By Do-
PARTLIENTS AND AGITICIES G THE EXLCU-
TIVE BoAlcE, oF OFFICIAL INFOXTIATION
WHICH REQUIRES SAFCGUARDLIG 1T THD
INTEREST OF TED SCCUNITY OF ZHD
UNITED STATES

PART I—GLIERAL

1, Purpose and scope—~2a. The rolg
purpose of these resulatons 1s to estab-
_lish minimum standards, which are to ba
maintained in all cases where hither
standards are not establiched by appro-
priate authority, for identifyint and
protecting information the safesuarding
of which is necessary in order to protect
the security of the United States; and
the minimum standards established by
these regulations shall not supercede any
higher standards establiched by appro-
priate authority.

b. Nothing in these requlations shaill
be construed to replace, chante, or
otherwise be applicable with respect to
any material or information protected
against disclosure by any statute.

c. Nothing in these regulations chall
be construed to authorize the diczeming-
tion, release, handling or trancmicslon of
classified information contrary to the
provisions of any law, Executive order,
or Presidential directive which restxicts
the dissemination, release, handling, or
transmission of such information,

d. These regulations chall apply only
to classified cecurity information a5 de-
fined in paragraph 4 of Part I hereof,
and the terms “classified ceeurity in-

formation,” “security clacsifiection,”
“classify,” “declassify,” “downgrade,™

‘“‘upgrade,” “appropriate classifying au-

thority” and “marking,” as uced in theco

regulations, apply or relate only to ofl-
h (Continued on p. 8757)

HeinOnline -- 16 Fed. Reg.

CONTENTS

THE PRESIDENT

Executive O:xdor

Prezeribing rezulations establish-
iny minimum standards for the
claccifieation, transzmission, and
hondling, by departments and
ooenclcs of the Executive
Bronch, of ofiicial information
which requires safesuarding in
the intzrest of the szeurity of the
United Stafes

EXECUTIVE AGENCIES

Agriculiure Deopariment
SeceProduction and Morleting Ad-
minictration; Rural Electrifica-
tion Adminiztrotion.
Air Force Deparimont
Delegation of authority to Szcre~
tary, with respzet to facilifies
for administration and training
of units of Rezerve Components
of the Armed Forees (see Da-
fence Department).
Rules and regulations:
Delay in orders to active duty -
Safezuarding military informa-
tion
Alicn Property, Office of
Notlces:
Vesting orders, efe.:
Beeker, Hans Hermann_ ..
Central Eanl:z of Manchou._ .

Horil:drl, Eenzo, et ol
Hoyer, Metta, eb alo oo o
Eremer, Jozeph, ebaloe oo
MMueller, Emil
[0)i435 s WL o/ SN —
Relnbordf, Glselao. . ____
Rucche, OO e
ESchultz, Gustav, and Jaeob P.
Dzmcchenl:o.
Simonz, Mathilde.
Stromeyer, Dz, Fritz, efal____
Tietjen, Henry, and Minnie
Joiel + 1) S, ——————
Ven Plato, Elizabzth Reincke,
and Arthur Friedrich von
Iindeiner,

Werner, Ozcar.

5735

9795 (1951)

Pazo

8735

9203
8203

8831
93371
8338
9235
8239
8535
8333
8E36
§233
6336

824
LTS
6241
6341
2337

ec42
gu42



9796

i

5 “"%@
k2
&

FEDERAL@%E{#}%EGISTEH

vae

Q%

&
S

Published daily, except Sundays, Mondays,
and days following official Federal holidays,
by the Federal Register Divislon, National
Archives and Records Service, General Serve
ices Administration, pursuant to the au-
thority contained in the Federal Register
Act, approved July 26, 1035 (49 Stat. 500, as
amended; 44 U. S. C., ch, 8B), under regula=
tlons prescribed by the Administrative Coms
mittee of the Federal Register, approved by
the President. Distrlbution is made only by
the Superintendent of Documents, Govern=
ment Printing Office, Washington 25, D. C.

The regulatory materiel appearing herein
18 keyed to the Code of Federal Regulations,
which 1s published, under 50 titles, pursuant
to section 11 of the Federal Register Act, as
amended June 19, 1937,

The FeperaLn REGISTER Will be furnished by
mail to subscribers, free of postage, for $1.50
per month or §15.00 per year, payable in
advance., The charge for individual copies
(minimum 15¢) varles in proportion to the
size of the issue., Remit check or money
order, made payable to the Superintendent
of Documents, directly to the Government
Printing Office, Washington 26, D. C.

« 'There are no restrictions on the republica~
tion of material appearing in-the FeDERAL
REGISTER,

Now Available

ABSTRACTS OF DEFENSE
REGULATIONS -

{Issued Pursuant to the Defense
Production Act of 1950) h

A Cumulative Listing of
Regulations, Orders, and Forms
in Effect at the End of
Each Month

Published by the Federal Register Division,
the National Archives and Records Service,
General Services Administration

$6.00 PER YEAR ($7.00 FOREIGN)

Order from Suy dent of Doc ',
United States Government Printing Office,
Washington 25, D, C.

CONTENTS—Continued

Army Depariment

Delegation of authority to Secre-
tary, with respect to facilities
for administration and training
of units of Reserve Components
of the Armed Forces (see De-
fense Department).

Civil Aeronautics Administration
Rules and regulations:

Air traffic rules; certificates of

waiver for air showS—ceeen- -

Civil Aeronautics Board
Sée also Civil Aeronautics Admin=
istration.
Notices:
Resort Airlines, Inc.; tempo-
rary certificate of public con-
venience and necessity..___.

Page

9802

Civil Aeronautics Board—Con.
Rules and regulations:

THE PRESIDENT
CONTENTS—Continued

Certificates, pilot; night and in-
strument flight experience re~
quirements for commercial
pilots in the airplane cate-
gory

Commerce Depariment
See Civil Aeronautics Administra-

tion; Federal Maritime Board};
National Shipping Authority.

Customs Bureau
Rules and regulations:

Drawback;
chandise

substituted mer-

Defense Deparfment
See also Air Force Department,
Notices:

Continuation of official actions_
Secrefaries of the Army, Navy
and Air Force; delegation of
authority with respect to fa-
cilities for administration and
training of units of Reserve
Components of the Armed
Forces

Defense Production Administra-

tion

Notices:

Request to participate in the
formation and activities of an
Army Ordnance Integration
Committee on light gun tanks
and allied combat vehicles..

Economic Stabilization Agency
See also Price Stabilization, Office

of ; Rent Stabilization, Office of,

. Notices:

* Organization for salary stabili-
zation; revision (GO 8)......

Federal Maritime Board
Notices:

Pacific Far East Line, Inc. et al.y
agreement filed for approval.

Federal Power Commission
Notices:

Leoni, N. M.; termination of
license

Federal Trade Commission
Rules and regulations:

Master Copying Studio, et al.;”
cease and desist order——.._..

Interior Department
‘Alaska; withdrawing public lands

for use of Alaska Railroad as g
source of gravel (see Land Man-
agement, Bureau of).

Interstate Commerce Commis=

sion

Notices:
Applications for relief:

Clay to Anderson, S, Ceauua- -

Gravel from Xern, Ind,, t
Mayview and St Joseph,
m

Kyanite from Clover, S. C,, to
Canfield, Ohi0_ e

Magazines and periodicals
from Louisville, Ky., to Ohio
and Indiang

Soda, caustic, from Baldwin

Page

9801

9803

9823

9823

CONTENTS—Continved

Interstate Commerce Commis«
sion—Continued
Notices—Continued

Chesapeake and Ohio Railroad
Co.; rerouting or diverslon of
trafiic

Rules and regulations:

Tariffs and classification; strike
ing of motor carrier concur-
rences in joint forwarder=-
motor 108 cmnucmaca ——————

Justice Department
See Alien Property, Office of.

Labor Department
Proposed rule making:

Child labor regulations ordexs
and statements of interpre-
tatior; occupations hazardous
for employment of minors,
operation of power - driven
woodworking machines_ ...«

Land Management, Bureau of
Rules and regulations:
Alaska; withdrawing public
lands for use of Alaske Rail-
road as & source of gravel..

"Maritime Administration .

9826

9828

9826

9833

9802

9832

9831
9832

9832

and Pine Bluff, Ark., to Ala-
bama, 9832
HeinOnline -- 16 Fed. Reg. 9796

See National Shipping Authority,

National Shipping Authority
Rules and regulations:
Procedure for accomplishment
of vessel repalrs under No-
tional Shipping Authority
Master Lump Sum Repalr
Contract

Navy Department

Delegation of authority to Secro«
tary, with respect to focllities
for administration and training
of units of Reserve Conmiponents
of the Armed Forces (see De-
fense Department).

Rules and regulations:
Naval courts and certain fact-

finding bodies; revision..aaua

Price Stabilization, Office of
Notices:
Ceiling prices at retail:
M. K. M. Knitting Mills, Ino..
Playskool Mfg, COmcunacmunn
Rules and regulations:
Exemptions of certain industrial
materials and manufectured
£00ds (GOR 9) coccacaane -
Retail ceiling prices for certain
consumer goods; speciel pric-
ing methods for certain chain
stores and mail order estab-
lishments (CPR 7, SR 1) ...«

Production and Marketing Ad-
ministration

Proposed rule making:
Milk handling in Fort Wayne,
Ind., marketing 8refoamunnaw

Rules and regulations:
Almonds grown in California;
salable and surplus percent-
ages.

Rent Stabilization, Office of
Notices:
Delegation of authority; desig=
nation of Acting Director of
Rent Stabilization...ccacee.

(1951)

Pago

9033

0816

0821

9810

0811

9804

0831
5830

9809

9807

9816

0801



Thursday, September 27, 1951

CONTENTS=—Continued

Rent Stabilization, Office of—
Confinued
Rules and regulations:
. Rent controlled, rooms in room-
ing houses and other estab-
lishments; certain States._-.

Rural Elecirification Adminis-
fration
Notices:
Allocation of funds for loans (2
documents) .
I0an announcements:
Alaska.
. Arizona
Colorado
Ilinois; Champaign County
Telephone Co.
Indiana
Hanecock Rurel ‘Telephone
Corp.
Towa,

Pago

9803

- 9823, 9824

9825
9824
9823

9825
9324

9825
9825

Kansas (2 documents) ... 9323, 282¢

Kentucky: -
Brandenburg
Co.
H-F-C Rural Telephone
Cooperative Corp, Inc...
Maine
Michigan ccemcccccrccacena
Minnesota:
Farmers Mutual Telephone
Co.
Fillmore County Telephone
Cooperative o
Mississippi; Bay Springs
Telephone Co., INCoeeeee
New Mexico.
Roosevelt County Rural Tel-
ephone Cogperative, Inc.
Oklahome, e e
Oregon ...
South Carolina; Piedmont
Telephone Cooperative,
Inc.
South Dakot@eoccecana- —
Texas.
Texas Farmers Telephone
Co., Inc.
West Texas Rural Tele-
phone Cooperative, Ine.
Virginia (2 documents).____
Washington (2 documents).
Farmers Mutual Telephone
Co.

Telephone

Skagit Valley Telephone
Co
Wyoming e

Securities and Exchange Com-
mission
Notices:
Hearings, ete.:
Cenfral and South West
Corp.
Eastern TUtilities Associates
et al
Poplar Ridge Co2l CO—eeeem

State Depariment
Notices:

General Manager and Deputy
General MManager, Interna-
tional Information and Edu-
cational Exchange Program;
delegation of authority with
respect to signing letters of
working agreement with other
Government agencies.... —

9826
9824
9824
9825
9826

9825
9824

9825

9823
9824

9825
9823
9824
9826
9825
9824
9823
9825

9826
0824

9834
9833

9833 -

9822

FEDERAL REGISTER

CONTENTS=—~Continued

Treasury Department
See Customs Bureau.

CODIFICATION GUIDE

A numerieal list cf the parts of the Cado
of Federal Regulations aficeted by dosuments
published in this fccue. Propoced rules, £3
oppozed to final gpctions, crxo identificd 23

Title 3 Pago
Chapter II (Executive orders) :
4778 (revoked in part by PLO

755) 9816
10290 8735
Title 7
Chapter IX:
Part 909, 0501
Part 932 (proposed) eee oo 9316
Title 14
Chapter I
Part 20 9201
Part 60, 9302
Title 16
Chapter I:
Part 3 2202
Title 19
Chapter It
Part 22 03
Title 24
Chapter VIII:
Part 825 9203
Title 29
Subtitle A:
Part 4 (proposed) oo 8821
Title 32
Chapter VI:
Part 719 9204
Chapter VII:
Part 805 8203
Part 868 9808
Title 32A
Chapter IOX (OPS):
CPR T, SR 1 8207
GOR 9 9809
Chapter VIO (NSA):
. SRIM-5. 9311
Title 43
Chapter I
Appendix (Public land orders) :
755, 9816
Title 49
Chapter I:
Part 420 0816

cial information of the United States
Government which requires safesuard-
inu%1 in order to protect the national se-
Cl

2. Categories of classificd sceurity in-
jormation. There shall bz four cate-
gories of classified security information
which, in descendiny order of impor-
tance to national security, shall carry
one of the followin~ desiernations: ‘“Top
Secret”; “Szeret”; “Confidential”; and
“Restricted”; in addition to being spe-
cifically identified as “Seccurity Infor-
mation.” No other -classification or
classifications shall be used to deslrnats
classified gecurity information.

3. Non-security information. Infore
mation, ofiicial or otherwise, shall not ba
classified under these regulations unless

HeinOnline -- 16 Fed. Reg.
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1t requires protective safesuarding in the
interest of the czourify of the United
States. Tae use of any onz of the four
tzcurity clacsifications herein preseritzd,
combined with the identification “3=-
curlty Informoation,” shall bz stristly
limited to classified szcurily informa-
tion,
PART H—DCTIVITIONS

4. Clacsified cceurity injormation. The
term “eloccified security information”
5 uced hercin means cficial informa-
tion the safezuarding of which Is nzces-
cary in the intcrest of national szeurity,
and which is claczified for such purpasze
by appropriate classifying authority.

5. Information. 'The term “informa-
Hon” a5 uzzd herein means Imowleize
which can be communicatzd, either
orally or by means of material.

6. LIatcrigl. The term “material” as
uzed herein means any document, prod-
uct, or substance on or in which infor-
mation moy k2 recordzd or embodied.

7. Document. The term “document”
as uzed hercin means any recorded in-
formation rezardless of its physical form
or characterictics, and inecludes, but is
not lmited to, the following: (1) Al

> xritten material, whether handrritien,

printed, or typed; (2) all painted, dravmn
or encraved maoterial; (3) all sound or
volce recordinTs; (4) all printed photo-
rraphs and expoz2d or printed film, sfill
or motion picture; and (5) all reproduc-
tions of the forezoing, by whatever proc-
ess reproduced.

8. Product end substance. ‘The terms
“product” and “substance” as wus:zd
herein mean any item of material
(other than o document) from which
information moy ba obtained; apply to
items in cll stases of development, proc-
ezsiny, or construction; and include
elements, incredients, components, ac-
cessorles, fiztures, dies, models and
mock-ups ascoclated with such itzms.

9. Agency. The term “azZency” as
uzed herein means any department or
establishment within the Executive
Branch, including any government cor-
poration that is operated as an instru-
mentality of the Federal Government.

10. Unclassificd  information. The
ferm “unclacsified information” as wsed
herein means information determined by
the appropriate classifying authority not
1o regquire ithe procedural safezuards
provided by these rezulations and there-
fore not Included In cne of the afore-
mentioned szeurlty classifications.

11, Cryptangraphic system:. 'The ferm
“cryptosraphic system” as used herein
means any document, product, or method
cmployed to chance information from
plain Ionquase form into ecded form, or
{0 chan-e information from coded form
into plein lanTuaze form.

12, Scrial metter. The term “ssrizl
matter” as uszd herein means any ma-
terial to which a szrial numbser is as-
strmed apnd which is accounted for ab
prezeribzd intervals and upon specified
aceasions.

13. Tclcgram. ‘The term “telezram”
25 uzed herein means any documsnt re-
cordinT information tronsmitted or for
troncmizsion by telesroph, telephons,
coble, radio or other elzcirieal means of
trancmizcien.

(1951)
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14, Classify. The term “classify” as
used herein means to assign information
to one of the four security classification
categories after determination has been
made that the information requires the
seeurity protection provided by these
regulations.

15, Security classification, The term
“security classification” as used herein
means the category into which informa-
tion falls after being classified as speci~
fled in paragraph 2 of Part I hereof,
Extreme care should be exercised to in-
sure that a particular security classifica~
tion is assigned only to such information
as requires the degree of protection made
applicable by these regulations to that
classification.

16, Declassify. 'The term “declassify”
as used herein means to remove the se-
ourity classification. .

17. Downgrade. The term “down-
grade” as used herein means to assign a
lower security classification than that
previously assigned.

18, Upgrade. ‘The term “upgrade” as
used herein means to assign a higher
security classification than that previ-
ously assigned,

19. Appropriate classifying authority—
4. In general, 'The term “appropriate
classifying authority” as used herein
means the head of the originating agency
and those whom he has authorized to
classify, declassify, upgrade or downe
grade information pursuant to these
Yegulations,

b. Material ofiicially transferred from
originating agency to another agency.
In the case of information transferred
by or pursuant to statute or Executive
order from one agency to another for
the latter’s use and as part of its official
files, as distinguished from transfers
merely for purposes of storage, the re~
celving agency shall be deemed to be the
“appropriate classifying authority” for
all purposes under these regulations.

¢. Material of defunct agency not of-
Jicially transferred to another agency.
When any agency has in its possession,
on or after the effective date of these
regulations, any classified security in-
formation which is then, or thereaffer
becomes, five years old and it appears
‘(1) that such information originated in
an agency which has since become de-
funct and whose records, files and other
material have not been officially trans-
ferred to another agency’within the
meaning of subsection “b” above, or (2)
that it is impossible for the possessing
agency to identify the originating
agency, and (3) a review of the informa-
tion indicates that it should be downe
graded or declassified, the said possess-
ing agency shall have power under
these regulations to declassify or down~
grade such information. If it appears
Pprobable that another agency may have
8 substantial interest in the question
whether the security classification of
any particular information should be
malntained, the possessing agency shall
not exercise the power conferred upon it
by this subsection until thirty days after
the possessing agency has notified such
other agency of the nature of the in-
formation and of its intention to dee
classify or downgrade the same. During
the thirty-day period the other agency

THE PRESIDENT

may, if it so desires, express its objec~
tions to declassifying or downgrading
the particular information, but the
power to make the ultimate decision
shall reside in the possessing agency.

20. Marking, The term “marking” as
used herein means the physical act of
indicating on classified security informa=
tion the assigned classification or change
therein,

21. Record material. The term “rec-
ord material” as used herein means all
books, papers, maps, photographs, or
other documentary materials, regardless
of physical form or characteristics, made
or received by an agency of the United
States Government in connection with
the transaction of public business and
preserved or appropriated for preserva-
tion by that agency or its legitimate suc-
cessor as evidence of the organization,
functions, policies, operations, decisions,
procedures, or other activities of any
agency of the Government, or because of
the informational value of the data con-
tained therein,

22, Non-record material. The term
“non-record material” as used herein
means extra copies and duplicates the
use for which is essentially temporary,
including shorthand notes, used carbon
paper, preliminary drafts, and other ma-
terial of similar nature,

PART II—RESPONSIBILITIES

23. All personnel in the Ezxecutive
Branch. a. The responsibility for the
protection, pursuant to these regulations,
of classified security information shall
rest upon each individual in the Execu-
tive Branch of the Government having
such information or knowledge thereof,
no maiter how that information or
knowledge was obtained.

b. Each individual in the Executive
Branch shall be direetly responsible for
familiarizing himself with and adhering
to all regulations applicable to him

which are issued for the protection of-

classified security information.

24, Authority for heads of agencies to
delegate. The ultimate responsibility
for the safeguarding of classified secur-
ity information within an agency shall
remajn with and rest upon the head of
the agency, but the head of an agency
may delegate the performance of any or
all of the functions charged to him
herein, including:

a. The issuance of such additional in-
structions on the safeguarding of classi=
fied security information -as require-
ments of his agency may dictate;

b. Maintenance of the security of his
ageney’s messenger-courier systems for
transmission of classified security infor-
mation;

. ¢. Authorization of appropriate officials
withink his agency to assign infor-
mation to the proper securify classifica=
tion under these regulations. Authori-
zations to classify security information
as “Top Secret” or “Secret” shall be
held to the minimum necessary for
the performance of required activities,
and shall be maintained at a high level
within the agency. The authorizations
to classify security information as “Top
Secret” shall be substantially more lime
ited in number than those for “Secret”
and shall be restricted to those officials

HeinOnline -- 16 Fed. Reg.
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whose functional requirements are such
that they must have that authority;

d. Designation of those nuthorized to
:fceive “Top Secret” secutity informa~

on;

e, Designation of officlals responsible
for “Top Secret” security informetion
control;

£, Designation of individuals respon-
sible for the security programs in the
various organizational units of the
agency;

g. Appropriate investigation and clear«
ance of personnel who are to have acecess
to classified security information;

h. Maintenance within his agency of
2 continuing review of the use of secu-
rity classifications to insure uniform and
proper application;

i. Establishment of procedures govern-
ing dissemination of classified socurity
information outside his agency;

j. Establishment of procedures govern=
ing changes in security classification
and the destruction of clagsifled security
information;

k. Thorough indoctrination of all in-
dividuals of his agency in security regu-
lations and procedures; and

1. Issuance of additional instructions
pertaining to communications securlty,
serial matter, Restricted Data (as here-
inafter -used), and other subjeots re-
quiring additional regulations,

PART IV—RULES GOVERNING SECURITY CLAS-
SIFICATION, TUPGRADING, DOWNGRADING,
AND DECLASSIFICATION

25, General Classification Principles—
8. Uniformity of application of classifict-
tion. Uniformity of application of clage
sification shall be a requirement for the
proper safeguarding of clagsifiéd seourity
information. In accordance with parae
graphs 2 and 3 of Part I hereof, and in
order to preserve the integrity of the
security classifications “Top Secret,”
“Secret,” “Confidential,” and “Re-
stricted,” when combined with the iden-
tification “Security Information,” thege
classifications shall be used only for the
purpose of identifylng information
whichk must be safeguarded to protect
the national security.

b. Use of lowest consistent clussifici-
tion, 'To avoid overclassification and
depreciation of the importance of prop«
erly classified security information and
to avoid unnecessary delay in the han-
dling and transmisslon of documents
and other material, security information
shall be assigned the lowest security clag-
sification consistent with its proper pro-
tection, Use of the classification “Top
Secret” combined with the identification
“Security Information,” shall be held at
an absolute minfimum. Such classifica-
tion shall be given only to information
which plainly requires the highest degree
of protection in the interest of national
security, The major criterion for the
assignment of this classification shall be
récognition of the fact that unauthors
ized disclosure of information so classl«
fied would or could cause exceptionally
grave danger to the national security,
The classification “Secret” combined
with the identification “Security Infor-
mation” shall be given only to informea«
tion which requires extraordinary pro-
tection in the interest of national

(1951)
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security. The classification “Confiden-
tial” combined with the identification
“Security Information” shall be given to
such inforration as requires careful pro-
tection in order to prevent disclosures
which might harm national security.
‘The classification “Restricted” combined
with the identification “Security Infor-
mation” shall ke applied to information
having such bearing upon national secu-
rity as to require protection against un-
authorized use or disclosure, particularly
information which should be limited to
official use.

¢. Special statutory use of term “Re-
stricted Data’’ The term “Restricted”
as used herein shall not be confused with
the term “Restricted Data,” defined in
the Atomic Energy Act of August 1, 1946

(60 Stat. 768, c. 724, sec. 10 (b) (1); 42
U. 8. C. sec. 1810 (b) (1)) as follows:

The term “Restricted Data” as used in this
section means all data concerning the manu-
facture or utilization of atomic weapons, the
production of fissionable material, or the use
of fissionable material in the production of
power, but shall not include any data which
the Commission from time to time detere
mines may be.published without adversely
aﬁecting the common defense and securlty.

Nothing in these regulations shall be
construed to authorize the classification,
downgrading or declassificafion of “Re-~
stricted Data,” except by the Atomic En-
ergy Commission in conformity with the
provisions of the Atomic Energy Act.

26. Special classification rules—a,
Change in classification of information,
No change shall e made in the assigned
classification of security information
without the consent of the appropriate
classifying authority; extracts from or
paraphrases of classified documents shall
likewise be maintained in the assigned
security classification unless the consent
of the appropriate classifying authority
to downgrade or declassify such extract
or paraphrase is secured, or unless the
agency making such extracts knows posi-
fively that they bear g security classi-
fication lower than that of the document
from which extracted, or that they are
not classified.

b. Classified telegrams shall not be re-
ferred to, extracted from, paraphrased,
downgraded, declassified, or disseminated
except in accordance with special regu-
Iations issued by the head of the origi-
nating agency.

Classified telegrams transmitted over
cryptographic systems shall be handled
in accordance with the regulations of
the transmitting agency,

¢. Information originated by a foreign
government. Information of a classified
nature originated by & foreign govern-
ment and furnished to the United States
by that government shall be assigned a
security classification which will assure
a degree of protection equivalent to or
greater than that required by the origi-
nating government,

d. Documents in general. Documents
shall be .classified according to their
own content and not necessarily accord-
ing to their relationship to other docu-
ments. References to classified material
which do not reveal classified security
information shall not be classified.

e, Physically connected documents.
The classiGeation of a file or group of
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physically connected documents chall b2
at least as hirh a3 that of the mosb
highly classified document thercin.
Documents scparated from the file or
group shall be handled in accordanca
?th their individual cecurity clossiflcne

on.

£, Multiple classification. A docue
ment, product, or substance shall bear
& classification at least as hish as that of
its highest classified components, The
document, product, or substance chall
bear only one over-all cecurity classifica-
tion, notwithstanding that pages, para-
graphs, sections, or components may
bear different classifications.

g. Aletter transmpitting sccurity infor=
snation shall be classified at least as hicgh
as its highest classified enclosure.

27, Upgrading—a, When information
is uparaded, the appropriate classifying
authority shall, £o far as pozsible, notify
all addressees to whom the information
was originally transmitted.

b. If the recipient of information be-
lieves that its assigned classification is
not sufiiciently protective, he shall cafe-
guard it in accordance with the clacsifl-
cation he deems appropriate and chall
bring his reasons for such bellef to the
attention of the appropriate clessifying
authority with a request for uporading,

28. Downgrading and dcclassifica=
tlon—a. Automatic, YWherever practi-
cable, the classifying ofiicial shall place
& notation on classified material, except
telegrams, that after o specified ¢vent or
date, or upon removal of classified en-
closures, the material will be downgraded
or declassified,

b. Non-automatic. The appropriate
classifying authority may downarade or
declassify security information when
eircumstances no longer warrant its re.
tention in its original classideation.
When such information is downrraded
or declassified the custodian of the rec-
ord material, in the case of o decument,
or the custodian of the products or sub-
stances shall be £0 informed; and, when
practicable, the other reciplents of the
material shall be similarly adviced.

¢. Review of asslgned classifications.
It shall be the responsibility and oblira-
tion of every government ofiicial to keep
classified cecurity Information in his
custody constantly under review, and to
initiate action toward downgrading or
declassification as coon as conditions
warrant.,

PART V-—DISSEIMINATION OF CLASSIFICD
SCCURITY INFORIIATION

29, General. a. No percon chall ba
entitled to knowledge or possession of, or
access to, classified securlty information
solely by virtue of his ofilce or position.

b. Classified security information sholl
not be discussed with or in the prezence
of unauthorized percons, and the latter
shall not he permitted to Inspect or havs
access to such information.

c. The head of each afency chall es-
tablish g system for controlline the dis-
semination of classlfied security infor-
mation adequate to the mneceds of his
agency.

30. Limitations on dissemination—a.
Within the Ezecutive Branch. The dis-
semination of classified secuwrity infor-
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mation ciall be limifed to persons whose
ofdeinl duties require Imowledse of such
informotion, Special measures shall k2
employed to limit the dizzcrainatisn of
‘“Top Seeret” cecurlty information to the
abcolute minimum. Only that portion
of “Top Eecret” csecurity information
neeessary to the proper planninz and
appropriate oction of any organizational
unit or individual shall bz releaz:d to
such unit or individual. |

b. Ouiside the ELzxecuticz Brench
Classified security information shall nob
ba diczzminotzd outside the Exccufive
BEranch by any percon or agensy having
oceess tuereto or Imowledze thereof ex-
cept under conditions and throush chan-
nels authorized by the head of the dis-
ceminating agency, even thoush such
percon or anfeney may have bzen solely
or partly responsible for its production.

¢. Informetion criginating in ansiher
ageney. Ezcept as othervise provided
by scetion 102 of the INational Security
Act of July 26, 19417, ¢. 343, 61 Sfat. 438,
o5 amended, §0 U. S. C. s2¢. 403, classi-
fled security information orizinating in
another asency shall nof b2 disseminated
outcide the receiving agency without ths
consznt of the originating agency.
Documents and material containing se-
curlty information which are classified
“Top Szerel” and “Secret” saall nat b2
reproduced without the eonzznt of the
orioinating asency.

d. Telephone conversations. Classie
fled cecurity Information shall not bz re-
vealed over the telephone, except that
the head of an agency may permit the
practice of £9 discuzzing g2curity infor-
mation clac:zifled as “Restricted” which
orizinated within his own agency.

31. Loss or subjection to comuromise—
Any person in the Executive Brench
who hos Imowledze of the 1035 or pas-
sible cubjection to compromisz of classis
fled czcurity Information shall promptly
rcport the circumstances to a designated
ofilcial of his agency, and the latter shall
talie appropriate oction forthwith, in-
cludinzy advice to the orizinatinz office
or agency.

PART VI—RULLS COVEDNNRIG HEANDLING OF
CLASSIPICD £ZCURITY INFORIIATION (DIT-
CLUDIIG IIAREIIIG, TRAISIIISSION, STOR=
ACE, AND BISTRUCTION)

32. Ifarling. After determination of
the classification to b2 assizned thereio,
clascified £2curity information shell be
morized In oceordance with the proce-
dures hereln szt forth. In ordsr to
identify clacsiffied gecurify information
and to distincuish it from non-szcurity
information, clascified security materizl
must clways be clearly identified with
the words “Security Information.”

a. Documents—(1) Bourd documents.
Tane a2:3ioned szcurity classificafion on
bound documents, such es ksols or
pamphlets, the pazes of which are pare
manently and szcurely fastened tozether,
chall bz conspicucusly marked or
stomped on the outside of the fronf
cover, on the title page, on the first page,
on the kack paze and on the outside of
the back cover. In each cas2 the mariz-
ings ehall b2 applied to the top and bat-
tom of the pase or cover.

(2) Unbound dacuments. The 2S-
slzned szeurity classification on unbsund
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documents, such as letters, memoranda,
reports, telegrams, and other similar
documents, the pages of which are not
permanently and securely. fastened to-
gether, shall be conspicuously marked
or stamped at the top and bottom of each
page, in such manner that the marking
will be clearly visible when the pages
are clipped or stapled together.

(3) Charts, maps, and drawings.
Classified charts, maps, and drawings
shall carry the security classification
marking under the legend, title block, or
scale in such manner that it will be re-
produced on all copies made therefrom.
Such classification shall also be marked
at the top and bottom in each instance.

(4) Photographs, films and recordings.
Classified photographs, films, and re-
cordings, and their containers, shall be
conspicuously and appropriately marked
with the assigned security classification.

b. Products or substances. The as-
signed security classification shall be
conspicuously marked on classified prod-
ucts or substances, if possible; on their
containers, if possible; or, if the article
or container cannot be marked, written
notification of such classification shall
be furnished to recipients thereof.

¢. Additional markings—(1) Material
furnished persons not in the Executive
Branch of the government. When clas~
sified security information affecting the
national defense is furnished authorized
persons, in or out of Federal service,
other than those in the Executive
Branch, the following notation, in addi-
tion to the assigned classification mark-
ing, shall whenever practicable be placed
on the material, on its container, or on
the written notification of its assigned
classification:

This material contains information affect-
ing the national defense of the United
States within the meaning of the espionage
laws, Title 18, U, 8. C., Secs. 193 and 784, the
transmission or revelation of which in any
manner to an unauthorized person is pro-
hibited by law.

Use of alternative marking concerning
“Restricted Data” as defined by the
Atomic Energy Act is authorized when
appropriate.

33. Transmission—a. - Preparation of
classified security information for trans-
mission—(1) Outside an agency—(a)
“Top Secret” security information and
“Secret” security information. 1, “Top
Secret” security information and
“Secret” security information shall be
enclosed in opaque inner and outer
covers. .

2. The inner cover shall be a sealed.

wrapper or envelope plainly marked with

the assigned security classification and .

address.

3. The outer cover shall be sealed and
addressed with no indication of the
security classification. .

4, There shall be attached to or en-
closed in the inner cover a receipt form
containing no classified security in-
formation but identifying the addresser,
addressee and the document; such re-
ceipt will be signed by the proper re-
cipient and returned to the sendor.

5. Written material shaill be protected
from direct contact with the inner cover
by a cover sheet or by folding inward,
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(b) “Confidential” security informa-
tion. 1. “Confidential” security infor-
mation shall be prepared for transmis-
sion in the same manner as that indi-
cated for “Top Secret” security informa-
tion and “Secret” security information,
except that it shall be covered by & re-
ceipt only when the sender deems it
necessary.

(¢) “Restricted” security information.
1. “Restricted” security information
shall be transmitted in a sealed wrapper
or envelope without any indication of
the security classification of the con-
tents shown thereon.

2. No receipt shall be required for
“Restricted” security information.

(2) Within an agency. Preparation
of classified security information for
transmission within an agency shall be
governed by regulations, issued by the
head of the agency, insuring a degree of
security equivalent to that outlined above
for transmission outside an agency.

b. Transmission of classified security
information—(1) “Top Secret” security
information. (a) The head of each
.agency shall designate Top Secret Con-
trol Officers to receive, maintain registers
of, and dispatch all “Top Secret” se-
curity information.

(b) The transmission of “Top Secret”
security information shall be effected (1)
preferably by direct contact of officials
concerned, or alternatively by specifically
designated personnel, by State Depart-
ment diplomatic pouch, by a messenger-
courier system especially created for that
purpose, or by electric means in. en-
crypted form; or (2) in the case of in-
formation transmitted by the Federal
Bureau of Investigation, such means of
transmission may be used as are cur-
rently approved by the Director, Federal
Bureau of Investigation, unless express
reservation to the contrary is made in
exceptional cases by the origihating
agency.

(2) “Secret” security information
shall be transmitted within the conti-
nental United States by one of the means
established for “Top Secret” security
information, by an authorized courier, by
United States registered mail, or by pro~
tected commercial express, air or sur-
face. “Secret” security information may
be transmitted outside the continental
limits of the United States by one of the
means established for “Top Secret” se-
curity information, by commanders or
masters of vessels of United States reg-
istry, or by United States Post Office
registered mail through Army, Navy or
Air Force postal facilities, provided that
the material does not at any time pass
out of United States Government control
and does not pass through a foreign
postal system, “Secret” security infor-
mation may, however, be transmitted
between United States Government and/
or Canadian Government installations in
continental United States, Canada and
Alaska by United Sfates and Canadian
registered mail with registered mail re-
ceipt.

(3) “Confidential” security informa-
tion shall be transmitted within the
United States by one of the means estab-
lished for higher classifications, by ordi-
nary mail, or by express or freight under
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such specific conditfons as may be pro«
scribed by the head of the department ox
agency concerned. Outside the conti«
nental United States, “Confldentinl”
security information shall be transmitted
in the same manner as suthorlzed for
higher security classifications.

(4) “Restricted” security information
shall be transmitted within the contl-
nental United States by any means au-
thorized for higher security classifica-
tions, or by express or freight. “Re-
stricted” security information shall bo
transmitted outside the continental
‘United States by one of the means estab-
lished for higher security classifications,
but registration of “Restricted” security
information shall not be required when
it is transmitted by Army, Navy or Alr
Force postal channels,

34. Physical security—a. Storage fa-
cilities. Classified security information
not in actual use by, or under direct ob-~
servation of, an authorized person lo-
cated in the same room shall be stored
as set forth below:

- (1) “Top Secret” security information

_shall be stored in the most secure facili«

ties available, Normally it will be stored
in a safe, a steel file cabinet, or other
steel container having a three position
dial-type combination lock and being of
such weight, size, construction, or in-
stallation as to minimize possibility of
physical theft or damage by flre or tam-
pering. In lieu of such & container, the
material may be stored in & secure room
or vault approved for such use by the
head of the agency and kept securely
locked when not in use, Such approval
shall not be construed to relieve the cus-
todian of any responsibility for the
safety of the classified security informa-
tion, If the foregoing safeguards ore not
available, material so classifled shall be
kept under surveillance of an armed
guard when nof in use.

(2) “Secret” and “Confidential” secti=
rity information shall be stored in &
manner authorized for ““Top Secret” se«
curity information, or in metal file cabi-
nets equipped with & steel lockbar and
an approved three combination dial-type
padlock from which the manufacturer's
identification numbers have been oblit«
erated, or in comparably secure facilities
approved by the head of the agenoy.

(3) “Restricted” security information
may be stored in s manner authorlzed
for higher categories of classified secur-
ity information, but ordinarily shall be
stored in a container equipped with o
reasonably secure locking device, or in
any other storage facility of comparable
security approved by the head of the
agency.

b. Inspections. (1) It shall be the re-
sponsibility of the individual charged
with the custody of classifled security
information to accomplish the necessary
inspections within his area to insure that
all procedural safeguards prescribed by
these regulations are taken to protect
such information at all times.

(2) In each agency individuals shall
be designated to make inspections on o
room or area basis to insure that all
classified security information has been
properly and safely stored,

¢. Safe combinations. (1) Safe com«
binations shall be changed at least once
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2 year; whenever a person knowing the
combination is transferred from the of-
fice to which the safe is assigned; when
a safe is first brought into an ofice;
when the combination has been sube
jected to compromise; and at such other
times as is deemed necessary.

(2) Knowledge of combinations shall

be limited to the minimum necessary for

operating purposes,

(3) Safe combinations shall be given
8 security classification equivalent to
that of the most highly classified secu-
rity information sguthorized by these
regulations to be contained in the safe,

35. Destruction of Classified Security
Information—a. Types of material
which may be destroyed—(1) Record
smaterial may be destroyed only in ac-
cordance with the Act of July 7, 1943, c
192, 57 Stat. 380, as amended, 44 T. S. C.
sees. 366-380.
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(2) Nonrecord materigl may ba de-
stroyed as coon as it has served its pur-

pose,

b, nZethods of destruciion, Clacie
fled record materinl, the destruction of
which has been authorized, and clacsi-
fied nonrecord material shall he de-
stroyed by the following methods under
procedures established by the head of
the agency:

(1) “Top Secret,” “Secret” and “Con-
fidential” security documents shall ba
destroyed by burning; produets and sub-
stances by an equally complete method
of destruction; in each case in the pres-
ence of an appropriate ofilcicl, The
head of an agency may authorize de-
struction of documents other than by
burning, provided the resulting destruc-
tion is equally complete.

(2) “Restricted” gsecurity Informa-
tion shall be destroyed by burning,
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shredding or reduction to pulp, or an
caually ccmplcte method of dzstruction.

¢. Records of destruction. Appropri-
ate records of destruction of matarial
clocsified “Yop Szeret” and “Secret”
combined with the identification “Sscu-
rity Information,” shall bz maintainad
in accordance with procedures estab-
lished by the head of the agency.

PARY VO—-EIICRPRETATION OF REGULATIONS
LY THC ATTORIDY CIINCTAL

36. Ths Attorney Genszral, upon re-
quest of the head of a department er
erency or his duly desiznated represznt-
ative, chall parsonally or throush au-
thorized repreczentatives of the Depart-
ment of Justice render an interprefation
of thez2 resulations in connection with
any problems arising out of their admin-
Istraton.

[T+ B, D32, 01-11733; Filed, Sc
10:57 a. m.}
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RULES AND REGULATIONS

TITLE 7—AGCRICULTURE

Chap?er I{—Production and Market-
ing Adminisiration (Marketing
Agreements and Orders), Depart-
ment of Agriculiure

PART 909—HANDLING OF ALIIONDS GROVIT
v CALIFORNIA

SALABLE AND SURPLUS PERCENTAGES

Notice of proposed rule making with
respect to the fixing of salable, and sur-
plus percentages of almonds for the crop
year beginning July 1, 1951, was pub-
lished in the FEDERAL REGISTER of Septem-
ber 6, 1951 (16 F. R. 9049), pursuant to
the provisions of Marketing Agreement
No. 119 and Order No. 9 regulating the
handling of almonds grown in Califor-
nia (7 CFR Part 909). In said notice,
in which it was proposed to fix the
salable and surplus percentages of al-
monds at 75 percent and 25 percent re-
spectively, for the crop year beginning
July 1, 1951, opportunity was afforded
interested persons to submit to the De-
partment written data, views, or argu-
ments for consideration prior to issuance
of the final rule fixing the percentages.
No such documents were received dur-
ing the period specified.

It is hereby found and determined thaf
good cause exists for making this admin-
istrative rule efiective three days after
publication in the FepeERAL REGISTLR, in-
stead of waiting thirty days after pub-
Iication, for the reasons that (1) it is
desirable that the percentages be fixed
prior to or as soon as practicable after
growers begin to deliver 1951 crop al-
monds to handlers, (2) such deliveries
of 1951 crop almonds have begun, (3)
operations of handlers under the ade-
ministrative rule will not require prepa-
ration which cannot be made within
three days after publication of the rule
in the FEDERAL RCGISTER.

Therefore, aiter consideration of all
relevant ~ matters, the administrative
rule is as follows:

§909.201 Salable and surplus Pere
centages for almonds during the crop

gear beginning July 1, 1951. The salable
and surplus percentages during the crop
year beginning July 1, 1951, epplicable
to almonds, edible kernel weicht Lasls,
received by handlers for their ovn ac-
counts, shall be 76 percent and 25 per-
cent respectively.

(Sec. 5, 49 Stat. 763, os amended; 7 U. 8. O,
and Sup. 60Sc)

Issued at Washington, D. C., this 21st
day of September, 1951, to become effec-
tive at 12:01 a. m,, P, 5. t.,, on the third
day after publication of this document
in the Fepenar REGISITR,

[seaLl S. R. S_m:zg,
ctor,
Fruit and Vegetable Branch.

[F. R. Doc, 51-11591; Flled, Ecpt. 26, 10013
8:48 a. m.]

TITLE 14—CIVIL AVIATION

Chapter 1—Civil Acronautics Board
[Civil Afr Regs, Amdt. 20-14]

ParT 20—P1ror CERTIFICATES

NIGHT AND IIVSTRULIENT FLIGHT CEPLRIZLICD
REQUIRELIENTS FOR COLIMERCIAL PILOTS Y
AIRPLANE CATEGORY

Adopted by the €ivil Aeronautics
Board at its ofiice in Washingten, D. C,,
on the 21st day of September 1551,

This amendment of § 20.35 (a) of the
Civil Air Regulations is desirmed to re-

~ quire @ minimum of 5 hours of nifht

flicht and 10 hours of instrument githt
as part of the experience rcquirements
for the commercinl pilof in the airplong
category for any applicant to whom o
certificate unrestricted for intcrnational
fAight is issued after October 1, 1951.
Any applicant obtainine his certifieats
after October 1, 1951, who docs not mezt
these requirements will have an endorce=
ment placed on his certificate to chow
that such requircments have not been
met. ‘Thess endorcements neither ree
strict nor affect in any way the privileges
of such certificate with respect to fdlchi
in the United States or its pocsessions,
However, they do xesirict the holder of
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such o caertificate from piloting airplanes
commercially In forzirn countries (mem-
bars of ICAQ) without the consent of the
forelrn country in which the flizht is to
bz made. It is an infernational obliza-
tion of the Unitzd States under the Chi-
cano Convention to take this action. If
chould bz noted that this amendment in
no woy affects certificates in this eate-
gory Izcuzd prior to Octobar 1, 1951,
either by vay of any regquirement of
endorsement or by way of restriction as
to international fiicht. The purposz of
the amendment is to provide an appli-
cant an opportunity to secure a commer-
clal pilot roting affer Qetober 1, 1951,
that is recoznized by other counties o3
valid for international flicht oparations
on o commercial basis.

A propozal to amend the Civil Air
Regulations to includz the 5 hours of
nirht Gicht ond 10 hours of instrument
fizht instruction as esperienca reguire-
ments for o commercial pilot, without
the endorzzment provision, was pub-
lished in the Feponar Rpcistez on July
31, 1951 as & notica of propozed rulz-
mating and cireulated as part of Draft
Releasz 51-5, dated July 27, 1251. The
effect of this would have bezen {o incor-
porate thezz experience reguirements
with respect to fiizht in the United
States and 5 poszessions as well as in
international ficht. Of the comment
reeeived from the industry rezardinz
the nitht ond Instrument expzrience
most esprezzzd ctrons obiectisn to the
10 hours of Instrument espsrience 2nd
come cxprezezd objection to the 5 hours
of nicht experiencs. In order to give
consideration to the cbjections raiz=d
eralnct the provisions of Drafé Relzase
B1-5, further study cnd evaluation of
theo2 prapozad chances will b2 made b2-
fore ony further resulatory action is
tolien by the Board., The 10 hours of
ninht ficht me vhich are currently
required in § 20.35 (o) are baing reduczd
to 5 hours, to conform to the reviced
ICAO standard.

Since this omendment impozes no od-
ditionnl burdsn on any person, and
merely carries outb an existiny interna-
tional cblzation of the United States.

(1951)



