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OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE 
INSTRUCriON NO. 80.04 

SUBJECf: PRE-PUBLICATION REVIEW OF UNCLASSIFIED MATERIAL 
FOR OFJITCIAL DISSEMINATION 

1. AUTHORJTIES: The National Security Act of 1947, as amended; Executive Order 
12958, as amended; Executive Order 12333, as amended; and other applicable provisions 
of law. 

2. REFERENCES: ODNl Instruction2007-6, ODNI Pre-Publication Review qf 
Marerial Prepartdfor Public Dissemination, 26 July 2007. This Instruction supersedes 
CIA Regulation CAR) 6-2 provisions on official publications as related to the ODNI. 
Unofficial publications and presentations are addressed in a separate Instruction. 

3. PURPOSE: 

A. Consistent with ODNI's intent to improve outreach to academia, industry. and the 
public at large,. this Instruction establishes the requirements and process for review of 
llllclassified mareri.a1 prepared for official dissemination. 

B. Pre-publication review of material prepared for official dissemination is intended 
to prevent the disclosure of classified information and to ensure that a presentation or 
pnblicati.on does not .adversely affect the ODNI's mission, foreign relations or U.S. 
security. It also ensures that the appropriate level of management review and approval is 
undertaken prior to the publication and disse:mination of the rnaterial. 
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4. APPLICABn:JTY: 

A. This Instruction applies to all individuals granted access to classified .information 
by the ODNl or who sign a nondisclosw-e agreement or other secrecy agreement • This 
includes ODNI CWTeD.t staff, assignees, individuals serving under Intergovemme.ntal 
Personnel Act (IPA) agreements and detailees who intend to pUblish or present 
infonnatio:rJ. in an official capacity in any media form (ie.., andio. video, slide 
presentAtion~ handout. etc.). 

B. Official ODNI publication or presentation ~ that ate not public and are 
disseminated solely to another IC agency in conjunctiori with government b~s are 
not governed by this Instruction. Approval for those publication or presentatiOII materials 
may be granted by the individual supervisor. 

5. DEFINITIONS: 

A. JNFOSEC pertains to information security. INFOSEC promotes safe. secure, and 
professional information exchanges. Questions penaining to INFOSEC should be 
directed to the Information Systems Security Manager (ISSM). 

B. Material, for the purpose of this Instruction, includes ite.ols such as, bnt not 
limited to briefmgs. PowerPoint presentations, tallcing points, speak.Ulg notes. outlines. 
handouts, audio and video clips, poste1'S and other typeS of presentation aids. 

C. Public, u it relates to tbis lnstmction, refers to one or more persons or entities 
oWside of the U.S. Govenunent (USG), including. but not limited to the media, 
academia, and public policy institutio.ns. 

D. Unclassified Official Dissembration is any ODNI approved and sanctioned 
dissemination of unclassified ODNI infonnation to USG entities 01lt$ide of the 
Im:elligence Community (IC) or the public. 

E. Unoftk:iai.DiMemination is any dissemination of information in an unofficial 
capacity. Pre·publication review of unofficial disse:mi!lation is governed by ODNI 
Instruction 2{)(J7-6, ODNI Pre-Publi&atiort. Review of Moi6rial Prepared for Public 
Dissemination, 261uly 2007. 

P. Undassit'ied USG Dissemination is any unclassified dissemination to a USG 
entity or a USG contractor perlonning business with tbe USG where information is not 
released to the public.. 

'" Due r.o the unique natUre of the IARPA rniasiOn IUid eqgagemont with me prlvaa SlctOT, it Vli11 have a. 
sepamte ~n m<lew dilectivo, fUlly COOl1tinafed With the DitectorofC'..'ommunicafi and 
~ ~Oftic'orlllllappmwd by tbcl>irectotoflhe~Sadf:. 
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6. POLICY: 

A Each individual who prepares material for unclassified official publication or 
public <Ussemioation, in any media form. shall submit the material to the appropriate 
approval authority (as defined in paragraph 7.B) for pre-publication review in accordance 
with this Instruction. 

B. Submissions to the Public Affairs Office (PAO) and lltformation.Management 
(IM) must go through the following official addresses: DNI-Pre-Pub (classifi.ed) or .PN1-
ppblka.tiomeyiew@ugqv .20V (unclassified). Individuals who submit matetial to PAO 
and 1M for-review will receive one consolidated response that is binding. 

C. This policy does not release authors from obligations to ptotect classified or non­
public llllClassified information and to fully comply with infono.ation security 
requirementS, no.ndisclosure agreements, and other secrecy agreements. uor does it alter 
the tenns of such agreemen~. In case of any conflict between this document and a 
nondisclosure agreement or other secrecy agreeroent, the nondisclosme agreement or 
other secrecy agreement shall govem. 

7. ROLES AND RESPONSIBILITJES: 

A. ODNI Staff, Assipees, Detail~ and Contractors. Before submitting material 
for appro-val, individuals preparing info.r.raation for official public dissemination will 
conduct an information protection and release review to ensure the information is 
llllClassifi.ed and requires no fwtheJ" dissemination controls sucll as For Official Use Only 
(FOUO). attomey·client privilege. INFOSEC. or other dissemlnation restrictions. 
Contrac~rs are not permitted to make official presentations on behalf of the ODNI. 

B. Approtring Authorities. All pob.li.cations or dissen;dnations must be approved by 
an Assistant Deputy Director of National Intelligence (ADDNX) equivalent or higher 
level official in the author's chain of command before publication or ~n. The 
approving authority must ensure that: 

( 1) The presentation or publieation is official in uatme, is unclassified, and has 
been sanitized for "aon-public~' inionnation, to include, but: not ~ to, Other 
Government Agencies (OOA) infrn:matioD and Foreign Govemroent Information 
(FGJ). 

(2) The content reflects the Director of Natio.oal Inte1ligen.ee (DNI) position on 
the subject. wben appropriate. 

(3) All official publicalions or d.issemnlatioos in eledrol,)jc fonn or media have 
met INFOSEC safepards TO preveut tb.e ~ disclolare of bidden or classific4 
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data and th1l.t an Information Systems Security Manager (!SSM) has been consulted if 
questions or concerns about release or protection of ln.formatian exist 

(4) All unclassified official Pllblications for dissemination to the public are 
coordinated with the PAO. 

(5) All unclassified official publications or disseminations are coordinated with 
the staff of Mission Support Center (MSC) Tnfo.tlllation Management (IM). 

C. Pllblil:: Affairs Office: PAO will review all unclassifuld material and information 
for official dissemination to the public to e.nsure tbe cont®t ;reflects the OD.NI pos.i,tioo 
on the subject. when appropriate; and that the material is consistent with ODNI branding 
standards. PAO will respond to requests wil:bin fifteen (15) business days unless 
ol:herwise noted. 

D. Direetor, Infonnation Maoagem~ (Director~ lM): The Director, IM Will 
conduct classification reviews of all material and infonnalion intended for unclassified 
official dissemination to ensure that the .information is approprl.ate for release. The staff 
of MSC/IM will respond to requests. within fifteen ( 15) business days unless otherwise 
noted. 

E- Information System Security Manager: The ISSM will condnct INFOSEC 
reviews and provide recom.me.ndati.ons On tbe proper electronic dissemination of 
products. 

·8. PENALlY :FOR NON ..COMPLIANCE; Failure to comply with pre--publication 
review obligations may result in civil and/or admiru.strativ-e penalties. 

9. EFFECilVE DATE: This InstnlCtion.is effective upon signature. 

John F. Kimmoll5 
Lieutenant General, USA 

Director of the Intelligence Staff 

Date 
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