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Mr. SENSENBRENNER. The Subcommittee will come to order.

And welcome to today’s hearing on the reauthorization of the PATRIOT Act. I would like to especially welcome our witnesses and thank you for joining us today.

Presently I am joined by the distinguished Ranking Member and Chairman emeritus of the Subcommittee, Bobby Scott of Virginia. There will be more Members that will be coming later on.

I yield myself 5 minutes for an opening statement.

Today’s hearing on the reauthorization of the PATRIOT Act will focus on three provisions set to expire May 27th: section 206, roving authority; section 215, business records; and the “lone wolf” definition.

Last month, Congress approved a 90-day extension of these provisions to ensure their continued use by the intelligence community. The extension also affords this Committee the opportunity to review how these provisions are used and how to assist our national security investigations and to ensure that they are not being misused. The Committee plans to hold an additional hearing later this month on the permanent provisions of the PATRIOT Act.

As the then Chairman of the House Judiciary Committee, I oversaw the enactment of the USA PATRIOT Act in response to the 9/11 terrorist attacks. Title 2 of the act addressed enhanced foreign intelligence and law enforcement surveillance authority. 14 of the 16 sections of that title were made permanent by the 2005 PATRIOT Act reauthorization. The roving wiretap and business
records provisions were extended to December 31st, 2009. Also set to expire on that date was section 6001 of the Intelligence Reform and Terrorist Prevention Act of 2004, which we call IRTPA, the lone wolf definition. Congress did not enact a reauthorization in 2009. Instead the expiring provisions were extended three times, first for 60 days, then for a year, and now for 90 days, and it is time for Congress to reauthorize this law.

Congress should make permanent the lone wolf definition. This provision closes a gap in FISA that if allowed to expire could permit an additional terrorist to slip through the cracks and carry out his plot undetected. It has nothing to do whatsoever with any type of surveillance on these people. That is in other parts of the act.

When FISA was originally enacted in 1978, America was concerned largely with collecting intelligence from foreign nations such as the Soviet Union or terrorist groups like the FARC in Colombia. Therefore, the law authorized intelligence gathering to foreign powers and their agents.

The intelligence landscape has changed dramatically in the last 30 years. Today we are confronted with threats from individuals who may subscribe to certain beliefs but do not belong to a specific terrorist group. Without the lone wolf definition, our surveillance tools will be powerless against this growing threat to America's security.

Section 206 of the PATRIOT Act authorizes the use of roving or multi-point wiretaps for national security and intelligence investigation. This allows the Government to use a single wiretap order to cover any communications device that the target is using or about to use. Without roving wiretap authority, investigators are required to seek a new court order each time a terrorist or spy changes cell phones or computers.

Section 215 of the act allows FISA Courts to issue orders granting the Government access to business records and foreign intelligence, international terrorism, and clandestine intelligence cases. The 2005 reauthorization expanded congressional oversight and added additional procedural requirements and judicial review.

Since the PATRIOT Act was enacted, these provisions have been scrutinized by Congress and have been either unchallenged or found constitutional. The lone wolf definition has never been challenged. Section 206 roving authority has never been challenged. The criminal roving wiretap authority was upheld under the Fourth Amendment to the Constitution by the Ninth Circuit in 1992. Section 215 business records was challenged, but after Congress made changes to that provision in the 2005 reauthorization, the lawsuit was withdrawn. Each of these provisions is integral to defending America against enemy nations, terrorist groups, and individual terrorists and must be kept intact.

I wish to welcome our witnesses and thank you for joining us today.

And now I would like to recognize for his opening statement the gentleman from Virginia, Mr. Scott, who is the Ranking Member of the Subcommittee.

Mr. SCOTT. Thank you, Mr. Chairman. I thank you for holding this hearing on the reauthorization of the expiring provisions of the USA PATRIOT Act. We are here on a temporary 3-month exten-
The House passed a much longer extension. I am pleased that it was shorter extension, but I remain opposed to the extension of these provisions without changes to them to better ensure the rights of innocent Americans are not trampled upon.

Three sections scheduled to sunset are deeply troubling. Section 215 of the PATRIOT Act authorizes the Government to secretly obtain any tangible thing so long as it provides, in an ex parte proceeding, a statement of facts showing that there is reasonable grounds to believe that the tangible things are relevant to a foreign intelligence, international terrorism, or espionage investigation. No showing of probable cause, no direct connection to a foreign power or agent is needed, and any tangible thing includes business records, library records, tax records, educational records, medical records, or anything else.

Before the enactment of section 215, only specific types of records were subject to such orders and the Government had to show specific and articulable facts giving reason to believe that the person to whom the records pertain is a foreign power or an agent of a foreign power. While these extraordinary powers were authorized and defended under the rubric that they are necessary to protect us from patriotism, the secret dragnet style approach allows the Government to review personal records even if there is no specific and articulable facts giving reason to believe that the individual targeted had anything to do with terrorism. The justification of these extraordinary powers is to protect us from terrorism. Congress should either ensure that things collected with this power have a meaningful connection to at least suspected terrorism or the provision should expire.

Section 206 provides for roving wiretaps, including a John Doe roving wiretap, which permit the Government to secretly tap phones it believes a non-U.S. person may use. The order may be against any phone, including a phone of a neighbor if the person has visited before and used the phone whether or not he is determined to be using the phone again or if the officials represent to a judge, on an ex parte basis, that the person is evasive in the use of phones.

Section 6001, the so-called “lone wolf” provision, permits secret intelligence gathering of non-U.S. persons in the U.S. even if they are not affiliated with a foreign government or terrorist organization. We have traditionally limited this kind of Government power to situations that involve agents of foreign governments or foreign terrorist organizations. With the necessity for business people to operate in a global economy and the frequency with which American citizens interact with people from around the world, the risk that this provision poses for ordinary activities of such Americans to be subject to spying is unacceptable, especially since the Government testimony indicates that the lone wolf provision is rarely, if ever, used. And even if there was a case where there was good cause for the Government to keep tabs on such people, there is no reason to jeopardize the safeguards that protect the traditional rights and freedoms of Americans when we can pursue such persons under existing authorities which allow emergency warrants and just about any other Government action that is reasonably based on pursuing a suspect.
It is encouraging that there was significant bipartisan opposition to the extension of these PATRIOT Act provisions. It shows a healthy skepticism of unrestrained Government power to spy on people in the United States. We need to restore our traditional respect for the right of every individual to be secure from unchecked Government intrusion. I hope that we can arrive at ways of doing so in our review of these authorities. We did so before under your leadership, Mr. Chairman, when we arrived at a version of the PATRIOT Act when it was originally passed that every Member of the House Judiciary Committee voted for, and I am confident that we can again under your leadership do the same thing.

Thank you and I yield back.

Mr. SENSENBERGER. The time of the gentleman has expired.

The Chair now recognizes the Chairman of the Committee, the gentleman from Texas, Mr. Smith.

Mr. SMITH. Thank you, Mr. Chairman.

The September 11th attack—and this September 11th marks the 10-year anniversary of the worst terrorist attack in U.S. history. America is fortunate not to have suffered another attack of such magnitude and devastation in the past decade. This does not mean that the terrorists have given up their plot to destroy America or that we should no longer be prepared for another large-scale attack. As we have seen in recent years, the absence of a major attack does not mean that America is secure.

To avoid detection, terrorists have shifted their tactics away from complex, coordinated attacks by a group of terrorists to smaller, individualized plots by rogue terrorists.

On Christmas Day 2009, a foreign terrorist from Nigeria attempted to detonate a bomb hidden under his clothes on a plane on the way to Detroit.

Last spring, a radicalized American citizen from Pakistan tried to explode a car bomb in Times Square.

Plots to attack both the Washington, D.C. Metro and New York subway systems have also been thwarted.

And just 2 weeks ago, a 20-year-old student from Saudi Arabia was arrested in my home State of Texas for attempting to use weapons of mass destruction. Khalid Aldawasari entered the United States in 2008 on a student visa to complete English language training, but in reality, he came to the United States to carry out violent jihad on innocent Americans. Aldawasari had been planning his bombing plot for years, even seeking out a particular scholarship to attend school in the U.S. while carrying out this plot. According to prosecutors, Aldawasari obtained two of the three chemicals needed for a bomb over the last 3 months and had attempted to buy the third. He had also researched potential targets, including the Dallas residence of former President George W. Bush, several dams in Colorado and California, and the homes of three former military guards who served in Iraq.

The PATRIOT Act was enacted to prevent both large-scale attacks and terrorist plots by individual terrorists acting alone like the one in Dallas. Unfortunately, the myths surrounding the PATRIOT Act often overshadow the truth, but this is not “Law and Order” or some criminal justice show painting the PATRIOT Act as a tool of “Big Brother” just for their ratings. This is the real world
where we must address the real threat from foreign terrorists. As we review these expiring provisions, Congress must set aside fiction and focus on the facts.

The three expiring national security provisions that Congress will consider this year are both constitutional and common sense. For example, the roving wiretap provision allows intelligence officials, after receiving approval from a Federal court, to conduct surveillance on terrorist suspects regardless of how many communication devices they use. We know terrorists use many forms of communication to conceal their plots, including disposable cell phones.

Roving wiretaps are nothing new. Domestic law enforcement agencies have had roving authority for criminal investigations since 1986. If we can use this authority to track down a drug lord, why shouldn’t we also use it to prevent a terrorist attack?

The business records provision allows the FBI to access tangible items, including business records in foreign intelligence, international terrorism, and espionage cases. Again, this provision requires the approval of a Federal judge. That means the FBI must prove to a Federal judge that the documents are needed as part of a legitimate national security investigation.

The third provision amends the legal definition of an agent of a foreign power to include a lone wolf provision. National security laws allow intelligence gathering on foreign governments, terrorist groups, and their agents. But what about a foreign terrorist who either acts alone or cannot be immediately tied to a terrorist organization? The lone wolf definition simply brings our national security laws into the 21st century to allow our intelligence officials to answer the modern day terrorist threat.

We cannot fight terror in this century with the tools of the last century. Congress must reauthorize these important national security laws. We simply cannot afford to leave our intelligence community without the resources it needs to dismantle terrorist organizations, identify threats from both groups and individuals, and interrupt terrorist plots of all sizes.

Mr. Chairman, let me say in conclusion that I personally appreciate all the work that you have done on the PATRIOT Act. You were the Chairman of this Committee when it first passed. You have conducted oversight of the PATRIOT Act in the past. You are continuing to do so today. And I hope the results of all of our efforts will be to reassure individuals that these three provisions need to be extended and that they are doing a lot to protect the lives of Americans today.

I yield back.

Mr. SENSENBRENNER. The Chair recognizes the most recent Chairman emeritus of the Committee, the gentleman from Michigan, Mr. Conyers.

Mr. CONYERS. I want to thank the most senior Chairman emeritus for recognizing me and to let you know that I do not know if you are, as our present Chairman, about to move the discussion of the PATRIOT Act from the Constitution Subcommittee to the Crime Subcommittee. That is your prerogative. And I noticed that is what the senior Chairman emeritus did when he was Chair. And here we are doing it again.
Now, it is my understanding that many Members in the Subcommittee opposed this 3-month extension. They wanted it longer. I am satisfied with 3 months and apparently so is the other body.

So we are here today. And I guess no one else has to recount all the horror stories of terrorism, incidents of terrorists, people arrested for terrorism and not yet prosecuted. That has all been done. But I am not sure if that is the main issue that surrounds us today because the most basic questions raised to me are what intrusions on our freedom and privacy will we accept, how much will we accept in this fight against terrorism. I noticed that the Chairmen of the Subcommittee and the full Committee have failed to even comment on that, which I consider to be the crux of us coming together. It is commented on by one of the witnesses here from the Cato Institute.

What we are trying to do here today is reach a balance between protection and our liberties. I just want to read you what came from a former Senator from Minnesota—Wisconsin: “Of course, there is no doubt that if we lived in a police state, it would be easier to catch terrorists. If we lived in a country that allowed the police to search your home at any time for any reason, if we lived in a country that allowed the Government to open your mail, eavesdrop on your conversations, intercept your email, if we lived in a country that allowed the Government to hold people in jail indefinitely based on what they write or think or based on mere suspicion that they are up to no good, then the Government would, no doubt, discover and arrest more terrorists. But that is not a country which we would want to live in and that would not be a country for which we could, in good conscience, ask our young people to fight and die for. In short, it would not be America.” And so it is that set of concerns that to me bring us here today.

And for all of us, I keep remembering that the Chairman’s original PATRIOT bill was passed unanimously out of this Committee, and then not so mysteriously substituted in the Rules Committee for a bill that no one had ever seen before. And so it is against that backdrop that I join in welcoming all of the witnesses today for this discussion.

Thank you.

Mr. SENSENBRENNER. The time of the gentleman has expired.

Without objection, Members’ opening statements will be made a part of the record.

And also without objection, the Chair will be authorized to declare recesses during votes on the House floor.

It is now my pleasure to introduce today’s witnesses.

Todd Hinnen is the Acting Assistant Attorney General for National Security at the Department of Justice. Prior to assuming this position, Mr. Hinnen was the Deputy Assistant Attorney General for Law and Policy at the National Security Division of the Department of Justice. He also has previously served as chief counsel to then Senator Joseph Biden, Jr., and as a director in the National Security Council’s Combating Terrorism Directorate and as a trial attorney in the Department of Justice’s Computer Crime and Intellectual Property Section.
Mr. Hinnen clerked for Judge Richard Tallman on the Ninth Circuit Court of Appeals and he is a graduate of Amherst College and Harvard Law School.

Robert Litt is the General Counsel in the Office of the Director of National Intelligence. Before joining ODNI, Mr. Litt was a partner with the law firm of Arnold & Porter, LLP. He served as a member of the governing body of the American Bar Association’s Criminal Justice Section and is a member of the advisory committee to the standing Committee on Law and National Security.

From 1993 to 1999, Mr. Litt worked at the Department of Justice where he served as the Deputy Assistant Attorney General in the Criminal Division and then as the Principal Associate Deputy Attorney General. His duties at DOJ included FISA applications, covert action reviews, computer security, and other national security matters.

He started his legal career as a clerk for Judge Edward Weinfeld of the Southern District of New York and Justice Potter Stewart of the United States Supreme Court. From 1978 to 1984, he was an assistant U.S. attorney for the Southern District of New York. He also spent 1 year as a special advisor to the Assistant Secretary of State for European and Canadian Affairs.

He holds a B.A. from Harvard college and an M.A. and J.D. from Yale University.

Nathan Sales is an Assistant Professor of Law at the George Mason University School of Law where he teaches national security and administrative law. Prior to coming to George Mason, he was a Deputy Assistant Secretary for Policy Development at the U.S. Department of Homeland Security.

He has previously served as counsel and then senior counsel in the Office of Legal Policy at the U.S. Department of Justice. In 2002, he received the Attorney General’s Award for exceptional service for his role in drafting the USA PATRIOT Act.

He graduated from Duke Law School magna cum laude where he joined the Order of the Coif and was research editor of the Duke Law Journal.

He clerked for the Honorable David B. Sentelle of the U.S. Court of appeals for the D.C. Circuit, and from 2003 to 2005, he practiced at the Washington, D.C. law firm of Wiley, Rein & Fielding. He was the John N. Olin Fellow at Georgetown University Law Center in 2005 and 2006.

Julian Sanchez is a research fellow at the Cato Institute who studies the intersection of privacy, technology, and public policy. He has written extensively about surveillance and the intelligence community for publishers across the political spectrum, from National Review to Newsweek and The Nation. As a journalist, Sanchez has covered these same issues as Washington editor of the technology site, Ars Technica, a blogger for the Economist, and an editor for Reason magazine. He studied philosophy and political science at New York University.

Without objection, the witnesses’ statements will appear in the record in their entirety. Each witness will be recognized for 5 minutes to summarize their written statement, and the Chair now recognizes Mr. Hinnen.
Mr. HINNEN. Thank you, Mr. Chairman.

Mr. SENSENBRENNER. The Chair may withdraw his recognition of Mr. Hinnen, seeing if we have some votes on the floor. We have three votes on the floor. We will wait until the votes are over with and then I will recognize you for 5 minutes.

The Committee is recessed. Would Members please come back here promptly following the last vote?

[Recess.]

Mr. SENSENBRENNER. The Subcommittee will be in order, and the Chair will re-recognize Mr. Hinnen for 5 minutes.

Mr. HINNEN. Thank you, Mr. Chairman.

Chairman Sensenbrenner, Ranking Member Scott, Ranking Member Conyers, and Members of the Subcommittee, thank you for inviting me to testify today concerning the three provisions of the Foreign Intelligence Surveillance Act currently scheduled to sunset in May: the roving wiretap provision, the lone wolf definition, and the business records provision.

I will make four general observations about these provisions and then discuss each of them briefly.

First, these provisions are constitutional. Two of them, the roving wiretap provision and the business records provision have close analogues in criminal law: Title III roving wiretaps, and grand jury subpoenas. The courts have upheld each of these criminal analogues as constitutional. The lone wolf definition is simply a specific application of FISA surveillance authority which the courts have also upheld as constitutional.

Second, they are important to our ability to conduct effective national security investigations. Allowing them to expire even for a brief time would make America less safe from international terrorism and other foreign threats.

Third, they are subject to robust protections for privacy and civil liberties that involve all three branches of Government. Each requires the Government to make certain showings to an independent court, the FISA Court. Each imposes strict rules governing how the Government handles information regarding United States persons. Each is subject to extensive executive branch oversight, and each is subject to congressional reporting requirements.

Fourth, these authorities have been subject to extensive discussions between Congress and the executive branch, and Congress has already renewed them several times.

My written testimony sets forth a detailed explanation of how each of them works. Let me summarize it briefly.

First, the roving wiretap provision. Ordinarily when the Government demonstrates probable cause that a subject is an agent of a foreign power and is using a facility such as a telephone number, the FISA Court issues two orders. One order is to the Government authorizing the surveillance, and the second order is to the provider, the telephone company, directing it to assist the Government. When we demonstrate to the court that the subject may take steps to thwart surveillance, such as by switching telephone companies, the court can issue a roving order, directing any telephone
company to assist the Government. When the Government identifies the new phone number that the subject is using and initiates surveillance, it must notify the court within 10 days and provide the facts indicating that the subject is using that phone number.

As courts have repeatedly held in the criminal context, a roving order is not a general warrant. The Government may use roving surveillance only against that specific agent of a foreign power and on a specific phone number that person is using. The Government obtains roving authority about 20 times a year on average, generally where the subject is a highly trained foreign intelligence officer or a terrorist with particularly sophisticated tradecraft.

Second, the lone wolf definition permits surveillance when the Government demonstrates probable cause that a subject is engaged in international terrorism, even if the Government does not demonstrate a connection to a terrorist organization. The Government may not use this authority against a United States citizen or lawful permanent resident. Although we have not used this authority to date, it fills an important gap in our collection capabilities. It allows us to collect on an individual engaged in terrorist activity who is inspired by but not a member of a terrorist group.

Third, the business records provision allows the Government to apply to the FISA Court for an order directing the production of tangible things that are relevant to an authorized national security investigation. This authority is analogous to grand jury subpoena authority in criminal cases. In fact, the Government can only obtain records that could be obtained by subpoena in criminal cases. But this authority imposes more demanding requirements on the Government than a criminal subpoena. The Government must demonstrate relevance and obtain an order from an independent court. This provision is used about 40 times per year on average. It has never been used to obtain library circulation records or the titles of books borrowed.

In closing, Mr. Chairman, it is appropriate to discuss these authorities which are so important to our national security and to Americans’ privacy and civil liberties, and we appreciate the opportunity to do so. Congress based these provisions on well-established, time-tested authorities in the criminal context and has refined them since they were enacted. All three are on solid constitutional footing. All three are important to protect this country from international terrorism and other foreign threats, and all three are subject to robust protections for privacy and civil liberties. The Department urges Congress to renew them.

I look forward to the Subcommittee’s questions.

[The statement of Mr. Hinnen follows:]
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Chairman Sensenbrenner, Ranking Member Scott, and members of the House Judiciary Subcommittee on Crime, Terrorism and Homeland Security, thank you for inviting me to testify today concerning the three provisions of the Foreign Intelligence Surveillance Act (“FISA”) that were recently reauthorized but are scheduled to sunset again in May. Two of these provisions have been part of FISA since the USA PATRIOT Act was enacted nearly a decade ago, and the third has been in FISA since 2004. They have all been reauthorized several times since enactment. As you know, we continue to believe these are critical tools for national security investigations that facilitate the collection of vital foreign intelligence and counterintelligence information. Consequently, we strongly support their continued reauthorization. The Attorney General and Director of National Intelligence have written to the leadership of both houses of Congress urging that Congress grant a reauthorization of sufficient duration to provide those charged with protecting our nation with reasonable certainty and predictability.

Today I will briefly describe the three expiring provisions (the “roving” surveillance provision, the “lone wolf” definition, and the “business records” provision), explain how they have typically been used in practice, and identify some of the safeguards that ensure that these authorities are used responsibly.

Roving Surveillance

FISA’s “roving” electronic surveillance provision allows the Government to continue surveillance where the target of the surveillance switches from a facility (e.g., a telephone) associated with one service provider (e.g., a telephone company) to a different facility associated with a different provider. This provision, now codified at 50 U.S.C. § 1805(c)(2)(B), was enacted in the USA PATRIOT Act to correspond to roving authority that has applied to law-enforcement surveillance since 1986. See 18 U.S.C. § 2518(11).

To explain the significance of FISA’s roving surveillance provision, I need first to describe how FISA functions in ordinary, non-roving cases, and then highlight the differences in roving cases. In an ordinary FISA surveillance case, the Government must demonstrate to the FISA Court probable cause that the target of the surveillance is a foreign power or an agent of a foreign power, and that he is using, or about to use, a facility, such as a telephone. See 50 U.S.C. §1805(a)(2).
If it finds probable cause and approves the Government’s application, the FISA Court then issues two separate orders. One order goes to the Government, and actually authorizes the surveillance. The other, referred to as a “secondary” order, goes to the provider – the telephone company – and directs it to assist the Government in conducting the surveillance. See 50 U.S.C. § 1805(c)(1)-(2). The secondary order is necessary because, in most cases, we need the affirmative assistance of the phone company to implement the surveillance. In an ordinary case, if the target switches to a new provider the Government must submit a new application and obtain a new set of FISA orders, because the new provider will – rightly – refuse to honor a secondary order directed at another company. However, where the Government can demonstrate in advance to the FISA Court that the target’s actions may have the effect of thwarting surveillance, such as by changing providers, FISA’s roving surveillance provision allows the FISA Court to issue a generic secondary order that we can serve on the new provider to commence surveillance without first going back to Court. The Government’s probable cause showing that the target is an agent of a foreign power remains the same, and the Government must also demonstrate to the FISA Court, normally within 10 days of initiating surveillance of the new facility, probable cause that that specific agent is using, or is about to use, that new facility.

This provision is, as noted above, modeled on similar “roving” authority that has applied to law enforcement wiretaps since 1986 and has repeatedly been upheld in the courts. See, e.g., United States v. Jackson, 207 F.3d 910, 914 (7th Cir. 2000), vacated on other grounds, 531 U.S. 953 (2000); United States v. Gaytan, 74 F.3d 545, 553 (5th Cir. 1996); United States v. Bianco, 998 F.2d 1112, 1122-1123 (2d Cir. 1993); United States v. Pettit, 973 F.2d 1441, 1445 (5th Cir. 1992). These courts have expressly rejected the argument that roving surveillance violates the Fourth Amendment’s “particularity” requirement.

In sum, there are three key points with respect to roving authority: first, in a roving case, just as in an ordinary case, the Government must establish (and the Court must find) probable cause that the target of the surveillance is a foreign power or an agent of a foreign power, and only that particular target’s use of a new facility will justify a roving wire tap. See 50 U.S.C. § 1805(a)(2). Even where we do not know the target’s name, we must provide the court sufficient detail to identify him with particularity. Second, we can obtain roving authority only where the FISA Court “finds, based upon specific facts in the application,” that the actions of the target “may have the effect of thwarting” our ability to conduct surveillance with the aid of a specified provider or other third party. See 50 U.S.C. § 1805(c)(2)(B). Third, whenever we implement roving authority, we must report to the FISA Court, normally within 10 days, with the probable cause that ties the target to the new facility. See 50 U.S.C. § 1805(c)(3).

The authority to conduct roving electronic surveillance under FISA has proven operationally useful in a small but steady number of national security investigations each year. Typically, these situations involve highly-trained foreign intelligence officers operating in the United States, or other investigative subjects who have already shown an
apparent propensity to evade electronic surveillance. Between 2001 and 2010, the Government has sought roving surveillance authority in about 20 cases per year, on average.

**Lone Wolf**

The next expiring provision is the so-called “lone-wolf” definition, contained in section 1801(b)(1)(C) of Title 50. This definition allows us to conduct surveillance and physical search of non-U.S. persons engaged in international terrorism without demonstrating that they are affiliated with a particular international terrorist group.

There are two key points to understand about this provision. First, it applies only to non-U.S. persons (not to American citizens or green-card holders), see 50 U.S.C. § 1801(b)(1)(C), and only when they engage or prepare to engage in “international terrorism.” See 50 U.S.C. § 1801(c). In practice, the Government must know a great deal about the target, including the target’s purpose and plans for terrorist activity (in order to satisfy the definition of “international terrorism”), but need not establish probable cause to believe the target is engaging in those activities for or on behalf of a foreign power.

Second, although we have not used this authority to date, it is designed to fill an important gap in our collection capabilities by allowing us to collect on an individual foreign terrorist who is inspired by — but not a member of — a terrorist group. For example, it might allow surveillance when an individual acts based upon international terrorist recruitment and training on the internet without establishing a connection to any terrorist group. It might also be used when a member of an international terrorist group, perhaps dispatched to the United States to form an operational cell, breaks with the group but nonetheless continues to plot or prepare for acts of international terrorism. If such cases arise, which seems increasingly likely given the trend toward independent extremist actors who “self-radicalize,” we might have difficulty obtaining FISA collection authority without the lone-wolf provision.

**Business Records**

The third expiring provision is the so-called “business records” provision, enacted in section 215 of the USA PATRIOT Act. This part of the statute allows the Government to apply to the FISA Court for an order directing the production of business records or tangible things that are relevant to an authorized national security investigation. See 50 U.S.C. § 1861. This authority allows the Government to obtain under FISA in a national security investigation the same types of records that can be obtained by a grand jury subpoena in an ordinary criminal investigation, though unlike a grand jury subpoena, it requires an order from the FISA Court. See 50 U.S.C. § 1861(c)(2)(D).

Section 215 has been used to obtain driver’s license records, hotel records, car rental records, apartment leasing records, credit card records, and the like. It has never been used against a library to obtain circulation records. Some orders have also been used to support important and highly sensitive intelligence collection operations, on which this committee and others have been separately briefed. On average, we seek and obtain section 215 orders less than 40 times per year. Many of these are cases where FBI
investigators need to obtain information that does not fall within the scope of authorities relating to national security letters and are operating in an environment that precludes the use of less secure criminal authorities.

To obtain a business records order from the Court, the Government generally must show three main things. First, the Government must show that it is seeking the information in certain authorized national security investigations conducted pursuant to guidelines approved by the Attorney General. See 50 U.S.C. § 1861(a)(2)(A). Second, where the investigative target is a U.S. person, the Government must show that the investigation is not based solely on activities protected by the First Amendment. See 50 U.S.C. § 1861(a)(1), (a)(2)(B). Third, the Government must show that the information sought is relevant to the authorized investigation. See 50 U.S.C. § 1861(b)(2)(A). In addition, under the language of section 215, the Government must adhere to minimization procedures that limit the retention and dissemination of the information that is obtained concerning U.S. persons. See 50 U.S.C. § 1861(b)(2)(B) and (g).

The business records provision also bars the recipient of a business records order from disclosing it. However, the recipient of the order may challenge its legality, as well as any non-disclosure requirement, in court. To date, no recipient of a FISA business records order has challenged the validity of the order or a non-disclosure requirement.

Some have argued that section 215 runs afoul of the Fourth Amendment because it allows the Government to obtain records upon a showing of “relevance” to an authorized investigation rather than “probable cause.” However, for constitutional purposes, a business records order is not a “search” within the meaning of the Fourth Amendment. It does not authorize the Government to enter premises and seize records or other tangible things. Instead, like a grand jury subpoena or administrative subpoena, it requires the recipient to identify the responsive items and provide them to the Government. Therefore, the probable cause requirement is inapplicable in this context. Cf. Zurcher v. Stanford Daily, 436 U.S. 547 (1978) (grand jury subpoenas “do not require proof of probable cause”); Oklahoma Press Pub. Co. v. Walling, 327 U.S. 186 (1946) (orders for the production of records “present no question of actual search and seizure”). The “relevance” standard for business records orders under FISA parallels the standards that Congress has authorized for administrative subpoenas in health care fraud. See 18 U.S.C. § 3486; 21 U.S.C. § 876. In addressing administrative subpoenas, the Supreme Court has explained that “[i]t is not necessary, as in the case of a warrant, that a specific charge or complaint of violation of law be pending or that the order be made pursuant to one. It is enough that the investigation be for a lawfully authorized purpose, within the power of Congress to command.” Oklahoma Press Pub. Co., 327 U.S. at 208-09.

***************

In closing, we continue to believe that these three authorities are critical to national security investigations and should be reauthorized for a period that will provide our intelligence professionals confidence that these important tools will continue to be available to protect national security. Robust substantive standards and procedural protections are in place to ensure that these tools are used responsibly and in a manner that safeguards Americans’ privacy and civil liberties. All three authorities require
approval of the FISA Court before they can be used. If Congress feels that there are ways that those protections can be further enhanced while maintaining the effectiveness of these and other intelligence tools, we remain open to such measures.

Thank you again for inviting me to this hearing and I am happy to answer any questions you may have.
Mr. SENSENBRENNER. Thank you, Mr. Hinnen.

Mr. Litt?

TESTIMONY OF ROBERT S. LITT, GENERAL COUNSEL, OFFICE OF THE DIRECTOR OF NATIONAL INTELLIGENCE

Mr. Litt. Thank you, Mr. Chairman. Chairman Sensenbrenner, Ranking Member Scott, Ranking Member Conyers, Members of the Subcommittee, thank you for inviting me here to testify today about the three expiring provisions of the Foreign Intelligence Surveillance Act.

Mr. Chairman, I particularly want to thank you for your leadership on PATRIOT Act issues since 2001 which have been so helpful for the intelligence community.

I want to start by making clear that the three expiring provisions are tools that are critical to help us defend our national security and they must be reauthorized. At the same time, I want to say that I think the distinguished Ranking Member of the full Committee correctly identified the issue which is what is the proper balance to strike between the tools to protect national security and the protection of civil liberties. I think our position is—and I hope to be able to persuade you—that these tools in fact do that.

I do want to begin by giving you a couple of unclassified examples of how these tools have been used.

For roving taps, I can tell you that we are currently using one against a foreign agent who changes cellular phones frequently. Without roving surveillance, there would be a gap in collection each time this agent switched phones because of the time we would need to get a new court order.

The business records provision is also important. For example, recently a business record order was used to obtain information that was essential in the investigation of Khalid Aldawasari, which Chairman Smith referred to earlier, who was subsequently arrested in Texas.

In another case, hotel records that we obtained under a business records order showed that over a number of years a suspected spy had arranged lodging for other suspected intelligence officers. These records provided information about the subject that helped the FBI ultimately to get full FISA coverage.

As you know, many uses of the authorities under FISA are classified and we cannot discuss them publicly. This has led to some myths and misconceptions about FISA and the PATRIOT Act, and I want to take a couple of minutes to dispel some of those.

First, although the lone wolf definition has not been used, it is nonetheless an important tool to have in our toolbox in light of the constantly evolving terrorism threat that we face. Michael Leiter, the Director of the National Counterterrorism Center, has testified that the availability of sophisticated extremist propaganda on the Internet means that terrorist organizations can reach out and incite individual extremists to attack us even when those extremists may not actually be agents of the terrorist organization. This is the kind of situation that the lone wolf definition applies to, and I want to reiterate what Todd Hinnen just said, which is that this applies only to foreigners, not to U.S. citizens or lawful permanent residents.
Second, criminal law authorities are not always an adequate substitute for FISA authorities. In particular, criminal wiretaps under Title III have to be disclosed to the target which may make it impossible to protect critical intelligence sources and methods. And in some cases, for example, in many instances when we are tracking foreign spies, we may not have a criminal predicate to support a Title III wiretap.

Third, despite what some claim, we cannot get a roving wiretap without identifying the target. The statute requires that we provide the identity, if known, or a description of the specific target of FISA electronic surveillance.

Finally, it is critical that the public understand that these are not unchecked or unrestrained authorities. We recognize that effective oversight of the intelligence community is essential both because of the powers the intelligence community has and because those powers are often exercised in secret. And we welcome that oversight. There is, in fact, extensive and effective oversight of these provisions by all three branches of Government. The legal framework requires that we can't predicate investigations on activity that is protected by the First Amendment, that information we collect under these authorities has to be minimized in accordance with procedures that are approved by the court, and intelligence agencies are governed by rules that limit the collection, retention, and dissemination of information about U.S. persons.

Each of these authorities, as Todd said, requires prior approval by the FISA Court, and I can say from my experience in a year and a half on this job, that the FISA Court is not a rubber stamp but gives a searching review to each application that comes before it and often requires changes and modifications. In addition, FISA applications get extensive high-level review within the executive branch even before they are submitted to the court. Agents and analysts who work in this area get regular training in the requirements of the law, and use of these authorities is subject to oversight by inspectors general, by the National Security Division of the Department of Justice, and by my office, the Office of the Director of National Intelligence.

And finally, the use of these authorities, including classified details that we can't disclose publicly, is regularly reported to the appropriate committees of Congress in a variety of ways. So there is really an extensive oversight framework.

And I just want to close by reiterating that, first, as the Attorney General and the DNI have said, we are prepared to consider appropriate additional protections for civil liberties that don't compromise the operational utility of these provisions, but it is important that these provisions be reauthorized and reauthorized for as long a period as possible.

Thank you.

[The statement of Mr. Litt follows:]
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Chairman Sensenbrenner, Ranking Member Scott and members of the House Judiciary
Subcommittee on Crime, Terrorism and Homeland Security, thank you for inviting me to testify
today concerning the three provisions of the Foreign Intelligence Surveillance Act (FISA) that
are scheduled to sunset again on May 27, 2011. The Department of Justice has provided a brief
overview of the three expiring provisions (the “roving” surveillance provision, the “lone wolf”
definition, and the “business records” provision) and has explained in general terms how these
authorities have been used in practice. I will focus on two things: (1) the Intelligence
Community’s need for these authorities to keep the Homeland safe and (2) the safeguards that
are in place to ensure that the authorities are used responsibly, in a manner consistent with the
law and with appropriate protections for Americans’ privacy and civil liberties.

The threat to the Homeland from violent extremists is growing. As Director of National
Intelligence Clapper testified recently, counterterrorism is the Intelligence Community’s top
priority. Since 9/11, the Intelligence Community has helped thwart many potentially
devastating attacks, apprehend numerous known and suspected terrorist throughout the world
and greatly weaken much of al-Qa’ida’s core capabilities. The nature of the terrorism threat that
we face is evolving. Our adversaries are constantly adapting their strategies and communication
techniques. As Mr. Hinman noted in his testimony, the provisions that are expiring — the roving
wiretap provision, the “lone wolf” definition, and the business records authority — along with
other critical intelligence tools, provide valuable tools needed to help us detect and disrupt plots
directed against the United States.

One aspect of this evolution that is particularly relevant to the “lone wolf” definition is
the growing threat from individuals, both at home and abroad, whose affiliation with foreign
terrorist organizations, if any, is often vague. Although such violent extremists come in many
forms, they often operate independent of one another and largely independent of any organized
terrorist group overseas such as al-Qa’ida.

Increasingly sophisticated propaganda that is easily accessible and downloaded through
the Internet and social media can quickly shape the views of extremists and provide them
guidance, inspiration or justification to carry out attacks, even when they may not have received
direct instruction or assistance from foreign terrorist organizations. Indeed, some al-Qa’ida
organizations — in particular al-Qa’ida in the Arabian Peninsula (AQAP) — have actually
sought to encourage and “virtually” recruit such actors through their propaganda.

In some instances, these individuals come to our attention when they take direction or get training and equipment from international terrorists, whether in Pakistan, Yemen or elsewhere. But we may encounter some potential terrorists about whom we know only that they are inspired by the foreign terrorist organizations, and perhaps seek guidance from them, but we have insufficient intelligence to conclude that they are acting for or on behalf of an international terrorist organization. This would include violent extremists who are inspired by the international terrorist organizations — who seek to further their objectives — but who may not be agents of those organizations.

It is this situation — one which the Intelligence Community believes is a realistic possibility — the “lone wolf” definition can provide us critical intelligence capabilities. As Mr. Hinnen explained, absent the “lone wolf” definition, the United States Government is required to establish probable cause to show that a person is acting as an agent of a specific foreign power, which could include an international terrorist organization, before the United States can initiate electronic surveillance in the United States against the person for foreign intelligence purposes. In certain cases, we might encounter a non-United States person within this country, have information that indicates he is planning a terrorist attack, using the aims and means of international terrorism, but not have information sufficient to establish probable cause that he is acting “for or on behalf of” an international terrorist organization. In some cases, the United States Government may be able to nonetheless proceed with criminal electronic surveillance under Title III and thereby be able to monitor and ultimately thwart the subject’s terrorist plans. But in other cases, Title III coverage might not be available and the Government would be forced to delay the institution of electronic surveillance until further information can be acquired from other sources. In the face of an active terrorist threat, such a delay could have profound consequences. Moreover, while Title III coverage might be available in some such cases, it may be impossible to use that tool and still protect critical intelligence sources and methods. In this case, the “lone wolf” definition may provide the only opportunity to track a potential terrorist and prevent a damaging attack on the homeland.

Over the years, a number of myths have developed about these authorities. At times, these myths have overshadowed the truth. It is easy to understand how some of these myths have developed. I will be the first to admit that FISA is a complicated statute. In addition, while transparency is important to the functioning of our government, so is the ability to conduct certain activities in secret so that our adversaries will not be able to take countermeasures and avoid detection. Therefore, certain uses of these authorities have remained classified, and although they have been fully briefed to the appropriate committees of Congress, this has made it more difficult to understand the complexities of FISA. Therefore, I think it is important to try to clarify some of the common misunderstandings regarding the expiring provisions.

- First, I want to reiterate what the Department of Justice has told the Committee and re-emphasize that contrary to some public reports, none of the provisions up for renewal provide the Intelligence Community with unchecked authority. Each of these provisions — the “lone wolf” definition, the roving wire tap provision and the FISA Business Records provision — requires that before the Intelligence Community undertakes
collection, a federal court must review the matter and issue an order authorizing collection. The requirement of independent judicial review helps ensure that the balance is appropriately struck in each case between the government’s need to acquire information to protect the country from potential threats and the need to safeguard the constitutional rights and civil liberties of U.S. persons.

- Second, these are critical tools that help the Intelligence Community disrupt terrorist plots and without these authorities we hamper our ability to keep America safe by detecting and disrupting the next attack before it happens.

- Third, although Title III wiretaps, grand jury subpoenas and criminal search warrants are important tools, they cannot substitute for the FISA. Most notably, the procedural requirements associated with Title III wiretap, including disclosure to the target and full discovery of the basis for the surveillance may make it impossible to protect critical intelligence sources and methods.

- Fourth, the concerns about “Roving John Doe” wiretaps are misplaced. While the government may not always have the name of the person to be targeted, we must always be able to provide the FISA Court sufficient detail to identify the person with particularity. If we are not able to do that, we have failed to meet the statutory requirements and the FISA Court will not authorize the use of the authority.

- Fifth, the roving authority is not, and cannot, be used to, for example, wiretap an entire neighborhood in the hopes of acquiring intelligence information. Even when the FISA Court has granted authority for a roving wiretap, we can only conduct surveillance on a phone if we believe the target of the surveillance is using it.

- Sixth, Congress, though the appropriate oversight committees, is aware of how the FISA authorities are used.

- Seventh, the FISA Court is not a “rubber stamp” for the government. It is true the Court operates in secret and on an ex parte basis since it is almost always necessary to keep the identities of the targets and the intelligence used to identify the targets secret. But the judges and staff of that Court give a searching review to every application that comes before them, and frequently require changes or limitations on proposed orders.

I want to take that last point, and place it in the broader context of the oversight process that exists to ensure that the expiring authorities and FISA in general, are used in compliance with the Constitution and the law.

The Executive Branch understands its obligation to ensure that it exercises the powers granted it in accordance with the law and in a manner that protects civil liberty and privacy rights. We believe that vigorous and effective oversight — by all three branches of government — is essential to help ensure that the American people have confidence in our ability to protect both their civil liberties and their security. The public has entrusted the Intelligence Community with
important powers and it is our collective duty to ensure that those powers are exercised responsibly.

The legal framework we operate under is founded on the Constitution and in particular the First and Fourth Amendments. It includes the FISA itself, which prescribes specific and detailed requirements that must be met for the exercise of these authorities. It also includes Executive Orders governing the Intelligence Community which limit the collection, retention and dissemination of information concerning U.S. persons. Taken together, these provide an extensive legal framework protecting individual privacy and liberty. This framework is overseen by all three branches of the government.

First, the judiciary. The FISA Court is composed of eleven Article III judges selected from districts around the country and appointed by the Chief Justice of the United States for seven-year terms. As noted above, the judges of the FISA Court engage in a thorough and searching review of every FISA application to ensure that the application complies with the statutory standards. Moreover, the FISA Court not only approves the use of these authorities, it also takes an active role in ensuring that the government is complying with the FISA Court orders, by regularly reviewing the activities approved, prescribing procedures that agencies must follow in executing their orders and by requiring that violations of these procedures be reported.

In addition to the oversight by the FISA Court, the Executive Branch has developed its own robust oversight regime. First, FISA applications, which require a high level of approval within the Executive Branch, receive extensive and detailed review before the application is submitted to the FISA Court. In fact, FISA applications receive far more extensive review than criminal search warrants or electronic surveillance orders. Moreover, the National Security Division of the Department of Justice conducts regular training and oversight to ensure that FISA Court orders are properly implemented. In addition, agencies that use these authorities require personnel to participate in comprehensive training programs to ensure that they understand what is permissible under the law, and are implementing automated systems to help ensure that the authorities are properly used. Finally, the use of these FISA authorities is subject to oversight by the appropriate Offices of General Counsel, Inspectors General, and intelligence oversight offices. The Office of the Director of National Intelligence, (including the ODNJ’s Civil Liberties Protection Officer and his office) has statutory responsibility to ensure that the elements of the Intelligence Community comply with the Constitution and laws of the United States. It works closely with the National Security Division of the Department of Justice to provide oversight of FISA activities.

Finally, Congress is an active player in FISA oversight. Starting with our confirmation hearings, the DNI and I have steadfastly committed to keeping Congress, through the appropriate committees, informed of intelligence activities. This includes keeping Congress fully informed of how these FISA authorities are being used, including classified activities. In addition to the requirements to provide Congress several reports each year on the use of these collection authorities and copies of significant FISA Court opinions, the Congress regularly receives information concerning the use of these authorities to ensure that the authorities are used in compliance with the law and in a manner that protects privacy and civil liberties.
In closing, I would stress that these three authorities are critical to national security investigations and the protection of our nation. They should be reauthorized. Robust substantive standards and procedural protections are in place to ensure that these tools are used responsibly, in a manner consistent with the law, and in a manner that safeguards Americans’ privacy and civil liberties. We are committed to working with Congress to obtain reauthorization. We think it is essential that the extension be long enough to provide our intelligence professionals confidence that these important tools will continue to be available to protect national security.

Thank you again for inviting me to this hearing and we are happy to answer any questions you may have.
Mr. SENSENBRENNER. Mr. Sales?

TESTIMONY OF NATHAN A. SALES, ASSISTANT PROFESSOR OF LAW, GEORGE MASON UNIVERSITY

Mr. SALES. Thank you, Mr. Chairman. Chairman Sensenbrenner, Ranking Member Scott, Ranking Member Conyers, thank you for your time. Members of the Subcommittee, thank you for your time.

My name is Nathan Sales. I am a law professor at George Mason Law School.

My testimony today is that the three provisions that are up for renewal, roving wiretaps, business records, and lone wolf, are actually quite modest. Generally speaking, these tools simply let counter-terrorism investigators use some of the same investigative methods that ordinary cops have been using for decades, tools in fact that the Federal courts repeatedly have upheld. Plus, the law contains elaborate safeguards. In several respects, these safeguards under the PATRIOT Act are even stronger than the laws that apply in the ordinary criminal context.

Take, for instance, roving wiretaps. Sophisticated criminals like drug dealers and mobsters sometimes try to evade surveillance by using burner cell phones or swapping out their SIM cards. The result is a drawn-out game of cat and mouse. Investigators get a court order to tap a particular phone, only to find out that he already switched to an even newer one. So it is back to the courthouse for a fresh warrant.

Now, in 1986, Congress solved this problem for criminal investigators by letting them use roving wiretaps, basically a wiretap—a court order that applies to particular people rather than to particular devices. Agents, thus, can monitor a cell phone—a suspect regardless of what cell phone he happens to be using without first heading back to court for yet another order.

Now, roving wiretaps have been upheld by no fewer than three Federal appellate courts, the Ninth, the Fifth, and the Second Circuits. To my knowledge, no appellate court has disagreed.

So what the PATRIOT Act did was allow the same sort of investigative technique in terrorism cases. The basic idea is to level the playing field. If a roving wiretap is good enough for Tony Soprano, it is good enough for Mohamed Atta.

In addition, the law contains strict safeguards. A court order is necessary. FBI agents can't unilaterally eavesdrop on every phone a person uses. They have to convince a judge that there is probable cause first. Agents also have to follow minimization procedures. That means they have to follow rules that limit their collection, retention, and sharing of information about innocent Americans, information that is inadvertently collected.

Now, there may be cases where agents don't yet know the precise name of a terrorist. Indeed, that's one of the reasons why you investigate the terrorist. But even then, the law requires agents to provide the FISA Court with—and I am quoting now—a description of the specific target. They cannot just run a dragnet under the law.

Second, let us focus on the business records provision. In criminal cases, grand juries routinely subpoena documents from entities like online retailers and banks. The PATRIOT Act lets investiga-
tors do the same sort of thing in national security cases, but only if they persuade the FISA Court that the documents they seek are relevant to an ongoing and authorized investigation. This provision isn’t aimed at libraries, though it conceivably might be applied to them, although as we have heard, it has not yet been so. Still, that is not unusual. Grand juries sometimes demand business records from libraries in ordinary criminal investigations. Indeed, the Iowa Supreme Court once upheld a library subpoena in a case involving cattle mutilation. If we can investigate cattle mutilators, hopefully we can investigate international terrorists using the same technique.

In fact, the PATRIOT Act’s protections are even stronger than the protections that apply to grand jury rules. Federal prosecutors can issue grand jury subpoenas more or less on their own, but PATRIOT requires the FBI to get a court’s approval first. In addition, PATRIOT expressly bars investigators from investigating Americans based on their First Amendment protected activities. It also imposes special limits when investigators seek sensitive records such as medical records or library records. Grand jury rules offer no such guarantees.

Finally, there is lone wolf, which wasn’t in the PATRIOT Act but which Congress adopted in 2004. Sometimes it is difficult to prove that a suspect is formally linked to a terrorist organization overseas. The FBI faced a similar problem just before 9/11. It was suspected that Zacarias Moussaoui was up to no good, but agents hadn’t yet connected him to any foreign terrorists. As a result, it was unclear whether they had legal authority under FISA to search his apartment or search his laptop. The 9/11 Commission would go on to speculate later that if agents had been able to investigate Moussaoui, they might have unraveled the entire 9/11 plot.

There is another reason for lone wolf: the growing danger of what might be called “entrepreneurial terrorism.” Solitary actors who are inspired by al Qaeda are on the rise, and they are capable of causing just as much death and just as much destruction as those who are formally members of that group.

PATRIOT fixes these problems. Now investigators can get a court order to monitor any target who is engaging in international terrorism. There is no need to make the additional showing that he is engaging in international terrorism on behalf of a foreign power. Again, PATRIOT provides robust protection for civil liberties, perhaps the most important of which is that investigators can’t start monitoring a lone wolf who is engaging in domestic terrorism. There is still a foreign nexus. Investigators can only investigate international terrorism.

Thank you, Mr. Chairman. Thank you, Members of the Subcommittee. I would be happy to answer any questions.

[The statement of Mr. Sales follows:]
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Chairman Sensenbrenner, Ranking Member Scott, and Members of the Subcommittee, thank you for inviting me to testify on this important issue. My name is Nathan Sales, and I am a law professor at George Mason University School of Law, where I teach national security law, administrative law, and criminal law. Previously, I was Deputy Assistant Secretary in the Office of Policy at the U.S. Department of Homeland Security. I also served in the Office of Legal Policy at the U.S. Department of Justice, where I was a member of the team that helped draft the USA PATRIOT Act after the terrorist attacks of September 11, 2001. The views I will express in this hearing are mine alone, and should not be ascribed to any past or present employer or client.

The gist of my testimony is as follows. The USA PATRIOT Act is a vital set of tools in our ongoing struggle against al Qaeda and like-minded terrorists. This is especially true of the three authorities that are up for renewal this year: “roving wiretaps,” “business records,” and “lone wolf.” Notwithstanding the PATRIOT Act’s controversial reputation, these three provisions are actually quite modest. In many cases, they simply let counterterrorism agents use some of the same techniques that ordinary criminal investigators have been using for decades – techniques that the federal courts repeatedly have upheld. Plus, each of these authorities contains elaborate safeguards – including prior judicial review – to help prevent abuses from taking place. Indeed, some of the PATRIOT Act’s protections are even stronger than the ones from the world of ordinary law enforcement.

I. Roving Wiretaps

The policy rationale for “roving wiretaps” – in essence, court orders that apply to particular people, rather than particular devices – is fairly straightforward. Sophisticated targets like drug kingpins, mob bosses, spies, and terrorists are trained to thwart electronic surveillance by constantly switching communications devices or methods. They might use “burner” cell phones, for instance, or they might repeatedly swap out their phones’ SIM cards. The result is a drawn-out game of cat and mouse.\(^1\) Investigators obtain a court order to tap a suspect’s new

---


\(^{2}\)S. Rep. No. 99-541, at 31, reprinted in 1986 U.S.C.C.A.N. 3555, 3585 (“[L]aw enforcement officials may not know, until shortly before the communication, which telephone line will be used by the person under surveillance.”).
phone only to discover that he has already switched to an even newer one. So it’s back to the judge for a fresh warrant. Not only is this cycle a waste of investigators’ scarce time and resources, it also runs the risk that agents will miss critical communications in the gap before the court can issue an updated order.

Congress largely solved this problem for criminal investigators two and a half decades ago. The Electronic Communications Privacy Act of 1986 (ECPA) amended the federal wiretap statute – Title III of the Omnibus Crime Control and Safe Streets Act of 1968 (Title III) – to allow investigators to conduct electronic surveillance when they cannot meet the ordinary statutory requirement of specifying “the facilities from which or the place where the communication is to be intercepted.” Instead, investigators may obtain a court order to operate a roving wiretap if, among various other things, they establish “probable cause to believe that the person’s actions could have the effect of thwarting interception from a specified facility.” In effect, a single court order permits surveillance regardless of what device the target might be using. Investigators may continue to monitor a suspect even if he switches phones, without first heading back to court to obtain further judicial approval.

Of course, terrorists and spies can be just as adept at evading surveillance as drug dealers and mobsters. Maybe even more so. And so the PATRIOT Act allows national security investigators to use the same sort of technique as their law enforcement counterparts. Section 206 of the law permits roving wiretaps under the Foreign Intelligence Surveillance Act of 1978 (FISA) where “the actions of the target of the application may have the effect of thwarting the identification of a specified person.” The basic idea here is to level the playing field between criminal cases and terrorism cases. If a roving wiretap is good enough for Tony Soprano, Congress concluded, it’s good enough for Mohamed Atta.

Significantly, the PATRIOT Act’s roving wiretaps authority contains exacting safeguards to protect privacy and civil liberties. As in the criminal context, a prior court order is necessary. FBI agents can’t unilaterally decide to eavesdrop on every phone a person uses. They have to appear before the Foreign Intelligence Surveillance Court and convince a federal judge that there is probable cause to believe that the target is a “foreign power” (such as a foreign country or a foreign terrorist organization) or an “agent of a foreign power” (such as a spy or a terrorist). In other words, Congress has interposed a “neutral and detached magistrate” between investigators and targets – the same sort of protection that we have long trusted to strike the right balance between security and privacy in the law enforcement context. Agents also must demonstrate probable cause to believe that “each of the facilities or places at which the electronic surveillance is directed is being used, or is about to be used, by a foreign power or an agent of a foreign

---

4 Id. § 2518(10)(ii).
5 United States v. Hermunka, 289 F.3d 1076, 1087 (9th Cir. 2002).
7 Id. § 1805c(a)(2)(A).
power. The government has to adopt "minimization procedures" — i.e., procedures to ensure that private information about innocent Americans is not collected, retained, or disseminated. To be precise, this requirement applies to any "United States person" — i.e., a citizen or lawful permanent resident alien. For simplicity's sake, this testimony will use the term "American" as a shorthand for "United States person." And, again, roving wiretaps aren't available in every national security case as a routine matter. They may only be used where the FISA court finds, "based upon specific facts provided in the [government’s] application, that the acts of the target of the application may have the effect of thwarting the identification of a specified person."

Federal courts agree that Title III's roving wiretaps authority is constitutional, and that consensus provides strong support for the constitutionality of roving wiretaps under the PATRIOT Act. For instance, in United States v. Petti, the Ninth Circuit held that roving wiretaps are perfectly consistent with the Fourth Amendment's particularity requirement. The court went on to emphasize that Title III presents "virtually no possibility of abuse or mistake." This is so, it explained, because the statute only allows monitoring of telephones that the suspect is using, it requires minimization, and it only applies when the suspect is trying to evade surveillance. (Roving wiretaps under PATRIOT feature virtually identical safeguards.) The Fifth Circuit expressly adopted the Petti court's reasoning a few years later, and the Second Circuit likewise has upheld the use of roving wiretaps. To my knowledge, no appellate court has reached a contrary conclusion. In short, there is a broad judicial consensus that, as the Ninth Circuit put it in another case, "[Roving wiretaps are an appropriate tool to investigate individuals . . . who use cloned cellular phone numbers and change numbers frequently to avoid detection."8

Finally, let me say a few words about "John Doe" roving wiretaps — surveillance in which the FISA court order describes the target but does not indicate his precise name or the precise facilities to be tapped. The risk of misuse under the PATRIOT Act seems to me fairly low. There may be times when investigators don't yet know the specific identity of the terrorist in question. (Indeed, the need to learn more about the target is precisely why one conducts

2 Id. § 1801(b).
3 Id. § 1803(i).
4 Id. § 1805(c)(2)(B) (emphasis added).
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surveillance in the first place.) In these circumstances, investigators need not indicate his name, but they still must provide the FISA court with a “description of the specific target,” which might include the names of his terrorist associates, his age, his country of origin, or other biographical details. (This was true even before the PATRIOT Act became law, incidentally.) Second, investigators still must comply with the backdrop requirement that they establish, to the satisfaction of the FISA court, probable cause to believe that the person to be surveilled is a foreign power or an agent of a foreign power. They also must demonstrate probable cause that each of the “facilities or places” to be monitored “is being used, or is about to be used,” by a foreign power or agent. Nothing in PATRIOT did away with these basic rules.

Third, any risk of overcollection – i.e., the possibility that investigators might inadvertently intercept communications involving innocent third parties – is mitigated by FISA’s minimization requirement. Investigators must follow a rigorous set of procedures that “minimize the acquisition and retention, and prohibit the dissemination,” of Americans’ private data. Fourth, the active involvement of the FISA court stands as a significant bulwark against any misuse. Not only does the court provide oversight before any surveillance is approved, in the form of ex ante judicial review. It also provides ongoing oversight while the surveillance is taking place. Investigators who operate a roving wiretap must alert the FISA court no more than ten days after they begin monitoring any new facility, and they must explain the “facts and circumstances” that justify their “belief that each new facility or place at which the electronic surveillance is directed is or was being used, or is about to be used, by the target.” The combination of these safeguards should adequately ensure that roving wiretaps do not infringe upon important privacy interests.

II. Business Records

Section 215 of the PATRIOT Act – the so-called “business records” provision – authorizes the national security equivalent of grand jury subpoenas. Criminals often leave behind trails of evidence in their everyday interactions with banks, credit card companies and other businesses. Federal grand juries routinely issue subpoenas to these entities in investigations that range from narcotics crimes to health care fraud. When a subpoena is issued, the recipient is required to turn over “any books, papers, documents, data, or other objects the subpoena designates.” The recipient must do so whenever there is a “reasonable possibility that the category of materials the Government seeks will produce information relevant to the general subject of the grand jury’s investigation.”
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The PATRIOT Act amended FISA to establish a comparable mechanism for national security investigators to obtain the same sorts of materials. In particular, the FISA court may issue an order that directs a third party to produce "any tangible things (including books, records, papers, documents, and other items)." To obtain such an order, the government must establish "reasonable grounds to believe that the tangible things sought are relevant to an authorized investigation." (This is virtually identical to the standard that applies in the grand jury context; the Supreme Court has held that a subpoena is valid if there is a "reasonable possibility" that it will result in relevant information.) In addition, agents must comply with a detailed set of minimization procedures that restrict the retention and distribution of private data about innocent Americans. Once again, the basic idea behind this provision is to level the playing field. If officials investigating drug dealers and crooked insurance companies can subpoena business records, then officials investigating international terrorists should be able to as well.

Like other parts of the PATRIOT Act, the business records provision features an extensive set of protections. In fact, there are several respects in which section 215's safeguards are even stricter than those that apply in the grand jury context:

- First, the PATRIOT Act has a narrower scope. Section 215 may only be used in national security investigations, whereas a grand jury can issue a subpoena "merely on suspicion that the law is being violated, or even just because it wants assurance that it is not."

- Second, PATRIOT provides for ex ante judicial review; investigators cannot acquire business records unless they first appear before the FISA court and convince it that they are entitled to them. Grand jury practice is very different. Although subpoenas in theory are issued in the name of the grand jury and the overseeing court, in practice they are issued more or less unilaterally by Assistant U.S. Attorneys; judicial review does not occur until after the subpoena has issued, if at all.
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• Third, the PATRIOT Act requires minimized, thereby protecting the privacy of
innocent Americans\textsuperscript{37}, the grand jury rules do not.

• Fourth, the PATRIOT Act forbids the government from investigating an American
’solely upon the basis of activities protected by the first amendment to the
Constitution.\textsuperscript{38} The grand jury rules offer no such guarantee.

• Fifth, PATRIOT offers heightened protections when investigators seek materials that
are especially sensitive, such as medical records and records from libraries or
bookstores.\textsuperscript{39} (This provision was added in 2006.)\textsuperscript{40} The grand jury rules lack any
comparable restrictions.

• Finally, PATRIOT provides for robust congressional oversight: The government
must “fully inform” the House and Senate Intelligence Committees, as well as the
Senate Judiciary Committee, concerning “all” uses of this provision.\textsuperscript{41} The grand
jury rules contain no such notification requirement.

The constitutional principles concerning government access to third party records have
been settled for decades, and these precedents strongly support the PATRIOT Act’s business
records authority. A long line of Supreme Court case law confirms that there is no “reasonable
expectation of privacy”\textsuperscript{42} in the information a person conveys to businesses and other third
parties. As a result, the government’s efforts to acquire such data – as well as grand jury
subpoenas, for example – do not amount to “searches” within the meaning of the Fourth
Amendment. Investigators therefore need not secure a warrant or demonstrate probable cause.
For instance, in the 1979 case Smith v. Maryland,\textsuperscript{43} the Supreme Court ruled that police officers’
use of a pen register – which records the numbers dialed by a particular telephone, but not the
content of the resulting conversations – did not require a warrant or probable cause. “This Court
consistently has held that a person has no legitimate expectation of privacy in information he
voluntarily turns over to third parties.”\textsuperscript{44} A few years earlier, in United States v. Miller,\textsuperscript{45} the
Court similarly ruled that police could obtain a person’s financial records from a bank without a
warrant or probable cause. According to the Court, “the Fourth Amendment does not prohibit
the obtaining of information revealed to a third party and conveyed by him to Government
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authorities, even if the information is revealed on the assumption that it will be used only for a limited purpose and the confidence placed in the third party will not be betrayed. 36 If mere relevance is all that’s required to obtain business records in ordinary criminal investigations, it is not readily apparent why something more than that should be required to obtain the same materials in national security investigations.

Section 215 isn’t just known as the “business records” provision, of course. It’s also known, unflatteringly, as the “libraries” provision. Section 215 isn’t aimed at libraries, and the Justice Department has indicated to Congress that the provision has never been used to obtain library or bookstore records. 37 While section 215 conceivably might be applied to libraries or bookstores, it isn’t unique in that respect: It’s not unusual for grand juries to demand library records in regular criminal cases. For instance, during the Unabomber investigation, grand juries issued subpoenas to a half-dozen university libraries; investigators wanted to know who had checked out various works that were cited in the “Unabomber Manifesto.”38 In the 1990 Zodiac gunman investigation, a New York grand jury subpoenaed records from a Manhattan library. Investigators believed that the gunman was inspired by a Scottish occult poet, and wanted to learn who had checked out his books. 39 In the 1997 Gianni Versace murder case, a Florida grand jury subpoenaed records from public libraries in Miami Beach. 40 The Iowa Supreme Court even upheld the use of library subpoenas in an investigation of cattle mutilations. 41 If libraries and bookstores aren’t exempt from grand jury subpoenas in ordinary criminal cases, there is no obvious reason to exempt them from business records orders in terrorism cases—especially since the PATRIOT Act offers even more robust protections than the grand jury rules.

III. Lone Wolf

The third provision that is up for renewal this year is known as the “lone wolf” fix. (Note that lone wolf wasn’t part of the PATRIOT Act. Congress adopted it in the Intelligence Reform and Terrorism Prevention Act of 2004 (IRTPA), and also subjected it to PATRIOT’s sunset provision.) 42 As a result of this measure, counteterrorism investigators may obtain the FISA court’s approval to conduct electronic surveillance of certain international terrorists even if there is not yet enough evidence to formally link them to a foreign terrorist organization.

Two distinct yet related policy considerations suggest a need for lone wolf surveillance. First, there’s the evidentiary problem. It may be difficult for investigators to establish that a given suspect is a member of, or otherwise has ties to, a foreign terrorist organization. The
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problem is likely to be especially acute during the early stages of an investigation, when agents are just beginning to assemble a picture of the target’s intentions. According to the 9/11 Commission, the FBI faced this predicament in the weeks before 9/11. Agents believed that Zacarias Moussaoui—then in federal custody on immigration charges—was a terrorist. Among other reasons for their suspicions, Moussaoui had paid cash at a flight school to learn how to fly a Boeing 747 jumbo jet, but he had no interest in becoming a commercial pilot. Investigators hadn’t yet connected Moussaoui to any foreign terrorists, so it was unclear whether they could use FISA to search his apartment or laptop. The 9/11 Commission later speculated that, if agents had investigated Moussaoui more fully, they might have unraveled the entire September 11 plot.

Second, there’s the growing danger of entrepreneurial terrorism. As Homeland Security Secretary Janet Napolitano warned last month, “[t]he terrorist threat facing our country has evolved significantly in the last 10 years—and continues to evolve”; we now “face a threat environment where violent extremism is not defined or contained by international borders.” Solitary actors who are inspired by foreign terrorist organizations like al Qaeda, or radical clerics like Anwar al-Awlaki, are capable of causing just as much death and destruction as those who are formally members of such networks. Indeed, some of the most chilling terrorist plots to emerge in recent years have involved operatives who may have been acting on their own, not at the direction of an overseas group. In November 2009, U.S.-born Army physician Nidal Malik Hasan opened fire on dozens of unarmed soldiers at Fort Hood, Texas, wounding 32 and killing thirteen. In late February, a Saudi student named Khalid Alawati was arrested after planning to bomb the homes of former president George W. Bush and several soldiers who had served at Abu Ghraib prison in Iraq. This trend toward entrepreneurial terrorism is on the rise and shows no signs of abating. (Candidly, the lone wolf provision could not be used to investigate all of these plots. A number of solitary terrorists are U.S. citizens or lawful permanent resident aliens, and the present version of lone wolf does not apply to them.)

The lone wolf fix helps investigators overcome these evidentiary difficulties, and meet this evolving terrorist threat, through a simple change to the Foreign Intelligence Surveillance Act. In particular, FISA provides that agents may not conduct surveillance unless they persuade the FISA court that there is probable cause to believe that the target is a “foreign power” or an “agent of a foreign power.” Lone wolf tweaked the latter definition. The term “agent of a
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foreign power” has always included a non-American who is a “member” of “a group engaged in international terrorism or activities in preparation therefor.”61 Now, the term also includes a non-American who “engages in international terrorism or activities in preparation therefor.”62 As a result of this change, investigators may obtain a FISA court order to monitor any target who is engaging in international terrorism. There is no longer any need to make the additional showing that he is acting on behalf of a foreign terrorist organization. Note that this authority has a critical restriction: It does not apply to United States persons – i.e., persons who are either U.S. citizens or lawful permanent resident aliens. Americans cannot be surveilled under the lone wolf provision as it currently stands.63

As with the other two authorities that are up for reauthorization, lone wolf features important protections for privacy and civil liberties. Chief among them is the requirement of executive judicial approval. FBI agents cannot start monitoring a suspected lone wolf on their own; they must appear before the FISA court and convince it to authorize the surveillance.64 Second, lone wolf still requires investigators to establish that a given target has a foreign nexus. The tool can only be used to investigate people who are engaging in “international terrorism”65. This means it must be shown, among other things, that the suspect’s activities involve “violent acts or acts dangerous to human life” that either “occur totally outside the United States” or “transcend national boundaries in terms of the means by which they are accomplished, the persons they appear intended to coerce or intimidate, or the locale in which their perpetrators operate.”66 Lone wolf thus cannot be used to investigate persons suspected of engaging in domestic terrorism.67 Finally, FISA’s minimization requirement applies to lone wolf surveillance, offering protection to the innocent Americans with whom the lone wolves come into contact.68

***

The terrorist threat isn’t going away anytime soon. Al Qaeda and its followers are still mortal dangers to Americans at home and abroad, and Congress should make sure that our counterterrorism agents have the tools they need to detect and disrupt our enemies’ bloody plots. This is no time to dismantle the USA PATRIOT Act. The three provisions that are on the verge of expiring – roving wiretaps, business records, and lone wolf – have been on the statute books for years without compromising vital privacy interests or civil liberties. Not only does the PATRIOT Act let counterterrorism agents use some of the same investigative techniques that
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regular cops and prosecutors have had in their arsenal for years. The act’s safeguards and protections are at least as robust as — and in some cases are even more robust than — their law enforcement counterparts. Congress should promptly reauthorize these authorities before they sunset later this year.

Al Qaeda hasn’t given up. We can’t afford to either.

Mr. Sensebrenner. Thank you, Mr. Sales. Mr. Sanchez?
TESTIMONY OF JULIAN SANCHEZ, RESEARCH FELLOW, CATO INSTITUTE

Mr. SANCHEZ. Thank you, Mr. Chairman, and thanks again to the Committee for soliciting Cato's perspective on these important issues.

I am drawing in my remarks today on a forthcoming Cato paper focusing on these issues, which I hope to be able to make available within the next few days. I just want to pull out a few important issues about each provision here.

With respect to lone wolf, I think it is important to recall that prior to the passage of this provision, the architecture of FISA tracked the constitutionally salient distinction made by a unanimous Supreme Court in the Keith case between ordinary national security investigations and those involving foreign powers which present special challenges and obstacles to investigations. In the absence of those special needs, which may justify the extraordinary breadth and secrecy of FISA surveillance, I think the criminal authority that a bipartisan Senate report found would have been available and, indeed, was used on 9/11 to obtain records and the laptop of Zacarias Moussaoui should be the norm. It is just hard to see why that authority is justified when we are dealing with persons who don't have access to the resources of a global terror network.

With respect to roving wiretaps, I think it is important to emphasize that everyone agrees that roving authority should be available to intelligence investigators as it is in criminal cases, but that the same requirement of identifying a named target that the Ninth Circuit emphasized was crucial to allowing that criminal authority to meet the particularity requirements of the Fourth Amendment and limit the discretion of investigators so that, as the Ninth Circuit put it, there was virtually no possibility of error or abuse, be added on this side to match.

Now, again, the roving surveillance constitutes about 22 of the FISA warrants issued every year, which is a tiny fraction of FISA surveillance. Most of those cases we have to assume do, in fact, involve a named target. So closing this loophole would affect a relatively tiny percentage of FISA warrants issued.

I think it is also important to recognize that on the criminal side, there are important structural differences between the way surveillance is subject to scrutiny after the fact. The FISA Court may be informed about the nature of roving surveillance, but what we don't have on the FISA side is the assumption that surveillance collection is for the purpose of criminal trial where the parties will learn that they have been targeted by surveillance, where defense counsel will have an opportunity to seek disclosure and have an incentive to impose that kind of distributed surveillance of the enormous volume of collection. Again, recall, we are talking about surveillance that takes in essentially hundreds of years' worth of audio every year, millions of digital files. Without that kind of distributed scrutiny, there is much greater need for checks on the front end limiting the discretion of agents, especially in the context of online surveillance where I think, again, we are not in the situation at all where there is, as the Ninth Circuit put it, virtually no possibility of error or abuse.
Finally, with respect to section 215—and I want to suggest that 215 orders and national security letters be grouped together. These are complementary orders, and so changes to one authority are likely to affect the scope of the other. The Inspector General found that it is the extraordinary breadth of national security letters that account for the relatively sparing use that has been made of section 215.

I would like to see greater use made of 215 insofar as that would replace essentially agency fiat with judicial scrutiny. I don't need to recount for the Committee the widespread and serious abuse that the Inspector General has found in the case of national security letters. I do want to mention that former Senator Russ Feingold believes that 215 has been misused but was unable to specify in an unclassified setting what that might consist of.

But I think it may actually be a mistake to focus too much on formal misuses of authorities that are already so broad and that after the PATRIOT Act permit records to be acquired that pertain to people who have no even suspected connection to the target of a terror investigation. This creates a situation where we have enormous and ever-growing databases consisting of billions of records about Americans who again are not under suspicion. These third party records are generally subject to less Fourth Amendment scrutiny which is why the probable cause standard here as a general rule doesn't apply. But in the last decade, we have seen courts increasingly finding that certain categories of third party records like location information do, in fact, merit Fourth Amendment protection in a way that has previously been assumed not to obtain. And there are other First Amendment interests often implicated by, in particular, telecommunication records. And so I would suggest that the analogy between these criminal side authorities is not always appropriate.
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It is nearly a decade now since Congress responded to the terror attacks of September 11th by passing the USA PATRIOT Act, a sprawling piece of legislation comprising hundreds of amendments to an array of complex intelligence and law enforcement statutes. As The Washington Post noted at the time, “members of both parties complained they had no idea what they were voting on, were fearful that aspects of the … bill went too far—yet voted for it anyway.”

In recognition of the great haste with which that legislation had been approved, Congress wisely established sunset provisions designed to force review of several of the most controversial elements of Patriot and its successors. While a number of judicious improvements to the original statute have already been made, these emergency powers should not be made permanent until they are further tailored to ensure that the tools employed to investigate and apprehend terrorists are consistent with our Constitutional tradition of respect for the privacy and civil liberties of innocent Americans.

My testimony today is based on a forthcoming Cato policy paper that examines these provisions in much greater detail, and with the indulgence of the chair, 1 request that it be included in the record.

Lone Wolf

The extraordinary tools available to investigators under the Foreign Intelligence Surveillance Act (FISA), passed over 30 years ago in response to revelations of endemic executive abuse of spying powers, were originally designed to cover only “agents of foreign powers.” The Lone Wolf provision severed that necessary link for the first time, authorizing FISA spying within the United States on any “non-U.S. person” who “engages in international terrorism or activities in preparation therefor,” and allowing the statute’s definition of an “agent of a foreign power” to apply to suspects who, bluntly put, are not in fact agents of any foreign power. As of late 2009, the Justice Department indicated that it had not had a need to invoke Lone Wolf authority.

The original impetus for Lone Wolf was the concern that the absence of such authority had prevented the FBI from obtaining a FISA warrant to search the laptop of so-called “20th Hijacker” Zacarias Moussaui. But as with so many of the intelligence gaps that preceded 9/11, it now appears that the real problem was a failure to connect the dots, not an inability to collect enough dots. A bipartisan 2003 report from the Senate Judiciary Committee notes that on 9/11, investigators were
able to obtain a conventional warrant on Moussaoui using evidence already in their possession. More importantly, the report concluded that a FISA warrant could, in fact, have been sought earlier, but supervisors at FBI Headquarters had failed to link related reports from different field offices, or to pass those reports on to the lawyers in charge of processing FISA applications.

That had not been used at the time of the last reauthorization debate suggests that the provision remedied no dire gap in existing surveillance authorities. Lone Wolf does, however, threaten to blur the vital and traditional distinction in American law between domestic national security investigations and foreign intelligence, where courts have always extended greater deference to the executive branch. In the seminal "Keith" case, holding that the Fourth Amendment's warrant requirement applied with full force to domestic national security investigations, the Supreme Court stressed that there was no "evidence of any involvement, directly or indirectly, of a foreign power," suggesting that this was the key factor separating two constitutionally distinct realms.

While the statutory definition of "international terrorism" does still require some international nexus, a recent analysis by the Transactional Records Access Clearinghouse at Syracuse University suggests that government entities apply this classification inconsistently—with a substantial percentage of cases categorized as "terror related" by the Justice Department not identified that way by courts or federal prosecutors. It is not unreasonable to worry that, without the anchor of a demonstrable connection to a foreign power, it may be used in the future to invoke the sweeping powers of FISA for investigations involving non-citizens that would more properly be classified as ordinary criminal inquiries.

Once someone is designated an "agent of a foreign power," as the FISA court has explained, information collection is "heavily weighted toward the government's need for foreign intelligence information," meaning "acquisition of nearly all information from a monitored facility or a searched location," with the result that "large amounts of information are collected by automatic recording to be minimized after the fact." This is in sharp contrast to the more narrowly targeted surveillance authorized under the aegis of title Title III's criminal wiretap provisions.

These significant differences may make sense in the context of spying aimed at targets who have the resources of a global terror network to draw upon, and who will often be trained to employ sophisticated countersurveillance protocols in their communications with each other. But they also necessarily entail that any investigation authorized under FISA will tend to sweep quite broadly, collecting a more substantial volume of information about innocent Americans than would be the norm in the criminal context. While this may be necessary in light of the special challenges of investigating the heightened threat posed by sophisticated teams of Al Qaeda–trained terrorists, there is little reason to think the FBI cannot deal with loners radicalized by watching foreign YouTube videos using more conventional investigative tools.
By its own terms, Lone Wolf authority would only be available in circumstances where the standard for Title III surveillance has already been met. In the absence of the special needs created by the involvement of foreign powers, therefore, reliance on that authority should be the norm.

**Roving Wiretaps**

Section 206 of the Patriot Act established authority for “multipoint” or “roving” wiretaps under the auspices of the Foreign Intelligence Surveillance Act. In 2009, FBI Director Robert Mueller testified that roving authority under FISA had been used 147 times.

Roving wiretaps have existed for criminal investigations since 1986, and even the staunchest civil libertarians agree that similar authority should be available for terror investigations conducted under the supervision of the Foreign Intelligence Surveillance Court.

But in order to meet the “particularity” requirements of the Fourth Amendment, criminal roving wiretaps are required to name an identified target. As the Ninth Circuit explained in upholding that authority:

> The statute does not permit a “wide-ranging exploratory search,” and there is virtually no possibility of abuse or mistake. Only telephone facilities actually used by an identified speaker may be subjected to surveillance, and the government must use standard minimization procedures to ensure that only conversations relating to a crime in which the speaker is a suspected participant are intercepted.

The Patriot Act’s roving wiretap provision, however, includes no parallel requirement that an individual target be named in a FISA warrant application, giving rise to concerns about what have been dubbed “John Doe” warrants that specify neither a particular interception facility nor a particular, named target. Even with the safeguards imposed during the previous reauthorization, this is disturbingly close to the sort of “general warrant” the Founders were so concerned to prohibit when they crafted our Bill of Rights.

The breadth of FISA surveillance makes inadvertent overcollection especially likely when a description of an unknown target initially linked to a particular “facility” is used as the basis for interception across an ever-growing variety of diverse online services. With criminal roving wiretaps, the discretion of the investigator is generally limited to one inferential leap—that this same known person is making use of a new facility—limiting the probability of error. But since same username, account, or IP address will often—sometimes unwittingly—be used by multiple people at different times or places, that inferential gap is dramatically widened without the anchor of a named target.

Moreover, intelligence wiretaps lack an important type of distributed after-the-fact safeguard that exists in the criminal context, where the purpose of surveillance is
generally to produce admissible evidence at trial. Investigators know that their
targets will eventually be notified of the wiretap, and defense attorneys armed with
a right of discovery will have an incentive to uncover any improprieties. FISA
surveillance normally remains covert, and post-hoc scrutiny by the FISA Court or
sporadic Inspector General audits cannot realistically provide a substitute. Bear in
mind that, in fiscal 2008 alone, the FBI collected 878,383 hours (or just over 100
years) of audio, much of it in foreign languages; 1,610,091 pages of text; and
28,795,212 electronic files—the bulk of it pursuant to FISA warrants. The Inspector
General has found that much of that material cannot be reviewed in a timely fashion
by the Bureau itself—never mind independent overseers.

At the very least, then, the absence of these systemic “back-end” safeguards entails
that the “front-end” checks on the scope of interception need to be as strong under
FISA as they are under the parallel criminal authority.

§215 Orders and National Security Letters

Unlike the enhanced authority to obtain business records and other “tangible
things” under section 215 of the Patriot Act, expanded National Security Letters are
not currently scheduled to sunset. But I believe it is important to consider these two
complimentary powers together. As the Inspector General has made clear, the use of
judicially authorized 215 orders has been limited by both internal awareness of the
continuing political controversy surrounding them and—more importantly—the

There would be little point in tightening the requirements on a tool used a few
dozen times per year with judicial supervision without also reforming the authority
invoked tens of thousands of times annually, at the discretion of FBI supervisors, to
acquire the sensitive financial and telecommunications records of Americans who
are not even suspected of involvement in terrorism. Conversely, whatever changes
to NSL authority may be contemplated in light of the “widespread and serious
misuse” of that authority uncovered by the Inspector General, it is important to bear
in mind that limitations on NSLs are likely to increase reliance on §215. That would
be welcome development insofar as it would substitute judicial approval for
administrative fiat, but may reduce what currently appears to be a high level of
engagement by the FISC in narrowing overbroad applications.

While both powers have been expanded along multiple dimensions since 9/11, the
main cause for concern in both cases has been the removal of the requirement that
there be some evidence—not “probable cause,” but some evidence—linking the
people whose records are sought to terrorism or espionage. Now records need only
be “relevant” to an investigation, and in the case of §215 orders the court is required
to deem records “relevant” if they pertain to someone connected, however
tenously, to a suspect under investigation. As the Justice Department readily
acknowledges, these tools are used in the early phases of an investigation to broadly
sweep in large amounts of data, mostly about innocent people, which is then stored indefinitely in classified government databases.

Here, again, we should bear in mind that while the easiest and most obvious response to any intelligence failure is always to grant more power to collect more information, the evidence is very thin that the problem before 9/11 was a lack of raw data. On the contrary, reflexively expanding collection authorities can exacerbate what has been colorfully characterized as the problem of “drinking from a firehose.” This can even lead to a vicious cycle, where it comes to seem that more and more data is needed to close down all the dead-end leads generated by indiscriminate data collection.

Since these powers are often compared by their proponents to administrative or grand jury subpoenas—on the premise that they only provide “the same” authorities already available to criminal investigators—some crucial distinctions should be borne in mind. First, those tools are generally focused on either the activities of heavily regulated corporate entities (in the first case) or on some specific crime that already has been or is being committed, and in the latter case, the grand jury is meant to serve—in theory if not always in practice—as a “buffer or referee between the government and the people,” to borrow the words of Justice Scalia.

Second, it is impossible to overstate the significance of the transparency that normally surrounds the acquisition of documents by those means. This acts as a powerful check on government overreach in itself, but also creates a vital incentive to challenge improper demands. The recent case of Google v. Gonzales is illuminating here: In an effort to gather information for litigation over the Child Online Protection Act, the government served Google with a subpoena for a sample of the search queries entered by users in a particular time period. Google moved to quash the subpoena on the grounds that it would lose the trust of users if it were publicly seen to comply with such a broad request. The court—emphasizing its independent concern for the privacy of those users more than the potential harm to Google’s reputation—agreed.

By contrast, the widespread misuse of National Security Letter authority described by the Inspector General took place with not just the compliance, but often the enthusiastic encouragement of the telecommunications companies. Many of the violations of these powers that have been reported involve the overproduction of records by custodians who have every incentive to err on the side of turning over the maximum amount of information.

Finally, the last decade has seen the courts beginning, however belatedly, to recognize the need for exceptions to the so-called “Third Party Doctrine” established in the very different technological context of the 1970s, according to which people lack a Fourth Amendment “reasonable expectation of privacy” in records maintained by third parties. This was the basis for the federal statute recently invalidated by the Sixth Circuit, which allowed e-mail to be obtained without a
probable cause warrant under some circumstances. Similarly, a growing number of courts are concluding that the information about people’s physical location contained in cell phone records is subject to Fourth Amendment protection.

There are also important First Amendment interests implicated by monitoring of communications records in particular. The Supreme Court has long held that the rights of free expression protected by the First Amendment encompass a right to anonymous political speech—and I should point out here that the Cato Institute itself is named for a famous series of pseudonymous political pamphlets defending individual liberty against government power—a right to “receive information and ideas,” and a right to “expressive association” without state scrutiny into the membership lists of the political organizations through which it is exercise, especially when those organizations are unpopular. Here, too, courts are increasingly recognizing the need for heightened standards when subpoenas would burden these vital interests.

In the intelligence context, associational interests would appear to be implicated by the routine use of business record authorities to map “communities of interest” or conduct “link analysis” using telecommunications records at two or three removes from the actual target of investigations. Judicial scrutiny can mitigate these concerns somewhat: Thanks again to the Inspector General, we know of at least one case in which the FISA court rejected a §215 application on the grounds that it targeted protected speech. Undeterred, however, the FBI went ahead and obtained the same information using National Security Letters.

Of special concern here is a “sensitive collection program” involving §215 alluded to by Acting Assistant Attorney General Hinnen last year in his testimony on these authorities. Though the Senate had previously unanimously approved an amendment limiting §215 authority to records pertaining to the activities of terror suspects or their associates, a similar reform appears to have been abandoned last year following claims by the Justice Department that such a change would hamper that secret program. Soon afterward, Sen. Russ Feingold purported to have knowledge of clear misuse of §215 unknown to the general public.

If nothing else, I would urge those with access to the relevant details to take a long, hard look at that. But I would also suggest that we should be highly skeptical of any intelligence program that cannot function within even those very modest limitations. The United States was able to observe the time-tested principle of individualized suspicion in a decades-long conflict with a hostile empire armed with nuclear weapons. We should not assume it is an insuperable handicap against scattered bands of religious fanatics.

Conclusion

As a final observation, I want to suggest that formal improprieties at the acquisition stage—while certainly very serious, especially in the case of National Security Letters—are not the sole cause for concern about these broad surveillance powers.
It would be more worrying, after all, if standards were lowered and safeguards weakened so far that nothing counted as a “misuse.” The real danger is that the formally lawful collection of records is giving rise to a set of ever-growing databases—the FBI’s comprising billions of records at last count—overflowing with potentially sensitive information about innocent Americans and their constitutionally protected activities.

As the recent publication of classified military and State Department records by WikiLeaks demonstrates all too clearly, just one of the thousands of people with access to a database—whether inspired by misguided idealism or more sinister motives—can compromise an enormous amount of information. When that information is published on the Internet for all to see, however, it’s at least possible to assess the extent of the harm and seek to identify the responsible parties. Similarly, when information obtained for intelligence purposes, subject to intelligence rules, is passed on to criminal prosecutors, we at least know that the safeguards of the criminal justice system remain in place.

But the ugly history of American intelligence abuses suggests that the gravest threat in this sphere involves the secret deployment of information for political purposes—the most notorious example being the attempt to exploit recordings of Martin Luther King’s extramarital liaisons to drive the civil rights leader to suicide. It was a commonplace, in my former life as a journalist, to say that fact-checking will catch a sloppy reporter, but not one intent upon deception. By the same token, internal oversight and auditing are reasonably good at catching honest mistakes. But under the veil of secrecy surrounding intelligence, the only sure way to prevent willful misuse of information about innocent Americans is to

You sometimes hear it said that civil libertarians are trapped in a “pre-9/11 mindset,” stubbornly refusing to adapt to the demands of a world where non-state adversaries wield terrifying destructive capabilities. I would like to believe that’s not true: With at respect to at least two of the three authorities under consideration today, I would not question whether the government should have these tools to investigate terrorists—but only how they should be tailored to ensure that they are focused on terrorists without intruding on the privacy of innocent Americans any further than is necessary to safeguard national security.

But I think it would be an equally serious mistake to lapse into what we might call a “pre-Church Committee mindset”, to forget why we established a series of safeguards against overbroad surveillance, and to assume that abuse of intelligence powers can only happen in places like Egypt or China or Iran. As our Founders understood, and as the history of the 20th century teaches us, it can—and indeed did—happen here. If we lose sight of that historical lesson, history suggests it may be decades more before we know our mistake.

Mr. SENSENBRENNER. Thank you very much.

The Chair will now recognize the Members alternatively by sides in the order in which they appear after Mr. Scott and I are able to question the witnesses. And I yield myself 5 minutes.
Mr. Sanchez, you really haven’t complained very much about the section 215 orders and have taken off after the national security letters to a much greater extent. Are you aware that the national security letters were authorized in 1986 legislation sponsored by Senator Leahy?

Mr. SANCHEZ. I am, of course. But I believe it is important——

Mr. SENSENBRENNER. No, no. Okay. You know that that was not a part of the original PATRIOT Act.

Are you aware that there were civil liberties protections that were put into the national security letter statute at the time of the 2006 reauthorization?

Mr. SANCHEZ. Certainly.

Mr. SENSENBRENNER. What is wrong with those protections?

Mr. SANCHEZ. Well, I think the problem here is that as, for example, the recent WikiLeaks disclosures have made clear, when databases, however protected or classified they may be, are allowed to contain so many records about so many different people without the requirement of some sort of individualized suspicion, it takes only really one bad actor to enable enormous disclosure of——

Mr. SENSENBRENNER. But does that mean that the tools of section 215 and the national security letters should be completely thrown out the window because of one bad actor?

Mr. SANCHEZ. No. What I would suggest, however——

Mr. SENSENBRENNER. Okay. Well, then when the reauthorization was done, section 215 was declared unconstitutional by a Federal court. I believe it was in Michigan. And after the Congress did the reauthorization that many of my friends opposed, the plaintiffs withdrew their lawsuit. Now, were the changes that caused the plaintiffs to withdraw their lawsuit inadequate in any respect, and if so, how?

Mr. SANCHEZ. Well, I would suggest, again to return to what I alluded to——

Mr. SENSENBRENNER. Answer the question if they were inadequate in any respect.

Mr. SANCHEZ. I believe that one the changes that was considered by not implemented ultimately but that was approved by the Senate unanimously creating a requirement that there be at least a one-removed nexus to a terror suspect would have narrowed that authority in a way that——

Mr. SENSENBRENNER. But section 215 is directed at people who hold business records, and the courts have already determined that they are not subject to the protections of the Fourth Amendment because the potential criminal defendant or terrorist, if you would, was not in possession of those records. And there is a pretty significant difference that the courts have recognized.

Now, you know, again I am asking if the protections were inadequate.

Mr. SANCHEZ. Well, let me suggest two differences.

Mr. SENSENBRENNER. No. Just tell me how they were inadequate because there hasn’t been a ruling of unconstitutionality.

Mr. SANCHEZ. Nor, of course, covert authorities and so——

Mr. SENSENBRENNER. You know, yes, they are, but in the amendments, we gave anybody who got a section 215 FISA Court order
the opportunity to go to court and to get it quashed or cancelled, and to my knowledge, there has been no court that has done that.

Mr. SANCHEZ. Well, if you look at what the Inspector General has found about——

Mr. SENSENBERGER. No. I am looking at what the courts have been saying, sir. You know, the Inspector General has got an opinion just as the Attorney General has an opinion. I don’t know that since the changes in 2006 were made there has been any finding by a court that there is unconstitutionality.

Mr. SANCHEZ. One problem is that in the criminal context where——

Mr. SENSENBERGER. But we are not talking about the criminal context. We are talking about FISA here.

Mr. SANCHEZ. But I wanted to suggest a contrast in that——

Mr. SENSENBERGER. No. There is no need for a contrast because we are talking about either extending a provision of FISA or letting a provision of FISA drop.

Mr. SANCHEZ. The third option, though, would be to extend it suitably narrowed to compensate for the fact that third party record custodians, where the acquisition of records does not ultimately become public, lack the incentive that they have on the criminal side and we see frequently in challenges to subpoenas for records that——

Mr. SENSENBERGER. Well, just because they don’t have the incentive doesn’t take away their right to go to court to get it quashed.

Okay. Let me talk about roving wiretaps. You know, we have heard from the previous witnesses that if roving wiretaps are okay for the Sopranos, you know, why not for Mohamed Atta. Why not for Mohamed Atta?

Mr. SANCHEZ. I do not oppose these roving wiretaps in intelligence investigations.

Mr. SENSENBERGER. Okay, thank you very much.

My time has expired.

The gentleman from Virginia, Mr. Scott?

Mr. SCOTT. Thank you, Mr. Chairman.

Mr. Hinnen, on the lone wolf provision, it is my understanding that these cannot be used against U.S. persons. Is that right?

Mr. HINNEN. That is correct.

Mr. SCOTT. Are they limited to terrorism as opposed to routine foreign intelligence?

Mr. HINNEN. Yes. The statutory definition requires that the individual be engaged in or preparing for international terrorism.

Mr. SCOTT. And what do you need to represent to a court to get a lone wolf——

Mr. HINNEN. You need to demonstrate to the court probable cause that the individual is engaged in or preparing for international terrorism and probable cause that he is using or is about to use the telephone that you want to surveil.

Mr. SCOTT. The information that you have to show that—would that not be sufficient to get a Title III normal criminal warrant?

Mr. HINNEN. It might in some cases.

Mr. SCOTT. How can you have that information and it not be sufficient? How could it not be sufficient?
Mr. HINNEN. It may in most cases be sufficient. I think that because the criminal statute requires proof of probable cause that a crime is being committed, whereas the FISA statute requires probable cause that the individual be engaged in or preparing to engage in international terrorism, there is a possibility that there might be some slight difference, but I will certainly grant the Congressman’s point——

Mr. SCOTT. International terrorism is a crime.

Mr. HINNEN [continuing]. That they are very similar.

Mr. SCOTT. International terrorism is a crime. Is that right?

Mr. HINNEN. There are jurisdictional elements to criminal statutes as well, and we need to ensure that those are satisfied.

Mr. SCOTT. On 215, you are entitled to get information relevant to foreign intelligence. Is that right?

Mr. HINNEN. That is correct.

Mr. SCOTT. Is that limited to terrorism?

Mr. HINNEN. No, that is not limited to terrorism. That includes counter-intelligence as well and information regarding the national defense or foreign affairs.

Mr. SCOTT. Foreign affairs, diplomacy.

Mr. HINNEN. Correct.

Mr. SCOTT. What was done before the USA PATRIOT Act in getting information? What do you get under the PATRIOT Act that you couldn't get otherwise?

Mr. HINNEN. Under these specific authorities?

Mr. SCOTT. Right.

Mr. HINNEN. I think these authorities provide an opportunity for the intelligence community to obtain in a secure way, while at the same time protecting classified information and sources and methods, records that are relevant to national security investigations.

Mr. SCOTT. You couldn't get that before USA PATRIOT Act?

Mr. HINNEN. We could get it before the USA PATRIOT Act. Certainly the grand jury subpoena authority was available then. Of course, the——

Mr. SCOTT. What about just FISA?

Mr. HINNEN. You know, I don't know the answer to that question. I wasn't practicing in this area before the PATRIOT Act.

Mr. SCOTT. Mr. Litt, were you practicing then?

Mr. LITT. I am going out on a limb here. I have a recollection that there may have been some authority prior to the PATRIOT Act that was expanded in the PATRIOT Act, but I am not certain of that. I wouldn't want to be quoted on that. There certainly was NSL authority.

Mr. SCOTT. But, Mr. Hinnen, what you get is information relevant to foreign intelligence. Do you need to show any probable cause of any crime or speculation or terrorism?

Mr. HINNEN. You don't for a business records order. As with the grand jury subpoena——

Mr. SCOTT. Do you have show that the records are connected to a foreign agent?

Mr. HINNEN. Collected through a foreign agent?

Mr. SCOTT. Connected to a foreign agent.

Mr. HINNEN. You need to show that they are relevant to a national security investigation.
Mr. SCOTT. Which includes foreign intelligence, not just terrorism.
Mr. HINNEN. Correct.
Mr. SCOTT. When people hear of national security, they think terrorism, but you are talking just normal diplomacy kind of stuff.
Mr. HINNEN. No. It includes spies and espionage and that sort of thing as well.
Mr. SCOTT. Now, on the roving wiretap, how is the standard to get a roving wiretap different from the normal Title III warrant?
Mr. HINNEN. The difference with respect to a roving wiretap is that the Government has to demonstrate, in addition to probable cause, that the individual is an agent of a foreign power and is using or is about to use a telephone number. The Government also has to demonstrate to the court that the individual may take steps to thwart the surveillance.
Mr. SCOTT. Now, is the roving wiretap under this authority limited to terrorism as opposed to 215 which is any kind of spying?
Mr. HINNEN. No.
Mr. SCOTT. Is the roving wiretap limited to——
Mr. HINNEN. Excuse me. It too permits the collection of foreign intelligence information.
Mr. SCOTT. Which——
Mr. HINNEN. Which is the broad definition that we have been discussing, Congressman.
Mr. SCOTT. And the minimization. You said collection, dissemination, and retention. Does the minimization include collection?
Mr. HINNEN. It does for surveillance, yes, Congressman.
Mr. SENSENBERNENNER. The time of the gentleman has expired.
Mr. GOWDY. Mr. Sanchez, you cited the Ninth Circuit which from my perspective is the most reversed, least likely to be correct circuit in the country. Can you cite any other authority for your concerns?
Mr. SANCHEZ. As Mr. Sales mentioned, there are three Federal appellate courts that have examined roving wiretaps in the criminal context, and I think—back me up—that all three have stressed the additional requirement in the case of roving taps that a named target be identified as important to allowing those taps to meet the particularity standard.
Mr. GOWDY. Would you agree with me that the United States can indict Fnu Lnu?
Mr. SANCHEZ. Yes.
Mr. GOWDY. Well, then why can't they investigate Fnu Lnu?
Mr. SANCHEZ. I am not opposed to investigation and certainly of persons who are reliably believed to be connected to terror groups. The issue is not whether the investigation should happen but what constraints should exist to narrow the investigation to ensure that the information pertaining to innocent people is not swept up especially given the relative lack of the kind of back-end constraints that exist in the criminal context.
Mr. GOWDY. Well, if you don't know the name of the person, if his first name is unknown and his last name is unknown, how are you going to investigate him under your recommendations?
Mr. SANCHEZ. Well, if his first name is unknown and the last name unknown, how are you sure you are investigating that person?

Mr. GOWDY. There are lots of people in the criminal context that you know a crime was committed. You don’t have any idea what their first name or last name is. Trust me from 16 years of doing it. A name is sometimes the last piece of information that you get.

Mr. SANCHEZ. And what can be done in that context is to target a facility. Again, both FISA and criminal warrants permit a facility where there is an evidentiary nexus connecting it to a crime or in this case an agent of a foreign power can be specified. The question is whether the agent in a case where the target is not known, where there isn’t that anchor, has discretion to choose new facilities not——

Mr. GOWDY. When you say the target is not known, there is a difference between not being known and not being identified. Correct?

Mr. SANCHEZ. It borders on metaphysics, but yes.

Mr. GOWDY. Well, it doesn’t border on metaphysics. It is a fact. You can not know the identity of someone and still know that that person exists. Correct?

Mr. SANCHEZ. Certainly.

Mr. GOWDY. So there is a difference between being identified and being known.

Mr. SANCHEZ. And when a target is known by description, which will often be connected to the facility which is originally monitored, I think that anchor should limit the extent of the warrant until identification of information about the identity of that person can be obtained.

Mr. GOWDY. You don’t have serious concerns about the roving wiretap. Correct? If I understood your testimony correctly.

Mr. SANCHEZ. If it is narrowed to match the criminal authority, no.

Mr. GOWDY. You are upset about national security letters, but that is not part of what we are doing.

Mr. SANCHEZ. I was tying those with——

Mr. GOWDY. But that is not part of this reauthorization.

Mr. SANCHEZ. That is true.

Mr. GOWDY. So roving wiretaps, not that much of an issue with roving wiretaps.

Lone wolf——

Mr. SANCHEZ. There is potential for roving—for these John Doe warrants, but I think that is, again, a very narrow set of cases. And so closing that loophole would——

Mr. GOWDY. We have Fnu Lnu indictments. That would even be worse than a Fnu Lnu warrant. Wouldn’t it? I mean, we indict unknown people.

Mr. SANCHEZ. In the context of a criminal investigation where the point is, of course, to identify that person and to have trial in a public fashion.

Mr. GOWDY. Business records. A Federal prosecutor can send a subpoena without going to any Article III judge and getting permission, without getting any permission from anyone, can do it on behalf of a grand jury anytime she or he wants to. Correct?
Mr. SANCHEZ. Yes.

Mr. GOWDY. So you would agree that there is an additional layer of protection in these cases that doesn’t even exist in drug cases or child pornography cases or carjacking cases or bank robbery cases.

Mr. SANCHEZ. But there is an absent layer of protection insofar as there is no independent grand jury in these cases and also insofar as the secrecy removes——

Mr. GOWDY. Wait a second. What do you mean there is an absence? You think an Article III judge who has a job for life is less independent than a grand jury?

Mr. SANCHEZ. Well, there is a difference in terms of the nature of the scope of the investigation. Again, on the criminal side, we are talking about in most cases some kind of nexus to a crime that has been or is being committed. And then again——

Mr. GOWDY. But you would concede we cannot wait in these cases until a crime is committed. So that analogy falls. I mean, the goal is not to wait until a crime has been committed in these cases and then do a really good job prosecuting it. Correct?

Mr. SANCHEZ. But to the extent that scope difference creates more discretion, additional protections I think are appropriate.

Mr. SENSENBERGER. The gentleman’s time has expired.

The junior Chairman emeritus of the Committee, the gentleman from Michigan, Mr. Conyers?

Mr. CONYERS. Thank you, Mr. Chairman.

Mr. Hinnen and Mr. Litt, I understand that the Judiciary Committee in the other body is considering a bill that would make some changes in some of this law that we are discussing, S. 290. Do any of you have any operational concerns about anything in this bill that you would like to bring to our attention this afternoon?

Mr. HINNEN. Mr. Ranking Member, I am not sure exactly which bill S. 290 is. Who is the sponsoring Senator, please?

Mr. CONYERS. Chairman Leahy.

Mr. HINNEN. Congressman, Mr. Ranking Member, with the caveat that that bill is currently going through markup or at least was until very recently and we may not have reviewed the most recent set of changes, the Administration had reached a point where it was supporting a very similar bill to that at the end of the last Congress when these provisions were set to expire. So without knowing every jot and title that may have been changed in the recent markup, we are prepared to support a bill that is similar to the one that was considered at the close of the last Congress.

Mr. CONYERS. Mr. Litt?

Mr. LITT. Mr. Ranking Member, that bill—I think the provisions in there are examples of the kinds of provisions that I described in my statement as provisions that would provide enhanced protection for civil liberties without affecting operational utility. So, yes, that is our view on those.

Mr. CONYERS. Thank you both.

Mr. Sanchez, it has been a fairly difficult afternoon, hasn’t it? [Laughter.]

Mr. SANCHEZ. I am having fun.

Mr. CONYERS. Could I inquire if you are an attorney?
Mr. Sanchez. I am not.

Mr. Conyers. Well, that may account for some of the difficulty. What would you tell a Member of this Committee this afternoon who might be thinking about voting against this 3-year extension?

Mr. Sanchez. Well, first of all, in terms of the operational impact, there is a grandfather clause. That means these powers would continue to be in effect for investigations already underway. So the immediate operational impact I think would likely be limited by that.

I would suggest that certainly all three appear to—well, in one case, not used at all; in the other cases, used in a fairly limited way.

But I would suggest that at least with respect to roving wiretaps in 215, what would be desirable is to sufficiently constrain them so that they are narrowed to minimize the collection of information about innocent Americans in a way to account, again, for the structural differences between intelligence and criminal investigations and that fixing these provisions so that they can be made permanent is actually preferable to allowing them to expire.

Mr. Conyers. Does anyone here want to comment on that suggestion?

Mr. Hinnen. I would just say, Congressman, that I think the reference to a distinction in the constitutional architecture between a group and an individual—I actually, with due respect, disagree with the assertion that that is what Congress did in 1978 and that that is what the Keith case does. What those cases do and what the Fourth Amendment cases that focus on this do is distinguish between the Government’s interest in criminal investigation and the Government’s interest in protecting the national security. They don’t distinguish between—the distinction of constitutional significance is not one between an individual and a group.

Mr. Litt. I think from the intelligence community’s point of view, we certainly share the hope that we can reach the stage where these authorities can be authorized on a permanent basis. From our point of view, while we encourage oversight, having to run up against repeated expirations is not something that we particularly enjoy doing. I guess at the generic level, I can share the sentiment that I hope we get to the stage where we all agree on what the appropriate way is that we can authorize these permanently. We may disagree as to what the details of that are.

Mr. Conyers. Professor?

Mr. Sales. I think, if I may—I know we are very short on time. So I will be as brief as I can, which is hard for a professor to do.

I think Congress has struck the right balance with the provisions as they exist. Since the PATRIOT Act was enacted, Congress has revisited these provisions time and time again, each time adding additional layers of oversight and additional safeguards. I think those additional mechanisms to protect privacy and civil liberties would justify a permanent extension of these provisions now without any additional tinkering.

Thank you, sir.

Mr. Sensenbrenner. The time of the gentleman has expired.

The Vice Chair of the Subcommittee, the gentleman from Texas, Judge Gohmert?
Mr. GOMERT. Thank you, Mr. Chairman.
I appreciate your all’s testimony.

One of the things I got hit up—when we were talking about extending 206, 215 of the PATRIOT Act, was that under 206, apparently somebody had been talking about it on TV that that could allow the FBI to get a wiretap on an entire neighborhood because the person being pursued had used a neighbor’s phone before and therefore might be likely to use other people’s phones in the neighborhood. Has anybody here ever heard of an entire neighborhood being wiretapped under 206?

Mr. HINNEN. No, Congressman, and I think that would be inconsistent with the terms of the statute which require the Government to demonstrate probable cause that the specific agent of a foreign power is using a specific telephone number.

Mr. LITT. In addition to that, when you do get a roving wiretap order, every time the agents go up on a new telephone, they have to report that to the FISA Court within 10 days and they have to report the specific basis on which they believe that the particular facility was being used. And I would doubt that that would pass muster with the FISA Court if anybody tried that.

Mr. GOMERT. In my understanding with the roving wiretap, the goals was to go after cell phones that could be disposed of quickly and not give time to go after the new phone. Is that correct?

Mr. HINNEN. And other similar kinds of tradecraft where individuals cycle through providers quickly in order to try and shake surveillance, yes.

Mr. GOMERT. Professor, do you have any comment on that? Do you think it is plausible, possible even to get a wiretap of an entire neighborhood under 206?

Mr. SALES. No, sir. I think that would be inconsistent with the terms of FISA as it is written. As my colleagues have said, FISA is very clear about what is required in order to initiate surveillance. You must establish, in the case of 206, probable cause to believe that the target is engaging in international terrorism. I think it would be extraordinarily difficult to persuade the FISA Court that there is probable cause to believe that an entire neighborhood is engaging in international terrorism.

In addition, it must be shown that there is probable cause to believe that the target is using a specific facility in question. If there is a terrorist using a phone, then we should be listening to it, but it is inconceivable to me that the FISA Court would approve dragnet surveillance like this. I think that is the most important part. It is the court that decides, not the FBI.

Mr. GOMERT. Well, Mr. Sanchez, you brought up NSL’s. I think most of us were quite alarmed when the IG came in with a report that they had been badly abused and they were not getting the supervision we had been assured that NSL’s would get. And you had FBI agents just doing fishing expeditions without proper supervision.

If I understood you correctly, you seem to think that 215 could take care of the needs that are currently given to—or the power that is currently under the national security letters. Is there anybody else that you know of that agrees with that? If you just did away with national security letter power——
Mr. SANCHEZ. I am not proposing doing away with the national security letter power.

Mr. GOMERT. Oh, you are not? What is your specific proposal?

Mr. SANCHEZ. My suggestion is that if the national security letter authority were narrowed further, for example, as it previously did, to permit the acquisition of records that pertain to a suspected terrorist and in the case of communications records for basic subscriber information for persons believed to be in contact with a suspected terrorist, that narrower authority could allow the kind of initial investigation on the basis of relatively limited records that don't sweep in people 2 and 3 degrees removed. And if that kind of greater breadth is necessary, 215 orders could be employed for those categories of records.

Mr. GOMERT. So you think national security letters do perform an important function. They just need to be narrowed. Is that correct?

Mr. SANCHEZ. I think that is accurate, yes.

Mr. GOMERT. I see my time has expired and I yield back.

Mr. SENSENBRENNER. The time of the gentleman has expired. The gentleman from Georgia, Mr. Johnson?

Mr. JOHNSON. Thank you, Mr. Chairman, for holding this very important hearing.

I have—well, before I go down that line, let me say that section 215, the business records section, can be used against Americans who are alleged to be an agent of a foreign power. Is that correct?

Mr. HINNEN. Yes, that is correct.

Mr. JOHNSON. And you would just simply need specific and articulable facts giving reason to believe that an American may be assisting a foreign power or an agent of a foreign power, in other words, not probable cause but a level below probable cause.

Mr. HINNEN. Certainly the relevant standard is a more lenient or a minimal standard as opposed to probable cause.

What the business records provision actually allows us to do is to get records from a third party custodian, to go to a bank and get an individual's bank records or that kind of thing. And so that is why the importance is demonstrating their relevance to a national security investigation, not necessarily anything specific about the individual because they don't actually act against the individual directly.

Mr. LITT. Let me here—just to be clear, in those FISA authorities which do depend upon a finding that somebody is an agent of a foreign power, that finding is based on probable cause by the court.

Mr. JOHNSON. The finding that the person is an agent of a foreign power looks to me that it simply requires a showing of specific and articulable facts as opposed to probable cause. I am correct on that, am I not?

Mr. HINNEN. That was the distinction, Congressman, I was trying to draw. I don't think I articulated it very well. What the business records provision requires the Government to show is something with respect to the investigation itself rather than something—

Mr. JOHNSON. Yes. Well, I understand that part. That is probable cause, the fact that it may be related to a terrorism or a security investigation, national security.
But the person whose documents are being subpoenaed, if you will—that person can be an American and they can be established as an agent of a foreign power merely through an articulable, reasonable suspicion as opposed to probable cause.

Now, I have serious concerns about the possible abuse and misuse of counter-terrorism technologies developed by Federal contractors under the authority of the PATRIOT Act and the Homeland Security Act. Are either one of you familiar with the recent Chamber leaks controversy?

Mr. LITT. I am sorry. The recent what?

Mr. JOHNSON. Chamber leaks, a situation where there was a group of——

Mr. LITT. The Chamber of Commerce?

Mr. JOHNSON. Yes.

Mr. LITT. I am familiar from reading it in the newspapers, yes.

Mr. JOHNSON. So the technologies that were developed by these security contractors which could have been unleashed on American citizens for domestic illegitimate purposes, the mining of social network sites, the planting of false personas and things like that, false documentation—these are technologies that are depended upon by individuals who are executing their authority under the PATRIOT Act. Correct?

Mr. LITT. Well, I don’t specifically know what technologies those people planned to use, but I do know——

Mr. JOHNSON. Let me ask you are you familiar with Palantir Technologies, Bar Code technologies, or HBGary Federal and whether or not the Department of Justice or the national security agency which you belong to, Mr. Litt, contracts with any of those firms for their software?

Mr. LITT. I am familiar with the names of the companies. I don’t know whether there are any contracts between the intelligence community and any of those companies.

Mr. JOHNSON. Well, I have asked for a congressional hearing to take place in Judiciary, and I look forward to hearing back from the Chairman of the full Committee as to whether or not there will be hearings held on this most important topic, which is directly related to our subject matter today.

Thank you.

Mr. SENSENBRENNER. The time of the gentleman has expired.

The gentleman from California, Mr. Lungren?

Mr. LUNGREN. Thank you very much, Mr. Chairman.

Mr. Sanchez, you talked about the Ninth Circuit. I am a little familiar with the Ninth Circuit. They were, during the time I had experience with them, the most reversed circuit in the entire United States. I think 1 year they had 19 out of 20 cases reversed; 1 year, 21 out of 22, a number of them that my office brought before the Supreme Court.

But I was interested in the language that you cited as exemplary for what we ought to be using. It really caught my attention because you quoted their language saying that they approved it in the criminal context because there is virtually no possibility of abuse or mistake. I guess my question is, should that be the standard that we use, virtually no possibility of mistake, before we are
allowed to have a roving wiretap in a case in which we are trying to stop an attempted terrorist attack?

Mr. SANCHEZ. Well, I should say in the context——

Mr. LUNGREN. I mean, that is the language that you used. So I assume that you meant that is the kind of standard we ought to have, virtually no possibility of mistake.

Mr. SANCHEZ. I think in fact, again in particular when we are talking about online surveillance or surveillance of electronic communications, anytime a tap is roving, there is inherently some possibility of error, but that is dramatically magnified without the anchor of——

Mr. LUNGREN. So that would not be your standard. I appreciate that.

Mr. Litt and Mr. Hinnen, sort of the general talk about roving wiretap—can you tell me how many times it has been utilized under section 206?

Mr. HINNEN. I am afraid we don't have that number with us today. As I mentioned in my testimony, we obtain the authorization about 20 times a year. The set of circumstances doesn't always eventuate such that we need to use the authority despite the fact that we have gotten it. So it would be something less than 20 times a year.

Mr. LUNGREN. There would be some people that would believe perhaps, if they heard some of the commentary today, that my goodness, if we don't have the same restrictions that you have in a criminal case, this must give rise to your ability to have a wide-ranging, exploratory search with no specificity. As I read the statute, it doesn't allow that. Could you explain exactly what you have to do in order to obtain the authority for a roving wiretap in a section 206 case?

Mr. HINNEN. Sure. Thank you, Congressman.

The Government has to make three important showings in that case. It has to make the two showings that are required for regular FISA surveillance in any case: probable cause to believe the individual is an agent of a foreign power and probable cause that the individual will use the specific phone number——

Mr. LUNGREN. The individual. It is an individual even though you may not know the individual's name.

Mr. HINNEN. That is correct. I thought Congressman Gowdy did an excellent job of demonstrating the difference between being able to identify someone and being able——

Mr. LUNGREN. But I want to make sure that as you understand the statute, it requires you to have some specificity with respect to an individual who is the target of your inquiry.

Mr. HINNEN. That is correct, Congressman. Specificity both with respect to a specific individual and with respect to a specific phone number.

Mr. LUNGREN. And if in fact in the process of using the roving wiretap, you move it to another instrumentality, do you not have to then inform the court of that?

Mr. HINNEN. We do. We have to inform the court of the facts that lead us to believe that the target for whom we have already shown probable cause that he was an agent of a foreign power is using a specific phone number at that new provider.
Mr. LUNGREN. So there is a continuing oversight by the court in that context?

Mr. HINNEN. That is correct.

Mr. LUNGREN. And obviously in a criminal case and in a case such as this, when you allowed to have a roving wiretap, I assume you collect conversations with people who are not targets.

Mr. HINNEN. That is certainly correct that when the Government conducts surveillance, not every conversation relates to the conduct being——

Mr. LUNGREN. And the Government has done this for years and years in the criminal context. I presume that you handle it in this context in a similar manner, that is, you are required to minimize those conversations of people who are not targets. Correct?

Mr. HINNEN. Although the minimization process works slightly differently, yes, there is a strict minimization requirement in the FISA statute.

Mr. LUNGREN. Would you explain for the record what that minimization process is?

Mr. HINNEN. In a criminal context, real-time minimization is required. In other words, an agent literally listens to the phone call, and if it appears to be a call to mom about picking up milk on the way home, the call is dropped. Because Congress recognized that spies and terrorists don't always operate that way, there may be language issues, there may be issues of talking in code, there may be tradecraft issues, the FISA statute does not require real-time minimization. It requires after-the-fact minimization.

Mr. LUNGREN. But minimization nonetheless.

Mr. HINNEN. Minimization nonetheless.

Ms. CHU. I was interested in a couple of anecdotes from the Inspector General report, the first case where the FBI was collecting information about a certain telephone line. During this time the phone company assigned the number to a different person but failed to inform the FBI of this fact for several weeks, and as a result, the FBI collected information about an innocent person who was not connected to the investigation.

And then a second anecdote where the FBI learned that a source who had provided significant information about the target changed his mind and no longer believed that the target was involved with a particular terrorist group, but the change was not reported to the court until about a year later. Hence, all that information was collected.

Well, let me ask about these roving wiretaps, Mr. Hinnen or Mr. Litt. The criminal law also permits roving wiretaps, as it should, but it also includes a critical protection that section 206 of the PATRIOT Act does not. It requires the Government to specifically identify the target if it is not going to identify a device and rove with an individual. There have been legislative fixes proposed for almost 10 years to put this common sense protection into FISA. Do you oppose this proposal or do you support this proposal? Please explain what your position is on this.

Mr. LITT. I must say I think that proposal is entirely unnecessary. As Mr. Hinnen explained before, the FISA statute already re-
quires that we either identify the person by name or give a sufficient description of him so that we know who it is.

I must say I spent a number of years at the beginning of my career as an assistant U.S. attorney, and I encountered situations where we would wiretap somebody and the target of the wiretap would be, you know, John Doe, aka, Chico. All we knew was a nickname, but we knew enough to know who it was so that when we were listening to the phone, as Mr. Hinnen said, we could turn it off if we didn’t have our target on the line.

It is the same principle here. We may not know the person’s name and we certainly may not know that we know his true name, but we can’t get a FISA order unless we know enough to convince the court that we know who the person is and that that person is an agent of a foreign power. And that requires particularity.

Ms. CHU. Well, another protection in criminal wiretaps is that the Government must ascertain that the subject is actually using the device before it begins recording, thereby greatly reducing the number of innocent people that are inadvertently recorded by the Government. As you can see here in the anecdote that I just named, the suspected person wasn’t even using that particular phone.

Do you oppose putting this protection into FISA, and if so, why?

Mr. HINNEN. Congresswoman, that protection is in FISA for surveillance. The Government must show, in addition to probable cause that the targeted individual is an agent of a foreign power, probable cause that the individual is using or is about to use the phone. I suspect—and I am not familiar with that particular passage of the Inspector General’s report, but I expect that that was a mistake. I won’t sit here and tell you that mistakes never occur in this area of human endeavor, just like they occur in all others. But the FISA statute does require the Government to demonstrate probable cause that the individual is using or about to use the specific number that the Government wants to conduct surveillance on.

Ms. CHU. Mr. Sanchez, how do you respond to this?

Mr. SANCHEZ. I think what is crucial to keep in mind when talking about the equivalence between two powers is the larger framework in which they are embedded. So as Mr. Hinnen already discussed, collection in the first instance is much broader, is weighted toward, as the FISA Court has said, the Government’s need to acquire foreign intelligence, and that even when it is minimized, often that doesn’t entail the destruction of information. So there have been a number of cases where FISA recordings that were nominally minimized were when the Government was faced with the Brady obligation to provide exculpatory information, they were actually able to ultimately retrieve many, many times more hours of recording than had been not minimized.

So in particular, in the context of where you are talking about roving across facilities where I think the inherent possibility of using an identifier like Chico creates a lot more slippage, a lot more potential for error, the need to compensate on the front end means that the protections on the discretion of agents need to be at least as strong as they are on the criminal side where, again,
there is going to be a lot more back-end scrutiny in a distributed fashion if not by the court itself.

Mr. SENSENBRENNER. The time of the gentlewoman has expired.

The gentleman from Pennsylvania, Mr. Marino?

Mr. Marino. Thank you, Mr. Chairman.

Gentlemen, I think you have been asked a question to a certain extent, but before I ask you to answer my question, am I correct there are two attorneys and two non-attorneys? Or there are three attorneys and one non-attorney. Got it. All right.

Just for the interest of brevity, I would like to start at the left end, my left, of the table. Could you please succinctly describe the difference between a Title III search warrant and a FISA warrant?

I think that is critical at this point because as a U.S. attorney for 6 years and a district attorney for 12 years, to some extent I had more latitude as a district attorney in acquiring a Title III warrant than I did a FISA warrant.

Mr. HINNEN. Yes, Congressman. The principal differences between a Title III warrant and a FISA order are that in the first case the Government needs to demonstrate that the individual target is an agent of a foreign power, not an individual committing a crime but must show probable cause in both cases.

Second, Congress decided in 1978 that it would be harmful to foreign intelligence investigations if the strict notice requirements in Title III also existed in the criminal context. You would essentially in every case in which you conducted surveillance against a spy or a terrorist have to notify him within a certain amount of time after that surveillance had occurred.

And then the last is one that we have already discussed here today as well which is in the technical manner in which the minimization is applied to the information collected.

Mr. Marino. Attorney Litt, please. Can you follow up on that?

Mr. LITT. I agree with that.

Mr. Marino. Good.

Professor?

Mr. SALES. Thank you, Congressman.

I agree with that and one additional and important difference between the Title III context and the FISA context is the internal approval mechanism for a wiretap order. In the Title III context—let me talk about the FISA context first.

The FISA context requires incredibly high-level sign-off from the highest levels within the Justice Department. The FBI Director is involved. The Deputy Attorney General is personally involved. The Attorney General is personally involved. That is much more rigorous internal executive branch scrutiny than you have for a Title III wiretap which I suspect may explain your own experience of the relative ease of obtaining a Title III versus a FISA.

Mr. Marino. And it hinges on the credibility of the United States attorney and the FBI agent or whatever agent requesting that.

Okay.

Mr. Marino. Sir?

Mr. SANchez. I think they have covered it fairly well, but I would stress again the distinction between minimization in real time and minimization after the fact as again weighted toward broad acquisition of most of the information flowing through a fa-
cility unless it could not be foreign intelligence information which almost anything could. So again, just the idea that there is much broader initial collection.

Mr. MARINO. Broader initial collection where?

Mr. SANCHEZ. That is to say as opposed to the case where information is recorded only when there is some nexus to the predicate offense, there is generally recording of all communications.

Mr. MARINO. You know, with all due respect you are throwing out first-year law school criminal law terms, "predicate offense," "nexus," you know, the whole 9 yards, something that any one of us can get off the Internet. But you are not getting specifics. Do you understand, sir, with all due respect, the delineation between the two and what one has to go through for the FISA order compared to the Title III?

Mr. SANCHEZ. I do. I am referring only to, again, the question of when minimization occurs, which everyone else here has, I think, already alluded to.

Mr. MARINO. Thank you.

I yield my time.

Mr. SENSENBERNNER. The gentleman from Arkansas, Mr. Griffin?

Mr. GRIFFIN. Thank you, Mr. Chairman.

I want to follow up with some questions for you, Mr. Sanchez. I was reading in your written statement when you were talking about—and these pages are not numbered. You have a section here where you are talking about the transparency that normally surrounds the acquisition of documents via grand jury subpoena.

Mr. SANCHEZ. Yes.

Mr. GRIFFIN. And you indicate that it is impossible to overstate the significance of the transparency that normally surrounds the acquisition of documents by those means, those means being via the grand jury subpoena. Could you talk a little bit about what that transparency is?

Mr. SANCHEZ. Well, insofar as normally on the criminal side that those processes do not involve gag orders, as 215 orders and national security letters normally do, the incentives I believe are different for companies served with those orders. They are not always incentivized to stand up for the privacy rights of their customers, the people whose records they are in custody of. But we see frequently booksellers or companies like Google moving to quash subpoenas specifically citing the ground that they fear that their reputation would be damaged by the disclosure of the fact that they were turning over sensitive records without making any kind of move to limit the scope of the subpoenas.

By contrast, what we have seen, again, in at least the national security letter and 215 cases, is that often when there have been identified misuses, they have typically occurred with the enthusiastic collaboration of the record custodians, often violating the rules because of overproduction.

Mr. GRIFFIN. I am limited on time here.

So I guess in my experience, I haven’t seen a lot of transparency, not that it is warranted. The whole nature of a grand jury process is secrecy. I am not sure where you are going with your transparency argument. But the grand jury issues the subpoena in se-
crecy. It is issued and complied with in secrecy. The documents are obtained and brought to the grand jury. So I am not exactly sure what that argument is that you are making there.

But I also want to go over here. You talk about the PATRIOT Act’s roving wiretap provision includes no parallel requirement that an individual target be named. We just discussed that. We were given the example of at least identifying the individual even if we don't know the name.

But then you go on and you say, quote, this is disturbingly close to the sort of general warrant the Founders were so concerned to prohibit when they crafted our Bill of Rights. A little hyperbole there maybe.

Mr. Litt, would you comment on that?

And this gets me to the broader question, and this is what I have heard a lot back home. If you would each—I know I am running out of time—just briefly comment on the constitutionality of the three provisions that we just voted to extend. Do you any of you have constitutionality concerns? And if this was asked previously, I apologize.

Why do we not just start on the end and go down?

Mr. HINNEN. No, Congressman.

Mr. GRIFFIN. Mr. Litt?

Mr. LITT. No. No, I don't. I think the only two issues that have been raised—with respect to the lone wolf provision, I think there has been concern expressed that this may be beyond the national security powers as set out in the Keith case. And I think that when you have a situation where you are talking about non-U.S. persons who are engaged in international terrorism and a collection which is certified to be for the purpose of collecting foreign intelligence, I don't think that is a serious constitutional concern.

And similarly, for the reasons we previously discussed, I think that the roving wiretap adequately meets the particularity requirement of the Fourth Amendment.

Mr. GRIFFIN. Mr. Sales?

Mr. SALES. Thank you, Congressman.

I agree with that as well.

I think we are pretty far away from the days of King George III. FISA, as amended by the PATRIOT Act, doesn’t allow the sort of general warrant dragnets that our founders justifiably worried about 200 years ago. That is not the situation that FISA authorizes. In all cases, FISA, as amended by the PATRIOT Act, requires probable cause to believe that the target is an agent of a foreign power, i.e., somebody who is a spy or a terrorist. That seems like it meets the particularity requirement pretty precisely to me.

Mr. SENSENBERNER. The time of the gentleman has expired.

Mr. GRIFFIN. Thank you, Mr. Chairman.

Mr. SENSENBERNER. I would like to thank all of our witnesses today for their testimony. I think it has been very enlightening and elucidating.

Without objection, all Members will have 5 legislative days to submit to the Chair additional written questions for the witnesses which we will forward and ask the witnesses to respond as promptly as they can so that their answers may be made part of the record.
The gentleman from Georgia?
Mr. JOHNSON. Thank you, Mr. Chairman.
I would ask unanimous consent to introduce into the hearing record a report by the American Civil Liberties Union titled “Reclaiming Patriotism.”
Mr. SENSENBRENNER. Without objection.
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EXECUTIVE SUMMARY

More than seven years after its implementation, there is little evidence to demonstrate that the Patriot Act has made America more secure from terrorism, that there are many instances where the government abused these authorities in ways that have violated the rights of innocent people and squandered precious security resources. These Patriot Act-related surveillance provisions will expire in December 2009, which will give the 111th Congress an opportunity to review and thoroughly evaluate all Patriot Act authorities — as well as any other post-9/11 domestic intelligence programs — and to amend, repeal or modify provisions that are unused, ineffective or poison to society.

The framers of the Constitution recognized that giving the government unchecked authority to pry into private lives and liberties more often than just individual property rights. These powers were granted from their own experience that political rights could not be secured without procedural protections. The Fourth Amendment mandates that judicial process and warrants be issued only upon probable cause. The Fourth Amendment was the necessary reminder to the ability and irresistible assault on free expression, exemplified by King George’s abuse of general warrants. Nothing short of a Fourth Amendment remedy cured the constitutional system of checks and balances to curtail government abuse and, ultimately, to make the government more responsive to the needs of the people — i.e., where all government power resides. Limiting the government’s power to intrude into private affairs, and checking that power with independent oversight, reduces the risk and abuse that Congress must undertake to maintain public confidence. As the original patron of liberty, adherence to the concepts set forth in the Constitution and the Bill of Rights makes our government stronger, not weaker.

The Patriot Act — and, consequently, expanded the government’s authority to pry into people’s private lives with little or no evidence of wrongdoing. Unfortunately, what the soaring promises came up the number of terrorist prosecutions came up the number of terrorist cases in 2006 there was very little in the public record of Congress to evaluate Executive secrecy surrounding the government’s use of these authorities, increased through unconstitutional gag orders, prevented any meaningful evaluation of the Patriot Act. In the absence of adequate national guidelines, In March 2009: Congress passed the USA Patriot Act Improvement and Reauthorization Act, making fourteen of the sixteen expiring provisions permanent.

Little is known about the government’s use of many of its authorities under the Patriot Act, but reports available through government reports reflect a growing level of surveillance. The statistics show, for example, members of the Foreign Intelligence Surveillance Court, National Security Letter (NSL) requests and Suspicious Activity Report (SAR), terrorist investigation numbers are down, and declarations to prosecute FBI international terrorism investigations have increased. Moreover, Department of Justice Inspector General reports (sent under part of the Patriot Act monitoring) revealed the government’s widespread misuse of NSL and section 213 authorities. After several years, new reports found parts of the Patriot Act unconstitutional, including the NSL gag provisions, enabling the government to send suspicious information to the National Security Agency (NSA) in violation of the Fourth Amendment.

This report identifies the Patriot Act provisions that require serious oversight and modification to prevent abuse. It also contains specific legislative recommendations for reforming the NSL, FBI, national security-related intelligence, and section 213 of the Patriot Act.
NSA and Section 215

- Reject the expanded NSA and section 215 authorities that allow the FBI to demand information about innocent people who are not the targets of any investigation. Repeal price standards limiting the use of section 215 and NSA authorities to gather information only about terrorist suspects and other agents of foreign powers.
- Allow gag orders only upon the authority of a court and only when necessary to protect national security. Limit scope and duration of such gag orders and ensure that court targets and recipients have a meaningful right to challenge them before a fair and neutral arbiter.
- Improve judicial oversight of all Patriot Act authorities.

Musical Support

- Amend the musical support necessary to require specific intent to further an organization’s unlawful activities before imposing criminal liability.
- Remove overbroad and impermissibly vague language, such as “mining,” “service,” and “expert advice and assistance,” from the definition of material support.
- Establish an explicit de minimis exemption to remove obstacles for genuine refugees and asylum-seekers to come and/or remain in the United States.
- Provide notice, that process and meaningful review requirements in the designation process, and permit defendants charged with material support to challenge the underlying designation in their criminal cases.

Ideological Exclusion

- Ban ideological exclusion based on speech that would be protected in the United States under the First Amendment.
- Repeal the “minister of religion” provision.

USA PATRIOT Act

- Restore the primary purpose requirement to FISA.

While implementation of these recommendations would help for some Patriot Act-related problems, Congress must examine the full scope of national security intelligence, especially domestic intelligence gathering programs, and encourage a public debate about the proper nature and reach of government surveillance programs on American soil. The Patriot Act may have been the first overt expansion of domestic spying powers after September 11, 2001 - but it certainly wasn’t the last, and arguably wasn’t even the most egregious. There have been many significant changes to our national security laws over the past seven years, and addressing the excesses of the Patriot Act without examining the larger surveillance picture may not be enough to return to an out-of-control intelligence-gathering regime. Fundamentally, Congress must recognize that continued, ineffective, and abusive surveillance programs are counterproductive to long-term government interests because they violate constitutional standards and undermine public confidence and support of U.S. anti-terrorism programs. Congress should begin vigorous and comprehensive oversight hearings to examine all post-9/11 national security programs to evaluate their effectiveness and their impact on American privacy and civil liberties. This oversight is essential to the proper functioning of our constitutional system of government and becomes even more necessary during times of crisis.
INTRODUCTION

On October 26, 2001, amid the climate of fear and uncertainty that followed the terrorist attacks of September 11, 2001, President George W. Bush signed into law the USA Patriot Act, and fundamentally altered the relationship Americans share with their government. This act betrayed the confidence the framers of the Constitution had that a government bound by the law would be strong enough to defend the liberties they so bravely struggled to achieve. By expanding the government's authority to secretly search private records and monitor communications, often without any evidence of wrongdoing, the Patriot Act created our most basic right—the freedom from constrained government scrutiny into our private lives—and threatened constitutional checks and balances. Put very simply, under the Patriot Act the government now has the right to know what you're doing, but you have no right to know what it's doing.

More than seven years after its implementation there is little evidence that the Patriot Act has been effective or made America more secure from terrorism. However, there are many substantive examples that the government abused these authorities in ways that both violate the rights of innocent people and squander precious security resources. These Patriot Act--related surveillance provisions will expire in December 2009, which will give the 111th Congress an opportunity to review and thoroughly evaluate all Patriot Act authorities—as well as any other pre-9/11 domestic intelligence programs—and renew, repeal or modify provisions that are unused, ineffective or prone to abuse. The American Civil Liberties Union encourages Congress to exercise its oversight powers fully to ensure effective checks on executive branch surveillance powers and to prohibit unreasonable searches and seizures of private information without probable cause based on particularized suspicion.
REAL PATRIOTS DEMAND THEIR RIGHTS

The Fourth Amendment to the U.S. Constitution protects individuals against unreasonable searches and seizures. In 1886, Supreme Court Justice Joseph Bradley suggested that the meaning of this phrase could not be understood without reference to the historic meaning of the general writs of search and seizure in Great Britain. General writs were broad orders that allowed the search of specified places or persons, without probable cause or individualized suspicion. For centuries, English authorities had used these broad general warrants to enter "without knock or entry" designed to enable the government to suppress political dissent. The history is particularly informative to an analysis of the Patriot Act because the purpose of the Fourth Amendment was not just to protect personal property, but to curb the exercise of discretionary authority by government officials.9

To the American colonists, nothing demonstrated the British government's illegitimate power more than "writs of assistance"—general warrants that granted revenue agents of the Crown blanket authority to search private property at any time of the day. In 1765, as an act of protest, John Adams later described it as "the last act of oppression" to British rule. British lawyer James Otis condemned general warrants as "the worst instrument of arbitrary power, the most destructive of English liberty, and the fundamental principle of law that was found in an English law-book." Otis declared such discretionary warrants illegal despite their official government sanction, because they "put the liberty of every man in the hands of every petty officer." The resistance to writs of assistance provided an ideological foundation for the American Revolution—the concept that the right of the people to be free from unreasonable government intrusion into their private affairs was the essence of liberty. American patriots earned a declaration of the transitional war on the British in the Battle of Lexington by the radicalism that meant "Don't tread on me!"

Propositions of the Patriot Act suggest that violating individual liberties during a time of increased threat to our national security is both necessary and necessary, and that allowing fear to drive the government's decisions as a "time of emergency" is "not a bad thing." In effect, these modern-day patriots are willing to exchange our forefathers' "don't tread on me" banner for a less inspiring one stating "if you aren't doing anything wrong you have nothing to worry about."

Colonial-era patriots were not from different cloth. They saw liberty not as something to trade for temporary comfort or security, but rather as a cause worth fighting for even when the odds of success were slim.

The framers of the Constitution recognized that giving the government unchecked authority to pry into our private lives turned more than just individual property rights, as the Supreme Court later recast them. "The Bill of Rights was fashioned against the background of knowledge that unrestricted power of search and seizure could also be an instrument for stifling liberty of expression." Those patriots understood that the very existence that political rights could not be secured without procedural protections. The Fourth Amendment requirement of prior judicial review and warrants issued only upon probable cause was determined to be the necessary remedy to the arbitrary and unreasonable modes of expression that were characterized by the government's use of general warrants. The requirement that warrants shall particularly describe the thing to be seized makes general searches under them impossible and prevents the seizure of one thing under a warrant describing another. The Supreme Court has long acknowledged the important interplay between First Amendment and Fourth Amendment freedoms. As it echoed in 1965, "what this history indispensably teaches is that the constitutional requirement that warrants must
particularly describe the things to be seized is to be accorded the most scrupulous examination when the things are books and the basis for their seizure is the idea which they contain."

The seizure of electronic communications and private records under the Patriot Act today is no less an assault on the idea they contain than seizure of books during a less technologically advanced era. Indeed, even more fundamental liberty interests are at stake today because the Patriot Act expanded "material support" for terrorism offenses that broadly criminalized political association and punish wholly innocent assistance to abnormally blacklisted individuals and organizations. Patriot Act proponents suggest we should forgo our rights in time of emergency, but the Supreme Court has made clear that the Constitution requires holding the government to more exacting standards when a seizure involve the expression of ideas even where compelling security interests are involved. As Justice Powell explained in United States v. United States District Court,

"National security cases, however, often reflect a convergence of First and Fourth Amendment values not present in cases of "ordinary" crime. Though the investigative duty of the government may be stronger in such cases, we also have greater sympathy for constitutionally protected speech."

More exacting standards are necessary in national security cases because history has repeatedly shown that government leaders too easily mistake threats to their political security for threats to the national security. Enhanced executive power justified on national security grounds were used against anti-war activists, political dissidents, labor organizers and immigrants during and after World War I. In the 1950's, prominent intellectuals, artists and writers were blacklisted and denied employment for associating with suspected communists and socialists. Civil rights activities and anti-war protests were targeted in the 1960's and 1970's in secret F.B.I. and C.I.A. operations.

Selling short does not enhance security. The States created one constitutional system of checks and balances to curb government abuse, and ultimately to make the government more responsive to the needs of the people — which is where all government power ultimately lies. The Patriot Act gave the executive branch broad and unprecedented discretion to monitor electronic communications and voice privacy records placed individuals liberty as John Adams warned, "in the hands of every petty officer." Limiting the government's power to intrude into private affairs and checking that power with independent oversight, reduces the error and abuse that erode the confidence of the people to continue to endorse public confidence. As the original patriots knew, adhering to the Constitution and the Bill of Rights makes any government stronger, not weaker.
EXCESSIVE SECRECY THwarts CONGRESSIONAL OVERSIGHT

Just 45 days after the worst terrorist attack in history, Congress passed the Patriot Act, a 342-page bill granting more than a dozen federal agencies, with virtually no debate. The Patriot Act was not crafted with careful deliberation, or narrowly tailored to address specific gaps in intelligence-gathering authorities that were found to have hamstrung the government’s ability to prevent the earlier attacks. In fact, the government hurried for months before authorizing an official inquiry, and it took over a year before Congress published a report detailing the many significant pieces of intelligence the government had missed before 9/11 but failed to properly analyze, or explain, to prevent the attacks.

Instead of first determining what led to the intelligence breakdowns and then legislating, Congress quickly cobbled together a bill in ignorance, and while under intense pressure to give the president all the authority he claimed he needed to protect the nation against future attacks.

The Patriot Act vastly — and unconstitutionally — expanded the government’s authority to pry into people’s private lives with little or no evidence of wrongdoing. This unlawful authority remained and was improperly applied by federal authorities against Americans on the basis of nothing more than their alleged “suspicions.” This unlawful authority extended the Fourth Amendment protections against unreasonable searches and seizures and the First Amendment protections of free speech and association. While it authorized the government to engage in this expanded domestic spying in secret, with few if any protections built in to ensure these powers are not abused, and little opportunity for Congress to review whether the authorities it granted the government actually made America any safer.

The ACLU learned that these unchecked powers could be used improperly against wholly innocent Americans, against immigrants living legally within our borders, and against those whose First Amendment-protected activities were improperly deemed to be threats to national security by the attorney general. Many members of Congress shared the ACLU’s concerns and demanded that the government include “sunset” or expiration dates in certain provisions of the Patriot Act to give Congress an opportunity to review the effectiveness of these provisions.

Unfortunately, when the expiring provisions came up for review in 2005, there was very little in the public record for Congress to evaluate. While the ACLU objected to the way the government exercised Patriot Act powers against individuals like Oregon attorney Brandon Mayfield, others to whom the ACLU and European scholars raised similar concerns, and others similarly suspected of aiding al Qaeda, the government’s lack of substantiation was not due to a lack of abuse, but rather to the lack of scrutiny that surrounded the government’s use of these authorities, which was only enforced through unconstitutional gag orders. Executive secrecy prevented any meaningful evaluation of the Patriot Act. Nevertheless, in March 2006 Congress passed the USA Patriot Act Improvement and Reauthorization Act (Patriot Act reauthorization), making frontier of the sixteen expiring provisions permanent.²⁸
Increasing Levels of Surveillance

Little is known about how the government exercises its authorities under the Patriot Act, but some numbers available through government reports reflect a rapidly increasing level of surveillance.

Foreign Intelligence Surveillance Court Orders Approved

Section 218 of the Patriot Act modified the legal standards necessary to obtain Foreign Intelligence Surveillance Court orders.

FISA Orders

[Graph showing FISA Orders]

National Security Letter Requests

Section 305 of the Patriot Act reduced the legal standard for issuing National Security Letters.

Suspicious Activity Reports filed by financial institutions

Sections 356 and 359 of the Patriot Act expanded the types of financial institutions required to file suspicious activity reports under the Bank Secrecy Act. These reports include detailed personal and account information and are shared with the Treasury Department and the FBI.
More Collection Does Not Result in More Prosecutions

Data produced by the Executive Office for United States Attorneys and analyzed by the Transactional Records Access Clearinghouse (TRAC) shows that prosecutions in FBI international terrorism cases dropped steadily from 2002 to 2008.

![International Terrorism Prosecutions Graph]

More critical is evaluating the effectiveness of post-9/11 terror surveillance, however. A DOJ's increasing tendency to refer to prosecutor FBI international terrorism investigations during that time period. In 2006, the DOJ declined to prosecute a shocking 87% of the international terrorism cases the FBI referred for prosecution. Only a tiny fraction of the many thousands of terrorism investigations the FBI opened each year are even referred to prosecution, thereby demonstrating that the vast majority of the FBI's terrorism-related investigatory activity is completely fruitless - yet the FBI keeps all of the information it collects through these dubious investigations, however.

![Percentage of FBI International Terrorism Referrals Declined by DOJ Graph]

NEW SUNSET DATES CREATE OVERSIGHT OPPORTUNITY

When Congress promulgated the Patriot Act in 2001, it established new expiration dates for two Patriot Act provisions and for a related provision of the Intelligence Reform and Terrorism Prevention Act of 2004 (IRTPA). Under the authorization these three provisions, section 205 and section 213 of the PATRIOT Act and section 6001 of the IRTPA, are set to expire on December 31, 2005. The 110th Congress will revisit these provisions this year, which creates an opportunity for Congress to reexamine and evaluate the government's use and abuse of all Patriot Act authorities, as well as other post-9/11 surveillance or security programs.

Section 205 of the Patriot Act authorizes the government to obtain "stingray" orders from the Foreign Intelligence Surveillance Court (FISC) whenever a subject of a warrant request uses multiple communications devices. The FISC is a seven-judge panel established under the Foreign Intelligence Surveillance Act (FISA) that issues classified orders for the FBI to conduct electronic surveillance in physical searches in intelligence investigations against foreign agents or international terrorists. Unlike foreign surveillance authorized for criminal investigations, section 205 does not require the order to identify either the communications device to be tapped or the individual agent before the surveillance is directed, which is what goes under section 2606 of the FISA statute. The so-called "stingray provision" authorizes the target to be described "with particularity" and the FBI to file an ex parte showing to the FISC to explain why the government believed the target was using the phone for tapping. However, it does not require the government to name the target, or to make sure its tapping equipment is intercepting only the target's communications. The power to intercept a showing of an unidentified device of an unidentified target provides government agents with an improper level of discretion to exercise discretion of the general warrant that so surprised the American colonists. There is virtually no public information available regarding how the government uses section 205.

Although little is known about the way the government uses section 6001 of the IRTPA, which is known as the "lone wolf" provision. Section 6001 authorizes government agencies to obtain secret FISA surveillance orders against individuals who are not connected to any international terrorist group or foreign nation. The government justified this provision by imagining a hypothetical "lone wolf," an international terrorist operating independently of any terrorist organization, but there is little evidence that any such terrorist existed. Moreover, since terrorism is a crime, there is no reason to believe that the government could not obtain a Title III surveillance order from a criminal court if the government had probable cause to believe the individual device was operating as a terrorist. Quite simply this provision allows the government to obtain more warrants for electronic surveillance orders than criminal courts. No public records are available to document whether, or how, the government has used this power.

Section 213 of the Patriot Act provides a sweeping grant of authority for the government to obtain secret FISA orders demanding "any tangible thing" it claims is relevant to an authorized investigation regarding international terrorism or espionage. Known as the "library provision," section 213 significantly expands the types of items the government can demand under FISA, and lowers the standard of proof necessary to obtain an order. Prior to the Patriot Act, FISA required probable cause to believe the item was an agent of a foreign power. Section 213 only requires the government to claim the item sought is relevant to an authorized investigation. Most significant in this change of standard, however, was the removal of the requirement for the FBI to show that the items sought pertain to a person the FBI is investigating. Under section 213 the government can obtain orders for private records.
or items belonging to people who are not even under suspicion of involvement with terrorism or espionage, including U.S. citizens and lawful permanent aliens, not just foreigners.

Section 215 orders come with compulsory non-disclosure orders, or "gag orders" which contributed to the secrecy surrounding how they were being used. To ensure that it would have at least some information upon which to evaluate Patriot Act powers before the next renewal period, Congress included a provision in the 2006 Patriot Act reaffirmation that required the Department of Justice Inspector General (IG) to audit the FBI's use of National Security Letters (NSLs) and Section 215 orders. These reports provided the first thorough examination of the implementation of the post-9/11 anti-terrorism powers. They also confirmed what our nation's founders already knew: unchecked authority is too easily abused.
EVIDENCE OF ABUSE: THE INSPECTOR GENERAL AUDITS

National Security Letters

NSLs are secret demand letters issued without judicial review to obtain sensitive personal information such as financial records, credit reports, telephone and email communications data and Internet searches. The FBI had authority to serve NSLs through four nationwide locations, but those authorities were significantly expanded by Section 506 of the Patriot Act. Section 506 increased the number of officials who could authorize NSLs and reduced the standard necessary to obtain information with them, requiring only an internal certification that the records sought are "relevant" to an "authorized counterterrorism or counter-intelligence investigation." The Patriot Act reauthorization made the NSLS permanent.

The NSL statute now allows the FBI and other executive branch agencies to obtain records about people who are not known, or even suspected, to have done anything wrong. The NSL statute also allows the government to push NSL recipients from disclosing that they obtained information from them. While Congress modified their "pay-off" to the Patriot Act reauthorization to allow NSL recipients to consult a lawyer, under the current state of the law NSLS are still not subject to any meaningful level of judicial review. Minor challenges to the NSL gag orders are described below.16

The first two IG audits covering NSL and section 1566(a) investigations from 2007 through 2008 were released in March of 2009. They confirmed widespread FBI mismanagement, misuse and abuse of those Patriot Act authorities. The NSL audit revealed that the FBI managed an out-of-control backlog of NSLS at seemingly random and for non-routine reasons. As a result, the FBI eventually under-reported its use of NSLs in its previous reports to Congress. The IG also found that FBI agents repeatedly ignored or confused the requirements of the NSL, including statutes, and used NSLs to collect private information against individuals two to three times removed from the subjects of FBI investigations. Twenty-two percent of the audited files contained unreported legal violations.17 Meantime, FBI supervisors used hundreds of illegal "routine letters" to obtain telephone records without NSLs by falsely claiming emergencies, apparently finding over the lax standards of NSLS thus created.17

On March 13, 2008, the IG released a second pair of audit reports covering 2006 and evaluating the reforms implemented by the DOJ and the FBI after the first audits were released in 2007.18 Not surprisingly, the new reports identified many of the same problems discovered in the earlier audits. The 2008 NSL report showed that the FBI issued 49,425 NSLs in 2006, a 4.7 percent increase over 2005, and confirmed the FBI is increasingly using NSLs to gather information on U.S. persons (57 percent in 2006, up from 50 percent in 2005).17

The 2008 IG audits also revealed that high-ranking FBI officials, including an assistant director, a deputy assistant director, two acting deputy directors and a special agent in charge, improperly issued dozens of "blanket NSLS" in 2007 seeking data on 3,669 telephone numbers.18 None of these "blanket NSLS" complied with FBI policy and violated undisclosed non-disclosure requirements on recipients.18 Moreover, the "blanket NSLS" were written to "obtain information already acquired through subject letters and other informational requests."19 The IG expressed concern that such high-ranking officials would fail to comply with FBI policies requiring FBI lawyers to review all NSLS, but it seems clear enough that this step was intentionally avoided because the officials knew these NSLs...
requests were illegal. It would be difficult to call the conduct anything but unconstitutional.

The ACLU successfully challenged the constitutionality of the original Patriot Act’s gag provision, which imposed a categorical and blanket non-disclosure order on every NSA request. Upon authorization, the Patriot Act freed these gag orders to situations when a special agent in charge certifies that disclosure of the NSA request might result in danger to the national security, interference with an FBI investigation, or danger to any person. Despite this attempt for reform, the AGS 2008 study showed that 97 percent of NSA’s issued by the FBI in 2006 included gag orders, and that five percent of these NSA contained “insufficient explanations to justify imposition of these obligations.” While a five percent violation rate may seem small compared to the widespread abuse of NSA authorities documented elsewhere, these audit findings demonstrate that the FBI continued to gag NSA recipients in an overly broad, and therefore unconstitutional manner. Moreover, the IG found that gag was improperly included in eight of the 11 “Blacklist NSLs” that senior FBI counterterrorism officials issued to cover hundreds of illegal FBI requests for telephone records through exigent letters.

The FBI’s own mismanagement of its NSA authorities into security is much more robust, and it risks the privacy of innocent persons. The IG reported that the FBI did not provide return information for at least 532 NSA requests issued from the field and 418 requests issued from FBI headquarters (28 percent of the NSA’s sampled). Since the law only allows the FBI to issue NSA’s in instances of exigency investigation, it cannot be assumed that the loss of these records is an extension of our security intelligence information continuing to fall through the cracks of the FBI through sheer incompetence to truly a warrantless revocation.

PETER CHASE is the Director of the Philadelphia Public Library and was formerly the Vice President and General Counsel of the American Library Association.
Section 215 Orders

The IG's section 215 audit showed the number of FBI requests for section 215 orders was small in comparison to the number of NSLs issued. Only six section 215 applications were made in 2007.  

The disparity between the number of section 215 applications and the number of NSLs issued seems to suggest that FBI agents were bypassing judicial review in the section 215 process by using NSLs in a manner not authorized by law. An example of this abuse of the system was documented in the IG's 2008 section 215 report. The FBI applied to the FISC for a section 215 order, only to be denied on First Amendment grounds. The FBI instead used NSLs to obtain the information.  

While this portion of the IG report is worthy of note, it appears that sometime in 2009 the FBI twice asked the FISC for a section 215 order seeking "tangible things" in part of a counterterrorism case. The court denied the request, both times, because "this fact was too thin and too litigious request impinged the target's First Amendment rights." Rather than re-evaluating the underlying investigation based on the court's First Amendment concerns, the FBI circumvented the court's oversight and pressed the investigation using three NSLs that were predicated on the same information contained in the section 215 application. The IG questioned the legality of the FBI's use of NSLs based on the same factual predicate contained in the section 215 request rejected by the FISC on First Amendment grounds because the authorizing statutes for NSLs and section 215 orders contain the same First Amendment caveat.  

The IG also discovered the FISC was not the first to raise First Amendment concerns over this investigation. FBI officials, lawyers with the Department of Justice Office of Intelligence Policy Review (OIPR), raised the First Amendment issue when the FBI first sent the section 215 application for review. The OIPR is supposed to review FBI intelligence investigations, but OIPR officials quoted in the IG report said the OIPR has "not been able to fully serve such an oversight role" and that they were often bullied by FBI agents.  

In addition, the former Acting Counsel for Intelligence Policy stated that there is a history of significant pushback from the FBI when OIPR questions agents about the assertions included in USA applications. The OIPR director, according to section 215鼻子, also told us that he rarely accepts the FBI assertions regarding the underlying investigation as fact and that the FBI would respond poorly if questioned about their assertions.  

SUGGESTED REFORM OF NSL STATUTES

- Amend the asserted NSL enable such that make the FBI be certain that actuality that impinge the target's First Amendment rights. Letters should be sent to the court, and not to the FBI. The court should be the principal venue for determining the constitutionality of the NSL. The information sought should be limited to that not requiring superior review by the court.

- Allow the government to prove the necessity of a court, and only act necessary to protect national security. Letters should be sent to the court, and not to the FBI. The court should be the principal venue for determining the constitutionality of the NSL. The information sought should be limited to that not requiring superior review by the court.

- Forbid judicial oversight of all PATRIOT Act metadata, allowing the court to certify that it has the necessary requirements to review the information sought by the FBI. The court should be the principal venue for determining the constitutionality of the NSL. The information sought should be limited to that not requiring superior review by the court.
When the FISC raised First Amendment concerns about the FBI investigation, the FBI general counsel declared the FBI would continue the investigation anyway using methods that had less oversight. When asked whether the court's concerns caused her to review the underlying investigation for compliance with legal guidelines that prohibit investigations based solely on unverified First Amendment activity, the general counsel said she did not believe she disagreed with the court's ruling and nothing in the court's ruling altered her belief that the investigation was appropriate. Accordingly, she put her own legal judgment above the decision of the court. She added that the FISA does not give the authority to close an FBI investigation.

A former OPRC council for intelligence policy argued that while investigations based solely on association with subjects of foreign intelligence investigations were "weak," they were "not necessarily illegitimate." It is also important to note that the investigation, based on mere association with the subject of another FBI investigation, was apparently not an aberration; the FBI general counsel told the IG that the FBI would have closed "numerous investigations" if they could not even assert against individuals who merely have contact with other subjects of FBI investigations. Conducting "without investigations" based upon mere contact, and absent facts establishing a reasonable suspicion of terrorism, will only result in wasted effort, inequitable security resources, and unnecessary violations of the rights of innocent Americans.

The FBI's stubborn defense of OPRC attorneys and the FISC demonstrates a dangerous misunderstanding of the legal bounds of the FBI's authority at an inopportune time, and has made the inherent weakness of any set of internal controls. The FISC's use of an NSA courtroom's assertion about section 215 procedures conflicts with the ACLU's previously articulated concerns that the lack of oversight of the FBI under its NSL authority would lead to inappropriate use.

Moreover, despite the FISA Intelligence Act of section 215, the IG discovered serious deficiencies in the way it managed this authority. The IG found substantial backlogs in the FBI's hyperactive OPRC, in grazing section 215 applications to the FISC, in applying to the FISC, in applying to the FISC, in applying to the FISC, in applying to the FISC, and in applying to the FISC. The IG also found a backlog in the HPD's tracking system kept relays to the FISC regarding the length of time section 215 requests remained pending. The IG was able to determine that processing times for section 215 requests ranged from ten days to an incredible 408 days, with an average delay of 168 days for approved orders and 312 days for withdrawal requests. The IG found these delays were the result of the procedures being improperly streamlined and the government's bureaucratic, self-imposed, multi-layered review process. Most telling, the IG's 2008 report found that the process had not improved since 2001, that the revised procedures had been approved despite the IG's identification of these problems, and that the DOJ had resisted long processing times.
for FISA applications as justification for expanding its surveillance powers and reducing FISC scrutiny, but the evidence shows clearly that ongoing mismanagement at the FBI and CPFR, driven by these delays and a lack of authority, is Congress should instead compel efficiency at these agencies by increasing its oversight and reins in these expanded authorities.

SUGGESTED REFORMS

1. Issue new limited authority FISA authorities that allow the FBI to obtain international and terrorist communications and the identities of any communications. Reform to provide standards limiting the use of FISA authorities to gather communications and terrorist records and other issues of foreign origin.
UNCONSTITUTIONAL COURT CHALLENGES TO THE PATRIOT ACT

National Security Letter Gag Orders

The ACLU challenged the non-disclosure and confidentiality requirements on NSLs in three cases. The first, Doe v. Mukasey, involved an NSL served on an Internet Service Provider (ISP) in 2004 demanding access records pursuant to the Electronic Communications Privacy Act (ECPA).10 The letter prohibited the anonymous ISP and its employees and agents “from disclosing to any person that the FBI sought or obtained access to information or records under these proceedings.” In the midst of a lawsuit over the constitutionality of the NSL provision in ECPA, the Patriot Act made unification11 was enacted amending the NSL provision, but maintaining the government’s authority to request sensitive customer information and issue gag orders—albeit in a slightly narrower set of circumstances. In September 2007, the District Court for the Southern District of New York found that even with the reenactment amendments the gag provisions violated the Constitution. The court struck down the amended ECPA NSL statute on its face,12 and Judge Victor Marrero writing that the statute’s gag provisions violated the First Amendment and the principle of separation of powers.

In December 2008 the U.S. Court of Appeals for the Second Circuit upheld the decision in part. The appeals court invalidated parts of the statute that placed the burden on NSL recipients to initiate judicial review of gag orders, holding that the government had the burden to justify allowing NSL applications. The appeals court also invalidated parts of the statute that narrowed limited judicial review of the gag orders—provisions that required the courts to trust the government’s claims about the need for secrecy in conformance with a standard that is “judicially imposed.”13 As this is written, the FBI still maintains its gag on the ISP even though it abandoned its demand for the records.

The second case, Library Coalition v. Gonzales, involved an NSL served on a consortium of libraries in Connecticut.14 In September 2006, a federal district court ruled that the gag on the librarians violated the First Amendment. The government ultimately withdrew both the gag and its demand for records.
The third case, Issa v. Amer, involved an NSL served on a digital library. In April 2008, the FBI withdrew the NSL and the gag as a part of the settlement of the legal challenge brought by the ACLU and the Electronic Frontier Foundation. In every case in which an NSL recipient has challenged an NSL in court, the government has withdrawn its demand for records relating to the government's need for the records in the first place.

In addition, a 2007 ACLU Freedom of Information Act suit revealed that the FBI was not the only agency abusing its NSL authority. The Department of Defense (DOD) does not have the authority to investigate Americans, except in extremely limited circumstances. Nonetheless, the FBI gave the DOD a similar NSL authority, strictly limited to non-compulsory requests for information regarding DOD employees in counterterrorism and counterintelligence investigations, and to obtaining financial records and crossword puzzles when necessary to conduct such investigations. Only the FBI has the authority to issue compulsory NSLs for electronic communications records for certain specified information from national security agencies. This authority can only be used as a last resort to further the national security purposes of obtaining records that the DOD needed but did not have the authority to obtain. The documents suggest that the FBI used the NSL to circumvent the DOD's investigatory authority and to obtain information it was not entitled to under the law. The FBI compliance with these DOD requests—when it was not conducting its own authorized investigation—is an apparent violation of its own statutory authority.

**Material Support for Terrorism Provisions**

Laws prohibiting material support for terrorism, which were expanded by the Patriot Act, are in direct conflict with the idea of re-education and reform. Involved in a mechanism to stoke terrorist organizations of resources, these statutes are critical to criminalize terrorism. This makes the idea of rehabilitation and proselytizing efforts and perpetrators of terrorism that U.S. counterterrorism policies are effective.

The Antiterrorism and Effective Death Penalty Act of 1996 (AEDPA), passed in the wake of the Oklahoma City bombing, institutionalized providing material support to terrorists or terrorist organizations. Title 18 U.S.C. § 2339A makes it a federal crime to knowingly provide material support or resources to any group of individuals who have designated a foreign terrorist organization (FTO). Similarly, Title 18 U.S.C. § 2339B authorizes the licensing of material support or resources to any group of individuals if the secretary of state has designated a foreign terrorist organization (FTO). The AEDPA also defined “material support or resources” as “money or other financial resources, financial services, lodging, training, subsistence, field documentation, or identification, communications equipment, facilities, weapons, lethal substances, explosives, personnel, transportation, and other physical assets, except medicine or religious materials.” Additionally, the Immigration & Nationality Act (INA) of 1998 also defined the immigration & nationality Act (INA) of 1998 as the secretary of state to amend the federal law to the secretary of state, the act to designate an organization as an FTO. The United States on foreign or economic interests of the United States and designated FTOs may challenge the designation, but the government has the power to designate an organization as an FTO, and the designation may be made without the knowledge of the designated organization.
determine that the government acted in an arbitrary and capricious manner—a very difficult legal standard for an FTO to prove—in order to overturn a designation.

Section 809 of the Patriot Act expanded the already overbroad definitions of “material support and resources” to include “expert advice or assistance.” And Section 809 increased penalties for violations of the statute. Through R.F.A., Congress narrowed these provisions in 2004 to require that a person have knowledge that the organization is an FTO, or has engaged or engaged in terrorism. However, the statute still does not require the government to prove that the person specifically intended for their or her support to advance the terrorist activities of the designated organization. In fact, the government has argued that those who provide support to designated organizations can not afford of the law even if they support the individual activities of the designated group, intend their support to be used only for humanitarian purposes and take precautions to ensure that their support is indeed used for these purposes. This broad interpretation of the material support prohibition effectively prevents humanitarian organizations from providing critical relief in many parts of the world where designated groups control schools, orphanages, medical clinics, hospitals, and refugee camps.

In testimony before Congress in 2005, ACLU of Southern California staff attorney Aliya L. Ahmed explained some of the difficulties she experienced while providing humanitarian aid to victims of the 2004 tsunami in Sri Lanka. According to the tsunami, approximately one-fifth of Sri Lanka was controlled by the Liberation Tigers of Tamil Eelam (LTTE), an armed group fighting against the Sri Lankan government. The U.S. government designated the LTTE as a TEO but for the 500,000 people living within its territory, the LTTE operates as an autonomous military government. As a result, providing humanitarian aid to needy people in this part of Sri Lanka almost inevitably requires dealing directly with elements of the LTTE control. And because there is no humanitarian exemption from material support laws (only the provision of medicine and religious materials are exempted), aid workers who are in direct contact with LTTE elements are at risk of prosecution by the U.S. government. Ahmed explained the chilling effect of these laws:

I have spoken personally with doctors, teachers, and others who work with people desperately needing their help in Sri Lanka, but they are unable to do so because of the “expert advice,” “training,” and “personnel” provisions of the law. I also know people who feared to send funds for urgent humanitarian needs, including clothing, food, and even books, because they thought that doing so might violate the material support laws. I have also consulted with organizations in

WANDA GUTHRIE, a volunteer with the Human Rights Center for Peace & Justice, an organization founded in 1972 to bring people from diverse philosophies and beliefs together to work through nonviolent means to create a more just and peaceful world, was monitored by the FBI. "The government surveillanced all of the TRC events and gatherings which we facilitate. They linked us to the poseurs as part of a smear campaign against human rights activists' privacy and sacred space when they are speaking out. One has to listen about it when you're speaking out and you give it a certain space. For the FBI to monitor us as if we were terrorists is unconscionable."
In their capacity as a ACLU attorney, both seek to raise money for humanitarian assistance to areas controlled by designated groups. I have heard those organizations express grave concern about violating the laws for precisely those reasons. Unfortunately, the fees of these organizations are well-intended. Our Department of Justice has argued that dissenters seeking to work in areas under EEO control are not entitled to an injunction against prosecution under the material support laws, and it has even succeeded in winning deportation orders under the immigration law in detention of material support, for merely giving food and shelter to people who belong to a "terrorist organization" even if that group is not designated.

I think, but counterterrorism laws make it more difficult for U.S. charities to operate in part of the world where their good works could be more effective in winning the battle of hearts and minds. In 2006 Congress passed the Patriot Act reauthorization, making the material support provision permanent.6

Such unitary and counter-productive consequences are a direct result of the overbreadth and unconstitutional vague definition of material support in the statute. The First Amendment protects an individual's right to join or support political organizations and to associate with others in order to pursue common goals. The attorneys understand that protecting speech and assembly were essential to the creation and functioning of a vibrant democracy. As a result, the government cannot punish mere membership in an political association with unlisted group — even those that engage in both lawful and unlawful activity — without the strictest safeguards.

The material support provision impermissibly criminalizes a broad range of First Amendment-protected activity, look as a result of their sweeping, vague terms and because they do not require the government to show that a defendant intended to support the criminal activity of a designated EEO. Courts have held that vague terms should be invalidated for three reasons: (1) to avoid punishing people for behavior that they could not have known was illegal; (2) to avoid subjective evaluations of how much; and (3) to avoid any chilling effect on the exercise of First Amendment freedoms.6 Material support prohibitions against "training," "services" and "expert advice and assistance" fall each of these three standards.

Any suggestion that the government would not use the material support statute to prosecute purely First Amendment-protected speech in this is belied by the fact that it already has. In one notorious example, the government brought charges against University of Idaho Ph.D. candidate Samir Omar Al-Husayni, whose volunteer work managing websites for a Muslim charity led to a one-week criminal trial for materially supporting terrorism. The prosecution argued that by maintaining a website that had links to other websites that contained speeches advocating violence, Al-Husayni provided "expert assistance" to terrorists. A jury ultimately acquitted Al-Husayni of all terrorism-related charges.

SUGGESTED REFORMS TO MATERIAL SUPPORT STATUTES

- Amend the material support statute to require the government to prove material support activity as well as knowing intentionality.
- Provide an evidentiary burden to show that the travel assistance or training was for terrorist purposes.
- Expand the definition of materials assistance to include travel assistance and financial support for transportation to enter and/or remain in the United States.
- Provide relief, sue groups and individuals that knowingly support or otherwise assist in the activity of a group and are involved in terrorism, and provide assistance that would otherwise violate the statute to those engaged in the anti-terrorism discrimination in their activities.
The material support provisions also impose guilt by association in violation of the Fifth Amendment. Due process requires the government to prove personal guilt – that an individual personally worked to further the group’s unlawful goals. Here, in contrast, the statute requires the government to prove that an individual knowingly supported an organization that engaged in unlawful activity. Even with the RICO and FECA amendments, the material support provisions do not require specific intent. Rather, the statute imposes criminal liability based on the mere knowledge that the group receiving support is an FTO or engages in terrorism. Indeed, a Florida district court judge in United States v. Al-Fatah warned that under the statute’s wording of the material support statute, “a cab driver could be guilty for giving a ride to an FTO member to the UN.” And these constitutional deficiencies are only exacerbated by the sentencing discretion these laws give the secretary of state to designate groups, and the lack of due process afforded to groups that wish to appeal these designations.

A recent study of material support prosecutions from September 2001 to July 2007 reveals an unusually high acquittal rate for these cases. The DOJ’s trial conviction rate for all offenses is fairly steady over the years: 86% in 2001, 82% in 2002, 82% in 2003, and 89% in 2004. But almost half (right of 5%) of the defendants charged with material support of terrorism under 18 U.S.C. who chose to go to trial were acquitted, and three others successfully moved to have their charges dismissed before trial. The disparity suggests that the government is overcharging in charging material support offenses to beholders not reasonably linked to illegal or violent activity. The data is especially troubling given that the median sentence for a conviction at trial for material support under 18 U.S.C. is 84 months longer than for a guilty plea to the same offense. That three defendants who risk the additional 84 months in prison are acquitted in almost half of the cases raises a disturbing question of whether the government is using the draconian sentences provided in the Patriot Act to enhance its ability to compel plea bargains where the evidence might not support convictions at trial. Although the defense of those cases was scoured during the predial period, 30 plea guilty to material support and another 11 plead guilty to other charges. Only nine of the remaining 20 were convicted.

In Hawaii, American families living in the United States, a group of organizations and individuals seeking to support the anticolonial and antiwar activities of Kauai and Taal movements in the Philippines, challenged the constitutionality of the material support provisions of the Fifth Amendment grounds. They contended, among others, that the law violated the Constitution by imposing a criminal penalty for association without requiring specific intent to further an FTO’s unlawful goals, and that the terms included in the definition of “material support” were unconstitutionally vague. In 2007, the US Court of Appeals for the Ninth Circuit found the terms “training” and “service,” and part of the definition of “export advice and assistance” unconstitutionally vague under the Fifth Amendment. The government is appealing this decision.
Ideological Exclusion

The Patriot Act revived the discredited practice of ideological exclusion—denying foreign civilians entry into the US based solely on their political views and associations, rather than their conduct.

Section 421 of the Patriot Act amended the INA to expand the grounds for denying foreign nationals admission into the United States and for deporting those already here. This section authorizes the exclusion on solely ideological grounds or beliefs of foreign nationals who support domestic or foreign governmental or nongovernmental organizations designated as terrorist organizations by the Secretary of State or other acts of terrorism. The law also makes it easier for the US government to deport those who support terrorist organizations or act to support terrorism by providing that the Secretary of State may order a noncitizen deported if the Secretary finds that the noncitizen provides material support or encouragement to terrorists. This provision facilitates the deportation of individuals who support terrorist organizations.

During the Cold War, the US was notorious for excluding suspected communists. The many who remained in the United States were, and are, mainly individuals who have no interest in excluding those who support the US government. Among them are those who have been denied entry to the United States not because of their actions but because of their political views, their writings and their associations.

The ACU challenged the constitutionality of "ideological exclusion" in its decision on November 1, 1996. In July 2004, the Department of Homeland Security (DHS) issued the provision to revoke the visa of Professor Tariq Ramadan, a Swiss citizen, one of Europe's leading scholars of Islam and a vocal critic of US policy. Ramadan had accepted a position to teach at the University of Notre Dame. After DHS and the State Department failed to act on a second visa application, Professor Ramadan was invited to speak at the University of Notre Dame. In January 2006, the American Academy of Religion (AAR), the American Association of University Professors and PEN America Center—organizations that had invited Professor Ramadan to speak in the United States—filed suit. They argued that the government's exclusion of Professor Ramadan, as well as the ideological exclusion provisions, violated their First Amendment right to receive information and ideas, and compromised their ability to...
engage in an intellectual exchange with foreign scholars. When challenged in court, the government abandoned its allegation that Professor Ramsey had endorsed terrorism.62

The district court held that the government could not exclude Ramsey without providing a legitimate reason, and that it could not exclude Ramsey based solely on the speed. It ordered the government to expedite Ramsey's pending visa application within 30 days.63 Thereafter, however, the government issued an entirely new basis for barring Ramsey, invoking the expanded material support provisions of the Real ID Act, the government determined that Professor Ramsey was multilingual because of small donations he made from 1998 to 2002 to a lawful European charity that provides aid to Palestinians.64 The plaintiffs continued to challenge the legality of Professor Ramsey's exclusion as well as the constitutionality of the ideological exclusion provision. In July 2007, the district court upheld Professor Ramsey's exclusion but did not rule on the constitutionality of the ideological exclusion provision, finding instead that the plaintiffs lacked standing. The ACLU appealed and the case remains pending before the U.S. Court of Appeals for the Second Circuit.

The imposition of an ideological ban on the border is a form of censorship and violates the First Amendment.65 It allows the government to decide which ideas American may or may not enter. Ideological exclusions stifle political and academic debate in the U.S. and deprive American citizens of information they have a constitutional right to hear. Paradoxically, those Americans should be engaged with the world, not isolated from it.

**Relaxed FISA Standards**

Section 218 of the Patriot Act amended FISA to eliminate the requirement that the primary purpose of FISA-authorized surveillance must be to gather foreign intelligence.66 Under the Patriot Act’s amendment, the government needs to show only that a significant purpose of the search or surveillance is to gather foreign information in order to obtain authorization under the FISA.67 This seemingly minor change allows the government to use FISA to circumvent the strict protections of the Fourth Amendment, even where criminal prosecution is the government’s primary purpose for conducting the search or surveillance. The amendment allows the government to conduct intrusive investigations to gather evidence for use in criminal trials without establishing probable cause of illegal activity.68

The consequence is that individuals are surveilled without probable cause. The amendment is a representation of the court more accept unless “clearly overbroad.” An
improperly targeted person has no way of knowing his or her rights have been violated, so the government can never be held accountable.

Lowering evidentiary standards does not make it easier for the government to spy on the guilty. Rather, it makes it more likely that the innocent will be initially ensnared in continued investigation. A most disturbing example of the way this provision enables the government to spy on innocent Americans is the case of Ramzi bin al-Shibh, an American citizen and former US Army officer who lives with his wife and three children in Oregon where he practices law.

In March 2004, the FBI began to suspect bin al-Shibh of involvement in a series of terrorist bombings in Madrid, Spain, based on an inaccurate fingerprint identification. Although bin al-Shibh had no criminal record and had not left the US in over 10 years, he and his family became subject to months of secret physical search and electronic surveillance approved by the FISC. In May 2004, bin al-Shibh was arrested and imprisoned for weeks until news reports revealed that the fingerprints had been matched to an Algerian national, Ouahab Ouahab. Bin al-Shibh was released the following day. In a subsequent lawsuit, bin al-Shibh v. United States, a federal district court held that the National Security Letter (NSL) violated the Fourth Amendment by allowing the government to avoid traditional judicial oversight to obtain a surveillance order, retain and use information collected in criminal prosecutions without allowing the targeted individual a meaningful opportunity to challenge the legality of the surveillance, intercept communications, and reach a person's house without even informing the targeted individual and enunciating the Fourth Amendment's particularity requirement.

SUGGESTED REFORM OF FISA STATUTES

- Remove the primary overreach implied by FISA.
The Patriot Act may have been the first overt expansion of domestic spying powers since September 11, 2001—but it certainly wasn’t the last, and arguably wasn’t even the most egregious. There have been many significant changes to our national security laws over the past seven years, and attitudes towards the premise of the Patriot Act without realizing it: the larger surveillance puzzle may not be as easy to see in an era of constant intelligence-gathering against Congress must not only conduct vigorous oversight of the government's use of Patriot Act powers, it must also scrutinize the other laws, regulations, and guidelines that now permit surveillance of Americans without suspicion of wrongdoing. Congress should scrutinize the expanded surveillance authorities found in the Attorney General Guidelines for Domestic FBI Operations, Executive Order 13353, RUPA, the amended FISA, and the ECPA. Ultimately, Congress must examine the full panoply of intelligence activities, especially domestic intelligence-gathering programs, and encourage a public debate about the proper nature and reach of government surveillance programs on American soil and abroad.

Fundamentally, Congress must recognize that widespread, ineffective, or abusive surveillance programs are counterproductive to long-term government interests because they undermine public confidence and support of U.S. counterterrorism programs. An effort by Congress to account fully for abuse of government surveillance authorities in the past puts it absolutely necessary. First, only by holding accountable those engaged in intentional violations of law can we re-establish the public’s trust in the legal system. Second, only by creating an accurate historical record of the failure of these abusive programs can government officials learn from these mistakes and properly reform our national security laws and policies. Finally, only by vigorously exercising its oversight responsibilities in matters of national security can Congress ensure its crucial role as an effective check against abuse of executive authority.

The Constitution gives Congress the responsibility to conduct oversight, and Congress must fulfill this obligation to ensure the effective operation of our government. Congress should begin vigorous and comprehensive oversight hearings to determine all post-9/11 national security programs to evaluate their effectiveness and their impact on Americans' privacy and civil liberties, and it should hold those hearings in public to the greatest extent possible.
CONCLUSION – IT IS TIME TO RECLAIM PATRIOTISM

In 2009, Congress once more revised the Patriot Act, a three-year emergency provision from the 2001 omnibus revisions set to expire by the end of the year. This time, however, Congress is not completely in the dark. The IG audit violated the Patriot Act limitations on the government’s power when it claimed that no Patriot Act powers had been used. Critics claimed Attorney General John Ashcroft once decided, in hysteric rhetoric, to parse in these warnings that these agencies and methods of authority would be abused. Just like the unknown who fought against the government, these individuals recognized that true patriotism meant standing up for their rights, even in the face of an oppressive government and an unknowable future. Certainly, those who are known to our society, as there always have been, but our nation can and must address these threats without sacrificing our essential values or we will have lost the very freedoms we strive to protect.

Courts all around the country have spoken, striking down several Patriot Act provisions that infringed on the constitutional rights of ordinary Americans. Yet the government has successfully hidden the true impact of the Patriot Act under a cloak of secrecy that even the courts couldn’t—or wouldn’t—perceive.

It is time for Congress to act. Lawmakers should take this opportunity to examine thoroughly all Patriot Act powers, and indeed all national security and intelligence programs, and bring an end to any government activities that are illegal, inefficient, or prove to be false. This oversight is essential to the proper functioning of our constitutional system of government and becomes more necessary during times of crisis, not less. Serving as an effective check against the abuse of executive power is more than just Congress’ responsibility; it is our patriotic duty.
APPENDIX — THE PATRIOT ACT AT A GLANCE

Many provisions in the amended Patriot Act have been abused — or have the potential to be — because of their broad and sweeping nature. The section detailed on these pages is one personal opinion. Despite numerous hearings during the 2005 authorization process, there is a dearth of meaningful information about their use. Congress and the public need real answers, and the forthcoming expiration date is the perfect opportunity to rectify the provisions that have worried civil libertarians since 2001.

• Section 215: Information Sharing. The Patriot Act authorizes the creation of an nontargeted database of information that has been accumulated during the course of surveillance. While it is important for critical details to reach the right people, little is known about the breadth of use and the scope of surveillance of non-personal information.

• Section 216: Roving “John Doe” Warrants. Typical judicial orders authorizing electronic surveillance, including Foreign Intelligence Surveillance Act (FISA) roving orders, do not identify the person or place to be surveilled. The requirement for an interest in the actual content of the communications is the only requirement for a warrant. The Patriot Act authorizes壹性 基本权利 is a “good faith” belief that the information reflects an emergency. The act also adds the requirement that the threat be “sufficient.” The Department of Justice Inspector General has confirmed that the government is using this loophole to request information in the absence of true emergencies.

• Section 217: Stored and Peck Searches. These are delayed notice search warrants. Before the Patriot Act, routine searches required prior notification except in exigent circumstances or for national security reasons when it would “seriously jeopardize an investigation.” The Patriot Act expanded this once narrow loophole — and only for record searches to class actions. Agents now can issue these orders without a court hearing, and the government can negotiate for additional orders. The act also continued the national security exception, which allows the government to conduct these searches without notifying the person involved.

• Section 218: Pen Register Trap and Trace Orders Under FISA. Pen register trap and trace devices pick up communications records in real time and provide the government with a streaming list of phone calls or emails made by a person or account. Before the Patriot Act, the section was limited to tracking the
communications of suspected terrorists. Now, it can be used against people who are generally relevant to an investigation, even if they have done nothing wrong.

- Section 215: FISA Orders for Any Tangible Thing. These are FISA Court orders for any tangible thing—library records, a computer hard drive, a car—the government claims is relevant to an investigation to prevent terrorism. Since passage of the Patriot Act, the power to issue such orders has been expanded to include any person or entity—this even includes the Internet. The law is scheduled to expire on Dec. 31, 2009.

- Section 216: Criminal Pen, Registry, Trap and Trace Orders. The Patriot Act amended the criminal code to clarify that the pen register trap and trace authority permits the government to collect Internet records in real time. However, the statute does not define Internet records clearly. Congress needs to make sure that the government is not abusing this provision to collect bits of everything at Internet cafes and schools.

- Section 218: "Significant Purpose" to Begin an Intelligence Gathering or Conduct Physical Searches. Before the Patriot Act, the overseas sexual violence powers under FISA could only be used when the collection of foreign intelligence was the primary purpose of the surveillance. Now, collecting foreign intelligence need only be a "significant purpose" permitting the government to see the phone records of a multimillion-dollar investment. Congress needs to find out whether the government has conducted surveillance under the relaxed FISA standards for criminal investigations.

- Section 219: Single Jurisdiction Search Warrants. The Patriot Act allows judges setting in domestic courts where terrorism-related activities may have occurred to issue warrants outside of their district, possibly causing hardship on a recipient who may want to challenge the warrant.

- Section 220: Nationwide Search Warrant for Electronic Evidence. This provision permits a judge to issue an order for electronic evidence outside of the district in which he or she sits. This provision may cause a hardship for a remote Internet or phone service provider who wants to challenge the legality of the order.

- Section 221: Ideological Exclusions. The Patriot Act expanded the Immigration and Nationality Act to expand the terrorism-related grounds for denying foreign nationals admission into the United States, and for deporting aliens already here. This reversed the discriminatory practice of ideological exclusion excluding foreign nationals based solely on their political views and associations, rather than their conduct.

- Section 505: National Security Letters. NSLs are demands for customer records from financial institutions, credit bureaus, and communication service providers. They were created for domestic, but prior to passage of the Patriot Act and its subsequent amendments, they were limited to collecting information on suspected terrorists or foreign actors. Recipients are gagged from telling anyone besides their lawyers and those necessary to respond to the orders that they either agreed or complied with a NSL. The gag has been struck down as unconstitutional but remains on the books. In 2007 and 2008, the Justice Department's inspector general reported that upwards of 50,000 NSLs are now issued each year, many of which obtain information on people who were not even named in a suspected terrorist case.
• **Section 802: Definition of Domestic Terrorism.** The Patriot Act broadened the definition of domestic terrorism to include any acts or federal office or a predicate offense, including unlawful civil disobedience.

• **Section 809: Material Support.** This provision bars individuals from providing material support to terrorists, defined as providing any tangible or intangible goods, services, or advice to a terrorist or designated group. As amended by the Patriot Act and other laws since September 11, this section criminalizes a wide array of activities, regardless of whether they actually or intentionally further terrorist goals or organizations. Federal courts have struck portions of the statute as unconstitutional and a number of cases have been dismissed or ended in minimal.

• **Section 605, Intelligence Reform Act: "Terrorist Hunt," Surveillance, and Search Orders.** Since its inception, FISA has regulated across and surveillance of the U.S. and for intelligence purposes. Under FISA, a person would have to belong to a group suspected of terrorism before he or she could be surveilled. The Intelligence Reform and Terrorism Prevention Act of 2004 added a new category, allowing warrantless wholly unilateral such a terrorist organization to be targeted for surveillance. This section is scheduled to expire on December 31, 2009.
Mr. SENSENBRENNER. Also without objection, all Members will have 5 legislative days to submit any additional materials for inclusion in the record, and without objection, the hearing is adjourned. [Whereupon, at 3:54 p.m., the Subcommittee was adjourned.]
Mr. Chairman, on October 26, 2001, in a time of fear and uncertainty that followed the terrorist attacks of September 11, 2001, President George W. Bush signed the Uniting and Strengthening America by Providing Appropriate Tools Required to Intercept and Obstruct Terrorism Act of 2001, commonly referred to as the PATRIOT Act, into law.

The PATRIOT Act is one of the most controversial laws to date. It was more than 300 pages long and was passed a little over a month after the September 11th attacks.

I am not down-playing the significance of the September 11th attacks; it was the worst terrorist attack in American history.

While the threat of terrorism is real, and law enforcement must have the right tools to protect Americans, any counterterrorism measures must have a solid Constitutional footing and respect the privacy and civil liberties of the American people.

The framers of the Constitution recognized the inherent danger of giving the government unbridled authority to look into our private lives and put checks and balances in place to curb government abuses.

As we started off the 112th Session, my colleagues on the other side of the aisle demonstrated their commitment to the Constitution by reading it on the House floor.

Surely, they are familiar with the Fourth Amendment which states “[t]he right of the people to be secure in their persons, houses, papers, and effects, against unreasonable searches and seizures, shall not be violated, and no Warrants shall issue, but upon probable cause, supported by Oath or affirmation, and particularly describing the place to be searched, and the persons or things to be seized.”

The provisions of the PATRIOT Act that will sunset on May 27, 2011 are disconcerting and expand the government’s authority to meddle in our lives with little or no evidence of illegal conduct.

Section 215 of the PATRIOT Act allows the government to seize “any tangible thing,” from an American who has not been suspected of terrorism, including library records and diaries, relevant to a terrorism investigation, even if there was no showing that the “thing” pertains to suspected terrorists or terrorist activities.

Section 206 of the PATRIOT Act, commonly referred to as the “roving wiretap” provision, is less controversial. Roving wiretaps are commonly used by law enforcement and it is reasonable to make it available to intelligence officers. Under the Foreign Intelligence Surveillance Act (“FISA”), “John Doe” wiretaps that do not specify the person’s identity are allowed. This standard could be tightened to decrease the likelihood that the wrong person will be targeted.

Finally, Section 6001 of the Intelligence Reform and Terrorism Prevention Act of 2004 (“IRTPA”), also known as the “lone wolf” provision, permits secret service intelligence surveillance of non-U.S. persons suspected of being involved in terrorist activities even if they are not connected to any overseas terrorist group. Because the “lone wolf” provision operates in secret, it could be subject to government abuses. To date, this provision has never been used.

There is bipartisan consensus, evidenced by the 26 Republican Members who voted against reauthorization of the expiring provisions of the PATRIOT Act on February 17th, that they need improvement to preserve the rights of the American people.

If Congress reauthorizes these provisions again with no changes, Americans merely visiting a website, mentioning a matter under investigation on social networks,
or checking out a "controversial" book from a library is enough not only to invade the privacy of law-abiding Americans, but to also do so without any of them knowing that the Feds are watching.

One of the most difficult tasks for Congress is balancing the nation's need for security against Americans' rights to privacy, but this is a duty that should not be ignored.

I look forward to hearing from the witnesses about how we can achieve this goal. Thank you, Mr. Chairman, and I yield back the balance of my time.
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The Honorable Lamar Smith
2409 Rayburn HOB
United States House Of Representatives
Washington, DC 20515

Dear Rep. Smith:

The PATRIOT Act has been an essential tool for law enforcement in defending America and keeping us safe since its passage in 2001. Thanks to the PATRIOT Act, numerous terror plots have been stymied and untold numbers of American lives have been saved. Continued success, however, can only be ensured if the PATRIOT Act is renewed in its entirety. The PATRIOT Act is both constitutional and effective.

America remains a primary target for Al Qaeda and its affiliates. While the War on Terror rages on, we face the very real danger of another devastating attack. The threat of Al Qaeda-inspired, home-grown terrorism plots are on the rise as the terrorist organization increases its presence on the internet—using videos, internet forums and an on-line magazine—to reach adherents and recruit new followers within the United States. In February, Secretary of Homeland Security Janet Napolitano testified before Congress that the threat level today is as high as it has been since September 11. In March, Denis McDonough, the Deputy National Security Advisor to President Obama, addressed the issue of radicalization within the U.S. in a major speech, bluntly observing, “For a long time, many in the U.S. thought that we were immune from this threat... That was false hope, and false comfort. This threat is real, and it is serious.” Last December, Attorney General Eric Holder said the growing number of Americans being radicalized and willing to take up arms against our country “keeps him awake at night.”

If the PATRIOT Act had been in effect prior to 9/11, law enforcement agencies would have stood a far greater chance of disrupting the terror attack. The PATRIOT Act has been credited with helping to erode the bureaucratic “wall,” which many believe allowed the 9/11 terrorists to succeed undetected, between the law enforcement and intelligence communities. It is imperative that we never again allow ourselves to regress into the pre-9/11 mindset, which is exactly what will happen without a permanent extension of all provisions of the PATRIOT Act.

On behalf of over 75,000 members of Keep America Safe, we urge Congress to permanently extend all provisions of the PATRIOT Act in a timely manner. Failure to do so jeopardizes our national security and the lives of Americans in the future.

Respectfully,

Debra Burlingame
Co-Founder, Keep America Safe

Timothy Killeen
Executive Director, Keep America Safe
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The Honorable Lamar Smith
House Committee on the Judiciary
United States House of Representatives
Washington, DC 20515

The Honorable John Conyers, Jr.
Ranking Member
House Committee on the Judiciary
United States House of Representatives
Washington, DC 20515

Dear Chairman Smith and Ranking Member Conyers:

On behalf of the 26,000 members of the Federal Law Enforcement Officers Association (FLEOA), I am prepared to support legislation that seeks to incorporate a long-term solution to the USA PATRIOT Act’s problematic recurring expiration date. It is of paramount importance to federal law enforcement officers that the online surveillance provisions of the USA PATRIOT Improvement and Reauthorization Act of 2005 continue, are protected from expiring and are not degraded or impeded by any further restrictions of the currently existing authorities. FLEOA is the largest non-partisan, non-profit law enforcement association representing over 26,000 federal law enforcement officers from 65 federal agencies.

FLEOA has the distinct honor of representing the interests of law enforcement officers from the Department of Justice, Department of Homeland Security, Department of State, Department of Defense, Department of Treasury, and a host of other agencies. These officers are the front-line guardians that protect our nation from terrorist and criminal threats. They are the ones that have used the provisions in the USA PATRIOT Act to keep Americans safe under the microscope of strict Agency and judicial oversight that has yet to be cited as "excessive."
The USA PATRIOT Act gave law enforcement 21st Century tools to combat 21st Century crimes. In today's world, terrorist and criminals use the internet, cellular and satellite phones, phishing schemes, social networking and wire transfers to affect their crimes. Prior to the USA PATRIOT Act, law enforcement found itself playing catch up to terrorists' schemes. Today, as has been evidenced by many recently thwarted terrorist plots, federal law enforcement officers can be ahead of violent criminals and better protect the American citizenry. ELEOA sees this act as a crucial tool for law enforcement, and not something that should periodically expire.

Currently, there are a few legislative proposals that have been introduced to extend the provisions of the USA PATRIOT Act. Each would continue to allow roving wiretaps of suspects who change phones or phone numbers, avoid monitoring, tracking of individuals of interest with no known links to terrorist groups, and retrieval of records and other tangible evidence from organizations with a court order. Unfortunately, they only allow for a short-term fix, and do not provide any long-term support for federal law enforcement offices.

Crime and terrorism will not "sunset" and terrorists don't need any "extension" to continue their heinous activities. Just like handcuffs, this tool should be a permanent part of the law enforcement arsenal. Arguments to the contrary are flawed and don't recognize the reality that the Act has been judiciously used and has kept America's safe. The Department of Justice's, Office of Inspector General and the Inspectors General within the Intelligence Community, are staffed by dedicated Special Agents who are capable of investigating any allegations of abuse. With their professional oversight, there is no need for a short-term expiration date.

As you move forward to a reauthorization of the act, we strongly encourage you to pay close attention to any amendments to law that might impede or degrade the ability of law enforcement officers to act as swiftly as possible. It is imperative to the effectiveness of law enforcement's ability to protect our communities that they have timely and broad access to information and the ability to put that information to use as they deploy.
Those of us in law enforcement are well aware of the
crucial importance of the first three hours after a
kidnapping. Whether or not the victim survives often
depends on the actions of responding and investigating
officers during these crucial first three hours. Our society
has seen fit, based on the nature of that crime and the
exigent circumstances involved, to grant special
authorities and allowances to investigating officers when
responding to a kidnapping. We urge you to view the
investigation of terrorist acts in the same light and not to
place any further burdens on our Federal Law
Enforcement Officers while they conduct these
extremely important, dangerous, and time sensitive
investigations.

We thank you for your continued efforts to resolve issues
surrounding this important reauthorization and we stand
ready to offer any support you should need.

Respectfully yours,

Jen Adler
J. Adler
National President
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The Honorable Lamar Smith
House Committee on the Judiciary
United States House of Representatives
Washington, DC 20515

The Honorable John Conyers, Jr.
House Committee on the Judiciary
United States House of Representatives
Washington, DC 20515

Dear Chairman Smith and Ranking Member Conyers:

The FBI Agents Association ("FBIAA") appreciates this opportunity to submit our views on the importance of reauthorizing the expiring provisions of the USA PATRIOT Act ("PATRIOT Act"). The FBIAA is comprised of over 12,000 active and retired Agents nationwide and is the only professional association dedicated to advancing the goals of FBI Agents. On behalf of the Special Agents of the FBI, we urge you to permanently reauthorize the provisions of the PATRIOT Act and related laws that will expire on May 27, 2011.

Business Records

The "business records" provision, § 215 of the PATRIOT Act, allows criminal investigators to apply to the U.S. Foreign Intelligence Surveillance Act Court ("FISA Court") for an order requiring the production of business records related to foreign intelligence operations or an investigation of international terrorism. However, no such order can be issued if it concerns an investigation of a U.S. person based solely on that person’s exercise of his or her First Amendment rights.

This provision is used in specific and rare circumstances. As described by the Congressional Research Service, the business records tool has been used "sparingly and never to acquire library, bookstores, medical or gun sale records."1 Despite infrequent use, the ability to access important bank and telephone records early in investigations is critical for criminal investigators, and leaders in the Department of Justice and FBI have called the business records provision a "vital tool in the war on terror."2
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Given that the provision has been used carefully and effectively in investigations of terrorist threats, the FBIAA recommends that Congress reauthorize the provision on a permanent basis without new limitations on its use.

Roving Wiretaps

The "roving wiretap" provision, § 206 of the PATRIOT Act, allows the FISA Court to issue wiretap orders that are not linked to specific phones or computers if the target of the surveillance has demonstrated an intent to evade surveillance.

The ability to obtain orders for roving wiretaps is absolutely essential to contemporary criminal and counterterrorism investigations because criminal networks have become technologically advanced and will often purchase and use many different mobile phones and computers in order to evade wiretap efforts. Law enforcement experts have described the roving wiretap provision as a "very critical measure" that has likely helped detect and prevent numerous terrorist plots, including the plots to bomb multiple synagogues in New York City.

The FBIAA urges Congress to permanently reauthorize the roving wiretap authority and not subject it to further restrictions. The roving wiretap provision is already constrained by the requirements that the FISA Court must find probable cause that the target intends to evade surveillance to issue a wiretap and that minimization procedures are followed regarding the collection, retention, and dissemination of information about U.S. persons. A failure to reauthorize the roving wiretap provision, or encumbering the provision with unnecessary restrictions, would jeopardize the utility of an important investigative tool and could, as Director Mueller has warned, open up a "gap in the law that...sophisticated terrorists or spies could easily exploit."4

Lone Wolf Surveillance

The "lone wolf" provision, found in Section 6001 of the Intelligence Reform and Terrorism Prevention Act of 2004, allows the FISA Court to issue surveillance orders targeted at non-U.S. persons who engage in international terrorism or activities in preparation of terrorism. Prior to enactment of the lone wolf provision, the FISA Court could only issue surveillance orders if specific evidence linked the targeted person to a foreign power or entity. This meant that non-U.S. individuals acting alone could not be effectively investigated, even if evidence indicated that they were preparing to engage in international terrorism.

The FBIAA recommends that Congress permanently reauthorize the lone wolf provision because it is a necessary part of combating contemporary terrorist threats. Communication between individual terrorists and foreign governments and/or entities is often very scarce.
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precisely because these groups are seeking to evade detection by law enforcement. The lone wolf provision gives law enforcement an important tool to obtain the information necessary to ensure that threats are thwarted before terrorists can act on their plans. Congress should not allow this provision to expire, or place additional restrictions on the provision, as such actions could make it more difficult to investigate and prevent dangerous terrorist threats.

Conclusion

FBI Agents work diligently to detect, investigate, and apprehend individuals and groups that are engaged in a constant and evolving effort to craft and execute plots against the United States and its citizens. These expiring provisions of the PATRIOT Act and similar laws are an important part of the fight against terrorism.

The FBIAA appreciates your consideration of these comments and urges Congress to permanently reauthorize the expiring provisions of the PATRIOT Act without imposing new and unnecessary restrictions on their use.

Very truly yours,

FBI Agents Association

[Signature]
Konrad Motyka, President