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INSPECTOR GENERAL
DEPARTMENT OF DEFENSE
400 ARMY NAVY DRIVE
ARLINGTON, VIRGINIA 222024704

‘ September 23, 2008
MEMORANDUM FOR UNDER SECRETARY OF DEFENSE FOR INTELLIGENCE

SUBIJECT: Review of Joint Forces Intelligence Command Response to 9/11
Commission (HOTLINE Case No. 106136)
(Report-No. D2008-INTEL-15 (U))

(U) A Joint Forces Intelligence Command former employee alleged in May 2006
to the Office of the Department of Defense Inspector General that the Joint Forces
Intelligence Command had not disclosed all original material relating to the 9/11
Commission. In November 2007, the former employee contacted the Office of the
Inspector General, Director of National Intelligence regarding the status of his complaint.
The Director, National Intelligence Office of the Inspector General forwarded the former
employee’s query to the HOTLINE DoD Office of the Inspector General for action. On
January 15, 2008, the HOTLINE tasked the Office of the Deputy Inspector General for
Intelhgencc

(U) We conducted an extensive review of documentation and conducted 14
interviews. Available evidence and testimony showed that the former employee had no
basis for his allegation and that the Joint Forces Intelligence Command provided a timely
and accurate reply in response to the 9/11 Commission.

(U)On February 11, 2008, we issued a letter announcing a review, and then
conducted interviews and document reviews at all levels of the Joint Forces Intelligence
Command. Reference documents are on file at the DoD Office of the Deputy Inspector
General for Intelligence.

(U) We believe that the evidence obtained provided a reasonable basis for our
findings and conclusions based on our review objective.

) We performed this review in accordance with the “Quality Standards for
Federal Offices of Inspector General.”

(U) Questions should be directed to Mr. Gary Campbell at (703) 604 8335 (DSN '
664 8835). At management’s request, we will provide a formal briefing on the results.

See Appendix D for the report distribution.
ﬂé}d/wzm

Patricia A. Brannm
Deputy Inspector General
for Intelligence

Regraded unclassified when separated from classified enclosures
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Department of Defense Office of Inspector General
Report No. D2008-INTEL-15 September 22, 2008

Review of Joint Forces Intelligence Command Response to
9/11 Commission (U)

Executive Summary

(U)Who Should Read This Report and Why? The Under Secretary of Defense for
Intelligence, responsible for overseeing DoD intelligence activities; the Commander,
United States Joint Forces Command, responsible for the organization accused of
misleading Congress; the Commander, Joint Forces Intelligence Command, accused of
misleading Congress; and the Director, Defense Intelligence Agency responsible for
compiling the report for Congress.

(U) HOTLINE Allegation

(U) A Joint Forces Intelligence Command former employee alleged in May 2006 to the
Department of Defense Office of the Inspector General that the Joint Forces Intelligence
Command had not disclosed all original material in response to the 9/11 Commission. In
November 2007, the former employee contacted the Office of the Director of National
Intelligence regarding the status of his allegation. The Director of National Intelligence
forwarded the allegation to HOTLINE, Department of Defense Office of the Inspector
General, where the allegation was tasked to the Deputy Inspector General for Intelligence.
On February 11, 2008 the Deputy Inspector General for Intelligence announced a review.

(U) Background

(U) The Joint Forces Intelligence Command was established in 1999 and was subordinate
to the United States Joint Forces Command. The mission of the Joint Forces Intelligence
Command was to “provide general and direct intelligence support to United States Joint
Forces Command, United States Joint Forces Command staff directorates, subordinate
unified commands, joint task forces, Service component commands and subordinate joint
forces commands tasked with executing United States Joint Forces Command geographic
or functional missions.” In 1999, the Joint Forces Intelligence Command created the
Asymmetric Threat Division to take a non-traditional approach to analysis. The

- Asymmetric Threat Division provided current intelligence briefings and produced the
Worldwide Terrorist Threat Summary in support of the Intelligence Director for the
United States Joint Forces Command. The Asymmetric Threat Division also provided
support to the Joint Task Force-Civil Support. The Joint Task che—le Support
assisted civil authorities with disaster assistance.

WU Publlc Law 107-306 created the National Commission on Terrorist Attacks upon the
United States (also known as the 9/11 Commission) on November 27, 2002. Public Law
107-306 mandated that the Commission investigate “facts and circumstances relating to
the terrorist attacks of September 11, 2001.”
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(U) The Defense Intelligence Agency requested United States Joint Forces Command to
provide information regarding the September 11, 2001 attacks in support of the 9/11
Commission on March 11, 2002. The United States Joint Forces Command tasked its
subordinate organizations, to include the Joint Forces Intelligence Command, to provide
information in response to the Defense Intelligence Agency inquiry. Joint Forces
Intelligence Command compiled its answers and forwarded the results to United States
Joint Forces Command. The United States Joint Forces Command, Director of
Intelligence reviewed the resuits prior to release to the Defense Intelligence Agency.
Evidence. On March 25, 2002, United States Joint Forces Command provided the
Defense Intelligence Agency with a coordinated response to the Defense Intelhgence
Agency Congressional Affalrs Office.

(U) On July 22, 2004, the 9/11 Commission issued its public report. The 9/11
Commission report does not mention the Joint Forces Intelligence Command. The 9/11
Commission report discussed the establishment of the United States Joint Forces
Command. The report also stated that the United States Joint Forces Command was
responsible for military response to domestic emergencies, both natural and man-made.

(U) Results

(U) We did not substantiate the allegation. We found no evidence that the Joint Forces
Intelligence Command misled Congress by withholding operational information in
response to the 9/11 Commission. The analysis completed by the Joint Forces
Intelligence Command, specifically the Asymmetric Threat Division, was not applicable
to the questions asked by the 9/11 Commission. The answers provided to the United
States Joint Forces Command were accurate and substantiated by our extensive review of
available documentation and our 14 personnel interviews at all levels of Joint Forces
Intelligence Command. We concluded that the Joint Forces Intelligence Command
provided a timely and accurate reply in response to the 9/11 Commission. The United
States Joint Forces Command forwarded the response to the Defense Intelligence
Agency’s Congressional Affairs Office.

i .
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(U) Background

(U) In May 2006, a Joint Forces Intelligence Command (JFIC)! former e,mployee2
(IRON MAN) alleged to the Department of Defense, Inspector General HOTLINE
that the JFIC had not disclosed all documentation relating to the

9/11 Commission®. In November 2007, IRON MAN contacted the Office of
Inspector General, Director of National Intelligence (ODNI) regarding the status
of his allegation. “The ODNI forwarded IRON MAN's query to the DoD Inspector
General HOTLINE where his allegation was tasked to the Deputy Inspector
General for Intelligence (DIG ().

(U) Guidance

(U) Public Law 107-306. Title VI (Domestic Security), Chapter 1 (Hbmeland
Security Organization), November 27, 2002, amended by Public Law 108-
207, Section 1, March 16, 2004,

Sec 601 “ESTABLISHMENT OF COMMISSION,” “established in the
legislative branch the National Commission on Terrorist Attacks Upon
the United States.”

Sec 602 “PURPOSES,” “examine and report upon the facts and causes
relating to the terrorist attacks of September 11, 2001.*

Sec 605 “POWERS OF COMMISSION,” “the commission is
authorized to secure directly from any executive department, bureau,
agency, board, commission, office, independent establishment, or
instrbmentality of the Government, information, suggestions, estimates,
and statistics.”

(U) DoD Directive 5400.4, “Provision of Information to Congress,” January 30,
1978, states that all DoD components will “make maximum information available
promptly to, and cooperate fully with, Members of Congress and congressional
committees and their staffs.”

} (U) The Joint Forces Intelligence Center, JEIC, has been reorganized and is currently identified as the
Jomt Transformation Command - Intelligence.

2(U) We asszgﬁed the former employee the nickname IRON MAN to protect his identity as the HOTLINE
reporter. However, during the course of the investigation, one of the senior interviewees informed us lhat
the IRON MAN had told her in a phone conversation that he had registered the complaint.

()] The 9/11 Commission was established by Public 167-306 to “examine and report upon the facts and
causes relating to the terrorist attacks of September 11, 2001.”

1
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(U) Objective

(U) The objective was to determine whether the JFIC misled Conggess by
willfully withholding operational information in response to the 9/11
Commission.

(U) See Appendix A for a discussion of the scope and methodology.

(U) Review of Internal Controls

(U) DoD Directive 5010.38, “Management Control (MC) Program,” and DoD
Instruction 5010.40, “Management Control (MC) Program Procedures,” require
DoD organizations to implement a comprehensive system of management controls
that provides reasonable assurance that programs are operating as intended and to
evaluate the adequacy of the controls.

(U) Scope of the Review of the Managers’ Internal Control Program. This
report is provided in response to an allegation made to the DoDIG HOTLINE.
The scope of the report is limited to fact finding surrounding that particular case.
Accordingly, a review of the managers’ internal control program was not
performed and was outside the scope of this review.
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- (U) JFIC Response to Congress

(U) The JFIC provided a timely and accurate reply to United States Joint Forces
Command (USJFCOM) in response to the 9/11 Commission. The USJFCOM
forwarded the JFIC response to the Defense Intelligence Agency (DIA)
Congressional Affairs Office. We found no evidence that the JFIC willfully
attempted to withhold information in its response to the 9/11 Commission. The
JFIC provided information that was accurate and was substantiated by an
extensive review of available documentation and of 14 personnel interviews at all
levels of the JFIC. As a result, we concluded that the allegation was invalid, and
that the JFIC acted responsibly in its response to the 9/11 Commission.

(U) History

(U) The United States Joint Forces Command

(U) The United States Atlantic Command transitioned into the USTFCOM when
the Unified Command Plan was approved in 1999. The naming change reflected
the expansion of USIFCOM’s mission areas. The Unified Command Plan
assigned to the USTFCOM the mission “to accelerate opportunities for forces to
gain joint warfighting training and experience, leverage lessons learned in real and
training scenarios, and recommend changes to joint doctrine that improve the
warfighting capability of the armed forces.” The Unified Command Plan further
identified the Northern Atlantic as the geographic area of responsibility for the
USJFCOM.

(U) The Joint Forces Intelligence Center

{U) As the USJFCOM transitioned, the Atlantic Intelligence Command
transformed into the JFIC. The JFIC remained subordinate to the USFJFCOM.
The mission of the JFIC was to “provide general and direct intelligence support to
the USJFCOM, the USJFCOM staff directorates, subordinate unified commands,
Jjoint task forces, Service component commands and subordinate joint forces
commands tasked with executing the USIFCOM geographic or functional
missions.” The JFIC did not have the mission to track Usama Bin Ladin or
predict imminent US targets.

(U) JFIC’s Asymmetric Threat Division (DO5)

(U) In 1999, the JFIC created the Asymmetric Threat Division (DOS) to take a
non-traditional approach to analysis. The Director of Operations recruited JFIC
personnel from the command based upon their counterintelligence and
counterterrorism expertise. The DOS provided current intelligence briefings and
produced the Worldwide Terrorist Threat Summary in support of the USTFCOM
Intelligence staff. The DOS also provided support to the Joint Task Force-Civil
Support (JTF-CS). The JTF-CS assisted civil authorities with disaster assistance.
The DOS supported the JTF-CS exercises by establishing fictional terrorist

3
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organizations that would mimic real world terrorist groups. In the summer of
2001, the DOS was realigned under the Intelligence Watch Center.

(U) JFIC’s transition to JTC-X

(U) In 2005, the JFIC transformed into the Joint Transformation Command
Intelligence (JTC-I), and its mission was to optimize “intelligence capabilities to
support the USJFCOM as the lead agent for defense transformation.”

(U) The National Commission on Terrorist Attacks

(U) Public Law 107-306 created the National Commission on Terrorist Attacks

- upon the United States (also known as the 9/11 Commission) on November 27,
2002. Public Law 107-306 mandated that the Commission investigate “facts and
circumstances relating to the terrorist attacks of September 11, 2001.”

(U) USJFCOM responds to the 9/11 Commission

(U) The Defense Intelligence Agency (DIA) requested USJFCOM to provide
information regarding the September 11, 2001 attacks in support of the
9/11 Commission on March 11, 2002.

(U) The USJFCOM tasked its subordinate organizations, to include the JFIC, to
provide information in response to the DIA inquiry. The USJFCOM sent the
tasker to the JFIC on March 13, 2002. The tasker was marked urgent and was due
on March 22, 2002. The tasker consisted of 13 questions derived from the
original DIA tasker. (See Appendix B for the original questions and answers.)

(U) The JFIC processed the DIA tasker via a command implemented tasker
tracker system called Remedy. The tasker was assigned to a JFIC senior naval
officer who acted as the action officer. The JFIC action officer collected
information from various departments within the JFIC. After the action officer
compiled the JFIC’s response, the answered questions were forwarded to the
USJFCOM. The USJFCOM Intelligence Director reviewed the JFIC’s input prior
to release 1o the DIA. (See Appendix C for original questions and answers to 13
questions that USJFCOM forwarded to the DIA Congressional Affairs Office on
March 25, 2002.) :

(U) On March 25, 2002, the USJFCOM provided the DIA Congressional Affairs
Office with a coordinated response. The USJFCOM explained to the DIA

- Congressional Affairs Office that it had “forwarded the task to our associated
intelligence organizations and have received two affirmative replies: One from
the Joint Forces Intelligence Command (JFIC), and one from the Joint Force
Headquarters, Homeland Security Command (HLS).”
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(U) The 9/11 Commission Report

(U) On July 22, 2004, the 9/11 Commission issued its public report. The 9/11
Commission report did not mention the JFIC. The 9/11 Commission report
discussed the establishment of the USTFCOM. The report also stated that the
USJFCOM was responsible for military response to domestic emergencies, both
natural and man-made.

(U) The 9/11 Commission closed on August 21, 2004.

(U) HOTLINE Allegation

(U) In May 2006, IRON MAN reported to the DoD Office of the Inspector
General HOTLINE that the JFIC had not disclosed all documentation relating to
the 9/11 Commission. The allegation stated that the “Joint Forces Intelligence
Command (JFIC), when instructed in or before May 2002 to provide all original
material it might have relevant to al-Qa’ida and the 9/11 attacks for a
Congress:ona! Inquiry, intentionally misinformed the Department of Defense that
it had no purview in such matters and no such material.” The allegation further
stated that the JFIC, specifically the Asymmetric Threat Division (DOS5), had
reported that the World Trade Center and the Pentagon were the most likely
domestic targets.

(U) Analysis of the Allegation

(U) The allegation stated that the JFIC had not provided files in response to the
9/11 Commission. IRON MAN alleged that the JFIC had not provided the 9/11
Commission with the original material created by DOS relevant to al-Qa’ida.
During his interview, IRON MAN stated that he had never seen the

9/11 Commission questions or JFIC’s response, but that Congress should have
asked for files concerning the tracking of Usama Bin Ladin.

(U) The 9/11 Commission questions had not requested the direct submission of
any files or requested information regarding the tracking of Usama Bin Ladin.
The 9/11 Commission questions were very specific, and asked for information
which involved the “imminent attack” or “hijackers involved.” Evidence
indicated that the JFIC did not have knowledge regarding imminent domestic
targets prior to 9/11 or specific 9/11 hijacker operations.

(U) IRON MAN alleged that DOS had completed “Numerous original reports.”
Interviews with former JFIC per sonnel* along with historical DOS briefings
indicated that DOS5 had not completed original intelligence reporting. DOS
monitored and compiled mtclhgencc reporting to keep the USJFCOM leadership
aware,

(U) We interviewed the previous USIFCOM Director of Intelligence, the JFIC Commandmg Officer, the
JFIC Deputy Commander, the JFIC Director of Intelligence Operatlons (DI) JFIC action officers and
personnel from the Asymmetric Threat Division.

5
SECRET/NOFORN-



SECRET/NOFORN-

© (U)IRON MAN alleged that the JFIC would have denied the existence of DOS
and its analysis. The JFIC correctly identified the DOS in its response to question
8 (See Appendix B), and stated that DO5’s emphasis was on force protection for
the USJFCOM components.

(U) IRON MAN alleged that the JFIC had “intentionally misinformed the
Department of Defense.” The Senior Intelligence Officer for the USJFCOM
reviewed the JFIC’s input and stated that he had sat through their morning briefs,
and didn’t think it was odd they would not have had any of the information
requested.

(U) The JFIC’s Commanding Officer established a command atmosphere which
highlighted intelligence oversight and mission focus. The DO5 Operations
Officer stated that the JFIC was very cautious over the support that was provided
to the JTF-CS based on intelligence oversight guidelines. The Deputy Director of
Intelligence stated that the JFIC Commanding Officer would repeatedly ask for -
written certification to justify any tasking for any department or division. He
further stated that DO5 had no theater specific mission. The subsequent Deputy
Director of Intelligence stated that the JFIC Commanding Officer directed him to
stop tracking Usama Bin Ladin. The Commanding Officer stated that the tracking
of Usama Bin Ladin did not fall within JFIC’s mission. The Commanding Officer
also stated that a couple of folks doing analysis of Afghanistan terrorist training
camps was perceived as excess capability when it is not your AOR {Area of

~ Operations] and that the issues where not in JFIC’s swim lane.

(U) Conclusion

(U) We did not substantiate the allegation. We found no evidence that the Joint
Forces Intelligence Command misled Congress by withholding operational
information in response to the 9/11 Commission. The analysis completed by the
Joint Forces Intelligence Command, specifically the Asymmetric Threat Division,
was not applicable to the questions asked by the 9/11 Commission. The answers
provided to the United States Joint Forces Command were accurate and
substantiated by our extensive review of available documentation and our 14
personnel interviews at all levels of Joint Forces Intelligence Command. We
concluded that the Joint Forces Intelligence Command provided a timely and
accurate reply in response to the 9/11 Commission. The United States Joint
Forces Command forwarded the response to the Defense Intelligence Agency’s
Congressional Affairs Office which was responsible for further dissemination.
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Appendix A. (U) Scope and Methodology

(U) We conducted a review in response to an allegation made to the DoD -
HOTLINE. We evaluated National, Department of Defense (DoD) and
Intelligence Community (IC) documentation to determine whether the JFIC |
misled Congress by willfully withholding operational information in response to
the 9/11 Commission. We completed field work on September 3, 2008.

(U) To achieve our objectives, we conducted 14 interviews to include the previous
USJFCOM Director of Intelligence, the JFIC Commanding Officer, the JFIC
Deputy Commander, the JFIC Director of Intelligence Operations (DI}, JFIC
Action officers and personnel from the Asymmetric Threat Division. We
interviewed current and former personnel involved in, or with knowledge of, this
case from the following organizations:

e The Defense Intelligence Agency (DIA)
o The United States Joint Forces Command (USJFCOM)
e The Joint Transformation Command for Intelligence (JTC-T)

(U) We also interviewed the complainant to obtain any additional information or
documentation.

(U) We performed this review in accordance with the “Quality Standards for
Federal Offices of Inspector General.”

(U) We also examined documents from the organizations above, which are on file
at DoD IG. We believe that the evidence obtained provides a reasonable basis for
our findings and conclusions based on our review objective,

(U) Use of Computer-Processed Data. We did not use computer-processed data to
perform this review.
(U) Prior Coverage

(U) No prior coverage was conducted on the Joint Forces Intelligence Command
Response to 9/11 Commission.
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Appendix B. (U) Scanned JFIC Response:

i _Di r_agency have any informati ior lo Seot 11 ito st thal internatipnal
rrori n imminen nat t or targets in 1 niled States? If lease set
this informati side for review by the staff of joint inguirv.

ANSWER: No, there had been in-depth discussions about potential terrorist attacks since Dec 00.
There was also ambiguous reporting received last summer {2001), but it was befieved that the
attacks were planned for Israel and Saudi Arabia. ’

.. Pid vour hgve information pror. ept 11, 21 ugoest that in rnationlteﬂ: rist
cells were operating within the United States? If so, please set this information aside for reviaw
by t taff of joint inguiry.

ANSWER: No, but prior to Sept 11, 2001, neither JFIC nor JFCOM tracked terrorist activity in the
United States. The United States was not part of JFCOM’'s AOR. The United States area
belonged to CJCS and forca protection responsibility for DoD facilities, and personnel! was a
service responsibility. JFIC maintained global situational awareness for areas such as CONUS
outside of the USIFCOM AOR,. and briefed pertinent information availabie within DoD intelligence
channels at the morning J2 brief, but we did not track it. Ths information generally consisted of
CIA and NSA reports, sometimes supplemented by other NCIS, AFOSI, or ACIC reports and
threat assessments. Generally, all national lavel agency reporting that we had visibility on
stopped once the suspected terrorists reached 15.S, borders. We assume that this information
entered law enforcement channels and was investigated (Terrorism in the United States is the
responsibitity of the Department of Justice and the FBI.)

A JFIC analyst recalls a message from CIA taiking about Hizballah members coming to the
United States via Mexico. Reportedly the terrorists were going to move through Texas and head
to Minnesota. We never saw any follow-up reparting on this issue.

. Di hi infor, in on the hi; rs involved i attacks befor: 11
if so, ol setthig i ation gside for review staff of oint inuiry.

ANSWER: NO

4. Please set gside for review by the s;gi"t af the joint inguiry any information your agengy has
obtained since Sept 11, 2001 about the hijackers (e g. their backargunds. their orior involvernent

. in terrorist activitl heir admitt into the U. S., theic activities whilg in the

ANSWER: JFIC has no original sources or unique reporting about the Sept 11" hijackers. Al
information recelved by the command originated with other agencies, and we inctuded it in our
preducts. The best summary/backarsund report we have seen, specifically with respect to the
Sept 11* hijackings, was a vides leleconferenced, Director of Military Intelligence Crisis MIB (Dec
2001/Jan 2002) when the FB! presented a most impressive summary of polentiat indications for
the attacks. We did not receiva electronic copies or hard copies of this briefing.

a._Does any of this information_in the view of your agengy, suagest actions that should
have been taken gither by vour agency or other agencies vis-a-vig the hijackers and /or their

ol riof to Sent 11 but were not? If so_pleas: cribe & 5
ANSWER: NO
Qefrcigncig. s that should be remedied tg. increase the likelihood that the U.S. Government would In
the future learn of terrorist cells operating within the Uni tates? if so. please describe tham.

ANSWER: There needs to be common databases amongst government arganizations
that allow them to view each other’s data and work on things together. There probably needs to
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be a Homeland Security JIATF set up to alfow all key personnel from respeclive
agencies/commands o pariicipate and review the same information. Al some level, law
enforcement information must be fused with intelligence.

5._Did your agency perform 2 “post-mortem” or "lessons leamed" evaluation as a result of the
Sept 11 attacks? If so. olease provide copy. ’

ANSWER: No. The command did however react to the event with established crisis procedures
and subsequently evolved to establish a larger effort dedicated to POL/MILFP, both in CONUS

and OCONUS.

Prior {o Sept 11. JFIC had a 24-hour watch floor. The watch's main focus was the Russian
Northern Fleel and the JFCOM AOR. The watch was also responsible for providing worldwide
situational awareness, however this was the job of one senior enlisted member who was titled the
Pol/Miil/Force Protection Watch Officer. It was this individual's job to monitor woridwide events -
and terrorist issues. Afler Sept 11, JFIC did not really perform a “post-mortemn.” Instead, we
improvised. adapted. and overcame. 15 minutes after the first plane hit the World Trade Center.
JFIC started o set up a Crisis Action Support Cell (CASC). The CASC consisted of a Team
Leader, Information Manager, Senior Analyst, INTSUM Producer, and a Briefer. This entity
tracked events as they occurred and provided support to the JFCOM Crisis Action Team (CAT).
The JFCOM J2 gave JFIC five areas to focus on with respect to the attacks; they included
CONUS Threats, OCONUS Threals, Internalional Reaction o the terrorist aitacks and the U.S.
war on terrorism, tracking the situation in Afghanistan, and Chemical, Biological, Radiclogicai,
and Nuclear {CBRN) threats. JFIC aiso started to stand-up a Pol/Mil/FP Analysis Branch. The
purpose of this branch was lo conduct analysis on the above issues and provide analytical depth
to the situational awareness functions being performed by the watch. The foundation of this
analytical branch was 14 aclive duly personnel and 1 government civilian pulled from throughout
JFIC. The branch was augmented with 14 JFIC reservists, recafled to active duly, and 4
contractors, and paperwork was initialed to hire 21 GG-11 Temporary Hires.

Currently the PoWMiVFF Analysis branch consists of 4 Sections (CONUS Threat, OCONUS
Threat, Terrorist Group Analysis, and CBRN). This branch now tries to track and report on
terrorism issues worldwide, with a focus on potential threats to CONUS. One of the challenges
that JFIC faces is the fact that JFCOM's AOR currently consists of the Atlantic Ocean, Russian
Northern Fleet areas and, for practical purposes, now CONUS. JFCOM's AOJ is the rest of the
world (Joint Force Provider). As a result of this, the Pol/Mil/FP Analysis Branch is a “jack of all
trades, master of none". As far as we know, JFIC is oneof the few DoD entities attempting to
track potential terrorist activities within CONUS.

.__Has your ag repared anv fini -intelligence r . anajyses. sumi i in
e t 11, 2001 con emn theh:ack rsmvolv in the 2 . their agkar nd, the ‘
lhe:ractrvz ited
!f , lease identil oris by title t them aside for revi the staff of the joint
inquiry,
ANSWER: NO

7. Please provide a list of the officas within your agency that are principally responsible for

gugter—terrggsm aclivities on a dgx-gg—day basis and idenlify the heads and deputy hgﬂs of

@ offices and their dates of service from 1985 to present. {Note: we are not aski

g\@uone in the supervisory ¢hain of such officials). if the individuals occupying these gosmgg
are current emplovees of your agency. pleage indicale this.

ANSWER:
1995-1996 CD/CI/CT Division, Division Head SA Warren Brownly (NCIS)
1997-1998 CWCT Branch, Branch Head SA Mike Gilpin (NCIS)
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1998-1998 CHCT/FP Branch, Branch Head CW3 Rich Shisler (USA)

Nov 1899-Summer 2001; Asymmetric Threat Division, Division Head MAJ Oliver Wright
I (USA) stili at JFIC, Deputy Mr. John Rodriguez {NCIS) now at DIA

Summer 2001-Sept 11, 2001: Current Intefligence Division, Division Head LCDR Bill Carr
(USN) still at JFIC, Deputy Capl Andrew Weis (USMC) still at JFIC until Jun 2001, PCS Camp
Lejeune, NC.

Sept 11, 2001-Present: PoUMIlIFP Analysis Branch, Current Intelligence Division: Capl
Andrew Weis (USMC) still at JFIC until Jun 2001, PCS Camp Lejeune NC. Previous Current
Intelligence division Officer (to Jan 2002): LCDR B Carr. Current Intefligence division officer:

CDR Carlisle Wilson. -

8. What does your agen nsider its "marching orders” both past {since 1985) and present, in
s of its responsibilities in the counterterrorism area, i.e. wha establish vou
uirements and priorities? Please identify these by title and set aside for review by th

staff of the {oint inquiry.

ANSWER: JFIC's counter-terrorism focus has changed over the years.
19985-1599 the CD/CI/CT Division/Branch focused on military operations that USACOM forces

were conducting in Hatti.

Fall 1899-Sept 11, 2001: Focused on Asymmetric Threats OQCONUS fo include terrorism and
CBRN issues. ‘Emphasis was on force protection for JFCOM Components and support to JTF-
C8. (JOINT FORCE PROVIDER). JFCOM and JTF-CS PIRs set the requirements.

Sep 11, 2001-Present; Focused an terrorism worldwide o include CONUS. (JOINT FORCE
PROVIDER/HLS Mission) JFCOM PIRs. HLS PiRs, and the USJFCOM Homeland Security
Carnpaign Plan set the requirements.

9. Please provids the overall fundina levels for, and
sutivities of vour agency for FYG2. Pleases provide any gugmanlguons lo 1he=e lsvg!s fhat have
accurred singe Sept 11._and the levels of such funding and parsonnel reguested for FY03,

ANSWER: DR WILL FROVIDE

10. _Apart from enhanced funding 2nd personnel levels, has your agency made any significant
i ition_itself better m

anizational or operational changes since 11. in order to
of, or orevent, terrorist altacks against the United States in the future? If so. please cribe

them.

ANSWER: JFIC stood-up a separate branch within the Current Intelligence Division to support
the JECOM J2 and the Standing Joint Force Headquarters Homeland Security. 1t is called the
POl/MIl/FP Analysis Branch. It currently consists of 14 Active Duty, 14 Reservists, 1 Permanent
Gov Civilian, 4 Temporary Civilians, and 4 Conlractors. This branch is broken into 4 sections,
they include: CONUS Threat Section, OCONUS Threat Section, Terrorist Group Analysis
Section, and CBRN Analysis Seclion. This branch has established databases to track terrorist
activities and suspicious events in CONUS, in order to conduct fusion and analysis. The 24-hour
Watch has been augmented with an additional 3 personnel to support,

11. Are there specific thinas that are not beina done by your agency in the counter-terrorism area
for lack of funding and/or skilled personnel. which your agency believes would be important to ils
ability to warn of terrorist altacks aaainst the United States? If so. what are they?

ANSWER: Prior to Sept 11, JFIC did not have a robust counter-terrorism mission. We did do
some analysis but since it did not directly support JFCOM's AOR, the analysts were directed to
stop. As a result of this, and normal military rotation, we did not have a [arge counter-terrorism
“analysis base to build on. After Sept 11, JFIC developed a counter-lerrorism analysis capability
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by reassigning existing personnel. There are no active duty billets designated for counter-
terrorism a2nalysis and the people that we have doing the work will rotate within the next couple of
years. Also the reservists that were aclivated to conduct counter-terrorism analysis will ba
retained for two years. The resenvists brought skill sets and knowledge (from previous active duty
experience or their civilian jobs) that will only be temporary. JFIC has staried hiring 21 temporary
civillans to conduct counter-terrorism analysis. Some of these individuals have prior counter-
terrorism analysis experience, but most of ther do not. This presents a training challenge lrying
to build experience. By the time the new temp hires are proficient on counter-terrorism analysis,
their one-year lemp hire will be over. If their billefs are not made permanent or funded for a
second vear they will be dismissed, leaving USJFCOM with minimal capability to support a
POl/MIIFP, HLS mission. Since the draft UCP transfers HLS missions to a newly created Unified
CinC, USJFCOM is not anticipating this mission, and thus JFIC is not expecting to provide similar

intelligence support.

There is still a need for an intelligence and law enforcement fused picture and 2n established,
operable national threat warning system to quickly pass threet data from intelligence entities to
agencies that can take action such as INS, FBI, U.S. Customs Service ete. Additionally more
direction and guidance is required that establishes "lanes in the road” for Homeland Security.

12. Insofar as your cy is eoncerned, what proportion of the information you obtain a
k or sU ted terrorists operating in the Unite or against U.S. in abroa
comes from vour own unilgteral colleclion efforts, from other U.S. ngies. and from vour

2gency’s liaison with foreign counterparis? On the average {taking at least a month's sample),
hat do di th

" how many such reports wouk yr 2aency recelve in a given day? wil
information that vou receive from yvour unilat llection efforts, from other U.S. cies, and

from your agency’s liaison with foreian counterparis?

ANSWER: JFIC does not conduct any unilateral collection in GONUS, nor does it conduct lizison
with foreign counterparts.

JFIC's process is to fuse all of the information that we have visibility on inlo one all-source threat
picture. We receive all of our reporting from other agencies, JFCOM componenis, or services.

On average Di13 seclions review 2275 messages daily. When JFIC receives a report we decide
if the information should be briefed to the senior leadership (J2 Brief), if it should be incorporated
into the Dazily INTEL Summary. if it should be entered into relevant data-bases, if we should try to
do further analysis (connect the dots, possibly produce a special analytic product), or if we need
to foliow-up with the reporting agency — based on Priosity Information Reguirements, as
mentioned above.

13._Are there laws.-'rggglgtioris, or policies in effect that restrict or hamper your ability to collect or
.S. int

disseminate information about terrorists operating in the United States or against
abroad? If so. what are they,_and does your agen: jeve they should be changed

ANSWER: JFIC does not currently collect inteiligence pertaining to terrorist Gperations in
CONUS or OCONUS:; JFIC does receive collected information, in the form of intefligence, which
has been disseminated through intelligence channels. The difficulty is in the paucity of law
enforcement information disseminaled (very littie information on CONUS is published by the
national intelligence agencies concerning day-fo-day suspicious activity in the United States), and
the Jack of a true intelligence/Law Enforcement fusion center or process.

Currently JFIC can review information that is available in DoD intelligence channels. Most of the
information received is through Service Counterintelligence reporting. The information available
in DoD inteliigence chansiels probably only represents 1/10 of all reporting on suspicious activities
in the United States. This is a result of intelligence oversight regulations put on tha DoD
intefligence communily, and the fact that other government agencies are responsible for
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investigating this suspicious activity. Passing the information to DoD could compromise the
investigation.

There are several possible solutions to these problems, but the bottom line is that all information
needs to be made available to ong entity in order to analyze it and create actionable information.

One of the other challenges that we face is the fact that often there are no follow-up reports to

" “close the loop” on events being reported. Intelligence could tip law enforcement about potential
suspicious activity, terrorist travel, or financial aclivity. Law enforcement agencies take this
information for action but never report the results back to the intelligence community. If the
results were shared then the intelligence community would be able to sharpen its indications and
warning system for future suspicious activity. .

The following are potentiai solutions to the above stated problem.

1). Change the intefligence oversight regulations to allow DoD intelligence assets to
receive and analyze more information on suspicious activities in the United States.

2). DoD directs the J3s of its various commands to be responsible for the fusion of
information available in intelligence and law enforcement channels.

3). A national fusion center is stood-up that incorporates DoD and other federzl agencies
that receives and analyze all information that could potentially pertain to a threal to CONUS to
include tactical. operational, and strategic level information.
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SECRET/ANOFORN-
Appendix C. (U) Scanned USJFCOM Response:

Ma Clzssifisation In Mossage Rody

Frora: Rebinson, John A. - MAJ- USAF

Gant: Menday, March 25, 2002 2:20 PM

To! ‘dikreps@dia,ic.gov'

Ce: Chacchia, Mzrk E - GG15-CIV

Sobjecy US Joint Farces G d's Reply te Congr 9111 Inquiry Tasking
mportance: High

Clzssification: SECRET NOFGRN
UNCLASSIFIED WHEN SEPARATED FROM ATTACHMENTS
WMr. Freed: the message and aachments below are our ragly o VADAM Wilson's 11 Mar 02 tasking memo. They have ail
Baen reviewed and approved for relezse by CAPT Danyl Fengya USN, USIFCQM/J2
— haj Robinson

US Joint Foress Command /32 23 Mar 02
To: Mr. Peter S. Fread, DIA Congressionat Afiairs
Subjsct: Congressionat inguity into 11 Septembar 2001 Tersorist Attack {U)

{U} In s=sponse 1o VADM Wilsen's 11 1a3r 02 mamo. same subject. JFCOMM2 has named JFCOMIJI23 as OPR and
appointed Maf. John Robi USAF (DSN 635-5005; JWICS email (208672 @jtcom ke gov ) 3s POC for this issve.

1U) We have forwarded the task 1o our i LE ions and have 1eceived hwo allirmalive repfies:
are from Joint Forces Intelligence Conunand (JFIC). and one from Joint Force Headquarters, Homeland Secenty
Comeiznd {(HLS). Other izations have either o4 negalive replies of will paricipale in the Inquiry viatheir parent

organizations rather than through JFCOM.
U} JFIC cid na! track in-CONUS foreign threzt or temoristinformation prior to 11 Sap 01, soits answers to k. Snides's

questions ars mostly neg The are d to this email; ey have been reviewsd by CAPT Janice Dundas
USN. JFIC Commander.

{U} HLS did not exist es an arganization prior 1o 11 Sep 01, 50 s answers to Mr. Snider's quastions are mostly i

It has forwarded a list of threat Lriefings which contain information regarding lerrorism. The fist and answers are atiached;

thay hava heen reviewad by CAPT Bill Reiske USN. HLS Director of Intelizznce.

(U) JFCOM?J2 is raady to cooperate furiher with your investigation as needed. Please contect me i you sequire furnther
2ssisiancs.

Very Rescectiully,

(signed)

Maj. John A Retinson, USAF
US Joint Forces Commandii234

(757} 835-5008 DSH 8368-5006
E-mail: 1208672@jlcom.ic.gov

CLASZIFICATION:SECRET NOFORIY
UNCLASSIFIED WHEN SEPARATED FROM ATTACHMENTS

Mo Classiflcation in Mesasgs Body
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Tracking:

No Classification in Message Body

Reciplent
"difrepsfdinic.gov
Cheschug, Mark E. - GG15 - CWV

No Classification in Message Body
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DEPARTMENT OF DEFENSE
COMMANDER 1N CHRF

4.3, JOINT FORCES COMMANG
1552 MITSCHER AVENUE SANTE X0
NORFOLK, WA 238312408 | NNDAY NP TO.
J00
2% Jin 02

MEVORANDUM FOR: Distributien

Sulkjects Activatioa of Provisional Jeoint Force Headguersers

for Heweland Security
I. Tffective i Febzruary 2002, Coxxander in Chigf, United States
Joint Forces Cormand activates the provizional Joint Force
Headquarters Sor Homeland Secuzicy (JFHC-HLS!, uader the command
of Major Generai Sdward Soriano, United States Axmy.

2. ¥ission: As &lzected by Conmandsr in chief, U.S. Solxt
Fcxces Command, Coxwanders, oreEQ-XLS (CIFHQ-ELS) »lang,
coordinates, and executes Homeland Sacurity Opexztions teo
include the Lmplemeacation of an HLS CINC.

3. Authority: CJIFSQ-ELS cocmaxnds the provisional JFHQ-ELS,
inecluding the ELS CINC implementation Planning Team. CIFHQ-XLS
aluo exercises full operational contzol over Joint Task Force
Civil Support (JTF-CS), Joint Task Folce Six (ITF-8), and othes
forces as assigned. .

4. Cormmand Relationships: The CIFHQ~ELS reports through the
dapery Commander in Chief, U.S. Joint Foxces Coxmand, to the
Comnanidex in Chief, U.5. Joint Fozces Cormand. COTHQ-BLS will
coordinaete closely with the Chief of Szaff, U.S. Join:t Foxces
Corraznd and the steif to ensure Sull support Sox tha new Joint
Force Peadguaztars.

3. Scracture: Pending final decisions cn the Unifiad Compand
2lan, CSF¥Q-HLS will crganize the SFRQ-HLS staff ucllizing the
mbtrixed perzsornel assi¢gned to the Zormer Homeiand Security
Directorate. CJFHQ-ELS will coordinzte with the Chief of Staif,
U.S. Joins Fcrces Commard, to devalsp a draft Joint Marning
Docurent and tables for equipment and facilities to compleie the
activation progess. Tinal recosmendations will be zubjest zo
she approval of the Comuander in Chief, U.S Joint Forcss
Coxmznd.

§. Reachback to U.5. Joint Forces Command Staff: The Chie® of
. .4 Steff will work closely with the CUFMQ-HLS to easure the righs
4 combination of reach-back and JFHQ ranning to ensure increazed

mission capability for the gF=Q. U.S. Soint Torces Command

staZf wiil suppor:s JFHQ-HLS. witzh specific aicention to neeting

Attachment 1, CINC USJFCOM Memorandum, page 1.

FOR-OFFSIALUSE-ONEY-
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mission~critical needs in pessonnel, budgec, facilicies.
equipmenc, and zraining. ospacially duxing she early period o
accivation.:

7. Cocrdination: This memorandum sexrves o initiate
apgropriate plaaning, coordination, and resourcing within the
USIFCOM s=2ff and JFHQ-HLS.

W. F. RERNAN
Genexal, U.5. Rruy

piseribution: (USIFCOMINST $€05.1A)
List I and IX

Copy to: -
Lisz III A, 39

J

Attachment 1, CINC USJFCOM Memorandum, page 2.

FOR-OFFIGIAL-USE-ONLY-
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SEECRETFNOTORN

Appended below ure the Joint Force Headquarters, Homeland Security
Command's replies lo the Congressional Inquiry questions tasked by VADM
Wilson. HLS POC is Lt. Col. Jim Giesken, HLS1103, DSN 83G-0438.
-JFCOMAI2 POC is Maj. John Robinson, J23%, DSN 836-6008. JFHQ HLS/J2
executes the HLS mission for Joint Forces Command, Accordingly, this
constifutes a combined JECOM/J2 — JFHQ/HLS response.

1. Did your agency have any information prior to September 11, 2001, to
suggest that international terrorist planned an imminent attack on a targer
or targets in the United States? If so. please set this information aside for
review by the staff of the joint inquiry.

No, JFHQ KLS did not exist as an erganization prior to September
11. 2001,

2. Did your agency have information prior to September 11, 2001, to suggest
that international terrorist cells were operating within the United States? if
s0, please set this information aside for review by the stalf of the joint
inquiry.

No, JFHQ HLS did not exist as an organization prior to September
11, 2001.

3. Did your agency have any information on the hijackers involved in the
attacks before September 11, 20012 Il s0, please set this information aside for
review by the staff of the joint inquiry.

No, JFHQ HLS did not exist as an organization prior to September
11, 2001.

4. Please set asidé for review by the staff of the joint inquiry any information
vour agency has obtained since September 11, 2001 about the hijackers (e.g.
their backgrounds, their prior involvement in terrorist activities their
admittance into the U.S.. their activities while in 1he U.S).

JFHQ HLS J2 has had aceess to classified information and reporting
produced by the national intelligence community, to include CIA,
BIA, NIMA, and NSA, and the various commands and agencies. This
information was widely available on the collateral and Top Secret
Special Compartmented Information (SCI) networks.

“SECRETNOFORN-
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a. Does any of this information, in the view of your agency, suggest
actions that should have been taken either by your agency or other agencies
vis-d-vis the hijackers and/or their accomplices prior lo September 11, 2001
but were not? 1f 70, please describe them.

No, JFHQ HLS did not exist as an organization prior to September
11, 2001.

5. Did your agency perform a "post-mortem” or “lessons learned” evaluation
as a vesult of the September 11, 2001 attacks? If s, please provide a copy.

No, JFHQ HLS did not exist as an organization prior to September
11, 2001.

6. Has your agency preparved any finished intelligence reports (e.z. analrses,
summaries) since September 11, 2001 concerning the hijackers involved in
the attacks, e.g. their background, the circumstances of their admission into
the United States, their activities while in the United Staces? If so. please
identify these reports by title and set them aside for review by the staff of the
joint inquiry,

No.

8. Whar does your agency consider its “marching orders,” both past (since
1983) and present, in terms of its responsibilities in ¢he counter-terrorism
arena, Le. what doctunents establish your requirements and priorities?
Please identify these by title and set them aside for review by the staffof the
joint inquiry.

» Memorandum from CINC USJFCOM, Activation of Provisional
Joint Force Headquarters - Homeland Security, 24 Jan 92 (sce
attachiment 1)

» Message - CICS DTG 161950Z OCT 2001 (sce attachment 2)

10. Apart from enhanced funding and personnel levels. has your ayency
made any significant organizational or operational changes since the
September 11. 2001 atlacks in order to position itseif better to warn of. o

-SECRETHNOFORN-

i
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-SECRETF-NOFORN-

prevent, (errarist attack zgainst the United States m the future? If so, please
describe them.

Yes, USJFCOM created 2 Homeland Security Directorate on 1 Oct 01
that transformed on 1 Feb 02 into a separate command known as the

Joint Force Headquarteérs for Homeland Security (JFHQ-HLS). The
current USJSFCOM HLS mission statements are as follows:

TSCL ASSIFIRRTON O

U.S. Joint Forces Commmand conducts sustuined maritime and
land operations within the designated Joint Operations Aren
(301), asd supports CINCNORAD in acrospace defense
operations, to deter, prevent, and, if necessary, defeat
aggression almed at U.S. territory, its population, and
designated critical infrastrucenre; provides Military Assistayce
1o Civil Authoritics within the JOA in support of Nutional
Homeland Security efforts; and provides congbat ready. joint
[forces in support of Combatanst CINCS—all of which gllow tiie

- Nation 1o muintuin freedom of nction 1o defeat the threat af
terrorisny worldwide. teffective 22 Oct 2401)

ENCLANISIEDSI (NG

This mission statement is the foundation for all intelligence
production, exploitation, and disseniination of JFHQ HLS products
aund analysis. The corresponding Priority Intelligence Requirements
that have driven JFHQ HLS J2 actions are as follows:

(SECRET#REL CAN) PIR-01, Inmiinent terrorist attack - where and
when are imminent terrorist attacks planned? (CCIRs 8.A.9, 3.B.1,
3.B.3,3.C.63.C.8,3.C.9)

(SECRET#REL CAN) PIR-02, CBRNE attacks - where and what are
imminent terrorist threats using CBRNE threats in the JOA and
against coalition countries? (CCIRs 3,A.2, 3.A.9, 3.B.1, 3.B.5, 3.C.6,
3.C.7,3.C.8, 3.C.9. 3.C.10)

(SECRETHREL CAN) PIR-03, Vulnerabilities in the JOA. - What Tier I
critical infrastructure and 10 capabilities are most vulnerable to

-SEGREFHNOFORN-
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-SEERETHNOFERN-

attack or provides a high value tavget to terrorist organizations?
(CCIRs 8.A.1.8.A.9, 3.B.1, 3.B.2, 3.B.5, 3.C.9)

(SECRETWREL CAN) PIR-04, 1O capabilities and threat - what are the 10
capabilities of the five TOs posing the most serious threat in the
JOA? (CCIRs 3.C.11, 3.C.13. 3.C.14, 3.C.15)

(SECRETHREL CAN) PIR-03, Mcdia and Public Affairs interest - what is
the media interest in HLS? (CCIRs 3.A.5, 3.A.9, 3.A.10. 3.B.1, 3.B.2.
3.B.5.3.B.D

12. Insofar as your agency is concerned, what proportion of the information
vau obiain about known ox suspected rerrorists opevation in the United
States or against U.S. interests abroad comes from your own unilateral
callection efforts, from other L1.S. agencies, and from your agency’s liaison
witl foreign counterparis? On the average (taking at least & month's
gample), how many such reports would your agency receive in a given day?
What do you do with the informiation that you receive in a given day? Whar
de you do with the information that you receive from your unilateral
collection efforts, from other LS. ngencies. and from your agency”s liaison
wilh foreign counterpares?

Allintelligence and information reporting JFHQ HLS J2 processes
comes from other DoD and law enforcement agencies, We receive
hundreds of inputs every day. JFHQ HLS 32 produced daily
briefings for the HLS CG and disscminated this information to a
variety of customers to include national intelligence community
(DIA, CIA, NSA) entities and various commands through the CONUS
(USSPACECOM / NORAD, GSTRANSCOAL USSOUTHCOM,
USFORCECOM, USCENTCOM). The products were a compilation of
current intelligence available on collateral and SCI networks and
faw enforcement information. JFHQ HLS J2 produced this daily
product starting in October 2001 and continued through February
2002 (see nttachment 1)
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-SEGRET-HNOFORN--

Compilation of JFHQ HLS J2 Datly Threat Briefings

Date
2001
12-Oct-01
15.Cct-01
16-0¢1.01
17-Oct-01
25-Oct-01
25-0ct-0%
26-0ct-01
29-Cct.01

7-Nov-01
8.Nov-0t
9.Nov-01
12-Nov-01
13-Nov-01
14-Nov-0t
15-Nov-01
16-Nov-01
19-Nov-01
20-Nov-01
23-Nov-D1
26-Now-01
27-Nov-01
28-Nov-01
28-Nov-01

3.Dec-01
4-Dec-01
50ec-01
&-Dac-01
7-Dec-01
11-Dee-01
12.0ec.01
13.Dec0t
14.Dec-01
17-Dec-01
18-Dec-01
21-Dec-01

file Nams (.PPT}

" HSL Silvational Avareness 2s of 12 Oct 01

181 TOP10_150a

141 TOP10_160ct

181 TOP10_170¢ct

It CROP 25 Oct

1 TOP0_250ciGensar
11 TOP10_260ciGenser
i TOP10_290ctGenser

1 TOP1D_7NoviinaiGenser
# TOP10_5NovfinaiGensar
1 TOP10_9NovfinalGenser
1E TOP10_f2Novfinal

11 TOP40_13Noviinal

1l TOP10_14NovAGensar
1l TOP10_15NovAGenser
1l TOP40_16Novafinal

H TOP10_19Nov, {inal

| TOP10_20Novi

1l TOP10_23Novh

It TOP10_26NOVGenserb
11 TOP10_2TNOVGENSERB
It TOP10_28NOVGENSER
11 TOP19_29NOVGenser

1 TOP10_3 DECEMBERO1GENSER
1 TOP10_4 DECO'genser

1§ TOP40_5 DECOIGENSER
I TOP10_6 DECO1GENSER1
) TOP10_7 DECOtGENSER
11 TOP10_11 DECOIGENSER
11 TOP10_12 DECO1GENSER
11 TOP10_13 DECOIGENSER
11 TOP10_14 DECG1GENSER
1 TOP10_17 DECOIGENSER
11 TOP10_18 DECO1GENSER
11 TOP10_21 DECO1GENSER

-SECRET--NOFORN-
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2002
2-Jan-02
3Jan-D2
?-Jan2
8-Jan-02
9-Jan-02

10-Jan-02
1i-Jan-02
14-Jan-02
15-Jan-02
16-Jan-D2
17-Jan-02
18-Jan.02
22-Jan-02
23-Jan-02
24-Jan-02
26-Jan-02
28-Jan-02
30-Jan-02
3i-Jan02

1-Feb-02
7-Feb-02
a-Feb02
11-Fab-02
12-Feb-02
13-Feb-02
14-Feb-02
19-Feb-02
20-Feb-02
21.Feb-02
22-Fap-02
25-Feb-02
26-Feb-02
27-Feb02

02JANO2 Thraat Sriel
D3JAND? Threat Brie!
07JANO2 Threet Briel
08JANG2 Threat Brief
0JANDZ Theeal Briaf
10JANO2 Threat Brief
11JANO2 Threat Brisf
14JANQ2 Threat Brief
15JAND2 Threat Briaf
15JANO2 Threat Brief
17JANO2 Threat Brief
+BJAND2 Threat Brief
22JANO2 Threat Srief
23JANDZ Threat Brief
24JANCG2 Theeet Brat
25JANO2 Theeat Brief
28JAND2 Threa Brief
30J4AND2 Threat Briel
31JANO2 Threat Brief

01 FEB 02 Threat Brief
7 FEB 02 Threat Brief

8 FEB 02 Threat Briefl

11 FEB 02 Threat Briel
12 FEB 02 Threat Brief
13 FEB 02 Threal Brief
14 FEB 02 Threat Brief
19 FEB 02 Threat Brief
20 FEB 02 Threat Briel

21FEB 02 Threat Brief -

22 FEB 02 Threat Brief
25 FEB 02 Threat Brief
26 FEB 02 Threat Brie!
27 FEB 02 Threat Brief
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—SECRETHHCTORN—

Appended below are the Joint Forees Intelligence Commund's replies to the
Congressional Inquiry questions tasked by VADM Wilson. JFIC POC is CDR
Mike Villarcal, JFIC ADL, DSN 836-7166. JFCOMAY2 POC is Maj. John
Raobinson. JFCOM/J237, DSN 836-6006.

1. Did your agency have any information prior to Sepiember 11. 2001, 10
suggest that international terrorist planned sn imminent attack on a target
or targets in the Unired States? If so. please set this information aside for
review by the staff of the joint inquiry.

No.

2, Did your agency have information prior to September 11, 2001, to suggest
that international terrorist cells were operating within the United States? If
sb, please sot this informartion asitle for review by the stafl of the joint
inquiry.

No. Prior to Sept 11, 2601, neither JFCOM nor JFIC tracked foreign
threat or other terrorist activity in the United States: prior to 16
Oct, CONUS swas not within JFCOM/JFIC's AOR. In response to’
CINCUSJFCOAI's Joint Force Provider mission, JFIC maintained
global situational awareness for areas outside of the USJFCOM AOR
and briefed pertinent information available from other DoD
intelligence channels for the JFCOM J2, but did not track any
information or retain it.

3. Did your agency have any information on the hijackers involved in the
attacks before September 11, 20012 If so, please set this information aside for
review by the staff of the joint inguiry,

No.

1. Please zet aside for review by the staff of the joint inquiry any information
your ngency has obtained since September 11, 2001 about the hijackers (o.g.
their backgrounds, their prior involvement in terrorist activities their
admittance into the U.S,, their activities while in the G.S.).

JFIC has no origilga! sources or unique reporting about the Sept 11t

hijackers. All information received by the command originated with
other agescies,

—BEGRETHNOFORN.
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a. Does any of this information, in the view of your rgency, suggest actions
that shouid have been taken cither by your agency or other agencies vis-d-vis
the hijackers and/or their accomplices prior 1o September 11. 2001 but were
not? If 50, please describe them.

No.

5. Did your agency perform a “post-mortem” or “Jesszons Jearned” evaluation
as a result of the September 11. 2001 attacks? If so, please provide a copy.

No. However, CINCUSJFCOM was tasked with responsibility for
Homeland Security (HLS) on 16 Oct 01. JFIC had already
established a crisis action support ¢celt (CASC). The effort -
subsequently evolved to a larger footprint dedicated to a
POLAIL/FP situational awareness recap of other agency reporting
of potential terrorist activity both CONUS and OCONUS. Focus
areas were based on CINCJFCOM CCIR and JFCOM J2 PIRs:
Threats to CONUS; OCONUS threats; Terrorist Group Analysis;
CBRN analysis (for support to Consequence Management).

6. Has your agency prepared any finished intelligence reports (e.g. analyses.
summaries) since September 11, 2001 concerning the hijackers involved in
the attacks, e.g. their background. the circumstances of their admission into
the United States, their activities while in the United States? If =0, pleaze
identify these reparts by title and set them aside for review by the staff of the
joint inquiry.

No.

8. What does your agency consider its “marching orders,” both past {since
1985) and present, in terms of its responsibilities in the counter-terrorism
arena. i.e, what documents establisk vour requirements and priorities?

Please identify these by title and set them aside for review by the staff of the
joint inquiry. .

JFIC’s counter-terrorism focus has changed over the years:

a. 1995-1999: Focus on military operations conducted by
USACOM forces Haiti,

SECRET-NOFORN
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b. Fall 1989-Sep 11, 2001: Focus on Asymmetric Threats
OCONUS ta include terrorism and CBRN issues. As Joint Force
Provider, emphasis was on force protection for JFCOM Components
and suppoit to JTF-CS (Joint Task Force-Civil Support). JFCOM J2
and JTF-CS PIRs set the requirements.

c. Sep 11, 2001-Present: Focus on terrorism worldwide to
include CONUS. (JOINT FORCE PROVIDER/HLS Mission) JFCOM
PIRs, HLS PIRs, and the USJFCOM Homeland Security Campaign
Plan set the requirements.

10. Apart from enhanced funding and personnel levels, has your agency
made any significant organizational vr operational changes since the
September 11, 2001 attacks in order to position itself better to warn of. or
prevent, terrorist atinck against the United States in the future? If so, pleuse

describe them.

Using Defense Emergency Relief Fund (DERF) supplemental funding
and sonie existing manpower temporarily realigned from other
mission areas, JFIC established a sepaiate POLAIL/FP Analysis
branch to support the JFCOM J2 and the Standing Joint Force
Headquarters-Homeland Security. Based on CINJFCOM CCIR and
JFPCOM 42 PIR, this branch focuses on: Threats to CONUS; GCONUS
threats; Terrorist Group Analysis; CBRN aunalysis (for support to
Consequence Management). The branch established databases to
track terrorist activities and suspicious events in CONUS in order to
conduct situational awareness fusion and analysis.

12. Insofar as your agency is concerned, what proportion of the information
You obtain about known or suspected terrorists operation in the United
States or against U.S. interests nbroad comes from your own unilateral
collection efforts, from other U.S. agencies, and from your ngency’s laison
with foreign counterparts? On the average (taking at least a month's
sample), how many such reports would your agency receive in a given day?
What do you do with the infermation that you receive in a given day? What
do you do with the information that you receive from your unilateral
collection efforts, from other U.S. agencies. and from your agency’s liaison
with foreign connterparts?

~SECRET--NOFGRN-
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JFIC does uot conduct any unilateral collection in CONUS, nor does

it conduct liaison with foreign counterparts concerning
counterterrorisin issues.

4=
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Appendix D. (U) Report Distribution

Department of Defense Organizations

Under Secretary of Defense for Policy
Commander, United States Joint Forces Command
Director, Defense Intelligence Agency

Inspector General, Defense Intelligence Agency
Commander, Joint Transformation Command-Intelligence

Non-Department of Defense Organizations

Director of National Intelligence, Inspector General

Congressional Committees and Subcommittees, Chairman and
Ranking Minority Member

Senate Committee on Appropriations

Senate Subcommittee on Defense, Committee on Appropriations

Senate Committee on Armed Services .

Senate Committee on Homeland Security and Governmental Affairs

House Committee on Appropriations

House Subcommittee on Defense, Committee on Appropriations

House Committee on Armed Services

House Committee on Oversight and Government Reform

House Subcommittee on Government Management, Organization, and. Procurement,
Committee on Oversight and Government Reform

House Subcommittee on National Security and Foreign Affairs,
Committee on Oversight and Government Reform
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The Départment of Defense Office of the Deputy Inspector General for
Intelligence prepared this report. Personnel of the Department of Defense Office:
of Inspector General and who contributed to the report are listed below.

William Rainey

Gary Campbell

LCDR Jchn Markley, USN
Cindy Maule
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