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Intelligence drives operations across 
echelons and during full-spectrum 
operations across the gamut of con-
flict. We are a crucial part of this 
nation’s security, so we must stay 
focused! We must continue the cy-
cle of learning, sharing information, 
and training so that we can continue 
to improve the intelligence support 
we provide. Concurrent with improv-
ing intelligence, we must transform 
ourselves as an integral part of the 
Army’s transformation to a more 
modular and capable force. I cannot predict every exact de-
tail of how the Army and intelligence will soon transform, but 
I know that there will be a vast amount of change in the near 
future. While some areas are uncertain and may be stressful 
to you, we can rest assured that the next generation of the 
Army and the Military Intelligence Corps will be a better and 
more capable force with your help.

The source of my confidence in the future is the “rock sol-
id” base of our current force—the world’s greatest force ever. 
While a somewhat simplified view, I want to address four es-
sential strengths of the MI Corps.

The best-trained soldiers in the world. We are good and 
we are getting better. Training has always been and always 
will be a serious and continual endeavor within MI. Important 
steps have been taken across the board to improve the quality 
of training—officer, warrant officer, and enlisted training; analog 
and digital training; and institutional and unit training. A number 
of important initiatives the Intelligence Center has sponsored 
recently include a variety of mobile training teams to support 
ongoing operations and the creation of new courses.

Solid fundamentals. Capturing lessons learned and im-
proving operations are also important tasks. However, we 
often overlook that our time-tested fundamentals—like intel-
ligence preparation of the battlefield (IPB), other analytical 
skills, and intelligence synchronization (formerly collection 
management)—apply just as much today and tomorrow as 

they did in the past. We must constantly create or 
revise tactics and techniques, but the fundamen-
tals rarely change and they are solid. It is critical 
that we retain and perfect the art and science of 
executing these fundamentals. 

A wealth of experience. The experience 
of the collective body of the MI Corps extends 
across a very wide range of strategic, operation-
al, and tactical assignments and many unique 
operations and environments. This experience 
has served us well and is a key source of our 
strength as a branch. We must maintain a pool 
of experienced and balanced professionals who 

have excelled across many different echelons and assign-
ments. As we move into the future, one area where we can 
continue to strengthen the Corps is through more focused 
specialization of our officers, warrant officers, and noncom-
missioned officers within their respective intelligence disci-
plines. The future demands intelligence discipline experts 
second to none. Managing our Corps to support this goal will 
take a concerted effort to change some of the current career 
progression paradigms.

A strong ethical foundation. The Army is a values-based 
organization. That is why the events at the Abu Ghraib prison 
were so disturbing to the thousands of professionals in our 
ranks. I feel this is truly a case of the very rare exception. The 
U.S. Army Intelligence Center neither trains nor condones the 
types of activities described in recent media reports, which 
do not even remotely fall within the realm of Army values. We 
train MI soldiers to conduct themselves with the highest stan-
dard of professionalism within the guidelines of Army policy 
and the law and in accordance with Army values. Army lead-
ership is thoroughly investigating these allegations, and the 
individuals responsible for these despicable acts will be dealt 
with accordingly. I know the Army will get to the bottom of this 
and do the right thing. 

Over the past few months, we have reviewed human intelli-
gence (HUMINT) collector doctrine and training and have found 
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CSM Forum
by Command Sergeant Major Lawrence J. Haubrich
U.S. Army Military Intelligence Corps

Risk takers tend to be more action-oriented, 
extroverted, and generally more inclined to 
get themselves into trouble than the rest of 
the population. So when your subordinates 
make “honest” mistakes, avoid the urge to 
crucify them. Maintaining consistency and a 
sense of fairness will go a long way toward 
developing and maintaining the cultural cli-
mate in an organization. Military leaders 
should always place the welfare of subordi-
nates above their own welfare. This not only 
sets the best example, but it generates trust 
and loyalty. Actions speak louder than words 

in this regard, so effective leadership will “walk the talk.” The 
organization is a direct reflection of its leadership—in success 
and in failure. 

One characteristic of military professionals is the relatively 
large amount of responsibility thrust upon them, even at junior 
leadership levels. A platoon leader, fresh out of the Reserve 
Officer Training Corps, usually has 25 to 50 soldiers, for whose 
health and welfare he or she is directly responsible. A Colonel 
or a Command Sergeant Major may be responsible for hun-
dreds or thousands of soldiers. The professional code of eth-
ics requires the support and defense of The United States 
Constitution “against all enemies, foreign and domestic.” 
One should recognize that the allegiance required is to the 
Constitution, not to an individual; in no case should this profes-
sional allegiance be confused with blindly following the orders 
of superiors. Consequently, not only is a real understanding 
of the values underlying the Constitution and its Amendments 
necessary, so is a willingness to act when necessary to protect 
those ideals. 

Additional requirements for the military professional include:

Placing duty first, before any personal interest.
Accepting full responsibility for the actions of subordi-
nates.
Developing and maintaining the very highest professional 
standards—“Be, Know, Do.”






(Continued on page 5)

Ethical Leadership
“When I do good, I feel good; when I 
do bad, I feel bad. That’s my religion.”

  —Abraham Lincoln

With the recent allegations of prisoner abuse 
at Abu Ghraib Prison, Guantanamo Bay, 
and elsewhere, this seems like a good time 
to discuss ethical leadership and Army Val-
ues. Webster’s dictionary defines “ethic” as 
“a principle of right or good behavior.” I would 
define “ethics” as “the ability to distinguish 
good from bad, and right from wrong.” 

U.S. military leaders are the role models 
for their peers and their subordinates—like it or not—and, for 
most of us, this is a deeply ingrained factor, influencing our 
daily lives. Stephen R. Covey points out the important distinc-
tion between managers and effective leaders: “Management 
is doing things right; leadership is doing the right things.” 1 This 
speaks not only to the clear distinction between a manager and 
a leader, but also emphasizes the added ethical responsibility 
inherent in the leadership role. Case studies of My Lai, Viet 
Nam, highlight the extreme nature of the problem for military 
leaders and the significant impact on operations when ethical 
judgment has failed. Just as important as ethical individual ac-
tions is the ethical climate established by the command in any 
military organization.

An ethical command climate is critical in positively influenc-
ing the junior leaders’ thoughts and actions in a unit. Taking 
over a “squared away” unit is much easier than changing the 
course of a unit that has gotten off the ethical path. Everyone 
makes mistakes and has lapses of judgment, so any leader 
should anticipate occasional minor adjustments and correc-
tions. What the leader should strive for is a proactive envi-
ronment in which the unit’s leadership controls the situation, 
vice a reactive environment where the situation dictates the re-
sponse. In other words, control your own environment, at least 
to the extent possible.

One of the greatest challenges facing military leadership is 
the inherent risk associated with serving in the armed forces. 
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Always Out Front (Continued from page 2)

that we are right on the mark. In order to address the issues as-
sociated with Abu Ghraib, we have: conducted our own internal 
analysis, fully cooperated in Department of Defense (DOD) and 
other Inspectors General inspections, answered many requests 
for information from various agencies, and held a media day.  

We can be proud that we are legally and aggressively up-
dating doctrine and training with the most current lessons 
learned and tactics, techniques, and procedures. We were 
rewriting HUMINT doctrine with the final draft out when the 
allegations came to light. We have undertaken a major effort, 
in coordination with the Military Police School, Department 
of the Army (DA) G2, Office of the Judge Advocate General, 
and JAG Legal Center and School to incorporate what we be-
lieve to be necessary additional changes to the doctrine. 

The DA Office of the JAG and JAG School reviewed 
each draft of FM 2-22.3, HUMINT Collector Operations, 
and each draft has been (and still is) in compliance with all 

Geneva Conventions, international agreements, and U.S. 
law. Additionally, the manual clarifies the responsibilities of 
HUMINT collectors and clearly delineates between HUMINT 
collection and other activities associated with internment 
operations. Finally, the manual now includes HUMINT col-
lection techniques like strategic debriefing and elicitation 
as a result of the recent HUMINT and Counterintelligence 
Integrated Concept Team and lessons learned.  

While we can be proud of these essential strengths, 
there is more hard work and many tough issues remaining 
to tackle; the Global War on Terrorism continues. As an 
integral part of that effort, we—Army, DOD, and national 
intelligence professionals—must continue to surge and 
make the sacrifices necessary to support the commander, 
conduct successful operations, and win. We must maintain 
our strengths while we find new ways to improve ourselves 
in spite of the incredible operational tempo we all face. 
This is our challenge and our calling.  
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Submitting, without reservation, to civilian control of the 
military.
Obeying all laws of war and service regulations. 

Military professionals also subordinate their personal wel-
fare and interest to the good of the group, not always the 
most natural thing for someone from a society such as 
ours where individual needs and goals usually take prior-
ity over those of the group. 

Leaders must set the highest ethical standards for them-
selves and strive to attain them. Treat the lowest-rank-
ing Privates with the respect due them as human beings. 
Subordinates should not be afraid to approach their lead-
ers; leaders should be confi dent enough in themselves to 
acknowledge and even consider points of view that may 
be at odds with their own perspectives. Once leaders have 
made decisions, however, negotiations are over, and profes-
sional soldiers recognize this. Ultimately, ethical responsibil-
ity lies with the individual. There are certain limits to the legal 
obligation to follow orders when they are immoral. effective 
leaders develop subordinates who think for themselves.

There are very few things we are called upon to do in a 
military operation for which we cannot anticipate and train. 
For the answers that do not fall into neat categories, though, 
we should ensure that our forces are capable of indepen-
dent thought and actions based on sound ethical principles. 





Combat is a very harsh, unforgiving environment and we real-
ly do need to create a climate where correct ethical decisions 
are made almost instinctively at all levels of Army leadership.  

As always, I thank you all for what you do and continue to do 
for our MI Corps and our Army. Remember, let’s take care of 
each other and our families. You train hard, you die hard; you 
train easy, you die easy. Peace needs protection.

Endnotes
1. Covey, Stephen R., The Seven Habits of Highly 
Effective People: Powerful Lessons in Personal 
Change (New York, NY: Simon and Schuster, 1990), 
page 101.  

2. Schoomaker, Peter J., General, Arrival Message 
as 35th Chief of Staff of the Army, available online at 
http://www.hooah4health.com/new/2003newsflash/
schoomaker_arrival.htm.

ALWAYS OUT FRONT!

CSM Forum (Continued from page 3)

“We are, have been, and will remain a values 
based institution. Our values will not change 
and they are non-negotiable. Our Soldiers 
are Warriors of character. They exemplify 
these values every day and are the epitome 
of our American spirit. They are the heart of 
the Army.” 2 

MIPB ONLINE
The Military Intelligence 

Professional Bulletin (MIPB) 
can now be viewed online at two 

different sites.  
To view past issues of MIPB up to and including the July 
September 2003 issue, log on to:

Army Knowledge Online (AKO). You must have an 
established AKO account to access this site. Click on the 
fi les tab (replaces KCC) at the top of the page. At the left 
side of the page under U.S. Army Organizations click on 
Intelligence, then click on MI Professional Bulletin.

Intelligence Center Online Network (ICON) at https://
iconportal.hua.army.mil. You must have an established 
ICON account to access this site. After logging on click on 
the MIPB Tab.
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Joint Intelligence Transformation—

rid
ging the ga

B P
by Lieutenant General Robert Wagner and 
Colonel Stephen P. Perkins

“Joint transformation does not happen overnight. It is a 
learning, developmental, cultural change process for the 
U.S. military to progress through phases of “Deconflict 
to Coordinate and Integrate; and ultimately Coherently 
Joint.”

 —Admiral Edmund P. Giambastiani, U.S. Navy,
1 September 20041

Like the military as a whole, U.S. Joint Forces Com-
mand (JFCOM) has transformed to serve as the 
Defense Department’s agent for joint operational 
transformation even as we have been deeply in-
volved in supporting operations around the world. 
The divestiture of our geographic area of responsibil-
ity in 2002 has enabled the command to focus on the 
future while assisting fellow Combatant Commands 
to meet operational challenges around the world. JF-
COM is delivering: 

Trained and ready joint forces to the regional 
combatant commanders.
Coherently joint capabilities and operational meth-
ods to the joint warfighter of today.
Common joint context to Service experimentation 
programs that will lead to new “born joint” capa-
bilities of tomorrow.
Beginnings of a new culture of joint transforma-
tion. 

Taking guidance from the Unified Command Plan, 
the Department’s priorities, combatant commander 
requests, and operational lessons learned, JFCOM 
is working to “optimize joint intelligence”—allowing us 
to bridge the national to tactical gap. Specifically, the 
J2 is JFCOM’s lead for Joint Operational Intelligence 
Transformation (JOIT); intelligence, surveillance, and 
reconnaissance (ISR); and for battle damage and ef-
fects assessment (BDA/EA). Joint Forces Command 
works joint intelligence within four engines of transfor-
mation (joint concept development and experimenta-
tion; joint training and education; joint integration and 









interoperability; and as the global joint force provider) 
to support transformation and to deliver “born joint” 
products to the warfighter. 

Joint Concept Development and 
Experimentation

Guided by the Secretary of Defense’s policies and 
priorities and under the direction of the Chairman of 
the Joint Chiefs of Staff, JFCOM uses a two-path 
strategy. One pathway produces prototypes that en-
hance near-term joint warfighting. The other pathway 
produces concepts that describe future warfighting 
methods and capabilities. On both pathways, JFCOM 
has established many productive experimental part-
nerships. Combatant Commands, the Services, the 
Joint Staff, representatives of the Office of the Secre-
tary of Defense, combat service agencies, other Fed-
eral agencies like the Department of State, and mul-
tinational partners all participate in a robust way in 
both prototyping experimentation and experiments to 
develop and refine future concepts.

The Standing Joint Force Headquarters-Core El-
ement (SJFHQ-CE) with its enabling capabilities is 
a primary JFCOM prototype. The prototype is the 
cornerstone of the Department of Defense (DOD) 
transformational effort. It allows for rapid stand up 
of a fully functional operational-level joint task force 
(JTF) headquarters. Specifically, the SJFHQ-CE is a 
coherently joint organization that is skilled in effects-
based operations (EBO), uses an operational net as-
sessment (ONA) to understand the battlespace, and 
employs a Joint Interagency Coordination Group (JI-
ACG) to ensure that all elements of national power 
can be brought to bear in a coherent manner. The 
SJFHQ-CE plans, prepares, and executes simultane-
ous and distributive staff work and command activity 
using a robust collaborative information environment 
(CIE) including a Joint Enroute Mission Planning and 
Rehearsal System-Near Term (JEMPRS-NT), which 
allows the command and staff to stay part of the over-
all force network regardless of location and mode of 
transport. The SJFHQ-CE prototype is an integration 
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of organizational, procedural, and material prototypes 
and the best example of how JFCOM prototypes go 
beyond the typical prototype paradigm. 

In addition to these near-term improvements to 
joint warfighting, JFCOM has produced a set of 
future-oriented concepts:

Major combat operations.
Security, transition, and reconstruction opera-
tions. 
Joint forcible-entry operations.
Joint urban operations. 
Joint force projection and sustainment opera-
tions. 

This set not only describes a particular military prob-
lem that the future joint force may face, but also pro-
poses a credible solution to that problem with the set 
of capabilities that must be achieved for the solution 
to work. In this way, JFCOM and its Service partners 
can help identify options for future investments as 
well as fruitful concepts to prototype and further ar-
eas in which to experiment.

Joint Forces Command is in active partnership in 
Service concept development wargames and col-
laborates with our North Atlantic Treaty Organization 
(NATO) allies in multinational experiments. In alliance 
with the Allied Command-Transformation, JFCOM 
is maturing concepts for information sharing and ef-
fects-based planning in coalition environments. For 
example, elements of the Joint Forces Intelligence 
Command (JFIC) Directorate of Experimentation 
have been active participants in several multi-agency, 
DOD-level Intelligence Community experiments, in-
cluding the joint/interagency event called Thor’s Ham-
mer,2 focused on interagency processes, integration, 
and analytical tools. 

Finally, in support of an Under Secretary of Defense 
for Intelligence initiative, the JFCOM J2 is conducting 
an Intelligence Campaign Planning (ICP) Joint Con-
cept Development and Experimentation Program. 
The ICP is a comprehensive methodology for syn-
chronizing and integrating intelligence into the com-
mander’s adaptive planning system and operations 
processes. The ICP will be aligned with the SJFHQ-
CE prototype and emerging concepts currently in the 
prototype phase.3

Joint Training and Education
A key JFCOM and DOD initiative is the Joint Nation-

al Training Capability (JNTC). The JNTC integrates 
Service training capabilities4 into a nationwide joint 











network to improve the ability of U.S. forces to fight ef-
fectively as a joint and combined team. This capability 
will link the Service ranges and simulation capabilities 
with forces around the country, and ultimately around 
the world, in a common joint environment at the oper-
ational level. As a new training transformation effort, 
JNTC produces “born joint” training—combining 
live, virtual, and constructive venues without du-
plicating Service training. In coordination with the 
U.S. Army Intelligence Center and Fort Huachuca, 
JFCOM brought an enhanced joint rigor and con-
text to the Joint Intelligence Combat Training Cen-
ter and the joint Intelligence Community. 

Additionally, in support of JNTC, the JFCOM J2 is 
investigating its ability to create a Joint Intelligence 
National Training Capability to leverage national, 
joint, and Service intelligence capabilities. Partner-
ing with the National Defense University, JFCOM is 
working to inculcate coherently joint operations into 
Service-level training and education. In addition to the 
General/Flag Officer Capstone Course Joint Opera-
tions Module conducted at the Joint Warfighting Cen-
ter in Suffolk, Virginia, JFCOM is examining ways to 
increase its support to prospective JTF commanders. 
The JFCOM J2 serves as the representative and ad-
vocate for the Combatant Commands on the General 
Intelligence Training Council, and operates a regional 
joint intelligence training facility (RJITF). The JFCOM 
RJITF has the lead for joint intelligence preparation of 
the battlespace and provides joint intelligence train-
ing support to JFCOM exercises. The need for train-
ing JTF J2s is an emerging requirement that would 
benefit Service senior intelligence officers at the O-5 
and O-6 levels.

Joint Integration and Interoperability
The JFCOM Joint Integration and Interoperabil-

ity Office addresses material and nonmaterial so-
lutions to interoperability challenges by working 
closely with other Combatant Commands, Servic-
es, and defense agencies to identify and resolve 
joint warfighting deficiencies. The JEMPRS-NT 
system, described earlier, is a good example. In 
partnership with the joint community, JFCOM leads 
the Joint Battle Management Command and Con-
trol (JBMC2)5 initiative designed to develop a com-
mon joint operational command and control (C2) 
capability. The JFCOM J2 leads the congressio-
nally mandated Joint Operational Test Bed System 
initiative, which serves as a transformational forc-
ing function for joint unmanned aerial vehicle (UAV) 
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operations to discover the appropriate level of UAV 
interoperability for the JTF.

Global Joint Force Provider
In coordination with JFCOM Service components 

and geographical combatant commanders, JFCOM 
provides joint forces and capabilities in response to 
combatant commander requirements. Current de-
fense strategy requires us to expand from a condi-
tion where Services alone organize, train, and equip 
Service forces to where those same functions are 
coherently applied to source, train, and equip fully 
functional joint forces. As an example in preparing 
for a joint mission, JFCOM’s Joint Warfighting Cen-
ter teamed with the Army’s Battle Command Training 
Program trainers to provide a joint, interagency, multi-
national context for III Corps and the joint, interagen-
cy, multinational joint mission rehearsal exercise and 
leader development training before their late 2003 de-
ployment to Iraq. 

Joint Forces Command and its components ini-
tiated an exchange of officers to enable “Service 
component operational 3-Star headquarters that 
are candidates for future JTF[s]” to be better pre-
pared to assume JTF duties. Specifically, the Joint 
Manpower Exchange Program (JMEP) involves the 
initial permanent change of station exchange of 28 
officers and 2 senior enlisted between Army, Air 
Force, Navy, and Marine Corps 3-Star headquar-
ters under JFCOM combatant command, including 
XVIII Airborne Corps, 12th Air Force, Second Fleet, 
and II Marine Expeditionary Force. Embedding 
“jointness” in our senior operational headquarters 
through the JMEP will enhance the joint warfight-
ing capability of these headquarters by establishing 
a baseline of Service experts. Additionally, to ad-
dress real-time theater requirements, the JFCOM 
J2 deployed a Quick Reaction Team, consisting of 
targeteers and collection managers, to U.S. Central 
Command (CENTCOM) for Operations ENDURING 
FREEDOM and IRAQI FREEDOM (OEF and OIF, 
respectively). 

Support to the Global War on Terrorism
In a transformational way, JFCOM in partnership 

with CENTCOM examined OIF from the joint op-
erational-level perspective. Brigadier General (BG) 
Robert W. Cone,6 assisted by senior mentor, retired 
Army General Gary E. Luck, led a team of 35 joint 
staff officers to conduct “a dynamic assessment of 
the warfighting process vice post-mortem.” 7

Notable among the lessons learned were the in-
crease in the amount of bandwidth, the scale and 
speed of maneuver, and use of special operations 
forces. There was also an effort—similar to the post-
World War II discussion effort described in German 
Generals Talk8—to examine how the Iraqis per-
ceived the coalition attack. The team identified sev-
eral elements of a transformed force that are critical 
to warfighters and the Intelligence Community: net-
worked C2 and ISR, precision weapons and preci-
sion ISR, and EBO. As a part of the quick look for 
lessons learned, the team saw joint integration and 
adaptive planning as an area requiring sustainment 
and improvement, while ISR was a capability that 
demonstrated considerable effectiveness but needed 
enhancement. BG Cone noted, “But when you take a 
large country the size of Iraq, with all those sensors 
and communications, how do you get the right infor-
mation to the right person who needs it in a timely 
manner?” 9 The JFCOM team viewed BDA, fratricide 
prevention, and coalition information sharing as capa-
bilities that fell short of expectations and needed new 
initiatives to address the problem areas.

Studying OIF and subsequent operations in Haiti 
and the Global War on Terrorism, the JFCOM Les-
sons Learned Team gained valuable insights into 
Knowledge-Enabled Warfare and EBO concepts. Ef-
fects-Based Operations, a JFCOM future warfight-
ing concept, and JFCOM’s transformation efforts will 
benefit from JFCOM’s Joint Center for Operational 
Analysis’ efforts.10 Finally, JFCOM has made com-
prehensive recommendations to the Chairman of the 
Joint Chiefs of Staff to address OIF lessons learned 
findings. 

Joint Operational Intelligence Initiatives
The Defense Intelligence Community faces a 

unique, very dynamic, and challenging task of trans-
forming operational-level intelligence while our nation 
is at war. Joint Forces Command’s supporting initia-
tives focus on joint operational intelligence transfor-
mation and building the functional bridge between 
JOIT and the Intelligence Community. Key to this ef-
fort is Joint Intelligence Training and the Joint Intel-
ligence Concept Development and Experimentation 
process, which afford JFCOM the opportunity to proj-
ect future theater intelligence requirements and to ex-
periment with emerging capabilities that support these 
requirements to deliver innovative solutions to the fu-
ture force. Traditional intelligence missions are joined 
by the challenge of ever increasing nontraditional in-
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telligence roles. The current Global War on Terrorism 
requires JFCOM to deliver “quick-win” capabilities to 
the field—such as the counterintelligence and human 
intelligence (J2X) Operational Management Training 
Course, a direct result of OIF lessons learned—while 
also conducting Joint Intelligence Concept Develop-
ment and Experimentation for the longer term. 

While focused on the warfighter, JFCOM intelligence 
transformation efforts respond to Defense priorities, 
Transformation Planning Guidance, the Director, De-
fense Intelligence Agency, and to the Under Secretary 
of Defense for Intelligence. The DOD Strategic Plan-
ning Guidance 2006-2011 directed JFCOM to provide 
a strategy and roadmap to optimize joint operational in-
telligence. The JOIT strategy and roadmap will lay the 
path for operational-level intelligence transformation 
and ensure JFCOM efforts are in harmony with the 
Intelligence Community and are fully integrated and 
consistent with the overall transformation of DOD. 
The focus is on the stated requirements of operation-
al-level warfighters and allows them to achieve deci-
sion superiority, coherent joint effects, and distribu-
tive operations. Leveraging the Distributed Common 
Ground/Surface System’s capabilities, JFCOM is 
working to enhance J2X and ISR capabilities. Finally, 
JOIT supports all transformation activities across do-
main, echelon, and intelligence disciplines and can be 
leveraged to support the Joint Staff’s Functional Ca-
pability Boards and JBMC2 initiatives and missions.11

Conclusion
Transformation is underway and current com-

bat operations require us to accelerate our ef-
forts. In recent testimony to the Senate Armed 
Services Committee, the U.S. Special Operations 
Command’s Director of the Center for Intelligence 
and Information Operations concluded, 

“…there is much work to be done to protect our 
nation, accomplish our missions, and take the 
fight to the enemy. …Our process assures im-
provement in effectiveness and efficiency of oper-
ations as we adjust through lessons learned and 
changes to the battlefield.” 12

The JFCOM will continue to provide Soldiers, Sail-
ors, Airmen, and Marines with the joint capabilities 
they need today and the transformational capabilities 
our Joint Force will require in the future. Joint Forces 
Command continues to partner with its sister Combat-
ant Commands, the Services, and defense agencies 
and solicits expanding partnerships with the inter-

agency community, our allies and coalition partners, 
and with industry and academia. The power of col-
laboration allows the joint, interagency, multinational 
team to take the fight to the enemy on our terms.

Endnotes
1. Giambastiani, Edmund P., Admiral, U.S. Navy, to Lieutenant 
General Wagner, 1 September 2004.

2. Thor’s Hammer was a co-hosted National Reconnaissance 
Office, Strategic Command, and Special Operations Command 
event. It was set in a global crisis in the next decade and aimed 
to improve interagency processes in the areas of space-based 
information management and integration.

3. Garraghty, Van, Draft Concept Primer–Intelligence Campaign 
Planning (ICP), U.S. Joint Forces Command, undated.

4. The Navy’s Top Gun, the Air Force’s Air Warrior and Red Flag, 
and the Army’s National Training Center are good examples of 
earlier Service initiatives to address specific Service training 
requirements.

5. The JBMC2 capability will enable the future Joint Force to 
plan, coordinate, execute, and assess effects-based operations 
(EBO) in a coherently joint and net-centric manner. The JBMC2 
transformational efforts include SJFHQ, CIEs, standard deployable 
C2 capabilities, netted Joint Force initiatives, integrated Joint fires, 
and the JNTC.

6. Cone, Robert W., BG, U.S. Army, briefing on Joint Lessons 
Learned from Operation IRAQI FREEDOM, 2 October 2003, 
available at http://www.globalsecurity.org/military/library/
news/2003/10/mil-031003-dod02.htm.

7. Ibid.

8. Hart, Basil H. Liddell, British Captain, German Generals Talk 
(New York, NY: William Morrow and Company, Inc., 1948). The 
German generals who survived Hitler’s Reich discussed World 
War II with Captain Hart, a noted British military strategist and 
writer. They spoke as professional soldiers to a man they knew 
and respected.

9. Cone briefing.

10. Ibid.

11. U.S. Joint Forces Command, Joint Operational Intelligence 
Transformation—A Strategy and Roadmap to Optimize Intelligence 
for USJFCOM’s Transformation Mission (Draft) (Norfolk, VA: U.S. 
Joint Forces Command, 1 August 2000), page 2.

12. Wurster, Donald, BG, U.S. Air Force, Statement before the 
Strategic Forces Subcommittee for the Senate Armed Services 
Committee on the Fiscal Year (FY) 2005 Tactical Intelligence and 
Related Activities (TIARA) and Joint Military Intelligence Program 
(JMIP) budget requests on 7 April 2004, page 15.
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The views expressed in this article are those of the au-
thors and do not necessarily represent the official policy 
or position of U.S. Joint Forces Command, the Depart-
ment of Defense, and the U.S. Government.  

“Let it be said that combatant commanders...don’t fight 
with Army systems or Navy systems or Air Force systems; 
what they want to do is fight with joint systems. They have 
to take all of the capabilities, not the ones that one Service 
recommends, but all of them, and make them rational and 
coherent, and then be capable of putting power on a spe-
cific target in a specific way.”

—Secretary of Defense Donald Rumsfeld,
31 January 2002

For more than a decade, a change in the view of op-
erations has been taking shape. Like Joint opera-
tions, Effects-Based Operations as an expeditionary 
warfare concept has also been evolving, and is now 
making its way into discussion, experimentation, and 
joint doctrine. Arguably, the first Gulf War was the first 
use of effects-based operations by an expedition-
ary force. Two measures of performance for the “air 
campaign” during Operation DESERT STORM were 
the attrition of the second echelon forces, mainly the 

Republican Guard and Iraqi armor and mechanized 
units, and the isolation of the Kuwaiti theater of op-
erations by destroying the Tigris and Euphrates River 
bridges. Once the coalition achieved these effects, the 
ground operation could start. The effectiveness of the 
air operation on Iraqi forces was measured through 
the use of battle damage assessment (BDA) with ad-
ditional strike missions planned based on this feed-
back. Since then, great improvements in intelligence 
collection and systems of systems analysis has led 
to an even greater understanding of the use and ef-
ficiency of effects-based operations. 

The 2002 Toward a Joint Warfighting Doctrine: Rapid 
Decisive Operations (RDO) concept paper envisioned 
future operations as effects-based to allow forces to 
operate across the range (continuum) of military oper-
ations. The RDO concept identified four key character-
istics for future joint operations (see Figure 1). Further, 
it described the military element of an effects-based 
campaign against the backdrop of the application of 
the national instruments of power.1 Emerging future 
concepts use the future joint operations characteristics 
as a foundation for the Effects-Based Operations.

Intelligence support to effects-based operations 
(EBO) is a critical component of a successful effects-

based campaign. 
Intelligence is not 
only to determine 
the centers of grav-
ity (COGs) in the 
adversary’s system 
of systems, but also 
to determine how 
well the effects are 
disrupting the ad-
versary’s systems 
at the strategic, op-
erational, and tacti-
cal levels. Finding 
and understand-
ing the causal links 
in the adversary’s 
systems and mea-
suring the effective-
ness of disrupting 

Effects-Based Operations and Its Enabling 
Capabilities in Expeditionary Warfare

Figure 1. Key Characteristics for Future Joint Operations.

Key:

Intel   – Intelligence          Ops   – Operations         Recon   – Reconnaissance
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those systems will be new fi elds of analysis for intelli-
gence professionals as well as new responsibilities.

Effects-Based Operations (EBOs)
“… the conditions that we want to establish are…where our 
joint and combined forces can conduct coherently joint and 
combined effects-based operations across the full range of 
military operations, where the scope, speed and richness 
of operational knowledge can quickly lead to precision de-
cisions.”

—Admiral Edmund P. Giambastiani,  U.S. Navy, 
5 February 20042

Currently, the defi nition of “EBO” focuses on the 
actions that change the state of a system to achieve 
directed policy aims using the integrated application 
of selected instruments of national power—diplo-
matic, informational, military, and economic (DIME). 
In other words, we direct our DIME actions against 
the adversary’s’ political, military, economic, social, 
informational, and infrastructure (PMESII) systems 
to achieve the desired effects, thus obtaining our 
national goals and objectives through the use of an 
effects-oriented campaign plan. To accomplish this, 
the EBO concept has four components: 

Knowledge superiority.
Effects-based planning process.
Dynamic and adaptive execution.
Accurate, timely effects assessment.

Each of these components has a proto-
type or process in some stage of devel-
opment to support the use of EBO at a 
joint task force-level in a regional com-
batant command.

Intelligence support to EBO requires 
our analysts to be more knowledgeable in 
“system of systems” analysis. Additionally, 
our analysts must develop “seasoned” ex-
pertise, gained through experience over 
the full spectrum of military operations 
and the current and future environments. 
The Joint National Training Capability 
and its corresponding Joint Intelligence 
National Training Capability (JINTC), 
combined with commander emphasis on 
analyst training, offers us the possibility of 
increased experience in less time than we 
currently use (see Figure 2).









The U.S. Joint Forces Command (JFCOM) 
Regional Joint Intelligence Training Facility (RJITF), 
working in conjunction with the Joint Warfighting 
Center and the Joint Military Intelligence Training 
Center, can develop EBO training and courses 
that support the four EBO components and oth-
er future supporting concepts. Recent partnering 
between JFCOM and the U.S. Army Intelligence 
Center and Fort Huachuca resulted in increased 
joint training at USAIC&FH—the Joint Intelligence 
Combat Training Center (JI-CTC). The JI-CTC al-
lows the joint Intelligence Community the ability to 
leverage resources in live, constructive, and vir-
tual environments. It could be a critical piece of 
the JINTC.3

Knowledge Superiority
“Information is the raw material of the intelligence busi-
ness and we must fi nd ways to extract additional val-
ue from what is currently available while at the same 
time harvesting and exploiting new and nontraditional 
sources of data.”

 —Rear Admiral Lowell E. Jacoby, U.S. Navy, 
17 October 20024

To support an effects-based approach requires 
the ability to develop a knowledge advantage suf-
fi cient to enable precise and bold action through 

Key:

C2         – Command and control 

CoCom – Component Command

Ctrs       – Center

EUCOM – U.S. European Command

JWFC    – Joint Warfi ghting Center

PACOM – U.S. Pacifi c Command

Figure 2. Joint National Training Capability.
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battlespace understanding and situational aware-
ness.5 Battlespace understanding means that we 
must have detailed knowledge of how the enemy 
operates at all levels. Operational Net Assessment 
is the product and process used and developed to 
assist with battlespace understanding. Situational 
awareness, on the other hand, implies a tailored or 
relevant snapshot of the battlespace at a specific 
moment. The relevant common operational picture 
(COP) and joint intelligence, surveillance, and re-
connaissance (JISR) system support situational 
awareness. 

Operational Net Assessment
Effects-Based Operations and its enabling 

concepts and technologies all require detailed 
knowledge of the adversary’s political, military, 
economic, social, informational, and infrastructure 
(PMESII) systems. Commanders and their staffs 
need to have as complete an understanding of the 
adversary as we can possibly collect and process. 
We form our understand-
ing based on the intelli-
gence, surveillance, and 
reconnaissance (ISR) 
picture our resources can 
collect. Understanding 
the adversary leads to 
identifying COGs that al-
low us to apply effects to 
influence the adversary’s 
behavior and/or capabili-
ties, thereby facilitating 
his culmination. By un-
derstanding ourselves, 
we protect our COGs 
and prevent disruption of 
friendly operations.

The Operational Net 
Assessment6 is the in-
tegration of people, pro-
cesses, and tools that 
use multiple information 
sources and collaborative 
analysis to build shared  
knowledge of the adver-
sary, the environment, and 
ourselves (see Figure 3).7 
While this reads a lot like 
joint intelligence prepara-

tion of the battlespace (JIPB), ONA might be viewed 
as an expansion of JIPB to include all elements of 
national power as well as to enable EBO. Additionally, 
coalition partners must also be involved in ONA to 
add their elements of national power to the EBO. The 
all-source intelligence analyst by necessity must be-
come more knowledgeable of more than just military 
systems and trends. Political, economic, social, and 
informational trends and analysis will likely become 
new areas of study for military intelligence analysts.  

The ONA analysts look at the adversary’s systems 
as a “system of systems.” We usually think of these 
systems as links and nodes. The nodes are usually 
people, places, or things. The links are most often 
causal or supporting relationships between the nodes 
in a system; it maybe best to think of the links as in-
puts and outputs. Ultimately, the analyst looks closely 
at the nodes and the links between each node in each 
of the PMESII systems as well as the nodes and links 
common to the overarching PMESII system to identify 
COGs and critical nodes and links. The analyst also 

Key:

Cdr        – Commander 

COA      – Course of Action

CoCom – Component Command

Comp    – Component

Info         – Information

JTF       – Joint task force

JWAC  – Joint Warfighting Analysis Center

MNCs   – Multinational corporations

Natl      – National

PMESII – Political, military, economic, social, informational, and   

     infrastructure

Svc       – Service 

Figure 3. ONA Facilitates Decision Excellence.
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looks closely at the friendly environment to identify its 
COGs and critical nodes and links. Later in the plan-
ning process, the commander will use this information 
to support the decisionmaking process as well as to 
achieve the objectives of the strategic and operation-
al campaign plans using effects-based planning. 

The development and use of the ONA is an area 
where intelligence officers need to focus their atten-
tion. We need to understand how an ONA is devel-
oped, potentially assist other nonmilitary agencies 
in developing databases and analytical methods, as 
well as identify and understand shortcomings in the 
process and ONA concept. ONA will most likely not 
have all the data we need—as if we ever have all the 
data we think we need—but it is an evolutionary step 
forward toward a holistic approach to understanding 
and analyzing the threat.

Joint Intelligence, Surveillance, and 
Reconnaissance (JISR)

The intent of JISR is to assist intelligence opera-
tions by integrating assets, capabilities, and products 
from all Services into a COP enabling centralized con-
trol of collection resources from national and Service 
systems. Moreover, JISR becomes an interrelated 
process to battlespace understanding and situational 
awareness, and ultimately a feedback mechanism for 
effects-based planning and synchronization. The JISR 
as a supporting prototype to situational awareness 
allows commanders and staffs to better understand 
the ONA at any time during the operation, as well as 
how the adversary might react to various effects em-
ployed by joint forces. By managing real-time ISR col-
lection, JISR helps fill the gaps in ONA, and assists 
in determining “how well” the EBO is preceding. The 
commander can then decide if and how the operation 
needs adjustment to achieve the objectives.

Effects-Planning Process
“We would not apply overwhelming force. Rather, we 
would apply the overwhelming ‘mass of effect’ of a 
smaller force. Speed would represent a mass all its own.”

 —General (U.S. Army, Retired) Tommy Franks, 
American Soldier 8

The goal of the effects-planning process is an ef-
fects-based campaign plan that connects strategic 
goals and tactical actions in a synchronized flow 
of effects that accomplish the desired end state. It 
would therefore follow that there are strategic, op-

erational, and tactical effects with a correspond-
ing desired change in the adversary’s behavior at 
each level. We use strategic effects to change the 
adversary’s behavior at the national level, as evi-
denced by the removal of Slobodan Milosevic as 
the head of the Serbian Government. The intention 
of operational effects is to change the adversary’s 
ability to operate in an effective and efficient man-
ner, like using a broad frontage of attack to destroy 
the Iraqis’ ability to establish an effective defense 
of Baghdad in Operation IRAQI FREEDOM (OIF). 
Tactical effects would affect the adversary’s em-
ployment of key systems, like denying the Iraqis’ 
the use of their integrated air defense system at 
the start of Operation DESERT STORM. 

With our previous operational concepts, we em-
phasized a physical superiority of at least three-
to-one before engaging the adversary. In an EBO, 
the emphasis will be on understanding how the 
adversary’s systems operate and where his COGs 
are. When supported by an accurate understand-
ing of the current situation, we can more precisely 
apply our capabilities to achieve the greatest pos-
sible affect on the adversary’s systems. Our pre-
cision use of effects will reduce but not eliminate 
the physical force needed to achieve the intended 
results. 

Collaborative Information Environment
In their time, drums, flags, and radios have been 

evolutionary advances in communication technol-
ogy. Today, the collaborative information environ-
ment (CIE) is an evolution of our communications 
system. Where use of drums, flags, and radios 
had been mainly to disseminate orders or report 
changes in the conduct of the campaign, we use 
CIE to share information and develop synchro-
nized campaigns or operations plans. In the fu-
ture, the CIE will become the standard method of 
communication between commanders and staffs, 
up, down, and throughout the chain of command 
and be the lynchpin for developing effects-based 
campaign plans. 

Essentially, the CIE will be an enabling technol-
ogy for distributed staffs, joint and coalition. The 
goal of the tools that comprise CIE is the clear 
communication of ideas, concepts, and orders as 
concisely and efficiently as possible, as well as the 
information needed to develop them. The CIE will 
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enable the information paradigm shift away from 
“need to know” to “need to share” (see Figure 4).

The CIE exists today at JFCOM, and is undergoing in-
stallation at other regional combatant commands as well 
as at least one other government agency. Developed 
from a combination of video, audio, and whiteboard-like 
applications available to most users on the Internet, CIE 
is not perfect but it is useable if not completely scalable. 
In the future, CIE will be a much more integrated package 
of tools that can easily scale to a thousand users, and 
will electronically co-locate staffers spread over the globe 
and integrate with our coalition partners. 

Dynamic and Adaptive in Execution
“Putting together information about where the enemy is 
and discovering what the really important targets are still 
represent daunting challenges in a complex, ambiguous 
environment. Battle damage assessment, even in the case 
of precision weapons, remains, an intractable problem for 
both air and ground forces.”

—The Iraqi War: A Military History 9

The components and defense and non-defense 
agencies support each other and the effects-based 
campaign plan with the unique capabilities each 
brings to the operation. Joint forces, including 

government agencies, which can communicate, 
quickly assemble, collaborate, and synchronize 
their actions on objectives, are crucial to effects-
based operations. 

The JTF staff is critical to dynamic and adaptive 
execution, and is not limited to military staff mem-
bers, but also includes other nonmilitary govern-
ment agencies. As a staff, this team must train and 
be ready to work together to act and react quick-
ly to a battlespace in flux. At some point during 
the operation, the joint staff will include coalition 
members and, in some cases, nongovernmental 
agencies if it is a military operation other than war 
(MOOTW).

For intelligence officers and analysts, the JTF 
staff will develop, update, or refine the ONA, and 
determine the effectiveness of the effects-based 
campaign or operations plan. The intelligence 
staff must be ready to identify changes in the sys-
tem and quickly reinforce or mitigate effects as 
needed. Recent operations suggest that the intel-

ligence staff will be human-
resource constrained, so 
all members must be com-
petent at all critical tasks.

Standing Joint Force 
Headquarters – Core 
Element (SJFHQ-CE)

Recent military experi-
ments such as Millennium 
Challenge 2002 and military 
operations made it apparent 
that combatant command-
ers need an organization 
capable of providing timely 
pre-crisis information in situ-
ation development, mission 
planning, and course of ac-
tion development as well as 
evaluating and preparing 
host-nation support. With 
this objective, JFCOM pro-
posed and the Department of 
Defense (DOD) implemented 

an SJFHQ-CE10 initiative that allows combatant com-
manders the flexibility of having a permanent JTF 
headquarters to conduct joint operations. Tailored 
to be immediately responsive by having already es-

Key:

Cmds   – Commands                
DOD   – Department of Defense 
Fwd        – Forward  

Figure 4. The Collaborative Information Environment.

 
Govt     – Government

HQ         – Headquarters
JF         – Joint Force
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tablished links into the appropriate resources, the 
SJFHQ-CE will guarantee mission accomplishment. 
Specifi cally, the SJFHQ-CE provides each combat-
ant commander with a time advantage by having a 
dedicated staff using collaborative planning tools de-
signed to develop an extensive knowledge base. 

Permanently staffed with joint personnel, the SJFHQ-
CE is under the direction of a fl ag or general offi cer. The 
SJFHQ-CE coordinates with other combatant command 

staff elements, and develops and analyzes potential con-
tingency operations, which leads to the creation of the 
ONA. This concept enables seamless planning during 
any pre-crisis situation and improves their understanding 
of the enemy as well as friendly forces. Additionally, the 
SJFHQ-CE will standardize all key enabling concepts in-
volved in EBOs and Expeditionary Warfare. 

In keeping with its flexible design, the SJFHQ-
CE may serve as the core of a JTF headquarters 
or it may support a component or other head-
quarters designated as a JTF. Furthermore, it can 
directly support a combatant command headquar-
ters or serve as its forward element when it func-
tions as the Joint Force Commander. Currently, 
U.S. Central Command (CENTCOM) is using an 

SJFHQ-CE and all Combatant Commanders are 
directed to have an SJFHQ-CE operational by fis-
cal year 2005.

The design of the SJFHQ-CE offers unique op-
portunities for the intelligence functional area (see 
Figure 5). Specifi cally, like the other parts of the 
SJFHQ-CE, intelligence is not represented as a staff 
section (normally referred to as a J-code, i.e., J2 or 
J2X). There are, however, numerous intelligence 
professionals spread out in the operations, plans, 

and information superiority cells. The 
intelligence supervisor in the informa-
tion superiority cell can act as the de 
facto J2 for the SJFHQ-CE. Based on 
the reach back to the combatant com-
mand staff, the command’s J2 is a 
more appropriate manager of the intel-
ligence function. There is a signifi cant 
requirement for the theater joint intel-
ligence center to provide intelligence 
products and support to the SJFHQ-
CE. Use of a common information en-
vironment allows the sharing of data 
and the ability to leverage national, in-
teragency, academia, and industry ex-
pertise. The knowledge management 
cell within the SJFHQ-CE is critical to 
this effort. 

Joint Interagency 
Coordination Group (JIACG)

In the past, government agencies 
have been a part of the war effort, 
especially after hostilities had start-
ed. In EBO, the JIACG representa-

tives will be deeply involved in the development of 
strategic and effects-based operational planning. 
These agencies will bring insight into the nonmil-
itary aspects of the adversary and the ability to 
synchronize the nonmilitary elements of nation-
al power to the planning team. The intent is for 
civil government agencies to achieve our national 
goals without resorting to applying the military as-
pect of national power in full force. 

The goal of the JIACG is to understand com-
pletely the adversary’s systems of systems—
PMESII using all the information available to us. 
The nonmilitary government agencies like the 
Central Intelligence Agency and Departments of 
State, Justice, and Treasury help fill in the gaps 

Key:

Admin – Adminstration      Cmdt   – Commandant

C4I      – Command, Control, Communications,  HQs    – Headquarters

              Computers, and Intelligence

Cdr      – Commander

Figure 5. SJFHQ-CE Component Interaction.
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in ONA so we can apply our elements of national 
power (DIME) to affect the PMESII systems in a 
way to end hostilities or achieve our national goals 
quickly and decisively. This group and their exper-
tise bring our joint force closer to the coherently 
joint capabilities-based joint force required by the 
President, Secretary of Defense, and our nation.

To defeat the adversary quickly and decisively 
using effects-based planning and operations re-

quires synchronization of all the elements of na-
tional power. Three of these elements have nothing 
to do with the military and more than one agency 
may actually wield some of them. The military may 
possibly have to assist the nonmilitary agencies 

in understanding and developing synchronization 
methods and coordination processes to aid ef-
fects-based planning, operations, and metrics. 

Accurate and Timely Assessment
“If it is diffi cult to calculate one’s own strength, then how 
much more diffi cult is it to calculate the strengths of others 
whose culture, language, and nationality are so different?”

—Calculations: Net Assessment and the Coming of 
World War II11

The accurate and timely assessment of effects 
accomplishment is an essential element in EBO 
and Expeditionary Warfare. As the saying goes 
(with a slight spin), amateurs talk tactics, while 
professionals talk integration of capabilities (logis-

Key:

JFACC – Joint Force Air Component Commanders        JFMCC  – Joint Force Maritime Component Commanders

JFLCC  – Joint Force Land Component Commanders

Figure 6. Effects-Based Process.



Military Intelligence18

dition, and proposing a solution. For EBO, the 
problem is the strategic requirement, the condition 
is the operational environment, and the solution is 
a vision of future warfare. EBO is new, but rooted 
in observation and lessons learned from the past 
twelve years of operations that our forces have 
deployed to and worked with other government 
agencies and coalition forces.

What this article has covered is at best a primer 
to Effects-Based Operations. The authors hope 
that this article will stimulate you enough to in-
vestigate EBO, and the supporting prototypes and 
processes. Joint warfare and the Joint Forces 
Command are the future; as intelligence profes-
sionals we should continually monitor what our 
force is conceiving, testing, and evolving so we 
can better prepare for the future. 

As a part of the joint JFCOM-CENTCOM effort, 
Admiral (ADM) E.P. Giambastiani (Commander, JFCOM 
and Supreme Allied Commander for Transformation) 
noted that intelligence capabilities during OIF needed 
enhancement. Additionally, ADM Giambastiani provides 
us a valuable insight from OIF, “Warfighters don’t care 
where capabilities come from—they just care that they 
are responsive, integrated and effective.” 12 The chal-
lenge for the joint Intelligence Community, and its national 
Intelligence Community brethren as well, is to develop the 
capabilities required of EBO and Expeditionary Warfare. 
Further, the Iraqi campaign reinforced the lesson that 
quality trumps quantity on most modern battlefields.13 
Joint Forces Command, the Services, and the Defense 
agencies must work together to develop that quality in 
this complex, ambiguous environment. The Joint Forces 
Command provides an excellent environment for ex-
amining future concepts through joint experiments, joint 
training exercises, and the fielding of lessons learned so-
lutions to participants in the Global War on Terrorism.
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Capabilities and Employment

Overview of Joint STARS:

by Captain Charles L. Hiter

As intelligence professionals you may fi nd yourselves 
assigned as the collection manager or analysis and 
control element (ACE) chief of a maneuver task force 
(TF). This article will give you some insight in how to 
employ the E-8C Joint Surveillance Target Attack Ra-
dar System (Joint STARS) aircraft better in mission 
planning, collection operations, and maneuver opera-
tions, making it a combat multiplier for the command-
er. The article will provide a general overview of the 
E-8C Joint STARS capabilities, pre-mission tasking 
and planning, and two employment scenarios, one 
supporting pre-mission collection operations and the 
other supporting maneuver operations. 

Aircraft and System Capabilities
The E-8C is a refurbished, air-refuelable Boeing 707 

with a crew of 22 to 38. The aircraft is equipped with 
a powerful side-looking multimode radar and 24-foot 
long antenna mounted under the forward fuselage of 
the E-8C. The operating and control subsystem of the 
E-8C uses commercial-off-the-shelf (COTS) comput-
ers for data processing. The 18 operator workstations 
control the radar and integrate the radar’s information 
with information from a variety of on- and off-board 
databases. Connectivity is provided by a communica-
tions subsystem that this article will discuss later.  

The fi eld of view of the Joint STARS radar extends 
perpendicularly from the aircraft’s fl ight path from 80 
kilometers to 250 kilometers and at a 60-degree angle 
from center of the radar. The radar can either main-
tain a fi eld of view that moves in relationship to the 

aircraft’s fl ight path (radar reference coverage area) 
or provide constant surveillance of a specifi c area 
(ground-reference coverage area [GRCA]). 

In both types of surveillance the radar can provide 
wide-area moving target indicator (MTI) coverage. 
In its MTI mode, the Joint STARS radar can—in all 
weather and during limited visibility—detect, locate, 
and track surface vehicles as small as motorcycles 
and jet skis moving at speeds less than ten kilome-
ters per hour. It can also “see” slow, low-fl ying aircraft 
like helicopters. With this MTI performance it is pos-
sible to determine a convoy’s size, speed, and direction; 
locate and identify potential choke points; determine if 
a bridge is operational; and, through analysis, locate 
assembly areas and command centers. 

Locating and identifying many of these items re-
quires MTI analysis by aircrew members or ground 
analysts in the Common Ground Station (CGS) where 
they integrate information on movement with other 
sources of information. Normally, either the Army air-
borne target surveillance specialists (military occu-
pational specialty 96H), or the Airborne Operation 
Technicians, enlisted Airmen trained as trackers, do 
the onboard analysis. The radar cannot identify vehi-
cle types, track personnel, track missiles or rockets, 
or see through buildings, mountains, or hills.

The onboard Sensor Management Offi cer (SMO) 
coordinates the surveillance plan to ensure a radar 
service rate that provides quality MTIs. (How often 
the radar provides surveillance of the specifi ed sur-
veillance areas defi nes the radar service rate.) The 



July-September 2004 21

the flight through manual inputs and deletions. They 
have the ability to view computerized maps as under-
lays and use the historical playback function. As in the 
CGS, the E-8C crew is capable of setting the play-
back function to create a better picture of movement 
for analysis and tracking. They are able to visualize 
movement through the “worm” effect of the historical 
MTI dots on the graphic display and can manipulate 
the replay rate to add fidelity to the tracks. The opera-
tors also have the ability to view specific periods of 
time in the MTI history. The best use of this option is 
to identify the point of origin of a track picked up by 
an outside agency and passed to the Joint STARS 
crew. An example of this would be to identify where 
a ballistic missile launcher moved within the current 
surveillance area once the mission crew received the 
launch location.

The communications system of the E-8C gives 
the mission crewmember the ability to monitor five 
external radios. The airplane has two high frequen-
cy (HF), twelve ultrahigh frequency (UHF), three 
very-high frequency (VHF), and two satellite com-
munications (SATCOM) radios as well as one Sin-
gle Channel Ground and Airborne Radio System 
(SINCGARS)-capable radio. The mission crew can 
configure both of the SATCOM radios for voice or 
one for each voice and data. The SATCOM datalink 
provides linkage to the JSWSs or the CGSs that do 
not have line of sight to the Joint STARS aircraft. Key 
to understanding the current E-8C SATCOM capa-
bilities is that the jet cannot conduct two different 

SATCOM datalinks 
simultaneously. In 
addition, if the mis-
sion crew must mon-
itor two SATCOM 
voice channels, then 
they are not able to 
provide any SATCOM 
datalink. 

The E-8C has the 
ability to send po-
tential threat data to 
the AH-64 D (Long-
bow); however, only 
seven of the Joint 
STARS aircraft cur-
rently have this ca-
pability through a 
Personal Computer-

SMO sets the priority and frequency of revisit for the 
different radar surveillance requests during preflight 
operations and may change them during flight. 

After coordination, the SMO usually places a GRCA 
over the priority surveillance area. Other common 
radar service requests (RSRs) are synthetic aper-
ture radar/fixed target indicator (SAR/FTI) and sector 
searches. The SAR/FTI provides a National Radar In-
terpretation Scale (NRIS) of 3 or 4 radar image reso-
lution. These images are sent in near-real time (NRT) 
to the CGS or Joint STARS Workstation (JSWS) for 
ground interpretation and exploitation. The SAR/FTI 
assists in refining the accuracy of a track, locating sta-
tionary vehicles, and supporting limited battle dam-
age assessment (BDA). It cannot identify vehicles, 
detect surface-to-surface missiles (SSMs), or build 
large mosaic images. The sector search is another 
wide-area surveillance (WAS) request that you can 
use for areas outside the GRCA. The best use of the 
sector search is for an area smaller than the GRCA 
and when a faster radar revisit rate is required for 
tracking.

The onboard crew has the ability to monitor the MTI 
through their operator workstations. The displays allow 
them to view an operational picture uploaded before 
takeoff that includes friendly and enemy locations, graph-
ic control measures, and NRT battlefield intelligence 
updates. Using data provided by different ground liai-
sons, the Mission Planning Team manually loads the 
data. The operators can update this data throughout 
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The Ops Section on the Joint STARS aircraft includes (left to right) the Air Force Senior Director, 
the Army Deputy Mission Crew Commander, and the two Air Battle Managers.
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cation Multi-Service Tactics, Techniques, and Pro-
cedures for the Joint STARS—is to perform theater 
battle management and intelligence, surveillance, 
and reconnaissance (ISR) support missions. It does 
this through providing radar WAS MTIs and SAR in 
support of ground operations, as well as supporting 
the Air Component Commander’s (ACC) fixed-wing 
attack operations and targeting for air interdiction (AI) 
and close air support (CAS). 

Requests for Joint STARS missions can originate 
from any headquarters and the request formats vary 
by theater AO. All of these requests will be input into 
the theater intelligence-synchronization plan through 
the maneuver unit collection requests. The collection 
priorities are coordinated and deconflicted with the 
collection managers of subordinate ground maneuver 
task forces (TFs) and the ISR Cell within the Air Op-
erations Center (AOC). During these meetings, the 
maneuver headquarters and AOC ISR Cell are able 
to coordinate for specific coverage in support of their 
intelligence synchronization plans or other ad hoc 
requests sent to higher headquarters. The AOC will 
publish the specific ISR tasking to the Joint STARS 
and publish it in the Air Tasking Order (ATO), usually 
72 hours before the mission. 

The Joint STARS mission planning team or mis-
sion crew (or both) will receive the tasking and con-
duct flight mission planning. During this deliberate 
planning process, the SMO will develop a radar sur-
veillance plan to support the tasking. If areas of the 
tasking cannot have coverage due to terrain or exces-
sive radar revisit times, the mission planning team will 
“alibi” the areas that the platform cannot cover. The 

deputy mission crew 
commander (DMCC), 
an Army officer, ensures 
that the developed sur-
veillance plan is in accor-
dance with the ground 
commander’s intent and 
priority intelligence re-
quirements (PIRs). The 
DMCC is integral in fa-
cilitating the Air Force 
crewmembers’ under-
standing of the ground 
commander’s requests, 
and relays to the ground 
any requests for infor-
mation from the mis-

Improved Data Modem (PC-IDM). As the other E-8C 
aircraft go though their maintenance cycle, they will 
have the IDM capability installed. This direct sensor-
to-shooter datalink is an inherent capability with the 
Longbow helicopter units and an added capability for 
the Joint STARS aircraft and CGSs. It is possible to 
connect to the Longbows with UHF, VHF-frequency 
modulation (FM), or the FM-frequency hopping ca-
pability, through SINCGARS radio. The link options 
require significant coordination before the mission to 
ensure the proper configuration of the hardware and 
software aboard the aircraft. 

With PC-IDM, a commander can use the tracking 
done aboard the aircraft to either forewarn advancing 
helicopters of potential threats or direct the Longbows 
to investigate movement along their route. This sen-
sor-to-shooter link provides the Longbow pilots with 
a digital picture of what the Joint STARS is detecting 
and tracking in their assigned priority fire zones. The 
tactical application of the link is to surveil the Long-
bow’s ingress route, attack by fire position, and provide 
a final picture of the objective area to confirm target 
locations in the objective areas before the helicopter 
exposes itself. Longbow units and ground command-
ers need to understand that although this capability ex-
ists, the training and real-world uses have been lim-
ited. Tactics, techniques, and procedures (TTPs) 
are under development through coordination with 
the 21st Cavalry Brigade at Fort Hood, Texas.

Employment Considerations
and Techniques

The mission of the aircraft—as stated in the March 
2003 Air Land Sea Application (ALSA) Center Publi-

E-8C Joint STARS in flight over 116th Air Control Wing parking ramp and garrison at Robins 
Air Force Base, Georgia.
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sion planning team through the collection manager or 
while in flight to the CGS. 

Intelligence and
Operational Preparation

During the mission planning and intelligence 
preparation of the battlefield (IPB) phases of an op-
eration, the unit should exploit the full ISR capabili-
ties of the Joint STARS aircraft. As the CGS crews 
identify track patterns developing, they should for-
ward requests for SAR/FTI to the aircraft via the 
SCDL link. This information should also be used 
to cross-cue other assets to gain more fidelity. A 
common cross-cue for the Joint STARS is by sig-
nals intelligence (SIGINT) reports, as well as real-
time imagery platforms such as unmanned aerial 
vehicles (UAVs). Collection managers need to un-
derstand that when they are covering the collection 
deck with multiple sensors, the MTIs and SAR data 
from the aircraft can serve as the initial cueing asset 
or the responding cued asset. The real-time analysis 
of MTIs by the aircrew or the CGS operators may 
also result in a real-time SIGINT tasking to ground 
or airborne signals collectors as well. This real-time 
reporting will allow rapid target development in the 
intelligence support to targeting process. Analysis 
and correlation of MTI tracks with other sensors may 
identify routes used by threat forces for infiltration 
corridors. This data can then help to position other 
ISR assets in place to gain higher fidelity on the type 
of traffic for interdiction or to identify potential move-
ment corridors for friendly units. 

Scenario 1—Intelligence and Operational 
Preparation
Your TF is beginning to plan operations focused on 
interdicting threat forces conducting insurgent op-
erations in the area of operations (AO). You have 
reviewed the PIRs and have a general intelligence 
estimate on where threat forces are originating, but 
you do not know their routes, assembly points, or 
objective areas. A review of the ISR assets avail-
able to provide support includes Joint STARS or 
you identify the requirement for WAS MTI to sup-
port your collection operations.  

Task 1: Confirm or Deny Locations of Templated 
Assembly Areas and Infiltration Routes. As the col-
lection manager or the intelligence plans officer (IPO), 
you have received a list of suspected assembly areas 
and potential infiltration routes and times. You should 

initially identify in your intelligence synchronization 
plan if collectors should treat these potential targets 
as route named areas of interest or if they are em-
phasis points within area NAIs. This information en-
ables the mission crew to develop a surveillance plan 
that covers all of the NAIs with the appropriate radar 
revisit rates. If you have several locations to surveil, 
the SMO will use a GRCA and then use a higher re-
visit surveillance request, like an Attack Planning (AP) 
Radar Request or Small-Area Target Classification 
(SATC) Radar Request, for confirmation of suspected 
activities within the GRCA. If there are one or two ar-
eas separated from the GRCA by high terrain or dis-
tance, the SMO may place a sector search over one 
area and the GRCA over the main surveillance area. 
This provides the radar a priority of surveillance and 
keeps the revisit rate(s) as low as possible, therefore 
allowing maximum quality of MTI for tracking.

The ability to use the radar for SAR imagery will also 
enable the ground imagery analyst to view a real-time 
image of suspected sites for confirmation of assem-
bly areas as well as NRT change detection analysis 
of suspect locations. Although this SAR is at best a 
NRIS 3 radar image, it can provide this real-time ex-
ploitation capability to the TF. 

Task 2: Identify Threat Infiltration Routes and 
Crossing Points into the TF AO. The ability to con-
duct this task directly relates to the terrain for the 
AO. Areas with high mountains or deep wadi (gully 
or wash) networks may adversely affect radar cov-
erage. This could prevent the ability of the radar to 
place MTIs along suspected routes. It is likely that the 
mission crew will conduct an initial screening analysis 
on the ground to achieve the best possible orbit and 
then a detailed screening analysis while on orbit to 
identify the gaps in radar coverage. This information 
is critical to the collection manager in order to identify 
the best placement of other collection assets to cover 
the terrain. 

There may also be other surveillance areas that are 
being covered and reported to the ground units. The 
AOC or the mission crew may identify these areas 
in support of other mission taskings. If the CGS link-
age is via SCDL, they will receive MTI in real time. If 
the CGS linkage is via SATCOM data, then the MTI 
reports will go down through free text SALT (size/ac-
tivity/location/time) reports and End of Mission Re-
ports (EMRs) although it is possible to send these re-
ports via voice, if the reporting is time-critical. 
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Task 4: Support to Targeting. As al-
ready shown in the discussion of Tasks 1 
and 2, the MTI allows for identifying where 
movement is occurring and where it has 
stopped. Initial reporting of the locations 
where movement stopped may be criti-
cal in identifying potential ambush sites 
along planned friendly routes of move-
ment. This reporting, when cross-cued 
with assets for positive identification, also 
supports the targeting phase of an oper-
ation. The identification of routes into the 
AO may be critical in identifying gaps in 
obstacles, such as berms or borders. A 
baseline data report provided based on 
MTIs will help create a movement pat-
tern that is critical in identifying the rate 
and route of movement to facilitate bet-
ter placement of interdiction assets at a 
specified target area of interest (TAI) or 

engagement area. The ability of the air battle manag-
ers to assist in the employment of airpower is an add-
ed benefit to the targeting of a potential threat.

 Well-defined reporting requirements are crucial to 
the IPB phase. It is necessary to clarify if the unit 
wants the mission crew to provide any specific re-
porting and tracking support or just MTI coverage of 
the surveillance area. The mission crew may also re-
ceive off-board reports of SIGINT or air reports and 
correlate them to movement on the ground. It is criti-
cal that the CGS maintains a good link with the mis-
sion crew to share ground reports for cross-cueing and 
situational awareness. The mission crew is not sup-
porting the CGS correlation effort if they are track-
ing a friendly force when they should be looking for 
potential threats. Updating the crew on friendly move-
ment throughout the surveillance area prevents this 
from happening. 

Current Operations
The Joint STARS is a battlefield management sys-

tem that can provide—in addition to the MTI recon-
naissance mission—air control to assets as directed. 
During the maneuver phase of the operation, the com-
mander and operations officer can use the real-time 
battlefield awareness provided by the JSWS and CGS 
remote workstation to position units dynamically to in-
terdict or avoid potential threats. Not only does this as-
sist in the commander’s overall situational awareness 
in the close fight, it allows the ground commander to 
look at traffic patterns along or through NAIs beyond 

These MTI and free text SALT reports will be sent to 
the TF intelligence support element (ISE) upon land-
ing. There is not an established cell in the Air Force 
Joint STARS squadron to conduct comprehensive 
MTI analysis. The level of track reporting by both the 
aircraft and the CGS is what identifies the potential 
routes of infiltration, and helps cue the direction of 
other ISR assets available to the collection manag-
er or ACE chief for confirmation. Providing the Army 
DMCC with your MTI analysis is critical in adjust-
ing the surveillance plan to support the ground com-
mander better.

Task 3: Limited Key Infrastructure Assess-
ment. If the TF is looking at key infrastructure such 
as bridges or airfields as part of their operation, the 
Joint STARS can perform partial analysis through ini-
tial detection and change detection of these sites. It is 
possible to identify usage of a bridge or if an airfield 
had any large obstructions using both the SAR and 
MTI functions. Through change detection analysis 
of SARs and MTI movement, the ISE is able to con-
duct limited BDA of infrastructure. With high-quality 
SARs, it is sometimes possible using the SAR im-
ages and analysis at the ISE to identify where an 
adversary has emplaced wire obstacles and shallow 
minefields. Again, this is limited analysis and most 
likely best conducted by the TF ISE. In cases of un-
observed obstacles, damaged bridges, or obstacle 
belts, this analysis can also help to identify the alter-
nate routes vehicles are using.

Air crew preparing for flight in a chemical environment; LTC Don Douglas 
(DMCC) (second from right) assisting in the donning of an air crew chemical 

protective mask.
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manders to change rates or direction of movements. 
This can also help in adjusting the maneuver units’ 
movement formations to increase the survivability of 
the unit. When used with Longbow units, the improved 
data modem link can provide constant updates of po-
tential threats along movement corridors, overwatch 
positions, and attack positions. By looking at NAIs 
deep in the TF AO, the Operations Center can use 
this early warning—beyond the capabilities of organic 
radar or ISR assets—in conjunction with the decision 
support matrix.  

Task 3: Defensive Operations. Whether your unit 
is in a linear or area defense, the Joint STARS air-
crew can provide real-time reporting throughout your 
AO. The first task that you should give to the aircrew 
is deep surveillance beyond organic ISR capabilities. 
They can monitor the NAIs and TAIs where you ex-
pect mounted movement to take place. Not only is the 
mission crew able to identify potential threats, they 
can provide an estimated time that the track will be 
at another point on the battlefield based on current 
movement rates. This real-time reporting will allow you 
the maximum amount of time to redirect slow-flying, 
narrow field-of-view, but high-resolution ISR assets like 
the Hunter UAV to identify the movements and if nec-
essary, you can engage them. 

Joint STARS can support the TF effects cell/fire sup-
port element (FSE) or air support operations center 
(ASOC) by controlling fixed-wing aviation to engage 
targets of opportunity both beyond and inside the fire-
support coordination line (FSCL). Real-time informa-
tion used in conjunction with the ground reporting will 

the organic assets and in multiple subordinate unit 
AOs. The MTI coverage of the Joint STARS not only 
allows the ground commander to react to movement, 
the combination of MTI and SAR analysis is beneficial 
in determining if the enemy is preparing defenses and 
obstacles or dispersing. The situational awareness 
provided by Joint STARS will allow the commander 
to task other ISR assets to collect further information 
on these initial reports and maneuver forces to exploit 
any enemy weaknesses.

Scenario 2—Current Operations
Operations can range from offensive attacks on or-
ganized threats to stability operations and support 
operations. The collection manager has listed Joint 
STARS as an asset available to support the intelli-
gence synchronization operations of the TF. 

Task 1: Force Protection (FP). During many oper-
ations, small units (company size and smaller) move 
outside large defensive positions or ahead of a ma-
neuver force in order to establish surveillance po-
sitions, ambush sites, or a presence of force in a 
contested AO. These units do not normally have any 
capabilities to see much farther than two to four kilo-
meters around their position, especially during limited 
visibility. Some of these units have limited commu-
nications with their higher headquarters when put in 
these environments. The Joint STARS mission crew 
is capable of placing a medium- or high-resolution 
surveillance request over these positions to provide 
early warning of any movement within the surveil-
lance area. The MTI reports go to the CGS 
at the TF headquarters and, if desired, the 
mission crew can contact the unit directly to 
provide voice reports of any potential vehi-
cle movement in their area. The crew may 
also use this direct reporting method if an 
element is attempting to exfiltrate an area 
during low visibility and is trying to avoid any 
possible threats. The ability to overwatch 
the routes taken by these smaller units will 
assist in increasing their survivability on the 
battlefield.

Task 2: Movement Overwatch. Similar to 
the task of FP, overwatching the movement of 
mounted units can assist in providing a real-
time report to the TF headquarters about any 
potential threats developing at choke points 
or along the planned routes for friendly ma-
neuver. This real-time report allows com-

SSG Jeremy Welch (near) and SSG Andrew Gray are working at their 
operator workstations. They are responsible for coordinating all surveil-

lance requirements with the ground units.
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will react by maneuvering forces to coun-
ter the enemy and, if possible, to pursue 
any evading forces. Before Joint STARS, 
hours of darkness or bad weather severe-
ly diminished the units’ ability to identify 
enemy escape routes. With Joint STARS, 
it is possible for the mission crew to place 
a request for high-resolution surveillance 
over the site, enabling the TF commander 
to observe escaping forces. During a pur-
suit, the commander could use MTI infor-
mation to identify potential ambushes if 
enemy movement suddenly stops along 
an exfiltration route as friendly forces 
are pursuing. The real-time reporting to 
the ground will enable the commander 
to make better-informed decisions than 
if he was not aware of the situation be-
yond the organic assets’ range of identi-
fication. Similarly, with MTI information it 

is possible to determine where to position airmobile 
forces to ambush retreating enemy forces and when 
enemy movement creates lucrative targets for air at-
tack, such as at a choke point.

The mission crew also has the ability to perform a 
radio-relay function. The mission crew can take re-
ports from the ground unit in contact and forward them 
to the TF commander. The ability to maintain this situ-
ational awareness can benefit a quick reaction force 
(QRF) or combat search and rescue (CSAR) element 
tasked to respond. The mission crew can provide up-
to-date situation reporting until the unit in contact ef-
fects link-up with the QRF or CSAR force. 

Task 6: Combat Search and Rescue. Similar to sup-
porting troops in contact, the Joint STARS mission crew 
has trained to support CSAR missions as well. A mission 
crew is able to monitor immediate calls on the Guard or 
other command frequencies. The crew will place high-
resolution surveillance requests on the downed air-
craft site and attempt to make and maintain contact 
with the crew on the ground. They will also relay any 
radio calls to units as requested by the downed air-
craft. As tasked CSAR forces begin to recover the 
aircraft, the Joint STARS mission crew can assume the 
duty of airborne mission commander (AMC) and assist 
in directing recovery and close-air support assets to the 
location of the downed aircraft. This function allows a 
ground commander to continue with current operations 
without affecting the entire current operations cell. 

As the various tasks in this second scenario dem-
onstrate, the Joint STARS aircraft can be an ex-

enable the ground commander to have a sufficient 
picture to engage the enemy forces before they enter 
the defensive area of the unit or, once within a large 
area, where to redirect forces to prevent an enemy 
penetration. In case of a penetration of friendly defen-
sive positions, the Joint STARS crew can monitor the 
situation and report the actions of the enemy—envel-
opment or continued deep attacks.

Task 4: Dynamic Tasking of ISR Asset. Many times a 
collection manager or IPO has a large AO to cover with-
out the required amount of ISR assets. The Joint STARS 
is an asset that can provide immediate reporting of poten-
tial threats and assist in narrowing down the AO through 
MTI detection and analysis. One method of real-time nar-
rowing of an AO is when Longbow units are conducting 
reconnaissance or screening operations. The aircraft has 
the ability to conduct PC-IDM linkage with the Longbow 
helicopters and other command and control (C2) aircraft 
in these units. The IDM link provides a real-time situa-
tion picture to the priority fire zone (PFZ) as identified by 
the aircraft. This situational awareness allows the ground 
commander to task the Longbow dynamically to look us-
ing its fire control radar at the same MTIs the tactical op-
erations center is seeing via the CGS. 

Another example is for the CGS to submit a refined or 
high-resolution radar service request over a point where 
another ISR asset reports movement, but cannot main-
tain “eyes on” or track. In this case, the Joint STARS can 
place a track on the potential threat and maintain sur-
veillance while it is still within radar parameters. 

Task 5: Troops in Contact. When a unit is engaged 
by an enemy force, it is likely that the commander 

Joint STARS preparing for contact in order to complete aerial refueling.
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terpret the operations order 
and priority of effort as de-
fined in the order and re-
lay that tasking to the crew. 
When there are conflicts 
of support, the DMCC and 
mission crew commander 
(MCC) will raise these is-
sues to the AOC and the 
ground commander in or-
der to receive a clarified 
tasking. As stated, it is like-
ly that the mission crew will 
be able to support multiple 

tasks simultaneously; therefore, the chance of a con-
flict that severely degrades the support to one unit or 
another is low.

Detailed integration of this system into an operation 
will provide a clearer situational picture to the ground 
elements, and allow the commander to use the finite 
organic maneuver assets he has better. Understand-
ing this point and the tactics, techniques, and proce-
dures (TTPs) shown in this paper will enable you to 
make Joint STARS a combat multiplier in both the in-
telligence preparation of an operation and mission ex-
ecution. 

 

Captain Charles Hiter is the Company Commander for the 
Joint STARS Company, 297th MI Battalion, Robins Air Force 
Base, Georgia. His experience includes Assistant Group S2, 
5th Special Forces Group (Airborne); Deputy J2 for Task 
Force Dagger (Joint Special Operations Task Force-North) 
in Operation ENDURING FREEDOM (OEF); Battalion S2, 
1st Battalion, 5th Special Forces Group; and more than 250 
combat sortie hours as Deputy Mission Crew Commander 
in support of Operation IRAQI FREEDOM and OEF in 2003. 
Readers may contact CPT Hiter via E-mail at charles.hiter@us.
army.mil or charles.hiter@garobi.ang.af.mil.

tremely versatile and powerful combat multiplier for 
the ground commander. Critical to using the aircraft 
most effectively is initial contact with the  Army DMCC 
before the mission. This contact can be through the 
Special Operations liaison element or battlefield co-
ordination detachment at the AOC, or directly to the 
Mission Planning Team (MPT). The DMCC will coor-
dinate for the frequencies and call signs of the ground 
units that Joint STARS may support, as well as pro-
vide discrete frequencies on which the commander 
may reach the mission DMCC. Being able to use the 
aircraft in this phase for current operations adds to 
the ability of the commander to conduct his opera-
tions in depth on the ground and in time.

Conclusion 
This article has described just a few of the capa-

bilities of the Joint STARS aircraft in support of the 
ground maneuver commander and staff. The essen-
tial element for the commander, operations officer, 
and intelligence officer to remember is that the mis-
sion crew will support them in accordance with the 
maneuver commander’s operations plan and the 
AOC tasking, as understood by the deputy mission 
crew commander. As the ground commander’s rep-
resentative on the aircraft, this Army officer will in-

E-8C Joint STARS in flight.

MI Corps Hall of Fame Nominations
The Office of the Chief of Military Intelligence (OCMI) accepts nominations throughout the year for the MI Hall 
of Fame (HOF). Commissioned officers, warrant officers, enlisted soldiers, and civilians who have served in 
a U.S. Army intelligence unit or in an intelligence position with the U.S. Army are eligible for nomination. A 
nominee must have made a significant contribution to MI that reflects favorably on the MI Corps. 

The OCMI provides information on nomination procedures. If you wish to nominate someone, contact 
OCMI, Command Group, U.S. Army Intelligence Center and Fort Huachuca, ATTN: ATZS-MI (HOF),110 
Rhea Avenue, Fort Huachuca, AZ 85613-7080, call commercial (520) 533-1180, DSN 821-1180, or E-mail at 
OCMI@hua.army.mil.
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by Captain Matthew T. Gill

Part of the objective for all Shadow 200 Tactical 
Unmanned Aerial Vehicle (TUAV) operations is 
getting the right video to the right user in a timely 
and accurate manner. TUAV operators and lead-
ers must establish a functional mission process 
to achieve this end. By using the Army’s troop-
leading procedures, the TUAV platoon leader and 
direct support (DS) military intelligence (MI) com-
pany can establish a mission process that pro-
vides timely accurate intelligence to the maneuver 
unit using the Shadow 200 
TUAV.

Mission planning for TUAV 
operations is a complex sys-
tem that we must maintain 
and administer on a con-
tinual basis. TUAV mission 
planning is the responsibil-
ity of the platoon leader who 
must manage it in accor-
dance with the brigade S2’s 
reconnaissance and sur-
veillance (R&S) plan. The 
TUAV mission process is a three-phase process that 
allows the platoon leader to conduct a planning pro-
cess from receipt of a mission request to production 
of the Post-Mission Intelligence Report. Figures 1, 2, 
and 4 together depict the TUAV mission coordination 
process.

Phase 1: Mission Coordination
Shadow 200 TUAV mission coordination (see Figure 

1) starts at the maneuver unit and is complete when 
the TUAV command and control (C2) element has pro-
duced an approved mission order. The TUAV C2 cell, di-
vision or brigade collection manager, and the requesting 
unit conduct planning. The objective for mission coordi-
nation is the production of a document that allows the 
TUAV platoon to begin their internal orders process.

Step 1: Request for TUAV Support to 
Collection Manager. The brigade S2 shop will 

disseminate a TUAV mission request form or use 
the standard request for information (RFI) format 
to request TUAV coverage. Once the collection 
manager receives the mission request, the collec-
tion manager will evaluate the mission request in 
accordance with the TUAV capability status pro-
vided by the platoon/DS MI company commander. 
The collection manager will transmit the mission 
request to the TUAV platoon leader for mission 
feasibility assessment.

The platoon leader will determine if the platoon 
can meet the mission request with available as-
sets.
Will the platoon be able to put an aircraft in the 
air in time to support time on target?
Will the platoon have enough time to recover to 
conduct further missions?
The platoon leader will provide a written or verbal 
message to collection manager for acceptance of 
the mission.









Shadow TUAV Mission Process
The Goal Is Always the Right Video to the Right User

Figure 1. Phase 1: TUAV Mission Coordination.
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One more successful launch in support of 
combat operations in Iraq.
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results of local-area airspace coordination with the 
platoon warrant officer.

Step 2: TUAV platoon preparation. The PSG, FS, 
and LRS squad leaders finalize all troop-leading pro-
cedures and special coordinating instructions found in 
the mission order.

Step 3: Platoon issues flight plan to request-
ing unit. Upon completion of the steps above, the 
platoon leader will produce a mission profile docu-
ment that articulates the “received” missions. This 
is the confirmation and back-brief to the requesting 
unit to ensure platoon has planned for the proper 
mission and will conduct it in accordance with the 
concept of ISR support of the requesting unit and 
brigade S2.

Step 4: Final Mission. The requesting unit co-
ordinates with the TUAV C2 cell. The requesting 
unit verifies via E-mail or voice communications 
that the mission profile matches the mission in-
tent; the platoon leader makes necessary changes 
to the mission profile, if required. The brigade S2 

Step 2: Collection manager incorporates the 
mission set into collection plan. The collection 
manager updates the necessary files in order to artic-
ulate intelligence, surveillance, and reconnaissance 
(ISR) coverage. Upon notification that the mission re-
quest is on the collection plan, the platoon leader will 
begin the orders process to begin mission planning. 

Step 3: DS MI Company issues the fragmen-
tary order (FRAGO) to the TUAV C2 Cell. In 
concurrence with the brigade S2 operations and 
planning sections, the analysis and control team 
(ACT) issues the TUAV C2 cell a FRAGO in order 
to conduct TUAV operations in accordance with 
the collection plan. Upon receipt of the FRAGO, 
the platoon warrant officer conducts all necessary 
airspace coordination with the appropriate Army 
airspace command and control (A2C2) element. 

Step 4: TUAV C2 produces mission order to 
the platoon. Upon receipt of the FRAGO, the pla-
toon leader begins to fill out the unit mission-order 
format. The platoon leader begins troop-leading 
procedures to ensure proper conduct of the mis-
sion and briefs the mission order to the forward site 
(FS) and launch and recovery site (LRS) squad 
leaders and the platoon sergeant (PSG).

Phase 2: Mission Planning
TUAV mission planning—conducted at the platoon 

leader/warrant officer level and performed in con-
junction with the brigade S2—is a result of the fi-
nal brigade targeting process. This phase covers all 
platoon internal coordination and provides them the 
ability to support the requesting unit. Mission plan-
ning begins with the production of the flight order, 
and ends upon completion of the “Go/No Go” brief. A 
sample pre-mission planning flow diagram appears 
in Figure 2. 

Step 1: TUAV platoon issues flight order to crew. 
Upon receipt of the mis-
sion order, the FS and LRS 
squad leaders and platoon 
sergeant begin troop-leading 
procedures to ensure proper 
conduct of the mission. The 
PSG conducts local-area 
airspace coordination (when 
the LRS element base is out 
of the active brigade avia-
tion operations area, such 
as at the active rotary-wing 
airfield). The PSG reports Figure 2. Phase 2: TUAV Mission Planning.

TUAV PLT
issues

Flight Order
to Crew
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Coordination

TUAV PLT
Mission

Preparation

PLT
issues Flight Plan

to requesting
unit

Final Mission
Coordination
w/ TUAV C2

Req. Unit

-TUAV C2
-SWO
-313 OPCELL

Go/No Go
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Key:

MTG       – Meeting

OPCELL – Operations cell
Req.  – Requesting

SWO  – Staff weather officer

CW2 James Harris and the author (left to right) at the site      
           of the C2 element for the 313th MI Battalion.
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shop must establish a “no later than change time” 
to provide the platoon with the appropriate level of 
planning and preparation time. For example, “The 
cutoff time for all mission changes for the next 24 
hours is 0800 daily.” This can also be the closure 
of the daily targeting board.

Step 5: Go/No Go Brief. TUAV C2, DS MI com-
pany, brigade S2 Operations and brigade S3 Op-
erations will conduct a daily Go/No Go Brief to 
determine final mission conduct. The brigade 



SOP will determine format for the Go/No Go Brief. 
The following personnel are the required atten-
dants at this briefing:

TUAV platoon leader.   

TUAV platoon warrant officer.  

Brigade S2 Operations officer in charge.

Brigade regimental aviation (RAVN) represen-
tative.

Brigade S3 Operations representative.











Figure 3.  Forward and Launch Site Mission Procedures.

FORWARD SITE MISSION PROCEDURES

 Time  Action Who
 D-4  Receipt of Mission C2
  Receive mission request from BDE C2
  Plot request in FalconView to determine feasibility C2
  Check weather for mission time C2
  Request/research incident reports or related imagery C2
  Provide BDE with any recommendations for mission adjustments C2
  Update Mission Planner slide with flight times C2
  Request airspace and IFF Codes (ACO/ATO) C2
  Prepare Mission Target Matrix C2
  Update FRAGO C2
 D-3  Issue FRAGO C2
 D  Mission Day  
 T- 2:30 Check ATO/ACO and published TFRs 2 hours prior to launch C2
 T- 2:00 Brief MC on mission, provide Mission Target Matrix C2
 T- 1:50 Establish radio contact with LRS 1 1/2 hours prior to launch MC
 T- 1:50 Send weather update to LRS via FM or DNVT MC
 T- 1:45 Brief AVO/MPO on mission MC
 T- 1:35 Check fuel levels and equipment status AVO
 T- 1:30 Receive risk assessment (RA) #’s from L/R site combine into decision RA MC/C2
 T- 1:30 Plot targets in GCS MPO
 T- 1:00 Prepare INTREP slides C2
 T- 0:45 Establish contact with BDE in mIRC Chat1, provide AV number MC
 T- 0:25 Launch MC
 T- 0:15 Handoff procedures MC/AVO
 T Hour AV on target MC/AVO
  Maintain mIRC Chat communications with BDE during flight MC
  Post wind speed and temperature at altitude every hour to mIRC Chat MC
 T+ 3:30 Post mission end time in mIRC Chat 30 prior to off station MC
 T+ 4:15 Complete Mission log/AAR MC
 T+ 4:30 Update flight records SP/IP
 T+ 5:00 LRS calls FS to update slant/maintenance status MC
 T+ 5:00 Complete and publish INTREP C2

    

LAUNCH SITE MISSION PROCEDURES

 Time  Action Who
 D-3  Receipt of Mission C2
  Ensure personnel available for mission PSG
  Ensure equipment available for mission PSG
 D  Mission Day  

 T- 3:00 Brief MC on mission, provide mission target matrix

WO/

PSG
 T- 2:50 Mission brief to flight line MC
 T- 2:40 Check fuel levels and equipment status MC
 T- 2:30 Plot targets in GCS MPO
 T- 2:30 Complete PMD of mission AV 2 hours prior to launch Maint
 T- 2:00 Begin preflight 1 ½ hours prior to launch MC
 T- 1:50 Establish radio contact with FS 1 1/2 hours prior to launch, send tail number MC
 T- 1:50 Receive weather update from FS via FM MC
 T- 0:55 Call ATC to activate ROZ 30 min prior to launch MC
 T- 0:55 Call FS via FM 30 min prior to launch, verify tail number MC
 T- 0:40 Engine starts 15 minutes prior to launch MC
 T- 0:35 Call ATC to request permission to launch 10 minutes prior MC
 T- 0:28 Call FS via FM 3 min prior to launch to receive permission to launch MC
 T- 0:25 Launch (25 min prior to TOT) MC
 T- 0:15 Call ATC at 5000 feet to deactivate ROZ MC
 T- 0:15 Handoff procedures at 5000 feet MC/AVO
 T- 0:15 Monitor flight, be prepared to receive mission MC/AVO
 T Hour AV on target AVO
 T+ 4:00 Call ACT to activate ROZ 30 min prior to recovery MC
 T+ 4:00 Handoff procedures at end of mission or approx. 9 liters MC/AVO
 T+ 4:30 Call ACT when AV lands to deactivate ROZ MC
 T+ 5:00 LRS calls FS to update slant/maintenance status MC
 T+ 5:00 Update flight records SP/IP

T+ 5:00 Update mission log/AAR MC

Shadow TUAV Mission Process

The end state is always the right video to the right user

Key:

AAR – After-action report     

ACO   – Airspace control order 

    ACT   – Air control tower

ATO – Air tasking order

AV   – Air vehicle

AVO – Air vehicle operator

Bde  – Brigade

DNVT – Digital nonsecure voice 

FM       – Frequency modulation  

     GCS   – Ground control station

IFF     – Identification, friend or foe

L/R     – Launch and recovery (site)

MC     – Mission commander

MPO  – Mission payload operator

PMD  – Pre-mission inspection

PSG   – Platoon sergeant        

ROZ  – Restricted operating zone

SP/IP – Standardization pilot/instructor pilot

TFRs – Temporary flight restrictions

TOT   – Time on target
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Staff weather officer (SWO).

Air liaison office (ALO) representative.

Proper use of time before conducting a mission 
is dependent on the platoon leadership issuing a 
timely accurate mission order. Figure 3 lists the 
forward site mission procedures. 

Phase 3:  Collection and Analysis
The brigade conducts the collection and analy-

sis phase at the flight-crew level. Beginning with 
the launch of the AV, the flight crew is in continu-
ous contact via mIRC Chat1 or FM with the maneu-
ver unit and the division or brigade analysis and 
control element/deployable intelligence support 
element (ACE/DISE). This phase begins with the 
launch of an AV and ends when they publish the 
Post-Mission Intelligence Report (see Figure 4).

Step 1: Conduct Mission.

Step 2: Mission Updates via mIRC Chat or 
FM. TUAV C2 will maintain E-mail, mIRC Chat and 
FM communications with the requesting unit and 
all other mission support agencies. The platoon 
will provide continuous updates to the requesting 
unit via mIRC Chat or FM. The Controlling Site will 
be prepared to receive terminal guidance from the 
requesting unit. The TUAV C2 and FS controlling 
element will maintain the ability to send National 
Imagery Transmission Format (NITF) updates to 
the requesting unit.  

Step 3: Produce Final Mission Summary. The 
TUAV C2 cell in coordination with brigade S2 
Operations will produce a 
post-mission intelligence 
report. The platoon will 
conduct an after-action re-
view for all missions and 
log into established post-
mission log maintained by 
the platoon leader and pla-
toon warrant.

Step 4: Disseminate 
Final Mission Intelligence  
Report (INTREP) (NLT 4 Hours after the Mission). 
Upon completion of the post-mission INTREP, the 
platoon leader and brigade S2 Operations section 
will transmit the INTREP to the following (at a min-
imum).





Collection manager. 
Brigade S2.
Brigade S3.    
DS MI company commander.  
DS MI company ACT. 

ACE/DISE all-source section.  
ACE/DISE imagery intelligence (IMINT) section.
Brigade S2 Operations for posting.  

Conclusion
Proper mission planning is one of the initial keys to 

success for any operation and that is especially appli-
















Figure 4. Phase 3: TUAV Collection and Analysis. 

Conduct
 Mission

TUAV C2

MSN Updates 
via mIRC Chat/Fm

Requesting
Unit

Produce Final
MSN Summary

(INTREP)

TUAV C2

ACE/DISE

Final MSN INTREP
disseminated

(NLT 4 hrs after MSN)

-IMINT
-IPS

Key:

IMINT      – Imagery intelligence IPS      – Intelligence Production Section

1st Platoon, A Company, 313th MI Battalion established their 
Forward Site GCS at the DIV Main Command Post, one of  
      Saddam Hussein’s summer palaces.

(Continued on page 36)
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by Colonel Stephen J. Bond

“DCGS-A is one of the cornerstone systems of the Objec-
tive Force….”

 —General Eric K. Shinseki, Former U.S. Army 
Chief of Staff, 21 November 2002

“DCGS-A is the centerpiece of the future intelligence 
framework and is the enabler for all operations.…”

 —Lieutenant General Keith B. Alexander, Deputy 
Chief of Staff (DCS) G2, U.S. Army, in testimony before the 
Senate Armed Services Committee, 7 April 2004

Continued advances in information technology (IT) 
are rapidly changing the way we are able to move, 
store, and process information. All of us are aware 
of these changes and their impact on our daily lives. 
Major automation changes occur so fast that we of-
ten forget that complex tasks have become much 
simpler, and that while these changes make more in-
formation available to use, automation can also help 
sift through mounds of data. “Moore’s Law” holds that 
the amount of information storable on a silicon chip 
roughly doubles every 18 months. Enhanced commu-
nications capabilities such as “broadband” and “high-
speed Internet” allow large amounts of data to move 
at rapid rates to anyone in the network. Other Internet 
technologies such as web browsers enable common 
viewing of information for users accessing the informa-
tion. Data storage and retrieval is becoming faster and 
more refined. 

Coinciding with advances in IT, the Department of 
Defense (DOD) and the military services speak of the 
“Command, Control, Communications, Computers 
(C4) and Intelligence, Surveillance, and Reconnais-
sance (ISR) Transformation,” “net-centric warfare,” 
“horizontal fusion,” and other network concepts that 
will rely on automation and communications to speed 
and process information, breaking down barriers in 
the information stream to get the right information to 
the right place at the right time. As part of the DOD C4 
and ISR Transformation, the DOD Distributed Com-
mon Ground/Surface System (DCGS) effort provides 
the framework for the military services to develop a 
common, interoperable, family of systems to task, 
post and process, use, and disseminate ISR sensor 
data and intelligence products.

The Army’s solution to meet these challenges is the 
Distributed Common Ground System-Army (DCGS-A). 
This system will transform the way we in Army Military 
Intelligence (MI) task ISR sensors, as well as move and 
process ISR sensor data and intelligence information 
to support commanders and soldiers. This system will 
provide an automated and auto-assisted data-fusion 
capability to enable situational awareness and under-
standing, allowing commanders to accelerate the de-
cision-action cycle. In some cases, it will change the 
way MI does business, as this is more than a change 
of equipment. It will also impact current doctrine, train-
ing, leader development, organizations, personnel and 
facilities. In this fast-paced and changing environment, 
DCGS-A concepts have also changed, as the Army re-
fines the evolving operational concepts it will support. 
The result has often been confusion and misrepresen-
tation of this system. Critical questions we must answer 
include— 

What is this system and what does it mean for 
soldiers in the future? 
Where will this system be located? 
When is this “net-centric” ISR enterprise going 
to exist? 

This article will answer these questions.

What Is DCGS-A?
DCGS-A is an emerging MI system that will use IT 

to consolidate the capabilities found in all our cur-
rent ground stations. It is the ISR fusion and process-
ing system of systems for the Army’s Future Force. 
Imagine a single system that consolidates functions 
and replaces the following current MI systems: 

All-Source Analysis System (ASAS).

Counterintelligence/Human Intelligence (CI/HUMINT) 
Single-Source Workstation.

Tactical Exploitation System (TES) family of systems.

Guardrail Information Node (GRIFN) and Guardrail 
Common Sensor (GRCS) Intelligence Processing 
Facility (IPF).

Prophet control.

Joint Surveillance Target Attack Radar System 
(Joint STARS) Common Ground Station (CGS). 

Enhanced TRACKWOLF processing capabilities. 




















What Is “DCGS-A”?
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As the ISR processing component of the future BCS 
and a complementary system to FCS, DCGS-A will fa-
cilitate providing near-real-time (NRT) information and 
visualization for every echelon, providing the threat, 
the “unknown” variables of the contemporary operat-
ing environment (COE), terrain, and weather slices of 
the common operational picture (COP). It will enable 
collaboration and “reach” at multiple echelons, allow-
ing users to reach to an analytical center, including to a 
national intelligence community analytical element or 
“Knowledge Center” as necessary (see Figure 1). 

DCGS-A supports targeting, ISR management, and 
synchronization (of organic and non-organic sensors) 
as well as the exploitation of information through au-
tomated and semiautomated fusion of information 

from multiple sources, and it 
provides analyst tools. It will 
be modular, scaleable, and 
tailorable based on mission 
needs, improving unit deploy-
ability and sustainability. This 
will reduce units’ forward foot-
prints by providing time-sensi-
tive intelligence, information, 
and data forward, while re-
ducing the number of soldiers 
and quantity of equipment re-
quired forward, especially at 
brigade and lower levels. It 
will receive and process ISR 
data from a wide variety of au-
tomated and manual sensors 
and sources, including space 
platforms, manned and unat-
tended air sensor platforms, 
and ground sensors. DCGS-
A will also access an assort-
ment of correlated databas-
es, all will be interactive and 
updated in NRT. 

The system serves as the 
designated ground control 
station for Aerial Common 
Sensor (ACS), Prophet, and 
other sensors. DCGS-A will 
allow Joint warfighters, Army 
commanders at all levels, 
and individual soldiers to be 
aware of and visualize ene-
my forces and environmental 

It will also contain Digital Topographic Support Sys-
tem (DTSS)- and Integrated Meteorological System 
(IMETS)-like capabilities.

DCGS-A is more than just a consolidation of our 
current ground processing capabilities. It will inter-
operate and network with other Service’s DCGS, 
as well as with databases and systems owned and 
operated by the national Intelligence Community. 
DCGS-A will leverage national and Joint ISR ca-
pabilities down to joint task force (JTF)-level, into 
Army “Units of Employment (UEs),” “Units of Action 
(UAs),” and into the Future Combat System (FCS), 
the future Battle Command System (BCS), and Land 
Warrior.  It will also enable information-sharing with 
our coalition partners. 

Figure 1. DCGS-A Interoperability—“Mud to Space.”

Key:
ACC          – Army Component Command
ACS           – Aerial Common Sensor
ARV           – Armored recovery vehicle
BCOTM     – Battle Command On-The-Move  
      (vehicle)
CI    – Counterintelligence
CIA    – Central Intelligence Agency
DCGS    – Distributed Common Ground/ 
      Surface System
DCGS-AF  – DCGS-Air Force
DCGS-N    – DCGS-Navy
DCGS-MC – DCGS-Marine Corps
DHS    – Defense HUMINT Service
ER/MP  – Extended range, multipurpose   
                        (UAV)         
JSTARS   – Joint Surveillance Target Attack
                     Radar System (Joint STARS)
      

JTF  – Joint task force
MEF  – Marine Expeditionary Force
MMR  – Multi-Mission Radar
MP  – Military police
NCC  – Naval Component Command
NGOs  – Nongovernmental organizations
RJ  – Rivet Joint
R&SV    – Reconnaissance and surveillance  
    vehicle                                                                                           
SIGINT  – Signals intelligence
SOF  – Special Operations Forces
UA  – Unit of Action (brigade and below)
UE  – Unit of Employment (corps and division        
     level)
U-2R   – Dragon Lady
UGS  – Unattended ground sensors
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considerations. When combined with the “friendly pic-
ture,” it will provide tools to enable understanding 
of the consequences as each of these complex en-
tities interact—the essence of the Army Vision and 
“network-centric warfare.”

Operators of this system will range from individual sol-
diers to commanders and MI specialists, located at all 
organizational levels and echelons. DCGS-A will provide 
MI soldiers with access to information sources and the 
tools to perform their missions. It will provide other, non-

MI soldiers and commanders with ISR tools and informa-
tion not available to them today. These users will be able 
to access the network and input data, while simultane-
ously reaching a wide variety of information sources and 
sensor information. Some users will have special per-
missions to task and control sensors; MI soldiers using 
this system will work in a multiple-intelligence-discipline 
(multi-INT) environment with the ability to task and con-
trol multiple sensors and cross-cue sensors to confirm 
information. They will also be able to collaborate with 
their counterparts in another Service’s DCGS node, an 
analysis and control element (ACE) at home station, a 
Joint intelligence center, or with an analyst at a national 
intelligence agency. Every soldier will routinely benefit 
from this system through timely and relevant information 
posted to the COP.

Where Will It Be?
DCGS-A will be a component of the future Battle Com-

mand System and part of the ISR sensor network in the 
Global Information Grid (GIG). DCGS-A “nodes” will be at 
multiple locations and at multiple echelons linked into the 
network (see Figure 2) to interface and interoperate with 

sensors and other Service component’s DCGS family of 
systems, and to facilitate reach from the forward deployed 
soldier to national intelligence agencies. There will be 
three primary types of DCGS-A nodes; two are physical 
configurations (fixed facilities and mobile systems) and 
the third is DCGS-A software embedded in future battle 
command and future combat system workstations.

At corps, and army-level headquarters of today—
termed Units of Employment “y” (UEy) for higher-
level operational headquarters in the Future Force—
DCGS-A will be primarily in fixed facilities. Fixed 
DCGS-A sites, including the soldiers and civilians 
operating the system at those facilities, will perform 
the “heavy lifting” for deployed units, tasking, for 
example, national sensors and providing analytical 
“overwatch” for deployed elements.  

There will also be small, deployable, mobile DCGS-
A configurations specifically designed to support se-
nior commander’s (JTF, UEy, and tactical-level higher 
headquarters similar to division-level organizations of 
today [UEx]) in the forward areas to broker ISR support 
between fixed sites, forward, and adjacent units. For ex-
ample, the mobile system could have forward data links 
to sensors, analyst workstations, and ISR software tools 
to support the Joint or combined arms commanders in 
a forward area. At brigade and below-level organizations 
(termed “Units of Action [UAs]”) with MI elements, DCGS-
A will be primarily ISR software applications and work-
stations to enable MI soldiers to perform their traditional 
missions, while mounted in vehicles to support maneuver 
commanders enroute and on-the-move as needed.
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Operators using prototype DCGS-A fixed site workstations at 
513th MI Brigade, Fort Gordon, Georgia.

Figure 2. DCGS-A Configurations. Where will DCGS-A be? Part 
of the DOD C4 & ISR Architecture.

                                                                                 
                                                                                 
                                                                                 
                          

JIC
JTF

XXXX / XXX / XX 

UE

UE

UA

Manpower shared 
between fixed and 
deployable segments

Link to sensors—
mud to space

UA
II / X

Fixed DCGS-A – Units of Employment 
fixed sites enhance reach and provide 
“heavy lifting” and tailored products to the 
force

Mobile  DCGS-A – UE & UA MI elements 
deployable segments tailorable and sca-
leable to the mission. Ground control sys-
tem for Prophet, Aerial Common Sensor 
and select UAVs—operates on-the-move

Embedded DCGS-A – Software applica-
tions embedded in FCS and future Battle 
Command System workstations—tailorable 
to platform role/function/need and pro-
vides common tools for ISR tasking, fus-
ing data, collaboration, and visualization 
in units—operates on-the-move







DCGS-A “Nodes” in Architecture:




 Key:

 JIC – Joint Intelligence Center           UAV – Unmanned aerial vehicle
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Within all Army units, DCGS-A embedded software 
will assist soldiers to perform ISR functions in the Future 
Combat System, eventually Land Warrior, and in the fu-
ture Battle Command System. Soldiers using ISR appli-
cations will be able to task and manage sensors; post, 
process, and exploit data from these sensors; and direct 
and disseminate information where it needs to go, while 
enroute and on the move. DCGS-A will facilitate and en-
hance collaboration at every level; however, each ech-
elon could operate independently.

When Will DCGS-A Exist?
Many of the capabilities described above do not ex-

ist today. For example, the DCGS-A concept relies on a 
communications network—-the global information grid—
being built now and it does not yet extend to deployed 
tactical units with sufficient bandwidth to move large 
amounts of data and information. Automated informa-
tion-fusion capabilities is another area requiring further 
development, and for the foreseeable future, a “man in 
the loop” or analyst will be needed to apply reason and 
judgment to tactical problems. Interoperability challenges 
also exist with our sister Services and the national Intel-
ligence Community. 

The initial operating capability (IOC) for a fully func-
tional DCGS-A achieving the basic or threshold require-
ments is currently set for 2010. This IOC is based on 
dependencies with other Future Force systems—such 
as the Warfighter Information Network-Tactical (WIN-
T) and the Joint Tactical Radio System (JTRS)—and 
on the availability of emerging science and technology 
advances such as automated data-fusion functions for 
use. However, as part of Army efforts to “reset” and im-
prove the Current Force, efforts are currently underway 
to accelerate available DCGS-A capabilities into units 
now and in the next few years. 

Initial DCGS-A steps are underway at U.S. Army In-
telligence and Security Command’s (INSCOM’s) 513th 
and 501st MI Brigades, and the 66th MI Group, where 
fixed sites based on the DCGS-A concept are support-
ing operational forces now. Furthermore, this year (2004) 
in XVIII Airborne Corps and next year (2005) in III Corps, 
the units will network current ground stations to improve 
interoperability, data-sharing, and collaboration. There 
are also plans under consideration to expand on these 
developments by establishing additional fixed sites and 
to network the current ground systems at other corps, in 
the divisions and brigades, and to push additional ISR 
processing capabilities into maneuver battalions (see 
Figure 3) over the next two years to upgrade the capa-

bilities of units deploying to fight the Global War on Ter-
rorism. These initial steps will begin the transformation 
of ISR networked capabilities but the vision for DCGS-A 
is a global, Joint, interoperable, ISR network linking sen-
sors “mud to space” with Army, Joint, interagency, and 
multinational users, leveraging the “power of the network” 
down to the individual soldier and back to a national in-
telligence agency as needed to support operations, ul-
timately enabling “situationally aware” commanders to 
“See First, Understand First, so they can Act First, and 
Finish Decisively.”

Conclusion
DCGS-A is a future concept that is rapidly be-

coming a reality. It will be the centerpiece of all 
Army ISR processing in the future, is part of an 
ISR network supporting all echelons, and is “Joint 
interoperable.” MI soldiers and other combat, com-
bat support, and combat service support soldiers 
requiring ISR information and capabilities will be 
the DCGS-A users. The system will be configured 
in fixed sites, mobile elements, and embedded 
software applications on battle command worksta-

2003

DCGS-A Operational Requirements Document (ORD) approved 

by Army Staff

First fixed facilities established at 513th MI Brigade, Fort Gordon & 

501st MI Brigade, Korea

2004
Fixed site established at 66th MI Group, Europe

Operational Requirements Document for Joint Staff approval

Current force enhancement at XVIII Airborne Corps, Fort Bragg

2005 
Digitized force enhancement III Corps, Fort Hood

All Services required to implement the common DOD-wide DCGS 

Integration (software) Backbone (DIB) to facilitate cross-Service 

interoperability

ISR enhancements for current deploying forces.

2006
Aerial Common Sensor (ACS) ground station capability required

ISR enhancements for current deploying forces

2007
Embedded capability in Future Combat System (FCS)

DCGS-A Milestone C or “full production decision”

2010
Objective DCGS-A Initial Operational Capability (IOC) per ORD

2012
Objective DCGS-A Full Operational Capability (FOC)
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Figure 3. Current DCGS-A Key Milestones to 2012.
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tions. It will ultimately provide the functionality that 
provides threat, terrain, and weather information 
through all operational phases (alert, enroute, en-
try, decisive operations, conflict termination, and 
transition), thus enabling the force to— 

Find, engage, and kill targets—reducing the 
sensor-to-shooter timeline.

See over the next hill.

Predict opposing force actions—providing the 
basis for the “running intelligence estimate.”

Conduct three-dimensional mission rehearsals.

Plan, task, synchronize, and direct the use of 
ISR collection assets as well as control speci-
fied technical sensors.











Editor’s note: Effective 7 July 2004, the Change of Charter 
Includes a change in name. The U.S. Army Training and 
Doctrine Command (TRADOC) System Manager (TSM) 
Joint STARS and DCGS-A became the TSM Sensor 
Processing. 

Colonel Steve Bond completes his tour as the TRADOC System 
Manager (TSM) for Joint STARS, Common Ground Station, Joint 
Tactical Terminal, and the Distributed Common Ground System-
Army on 7 July 2004. One of his major responsibilities in this 
position was to lead the user requirement developments for DCGS-
A and to obtain Army and Joint Staff approval for this future system. 
Readers may contact him via E-mail at steve.bond@us.army.mil or 
through the TSM office at (520) 533-2480 or DSN 821-2480. 

cable to TUAV operations. By developing a functioning 
process over time, TUAV leaders and operators will be 
able to prepare and conduct operations that will meet 
the intent of the supported maneuver unit. One of the 
most difficult things for junior leaders to do is to com-
bine the military decisionmaking process (MDMP) and 
troop-leading procedures at the small-unit level. Only 
through a systematic planning process can we fully 
and effectively integrate new and technically advanced 
Intelligence assets into the maneuver fight.

Endnote

1. The expansion of “mIRC Chat” is Mardam-Bey’s Internet Relay 
Chat. See for example, “Viral Contagia in Cyberspace” by Colonel 

John C. Deal, U.S. Army; Robin Schueneman; and Major Gerrie 
A. Gage, U.S. Army, in Military Review, March-April 2001, <www-
cgsc.army.mil/milrev/english/MarApr01/deal.asp///.

Captain Matt Gill is currently Commander, D Company, 313th 
MI Battalion. He was the Assistant Operations Officer (S3) 
for the 313th MI Battalion, 82d Airborne Division stationed 
in Ar Ramadi, Iraq. His previous intelligence assignments 
include S2, 2d Battalion, 505th Parachute Infantry 
Regiment (PIR), and the Assistant Brigade S2, 505th PIR, 
82d Airborne Division, Fort Bragg, North Carolina. CPT 
Gill’s operational deployments include Operation DESERT 
THUNDER (February-July 1998), Operation ENDURING 
FREEDOM, Kandahar, Afghanistan (July 2002-January 
2003), and Operation IRAQI FREEDOM (September 2003 
to present).  Readers may contact the author via E-mail at 
matthew.gill@us.army.mil.  

(Continued from page 31)

Shadow TUAV Mission Process
The Goal Is Always the Right Video to the Right Use

Suggestions or Comments

MIPB disseminates material designed to enhance individuals’ knowledge of past, current, and emerg-
ing concepts, doctrine, material, training, and professional developments in the MI Corps. If you have 
comments, critiques, questions, and/or suggestions on how we might improve any aspect of this pub-
lication, please contact us. You can write to us directly at ATTN ATZS-FDT-M, U.S. Army Intelligence 
Center and Fort Huachuca, 550 Cibeque Street, Fort Huachuca, AZ 85613-7017, or E-mail us at 
mipb@hua.army.mil.
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Do “Steady State” PIRs Work In Stability Operations and 
Support Operations?

Answering the Commander’s Intelligence
and Decisionmaking Needs

Corporal Matthew Orr, 4th Civil Affairs Group, U.S. Marine 
Corps, distributing food in An-Nasiriah on 2 April 2003. 
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Joseph A. Nelson
A version of this article previ-
ously appeared in the Center 
for Army Lessons Learned 
(CALL) Battle Command 
Training Program (BCTP) 
Battle Command Bulletin 
04-4. 

“One of the most difficult 
things we have to do in war 
is to recognize the moment 
for making a decision. Infor-
mation comes in degrees. 
Shall we make a decision 
now or wait a little longer? It 
is usually more difficult to determine the moment for mak-
ing a decision than it is to formulate the decision itself.”

—Adolf Von Schell1 

 Answering the commander’s intelligence needs is rarely 
easy in any type of conflict. The information required by 
a commander in a stability operation and support opera-
tion is clearly different from the types of information he 
requires for a conventional conflict. FM 100-23, Peace 
Operations,2 states that the intelligence needs in these 
types of operations “ are in some ways more complex 
than those of the commander conducting combat oper-
ations in war.” The 3d Infantry Division (3ID) initial after-
action review (AAR) stated that: 

“There are several other demands on the divi-
sion level [Intelligence battlefield operating sys-
tem] IBOS that come with a transition to [stability 
operations and support operations]…the details 
of infrastructure (water, power, sewage, cultural 
centers, mosques)….the ethnic, religious, and 
cultural makeup of the population is important in 
predicting the actions of the population.” 

What drives the Intelligence BOS to answer the com-
mander’s intelligence needs?

 The way a commander expresses his intelligence 
needs in any type of conflict is through priority intelligence 
requirements (PIRs). However, there is a current doctri-
nal shortfall regarding how to use PIRs best in a stabil-
ity operations and support operations environment. This 
shortfall may very well hamper both decisionmaking and 
intelligence collection. Units conducting current stability 

operations and support op-
erations missions in both the 
Balkans and Iraq have come 
up with tactics, techniques, 
and procedures (TTPs) to en-
sure they have intelligence re-
quirements to drive decisions. 
However, there needs to be a 
doctrinal revision of how we 
should craft and use PIRs in 
a stability operations and sup-
port operations environment.  

General Doctrine on 
PIRs

To illustrate this point, 
one needs to look at the doc-

trinal function of PIRs and their current use in exer-
cises and stability operations and support operations. 
The doctrinal purpose and structure of PIRs have re-
mained relatively constant over the last decade.

“ Good PIR[s] ask one question; focus on a specif-
ic fact, event, or activity; and provide intelligence 
required to support a single decision.” (FM 34-2, 
Collection Management and Synchronization 
Planning, dated March 1994). 
“ PIR[s] are intelligence requirements associated 
with a decision that will affect the overall success 
of the command’s mission.” (FM 34-8-2, Intelli-
gence Officer’s Handbook, dated May 1998).
PIRs are “Those intelligence requirements for 
which a commander has an anticipated and stated 
priority in his task of planning and decisionmaking.” 
(FM 101-5-1, Operational Terms and Graphics, 
dated September 1997, and FM 3-0, Operations, 
dated June 2001).
The latest intelligence doctrine document does 
not specifically address PIRs in stability opera-
tions and support operations but does again rein-
force the earlier doctrine by stating, “Answers to 
the PIRs help produce intelligence essential to the 
commander’s situational understanding and deci-
sionmaking.” FM 2-0, Intelligence, 17 May 2004). 

Note the common thread that the PIRs are critical to 
a decision. Figure 1 is an example of some warfight-
er exercise (WFX) PIRs that fit the above criteria.
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Where will the enemy commit reconnaissance and surveillance assets (993d SPF BDE, 3251st SPF BN, 997th 
CDO BDE, 327th RPV REGT) against the XX DIV?  LTIOV:  OPEN

What is the location of OSC-1 IFC C2 and firing assets and where will they commit against XX DIV (151st ARTY 
BDE, 152d ARTY BDE, 155th MRL BDE, 158th MRL BDE, 311th AVN REGT, 310th AVN REGT, 313th AVN REGT)?  
LTIOV:  H+100

Will the enemy threaten XX DIV right flank with armor brigades out of OSC-3 (234th AR BDE) and/or OSC-4 
(352d/354th AR BDE) vic NAIs 14, 16, 34, and 46?   LTIOV:  H+144

Where and with what assets will the enemy commit a strike (114th AR BDE, 303d MECH BDE, 305th AR BDE, 
234th AR BDE, 158th MRL BDE, 312th AVN REGT) against XX DIV?  LTIOV:  H+150

What is the disposition of the 303d MECH BDE and the 305th AR BDE and will they strike XX DIV through AA 1a?   
LTIOV: H+150

1.

2.

3.

4.

5.

Key:
AA – Avenue of approach C2 – Command and control NAIs – Named areas of interest 
AR – Armor CDO – Commando OSC – Operational Strategic Command  
ARTY – Artillery IFC – Integrated Fires Command REGT – Regiment 
AVN – Aviation LTIOV – Latest time information is of value RPV – Remotely piloted vehicle
BDE – Brigade  MECH – Mechanized SPF – Special purpose forces 
BN – Battalion MRL – Multiple Rocket Launcher vic – Vicinity

Figure 1.  Example of PIRs From a Warfighter Exercise.

The type of PIRs described above work well for a high-intensity conflict or an exercise involving a robust en-
emy that has objectives and large forces, and who must make decisions that we can “de-synch” through our 
operations (see Figure 2). 

Specific Doctrine on PIRs in Stability Operations and Support Operations
However, since the end of the Cold War, the U.S. Army has been more involved in stability operations and 

support operations (Haiti, Bosnia-Herzegovina, Kosovo, and the later stages of Operations IRAQI FREEDOM 
and ENDURING FREEDOM (OIF and OEF, respectively) than in high-intensity conflicts. Current doctrine for 
stability operations and support operations does not adequately address PIR usage and construction in this 
environment.

Here are two examples of how field manuals (FMs) on stability operations and support operations doctrin-
ally address PIRs: 

Special Text (ST) 2-91.1 (formerly FM 34-7), Intelligence Support to Stability Operations and Support 
Operations, Revised Final Draft, August 2004, states that “There may be little difference between the PIR 
commanders establish at the onset of stability operations and support operations operations and their PIR 
months into the operation.” 

Editor’s note: ST 2-91.1 is currently being staffed for publication approval at USAIC & FH.

FM 3.07, Stability Operations and Support Operations, February 2003, reinforces this by stating that “In stabil-
ity operations and support operations operations, collection and production to answer PIR may be ongoing tasks. 
For example, PIR related to treaty verification or force protection may continue as long as the mission requires.” 

What happened to the stated purpose of PIRs in driving decisions? If PIRs remain the same, does that mean 
the commander never has to make decisions in a stability operations and support operations environment or 
that he makes the same decisions virtually everyday? If PIRs are no longer what drive a commander to make 
a decision, what does?

Use of PIRs in Exercises
To illustrate how this “steady state” PIR concept may hamper decisionmaking, let us look at some intelli-

gence requirements used in past Stabilization Force (SFOR) and Kosovo Force (KFOR) mission rehearsal 
exercises (MREs). We can then look at how units have—out of necessity due to the lack of doctrinal guid-
ance—recrafted their intelligence requirements to make them more relevant and apt to drive decisions. 

In [stability operations and support operations]...other threats may include infectious disease, regional instabilities, or 
misinformation.

—FM 3-0, Operations, June 2001







July-September 2004 39

Throughout the course of the MRE, the unit collected pieces of intelligence to drive different operations. In one 
particular exercise, the unit had a great deal of very specific information regarding organized crime, smuggling 
routes, corrupt officials, etc., in order to prompt them to set up check points to interdict the smugglers. The morning 
update briefed the commanding general that, based on the intelligence received, PIR 4 (see Figure 3) had been 
virtually answered. The battle captain-briefer then stated he had no idea what decision that PIR supported.

He was not alone since the personnel in the unit had not thought through what they would do had they ac-
tually gotten an answer to any of the “steady state” PIRs. There was no developed decision support template 
(DST). How can one make a DST when the PIR does not drive a decision? 

Outside the MRE environment, are “steady state” PIRs as currently published even answerable? How much infor-
mation do we need before we make a decision? If we look at PIR 3 as an example, there is probably a great deal of 
information available to answer that PIR. The anti-SFOR leaders and parties are very well known and in some cases 
even have their own websites. How can the commander of a military force in a stability operations and support opera-
tions action conduct a campaign against a political party? He cannot and should not be expected to do so. 

Units have come up with several methods to overcome the shortfall of “steady state” PIRs and the difficulty 
of using them to drive decisions. Some of these methods include— 

Crafting their information requirements (IRs) to drive decisions (see Figure 4 for sample IRs).
Using “short term,” “focused,” or “operational” PIRs.
Using specific information requirements (SIRs) to drive operations. 

FM 2-0, Intelligence, defines “information requirements” as:

“…all of the information elements required by the commander and his staff for the successful planning and 
execution of operations; that is, all elements necessary to address the factors of mission, enemy, terrain 





12 DTG
T: Defend to Destroy
P: Protect 13th DTG (ME); Retain Atropian Oil  
     Fields

DZ: 308th ATBTG
T: Defend to Preserve
P: Identify, Ambush, Disrupt Mvmt South of ZOS

BZ: 121st BTG 
T: Defend to Deny
P: FIX attacking force 

BZ: 122d BTG
T:  Attacks
P: Isolate a fixed bridge 
   • Reinforced with IFC (Arty and 311th CAR) 

BZ: 111th BTG
T: Attacks
P: Exploit success of  attacks; complete defeat  
     of isolated brigade

BZ: 301st BTG
T: Defend to Deny
P: Retain Beylaqan, the Arianan ethnic enclave

BZ: 303d BTG (ME)
T: Attacks
P: Destroy isolated brigade

SZ: 302d BTG
T: Attacks  
P: Complete defeat of 11th ID

Key:
ARTY – Artillery COA – Course of Action ME  – Main effort T – Task 
ATBTG – Antitank Brigade Tactical Group DTG – Division tactical group Mvmt  – Movement ZOS – Zone of separation 
BTG – Brigade tactical group DZ – Disruption zone P  – Purpose 
BZ – Battle zone ID  – Infantry Division PL  – Phase line 
CAR – Combined Arms Reserve MD  – Most Dangerous SZ  – Security zone

Figure 2.  Most Dangerous Course of Action 1.
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and weather, troops and support available, time available, civil considerations (METT-TC). Vetting by the 
commander or his designated representative turns an IR into either a PIR or an intelligence requirement. 
IRs are developed during [courses of action] COA analysis based on the factors of METT-TC.” 3

Editor’s note: FM 2-0 defines “intelligence requirements” as:

“…those requirements generated from the staff’s IRs regarding the enemy and environment that are not a part 
of the [commander’s critical information requirements] CCIR (PIR and [friendly forces information requirements] 
FFIR). Intelligence requirements require collection and can provide answers in order to identify indicators of 
enemy actions or intent, which reduce the uncertainties associated with an operation. Significant changes (i.e., 
branches and sequels) with an operation usually lead to changes in intelligence requirements.” 4 
Figure 1-3 in FM 2-0 highlights the difference between these requirements: the information requirements 

(IRs) are “information elements required for planning and executing operations” while intelligence require-
ments are those “…for the Intelligence BOS to fill a gap in the Commander’s and Staff’s knowledge or under-
standing of the battlespace or threat.” 5

The examples above are of IRs that collectors can actually answer. What is more, once answered, these IRs 
can drive operations much more clearly than the PIRs. For example, with IR 4, if we know where the Armed 
Forces of Bosnia-Herzegovina (AFiBK) is in violation, SFOR can quickly launch an operation to ensure compli-
ance. There are likely “playbook” actions that address every type of reaction to any of the above IRs.

Thus, in some units, it appears that IRs have supplanted PIRs as the vehicle to aid making a decision in a 
stability operations and support operations environment. However, the most common technique that units em-
ploy to overcome the unanswerable and non-actionable “steady state” PIR is by making other PIRs for specific 
operations. Figures 5 and 6 present examples from two different units’ MREs. 

These PIRs serve the purpose for the short-term operation by providing clear, focused, and answerable intelligence 
requirements that will drive the decisions and operations of that SFOR force. However, using “operational” or “fo-
cused” PIRs creates other problems for units.

Once a unit publishes “operational” PIRs, they have likely doubled the number of PIRs on which their organ-
ic intelligence assets must collect. Units do not usually have enough intelligence assets to collect on all their in-
telligence requirements; that is why we have PIRs to focus those precious assets on only those most criti-
cal intelligence requirements. Once a unit has another set (or two in some cases) of “operational” PIRs, it be-

PIR 1:  What are the location and nature of any terrorist threat to SFOR units or members of the international 
community in MNB-N?

PIR 2:  Which intelligence service, special police force, AFiBK, criminal element, and/or political element is at-
tempting to disrupt stability in MNB-N?

PIR 3: What are the political organizations and leaders controlling programs to limit the returns of each faction 
(Bosniac, B-Croat, and B-Serb) in MNB-N?

PIR 4: Which individuals or groups are involved in directing organized crime and corruption activities in MNB-N 
that undermine economic stability and jeopardize a safe and secure environment?
Key:
B-Croat – Bosnian Croat B-Serb – Bosnian Serb  SFOR – Stabilization Force

Figure 3.  Published PIRs for SFOR.

IR 1:  Where will criminal organizations attempt to transport and sell contraband in MNB-N?

IR 2:  What foreign service intelligence agencies are attempting to gather information on SFOR in MNB-N?

IR 3: Where are PIFWCs located in MNB-N?

IR 4: Where is the AFiBK in violation of GFAP and/or OHR guidelines in MNB-N?
Key:
GFAP  – General Framework Agreement for Peace
PIFWCs  – Persons Indicted for War Crimes
OHR  – Office of the High Representative

Figure 4.  Published IRs for SFOR.
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comes unclear at the headquarters and the subordinate units how they will assign intelligence assets against the 
“steady state” and “operational” PIRs. Which “steady state” PIRs take a back seat to the new “operational” PIRs? Do 
we rank order both sets of PIRs and assign assets based on the PIRs’ priority within that composite list? These are dif-
ficult questions that do not have simple answers. The Battle Command Training Program (BCTP) team has observed 
units in Balkans MREs and in the Balkans struggling to determine how to collect against up to 12 current PIRs. There 
will not ever be enough assets available to answer that many PIRs.

Another technique that units have used to ensure that their “steady state” PIRs drive operations is ensuring 
that they always list PIRs with their SIRs. FM 34-2 defines “SIR” as a: “…description of the information required 
to answer all or part of an intelligence requirement. A complete SIR describes the information required, the loca-
tion where the required information can be collected, and the time during which it is to be collected. Generally, 
each intelligence requirement generates sets of SIRs.”

The unit then color-codes their SIRs with, for example, red meaning that an answer to that SIR will drive a 
specific “playbook” type of operation and blue would drive further collection, continued tracking, or both. The 
following is an example of a PIR and its SIRs:

PIR: Which paramilitary groups are supporting the current insurgency in the 52ID area of operations (AO)?
� SIR: (Blue) What routes do the groups use?
� SIR: (Red) Where are they storing their weapons and ammunition?
� SIR: (Red) Where are their safe houses?
� SIR: (Blue) Which religious leaders do they follow?
� SIR: (Blue) What are their means of communication?
� SIR: (Blue) Who are the leaders of the paramilitary groups?

In this example, it is very clear which pieces of the rather vague PIR are both answerable and actionable. 

Those are three different TTPs that units currently engaged in stability operations and support opera-
tions are using to ensure that intelligence drives maneuver. None of these examples adhere to the stan-
dard, doctrinal definition of PIRs, but despite some difficulties, units are finding ways for intelligence to 
drive operations.  

PIR 1.1: Which border-crossing site will be used to facilitate movement of illegal weapons across the Federal   
 Republic of Yugoslavia/Republika Srpska border? 
 Action:  Inform MNB(N) Operations immediately.
 LTIOV:  101200A SEP 03

PIR 1.2 : Will the white VW van (License #Z14398) cross the Federal Republic of Yugoslavia/ Republika
 Srpska border into TF North or TF South’s AO? 
 Action:  Inform MNB(N) Operations immediately.
 LTIOV:  101200A SEP 03
Key:
AO – Area of operations
MNB-N – Multinational Brigade-North
TF – Task Force

Figure 5. Operation PIRATE PIR.

PIR 1: What are B-Serb obstructionists doing to halt the mosque dedication effort in Bratunac?

PIR 2:  Will Bratunac Deputy Mayor Dragan Nikolicvic actively obstruct the ceremony?

PIR 3: Will members of the Swords of Zvijezda crime organization work with B-Serb government officials to
obstruct the mosque dedication?

PIR 4: Will crowds of more than 20 B-Serbs assemble? 

PIR 5: Will individual B-Serbs be carrying arms (pistols, rifles, knives)?

Figure 6. PIR for Mosque Dedication.
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The purpose of this article is not to say that the information in “steady state” PIRs are not useful, they are. They 
contain information that keeps the commander informed of any changes to the environment where he is operat-
ing. Those PIRs do not, however, contain adequate specificity to drive operations and are so broad that the units 
will likely never be able to answer them. 

Perhaps “steady state” PIRs in a stability operations and support operations environment should be given the role of 
broad indicators that will identify when a certain element of the environment is “out of the norm.” If we go back to our 
earlier example of “steady state” PIRs, we know that there will be demonstrations, organized crime activities, etc. Does 
the commander really want to know when that level of activity is out of the range of normal? Think in terms of how we 
used to monitor the Inter-German Border (IGB). We knew that we would always have gunnery and maneuver train-

ing on the other side of the IGB and we collected on 
that. Nevertheless, what we really wanted to know 
was when that level of activity was either above or 
below a normal level of activity. “Steady state” PIRs 
should have that type of role.

The commander’s information requirement in 
a stability operations and support operations ac-
tion is very complicated. The commander must 
have information on actual enemy combatants 
and threats to the command as well as such spe-
cific stability operations and support operations 
requirements as the status of electric power and 
school construction. Still, in every environment, 
the commander must have an intelligence sys-
tem that gives him clear intelligence that drives 
operations. “Steady state” PIRs do not provide 
the vehicle for that. 

Final Thoughts 
Some may read this article and decide that there 

cannot be a perfect doctrinal solution to all problems and that units seem to have found a way to make intelligence 
work for them in their particular stability operations and support operations environment despite a lack of doctrinal 
guidance. This is a valid point; however, the methods they are using conflict with published current PIR doctrine. This 
should not be the case. 

The U.S. Army has been continually involved in one or more stability operations and support operations actions for 
about ten years. It is time for doctrine to codify the best way for commanders to craft their PIRs and decisionmaking in 
a stability operations and support operations environment. 

Endnotes
1. Von Schell, Adolf, Captain, Battle Leadership (Quantico, VA: Marine Corps Association, 1988).

2. Editor’s Note: FM 3-07, Stability Operations and Support Operations, dated 20 February 2003 replaced FM 100-23, Peace Operations, 
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4. Ibid., page Glossary-9.
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Intelligence Synchronization on a 
Nonlinear Battlefield

The views expressed in this article are those of the 
author and do not reflect the official policy or position 
of the Departments of the Army and Defense, or the 
U.S. Government.

Intelligence synchronization1 is one of the most im-
portant things an intelligence officer has to do. The 
purpose of intelligence synchronization is to focus ef-
forts to build, refine, or clarify the commander’s un-
derstanding of the battlefield and the threat. In this 
article, the author discusses intelligence synchroniza-
tion in Iraq and proposes a new way of looking at it.

Context
In past conflicts, we often had more information 

about the threat than a lack of information. We knew 
who the threats were, knew how they preferred to fight, 
and understood their doctrine. In this environment, in-
telligence synchronization focused on answering a 
few critical intelligence gaps like “which route will the 
enemy use?” or “when will the enemy initiate the at-
tack?” This is a typical linear battlefield and this is the 
type of fight for which we developed our doctrine.

In today’s conflicts, such as the Global War on 
Terrorism in Iraq and Afghanistan, the threat is more 
difficult to define; in fact, there are often multiple 
threats working against our forces concurrently. Often 
there is much more about the threat that we do not 
know than we do know about it. This is a classic ex-
ample of a nonlinear2 battlefield. This type of fight is 
literally the exact opposite of the type of fight for which 
our doctrine was intended, yet we continue to use 
Cold War intelligence synchronization methodologies. 
This is not to say that doctrine for a linear battlefield is 
outdated; in fact, as a general guideline, it still works. 
However, to make it work, it takes “outside the box” 
thinking and relies heavily on analysis.

Current Intelligence Synchronization 
Methodology

We must relook at how we conduct intelligence syn-
chronization. Priority intelligence requirements (PIRs) 

are perhaps the most misused and abused element of 
the intelligence synchronization plan. The Army as a 
whole does not understand PIRs, and we as an intel-
ligence community add to that confusion because we 
use them poorly. An effective PIR links to a decision the 
commander has to make; it relates to a specific named 
area of interest (NAI) and is of the utmost importance 
to the commander, hence the word “priority.” 

Many PIRs currently used in Operation IRAQI 
FREEDOM (OIF) do not meet these criteria. There 
seems to be an unwritten rule that we must have 
four to six PIRs, regardless of whether they meet 
the criteria above. There are several reasons for 
this. First, commanders often feel uncomfortable 
with too few PIRs. Second, intelligence person-
nel base intelligence, surveillance, and recon-
naissance (ISR) and intelligence synchronization 
plans on PIRs, so therefore we must have many 
of them. Finally, collection assets such as pres-
ence patrols and other non-intelligence-owned re-
sources—which comprise perhaps 90 percent of 
all collection—do not care about information re-
quirements (IRs), they only want PIRs. 

As a result, we tend to make our PIRs a “laundry 
list” of very general questions about the multiple 
threats. These threats are sometimes beyond the 
commander’s ability to affect. The laundry list of 
threats becomes a set of “standing” PIRs that nev-
er close out; they just linger for months at a time. 
The laundry-list PIR method makes every threat a 
“priority,” and if everything is a priority, nothing is 
priority. 

What I propose is a new way of looking at in-
telligence synchronization doctrine for a nonlinear 
environment. Because this is the opposite envi-
ronment for which our doctrine was developed, we 
should literally turn the doctrine upside down. We 
will not always have enough information to formu-
late four to six PIRs to drive the intelligence syn-
chronization plan; therefore, it is okay to let IRs 

by Captain Brian Gellman
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drive collection planning. Collection answers in-
telligence requirements and IRs just as much as 
PIRs.  

Frequently, our PIRs and IRs are very broad and 
very general. The collection (requirements) manager 
takes these approved PIRs and creates smaller spe-
cific information requirements (SIRs) that ask very 
specific questions. We then use the SIRs to develop 
intelligence synchronization plans and task collectors 
to answer these SIRs; this in turn would help to an-
swer the PIR so that the commander can make a de-
cision. It really is simple; the catch is that in order to 
develop SIRs, the G2/S2 must understand the threat 
well enough that he or she can come up with a list of 
indicators based on threat doctrine, tactics, order of 
battle, etc. 

For example, the commander wants to know if the 
13th Brigade Tactical Group’s (BTG) main effort is go-
ing to attack using avenue of approach A or B. The 
PIR is “Where will the 13th BTG employ its main ef-
fort?” NAIs are established at key points within each 
avenue of approach, information requirements turn 
into indicators, and collectors are tasked to confirm or 
deny a set of indicators that would indicate the BTG’s 
main effort. Once the indicators are observed (or not 
observed), it is reported, the PIR is answered, and the 
commander can to make a decision. 

Now try using the same methodology on an ex-
ample from OIF: The commander wants to know 
who is conducting attacks against convoys? What 
is the PIR? “Who is conducting attacks against 
convoys?” Okay, now where are the NAIs? The 
highways? Not likely. Initially, your NAI can be 
your entire area of responsibility (AOR). Creating 
NAIs is a real challenge to the intelligence staff, 
and cannot occur until the G2/S2 knows what he 
or she is seeking. What are the SIRs? Since there 
is no threat doctrine on which to rely and there 
is very little that you know about the threat, the 
SIRs are no longer specific but are very general 
such as, “Who is emplacing roadside improvised 
explosive devices, where are they building IEDs, 
and who is supplying the materials and training?” 
Now come up with a set of indicators for these IRs. 
This is the most important and most difficult task. 
What is an indicator of an IED maker or an IED 
factory? These indicators simply help collectors 
focus or concentrate efforts. Instead of using spe-

cific equipment or the size of an enemy element 
as an indicator, you have to use atmospheric or 
demographic information such as a “large influx 
of foreigners or mosques belonging to extremist 
sects.”   

Go back to the PIR, “Who is conducting attacks 
against the convoys?” Is this a PIR? Is it linked to a 
decision the commander can make? Yes. Does it help 
drive collection? Yes. Can you link it to an NAI? Sure, 
with some analysis. However, if very little is known 
about the area, the entire AOR may be the initial NAI. 
There is nothing wrong with this being the command-
er’s only PIR; however, in my experience during OIF, 
there will be five more approved PIRs concerned with 
lesser threats, and these PIRS often will not meet the 
criteria for a PIR.

OIF-Tested Intelligence 
Synchronization Methodology

To best illustrate how you can accomplish intelli-
gence synchronization in a nonlinear environment, 
here is an example of how we managed intelligence 
synchronization management during OIF. This is a 
battle-tested methodology.

Step 1: Initial  Development of Collection Em-
phasis. Create a list of very broad and general IRs 
based on your understanding of the threat and the 
PIRs and IRs from higher echelons. Be sure to in-
volve as many sources in this as possible to increase 
the variety of subject and perspective. This be-
comes your “collection emphasis,” a group of items 
the G2/S2 wants to have answered. These will likely 
be “standing” requirements that will change very lit-
tle during your rotation. You can have several sets 
of IRs within the collection emphasis, one for each 
threat that you have defined. For example—

Where are key personalities hiding? Who are 
their enablers?

Where are international terrorists operating? How 
are they entering the country? Who is financing 
them? What are their plans for future attacks?

Where are the safe havens for the threat?

What are the potential political, ethnic, or religious 
flashpoints within the AOR?

 Not all of these will become PIRs. Do not worry 
about that yet. Continue to develop your intelligence 
synchronization plan with all of your IRs. (Note that 
when you are under time constraints, it is imperative 
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to narrow down this list to a couple of recommended 
PIRs. Once approved, focus intelligence synchroniza-
tion planning on those specific PIRs first).

Step 2: Develop the IRs. Each subset of collec-
tion emphasis is an IR. Develop a list of SIRs that 
would help to answer each IR. These SIRs may be 
very general and may apply to your entire AOR. For 
each SIR, develop a set of indicators that the col-
lector can use to confirm or deny the SIR. You may 
base these SIRs and indicators on observed tactics, 
techniques, and procedures (TTPs), experience, or 
intuition. Intuition results from the combination of 
experience and institutional learning. Often intuition 
is all you have to go on, so do not disregard it. I 
have based entire intelligence synchronization plans 
on little else. 

Determine which IRs meet the criteria as PIRs—not 
all of them will. Once this is done, recommend these 
IRs to the commander as PIRs and develop the in-
telligence synchronization plan for all the PIRs and 
IRs. It is important here to stress that you should not 
base the intelligence synchronization plan solely on 
PIRs. Some IRs are as important to answer, but are 
not linked to a decision the commander has to make. 
Some of your higher headquarters’ PIRs will not be 
PIRs for your unit, but they are still important to an-
swer. This is where you can run into the problem of 
having overwhelming collection priorities, and it is im-
portant to narrow down, prioritize, and task them. You 
do this in the next step.

Step 3: Develop the ISR Plan. Determine which 
SIRs are relevant to each of your collectors and which 
ones the collecting element is actually capable of col-
lecting. Determine which SIRs are “nice to know” and 
“need to know” to further refine your commander’s 
understanding of the battlefield. PIRs, understanding 
of the operational environment, and your intuition will 
help you do this. Turn the “need to know” SIRs into 
specific orders and requests (SORs) and task the col-
lectors to report answers to these SORs daily. This 
tells the collectors what the commander needs to 
know and gives collection focus. 

What do you do with SIRs that do not become 
SORs? At this point, you do not want to inundate 
the collectors with a flood of questions to answer. 
However, some SIRs that did not make the cut may 
help to answer multiple IRs so these should receive 
special attention in your focus. Perhaps you have a 

“pet theory” that is not worthy of a tasking, but you 
would like more information on it. Take some of these 
SIRs and place them in the ISR plan as “report as 
observed.” How many “report as observed” SIRs go 
to subordinate units depends on the number of SORs 
already tasked. Keep the rest of the SIRs in your in-
ternal ISR plan; do not disseminate them to subordi-
nates at this time, bench them. Too many times I saw 
“monster” ISR plans go down to the lowest level, and 
collectors can be so overwhelmed that they disregard 
the entire plan. The art in this portion of ISR is de-
termining how much is enough and including nothing 
more.

Step 4: Refine the ISR Plan. The G2/S2 should 
reevaluate the SORs on a regular basis and “report 
as observed” SIRs based on collection results. The 
amount of intelligence collected and how dynamic the 
environment is will help to determine the frequency of 
reevaluation. In OIF, I did this weekly. Roll up all the 
answers to the SORs for the period and make an as-
sessment about those SORs. Did the collectors an-
swer them, do they need modification, or should they 
remain open as they are? Do analysis of the report-
ing and produce a product summarizing the reporting 
and your analysis, and disseminate this product both 
horizontally and vertically. Develop and disseminate 
the new ISR plan.

Step 5: Action. Two things may lead to this step: 
that golden nugget of intelligence that falls into your 
lap or, more likely, analysis resulting from intelligence 
preparation of the battlefield (IPB) using known in-
formation has given the commander enough clarity 
of intelligence to act. This is when you may want to 
develop and disseminate new PIRs. Determine the 
one or two pieces of information (collection require-
ments) that the commander absolutely must know 
to make a decision and be very specific. For exam-
ple, “Is the target personality at his residence at grid 
MB12345678?” You may already have answers to 
SIRs about what time the target is usually at home, 
but you do not want to raid the target’s home unless 
you know he is really there. Once the collectors an-
swer the very specific PIR, the commander can then 
say, “Go” or “No Go.”

Again, you should have very few PIRs. When 
a collector receives a new PIR against which to 
collect, this should be the final piece of the puz-
zle. Because it is a “priority” intelligence require-
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ment, the collecting unit knows that everything else 
should take a back seat to answering this require-
ment and that they should report it as soon as the 
tactical situation permits because it is imperative 
information. 

Application of the New Methodology
Now take the scenario above and apply this 

methodology. The commander wants to know who 
is conducting attacks against convoys. This be-
comes your collection emphasis. Here are some 
IRs that one can derive and an assessment of 
them:  

Who is conducting the attacks? This is the 
overarching question, and should later be-
come the only recommended PIR, with the rest 
as IRs. SIRs for this PIR may include, “What 
anti-U.S. organizations have influence in the 
AO?” or “What individuals are spreading anti-
U.S. rhetoric.”
Where is the threat constructing IEDs? You deter-
mine the most likely place is in the mosques. You 
may want to develop SIRs or SORs as subsets of 
this IR. Task collectors to report each mosque’s 
location, key personalities, faith, and attitude to-
wards the OIF coalition. This is a good place to 
start and this collection can begin immediately.
Who are the suppliers of materials and training? 
Since this is a very difficult IR on which to col-
lect information, make it “report as observed.”
Where do most IED attacks happen? Units re-
port this as friendly force information require-
ments (FFIRs) and the analysts can then 
conduct pattern analysis to determine what lo-
cations have a high probability of attack. This 
can help to focus collection and drive opera-
tions and force protection measures.
What TTPs are attackers using? During patrol de-
briefs after attacks, focus hard on the TTPs used. 
This can tell you a lot about how the attackers do 
business and may help to predict or deter future 
attacks. This information is critical during IPB and 
you can help to develop indicators of impending 
attack.

Once you have a volume of reporting, you can 
start modifying the ISR plan. Reports about the 
mosques suggest that the town has two suspect 
mosques. Refine your ISR plan to focus more col-











lection on those sites. If pattern analysis has de-
termined that most attacks occur between certain 
hours and have similar terrain characteristics, task 
collectors to observe avenues of approach to and 
from likely IED locations. You can recommend to 
the commander some kinetic weapons overwatch 
on these avenues of approach. (Do not forget 
applying good old-fashioned IPB for any recom-
mendation, including terrain analysis and enemy 
courses of action).

After weeks of reporting and analysis, you have 
determined that a Sheik working out of a particular 
mosque is training insurgents to build IEDs in that 
mosque. You know where he lives and his patterns. 
Recommend a PIR to your commander asking “Is 
the target at his residence?” and disseminate the 
approved PIR. All elements tasked to collect this 
PIR will understand the importance of it and will 
make it a priority. Once the collectors report the 
affirmative PIR answer, the commander can make 
the decision. 

“Is the target at his residence?” is certainly an 
SIR. However, in this context and by doctrine, it 
can be a PIR. By calling it a PIR, you are giving it 
the importance and priority it deserves.  

After a successful or unsuccessful raid, do not 
forget the most important part of the mission, site 
exploitation. Before the mission, generate another 
list of IRs for site exploitation and plug those into 
your ISR plan, and the cycle of intelligence keeps 
on rolling.

Link diagrams are an excellent tool to use to de-
termine interrogation questions during sensitive 
site exploitation.  Be prepared to ask the target 
about any individual or organization that analysts 
have linked to the target. 

Conclusion
Intelligence synchronization on a nonlinear bat-

tlefield is not that much different from a linear bat-
tlefield, but it is more difficult because there is so 
much that is unknown. Determine what you know, 
then focus on what is unknown. Commanders un-
derstand that you will not always have all the an-
swers; moreover, they are depending on you as an 
intelligence professional to provide enough clarity 
or assessment for planning operations. This starts 
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with a solid ISR plan, ongoing analysis using IPB, 
and the most important ingredient, intuition.

Endnotes

1. “Intelligence synchronization” was formerly known as 
“collection management (CM)”; this terminology changed 
with publication of FM 2-0, Intelligence, FM 7-15, The Army 
Universal Task List, and other updated field manuals.

2. Editor’s note: Doctrine currently considers “nonlinear” and 
“asymmetric” synonymous. According to FM 3-0, Operations, dated 
14 June 2001—

“Asymmetry concerns dissimilarities in organization, equipment, 
doctrine, capabilities, and values between other armed forces 
(formally organized or not) and U.S. forces. JFCs [joint force 
commanders] arrange symmetrical and asymmetrical actions to 
take advantage of friendly strengths and enemy vulnerabilities, 
and to preserve freedom of action. Engagements are symmetric 
if forces, technologies, and weapons are similar; they are 
asymmetric if forces, technologies, and weapons are different, 
or if a resort to terrorism and rejection of more conventional 
rules of engagement are the norm. In one sense, there are 

always asymmetries between forces:  differing circumstances 
lead to differing military structures. Asymmetry becomes very 
significant, perhaps decisive, when the degree of dissimilarity 
creates exploitable advantages. Asymmetric engagements 
can be extremely lethal, especially if the target is not ready to 
defend itself against the asymmetric threat. Asymmetry tends to 
decay over time as adversaries adapt to dissimilarities exposed 
in action. In a larger sense, asymmetric warfare seeks to avoid 
enemy strengths and concentrate comparative advantages 
against relative weaknesses.” (See paragraphs 4-110 through 4-
113 for examples of asymmetry.) 

Captain Brian Gellman is currently serving his second tour 
in OIF. He is the S2 for 3d Battalion, 5th Special Forces 
Group Alpha. He deployed to OIF after graduating from 
the MI Officer Transition Course and MI Captains Career 
Course. His earlier assignment was a branch-detail to the 
Infantry with the 1st Battalion, 27th Infantry Brigade, 25th 
Infantry Division (Light). CPT Gellman has a Bachelor of 
Arts degree in Psychology from the University of Texas at 
Arlington. Readers may contact the author via E-mail at 
brian.gellman@us.army.mil.  

Captain Gellman’s article highlights several cru-
cial issues and procedures that recent doctrinal 
publications should solve.

FM 2-0, Intelligence, published May 2004, in-
corporated many of the recommendations included 
in the article. FM 2-0, defines “priority intelligence 
requirements (PIRs)” in paragraph 1-32 as—

“…those intelligence requirements for which 
a commander has an anticipated and stated 
priority in his task for planning and decision-
making. PIRs are associated with a decision 
based upon enemy action or inaction or the 
battlespace that will affect the overall success 
of the commander’s mission.”

Based upon the new definition, PIRs are what 
the commander needs to know about the enemy 
or environment. They focus the unit’s intelligence, 
surveillance, and reconnaissance (ISR) plan in or-
der to support the commander’s situational under-
standing. Doctrine ties PIRs to a decision, not to a 
decision point.

PIRs still focus the unit’s overall ISR plan and 
higher echelons use them in developing their over-
all schemes of intelligence support. Greater use 
of intelligence requirements—those requirements 
for the Intelligence battlefield operating system 
(BOS) to fill a gap in the commander’s and staff’s 
knowledge or understanding of the battlespace 
or threat—better focus the intelligence support. 
During stability operations and support operations, 
these intelligence requirements have greater im-
portance and emphasis.

FM 2-0 provides additional ISR guidance. Chapter 
1 details Intelligence synchronization. This section 
explains staff participation within the synchroniza-
tion process and the S2/G2’s role within the syn-
chronization and ISR integration processes.

FMs 3-0, Operations, 6-0, Mission Command: 
Command and Control of Army Forces, and 5-0, 
Army Planning and Orders Production, all follow 
this thread. Units, leaders, and soldiers must incor-
porate these FMs into their section and unit stand-
ing operating procedures (SOPs) in order to benefit 
from this latest doctrine. 

Doctrinal Solutions
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The Search for Weapons 
of Mass Destruction:

Not a New Problem
by Thomas N. Hauser

As inspectors search for weapons of mass destruction (WMDs) in Iraq, their task—uncovering hidden 
laboratories, reading through unending stacks of documents, and screening foreign (sometimes un-
cooperative) scientists—remains arduous and ongoing even after the conclusion of Operation IRAQI 
FREEDOM. They are compelled to continue by the possibility of what could happen. The threat, how-
ever, is not new to our generation. Catastrophic weapons had long existed in the form of incendiary 
bombs and chemical agents, but undeniably the atomic bomb ushered in the age of WMD. Presaged in 
science fiction, the idea of tapping the energy inside the nucleus of an atom had captured the imagina-
tion of early 20th century thinkers. The fiction became reality in 1938 when scientists at the Kaiser Wil-
helm Institute in Berlin inadvertently split the uranium atom, and the race for the atomic bomb, in turn, 
began in earnest with the outbreak of World War II a year later.

On the side of the Allies, scientists—many of whom were exiles from the Axis—congregated in the United 
States to work on the Manhattan Project. The scientists who remained in Germany undertook a similar project 
that, if managed properly, had the potential to turn the tides of the war. By the close of June 1940, the battles 
for the European continent had ended in a German victory, which resulted in the occupation of Western Eu-
rope. Suddenly, Germany possessed a heavy-water factory in Norway; thousands of tons of high-grade ura-
nium compounds from Belgium; a cyclotron nearing completion in France; a body of chemists, physicists, and 
engineers; and the greatest chemical engineering industry in the world.1  

Germany’s position in the race for the atomic bomb was impressive and alarming. The British, having the 
most to lose, expressed deep concerns about ambiguous intelligence 
reports. Through aerial reconnaissance, they obtained and scrutinized 
thousands of photographs of German military installations under bright 
lights with strong magnifying glasses. One particular set of photographs 
alarmed intelligence analysts: the laboratory-like buildings near the 
town of Peenamünde. The odd-looking ramps with rails next to elon-
gated tubular shapes only confi rmed information from previous sources 
that missiles were under construction. After much discussion and argu-
ment, British intelligence analysts deduced only a single purpose for 
such weapons: clearly, the Germans must have an ordinance so danger-
ous they would have to carry it in an unmanned vehicle. Such a payload, 
therefore, would have to be a radioactive substance for the purpose of 
poisoning the British population or exploding a bomb.2

British intelligence was also acute to German demands for uranium 
235, a critical ingredient in the production of the uranium-type bomb. 
Credible reports had reached Britain from a theoretical physicist in 
Sweden that Dr. Werner Heisenberg, Germany’s leading physicist, 
was conducting experiments with the intention of exploiting chain re-
actions of uranium 235. Moreover, an agent working for Norsk Hydro, 
the Norwegian heavy-water plant in Vemork, west of Oslo, reported 
that Berlin ordered a vast increase in the production of heavy water—
a critical ingredient in a uranium pile. 

Presented with evidence of the 
German V-2 rocket program, Brit-
ish analysts grew concerned over 
a possible link between atomic 

weapons and guided missiles.  
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Other sources of human intelligence also affected the British conclusion. Niels Bohr—the famous physicist from 
Denmark who immigrated to Britain after the Nazi occupation because of his half-Jewish ancestry—reported grave 
concerns about German science. Earlier, Dr. Bohr had been the mentor of Werner Heisenberg; during a visit at 
Bohr’s home in Copenhagen, Dr. Heisenberg confided his feelings about the repercussions of using atomic energy 
to produce a weapon. Dr. Heisenberg’s misgivings suggested that a German atomic bomb was feasible. 

Reaching a peak in the summer of 1943, rumors continued to propagate about wonder weapons in Ger-
many, such as “a new kind of bomb” so large that an aircraft could only carry one. Such rumors were often 
included in intelligence reports placed before the chiefs of staff in London. British intelligence had assessed 
the German uranium project as plausible.3

Without conclusive intelligence, the Roosevelt administration felt compelled to adopt a worst-case scenario 
as explained by Henry Stimson, the Secretary of War: “In 1941 and 1942, they [the Germans] were believed 
to be ahead of us, and it was vital that they should not be the first to bring atomic weapons into the field of 
battle.” In accordance with this policy, all nonmilitary uranium research halted to enable a concentration of ef-
fort on the manufacture of an atomic bomb.4  

The team working on this issue in the United States was more alarmed about the by-products of German 
atomic research: even if the Germans could not produce a bomb, a uranium reactor could produce enough ra-
dioactive material to use in the same manner as poison gas. During the spring of 1943, the Allies investigated 
the possibility when Major General (MG) L. R. Groves, the executive head of the United States atomic project, 
assigned Dr. James B. Conant, chairman of the U.S. National Defense Research Committee, to furnish a re-
port on the feasibility of such a threat. Dr. Conant’s response warned that it was “quite conceivable” that the 
Germans could disperse enough radioactive material over several square miles in a city such as London, “suf-
ficient to require the evacuation of the population.” 5  

Although opinions varied among intelligence experts 
about German progress in atomic energy, the Allies took all 
measures to obviate the worst of possibilities. 

The Allies:

Restricted all publication of atomic research.
Allocated resources generously to the Manhattan Project.
Organized commando raids and aerial bombardments 
against German research and production facilities.
Assigned experts in atomic research and protection to 
accompany invading Allied armies. 

The commando raids on Norsk Hydro only succeeded 
in delaying heavy-water production. Air raids finally co-
erced the Germans to move all heavy-water supplies into 
the Reich. MG Groves doubted that the Manhattan Project 
could produce a bomb to deter any last act of Nazi despera-
tion before the German surrender. Until the Allies captured 
the German scientists somewhere in the collapsing Reich, 
the Allied command would never know Germany’s position 
in the atomic race. Both Winston Churchill and Franklin 
Roosevelt understood the political problem only too well: 
the production of even one atomic bomb could force Britain and the United States to sue for peace. No Allied 
leader wanted to discover the extent of German atomic development by witnessing a deadly blast.6  

Since the U.S. Office of Strategic Services (OSS) and British Intelligence reached no conclusion, Washing-
ton decided to give the task of determining German progress in atomic research to the Army. The Pentagon 
assigned the project to MG Groves who already had a background in atomic security as head of the Manhat-









Major General Leslie R. Groves, Commander of the 
Manhattan District.
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tan District.7 The mission was simple: establish a special intelligence detachment to investigate the secrets of 
German uranium research. MG Groves, realizing the possibility of gathering information as the U.S. Fifth Army 
advanced up the Italian peninsula, advised the Army Chief of Staff, with approval from the Department of the 
Navy, to organize a cooperative effort of the Army’s G2 (intelligence), the Manhattan District, the U.S. Navy, 
and the Office of Scientific Research and Development.

The original detachment, consisting of thirteen military personnel (including interpreters) and six scientists, was 
like no other intelligence unit—a conjoining of military and civilian personnel who could extract, through interroga-
tion, observation, and investigation, detailed information on advanced enemy research projects, including atomic 
energy. The Army designated the unit “Alsos,” a cover word in Greek meaning “grove,” a play on MG Groves’ name. 
(General Groves never approved of the name but did not want to make an issue out of it.) MG Groves assigned 
Colonel (COL) Boris T. Pash, a former California high-school football coach turned counterintelligence agent, to 
lead the operation in Italy. (COL Pash had made a name for himself when he helped to identify Soviet espionage 
in the Manhattan Project.) The mission opened a field headquarters in Naples, Italy, on 17 December 1943, and 
searched through Taranto and Brindisi for signs of German atomic research. Although they interrogated a number 
of Italian scientists, none related anything of significance. Keeping only a small detachment in Italy to continue in-
vestigations in the recently captured city of Rome, COL Pash left for London in early June 1944 to join a reconsti-
tuted Alsos, which would accompany Allied forces advancing from their beachheads in Normandy.8

Even though the immediate results were disappointing, the endeavor in Italy was not wasted; it 
helped to establish the Alsos detachment’s lines of authority, responsibilities, and methods of opera-
tion. It also demonstrated that while the Army possessed the technical services for intelligence in the 
theater to satisfy combat requirements, there were no qualified personnel to evaluate scientific informa-
tion at a much higher level. Furthermore, it showed that Alsos needed more civilian specialists, espe-
cially uranium physicists, who knew what to look for in the field and what questions to ask captured Axis 
scientists. In light of this deficiency, the departmental research and intelligence officials recommended 
that the Alsos mission should enlarge to include more scientists and continue as a forward unit during 
the planned invasion of France. 

With approval from the Secretary of War, a second phase of the Alsos mission (officially designated Alsos II) 
was organized to enter a new theater of operations. The cardinal task of the Alsos mission was always linked 
to the uranium problem, but the directive was actually much broader. The unit had orders to secure all enemy 

research with regard to military 
applications; however, due to its 
size and composition, investiga-
tions were, more or less, restrict-
ed to WMD-related fields such as 
bacteriological warfare, guided 
missiles, and chemical research.

While COL Pash remained as 
mission commander, Alsos II in-
corporated an additional civilian 
leadership position to take direct 
control of scientific activities. The 
Army recruited Dr. Samuel Goud-
smit, an internationally promi-
nent nuclear physicist. Beyond 
his professional background, Dr. 
Goudsmit was a preferred candi-
date for the job because he was 
fluent in German, French, and 
Dutch, and had been acquaint-

Commando raids in Norway prompted the Germans to move their heavy-water 
production inside the Reich.  
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ed with several of the German physicists including Werner 
Heisenberg. Most important, MG Groves approved of him 
due to his lack of knowledge about the Manhattan Proj-
ect—having spent most of his time working on radar at the 
Massachusetts Institute of Technology, he could not reveal 
any information of vital importance about the U.S. atomic 
project in the event of capture.9

 A letter from the Secretary of War cleared Alsos to op-
erate in the western theater. The unit became an inde-
pendent force, answering directly to MG Groves, going 
wherever necessary in the European theater, and over-
riding all standing orders. Its operatives began wearing a 
special arm patch, an alpha (for Alsos) pierced by a red 
lightening bolt—the symbol of atomic research. Only the 
highest-ranking field commanders actually knew the Alsos 
mission. 

In August 1944, Alsos operatives, entering Paris with 
the French Army, followed so closely that their jeeps drew fire. In the city, COL Pash found the first impor-
tant target, Dr. Frédéric Joliot-Currie, a Nobel-prize winning physicist who resided at the Collège de France, 
the location of the cyclotron particle accelerator. After talking over K rations and beakers of vintage cham-
pagne, the French scientist revealed that the Germans had used the cyclotron but he, being part of the French 
Resistance, did not cooperate in any weapons research. Later, in further questioning, Dr. Goudsmit was able 
to determine that a number of German physicists were working at the University of Strasbourg; however, he 
obtained no significant information beyond rumors. Since the Allies could not take Strasbourg until November, 
the basis of the appraisals was more on speculation than fact. Knowing that the Germans were using the cy-
clotron—an essential element in atomic research—and hearing of Adolf Hitler’s latest boast of “secret weap-
ons,” Dr. Goudsmit and his colleagues continued to assume the worst.10 

Alsos moved quickly with the Allied advance, investigating targets at Brussels, Antwerp, Marseilles, Eupen, 
and Einhoven. Operatives interviewed Gaston André, the Director for Uranium of Union Miniére in Brussels, 
who confirmed that German chemical companies such as Auer and Roges GmbH had purchased more than 
one thousand tons of uranium from crude ore to refined alloy. Sixty-eight tons of uranium oxide remained, 
which the Alsos team had packed into wooden barrels and disguised as a whiskey shipment to the United 
States. Meanwhile, Dr. Goudsmit continued to follow leads in Paris. With information from the OSS, his inves-
tigation led him to an abandoned building previously occupied by a German technical spy ring disguised as a 
chemical company. From an examination of the contents in wastepaper baskets and sample bottles, he found 
that the Abwere, German Military Intelligence, had been collecting information from the research of French 
physicists. The evidence, so far, suggested that Germany was a contender in the atomic race.11

 COL Pash remained anxious to find more substantial evidence. Following the Allied advance through Hol-
land (Operation MARKET BASKET), Major Robert Blake, an Alsos agent, was to obtain a sample of water from 
the Rhine River to use in determining if the Germans were using its water as a coolant in plutonium produc-
tion. Blake struggled to reach the middle of the famous “bridge too far” during the German counteroffensive; 
soldiers on both sides must have been bewildered to see a soldier amid heavy fire lowering a rope and bucket 
into the river below. 

The entry of General George Patton’s Second Armored Division into Strasbourg at least partially allayed Allied 
anxieties. Alsos teams entered the city on 25 November 1944 in an uncertain military situation and with shells 
still falling. COL Pash quickly secured the target sites and apprehended seven German physicists in what turned 
out to be the most fruitful Alsos operation. Dr. Goudsmit proceeded to examine the papers, diaries, and letters in 
the home of Carl-Friedrich von Weizsacker, a prominent physicist who had long since escaped into the Reich. As 
he read by candlelight, he discovered a letter that revealed that the Kaiser Wilhelm Institute, where the Germans 

Interrogations of scientists and technical personnel, 
such as this Dutch engineer, provided invaluable leads 

in the search for WMD. 



Military Intelligence52

were conducting the bulk of their research, had recently moved from Berlin to the small village of Hechingen in 
the Black Forest. Another letter addressed to Dr. Heisenberg described exactly what problems the Strasbourg 
group was trying to solve with regard to uranium research. Moreover, other correspondences indicated that from 
large-scale experiments, the German physicists were unsuccessful in their attempts to separate Uranium 235. 
To Dr. Goudsmit’s relief, the Germans had no real atomic program; they had not even achieved a self-sustaining 
chain reaction, a feat the Allies had accomplished in Chicago by December 1942.12 

Regardless of this significant find, the Allied leadership still needed Alsos to secure what remained of all Ger-
man research into WMD. Dr. Goudsmit admitted that he could not be absolutely certain of anything, and as 
long as Germany had scientists of Dr. Heisenberg’s stature, the possibility of producing one bomb in despera-
tion still existed. In addition, other forms of WMD required further investigation. The Alsos team also found the 
clinical research of Professor Eugene Haagen, a ranking virus expert in bacteriological warfare; therefore, a 
“dirty bomb” with biohazardous or radioactive material mounted on a missile (V-1 or V-2) remained as an immi-
nent threat. Furthermore, it was not in the interest of the United States or Britain to allow any German weapons 
research to fall into the hands of the Soviets or the French who, according to agreement, were to have a zone 
of occupation.13 Thus the mission (officially designated Alsos III) extended and reorganized to operate with the 
Allied advance through Germany. 

The German counteroffensive in December 1944 delayed the Allied offensive until February 1945. When 
the Allies finally penetrated the interior of the Reich, Alsos operatives went to investigate the university cities 
of Aachen, Cologne, and Bonn along with the huge I. G. Farben Industries plant. More important objectives 
included the German research centers in Heidelberg and Hechingen where scattered fragments of the Kaiser 
Wilhelm Institute continued to conduct uranium experiments.14 

Upon receiving word that the battle for Heidelberg had begun, COL Pash, in keeping with his reputed audacity, 
decided to make an unescorted dash into the town. From there, the Alsos team moved to Stadtilm where they 
secured one of the two uranium piles remaining in the collapsing Reich. The larger of the two piles, the one at 
Hechingen, where Werner Heisenberg was reportedly operating, was in territory designated for French occupa-
tion. Keeping the material and equipment out of French hands became MG Groves’ priority. To secure the scien-
tists, documents, and equipment, Alsos had to occupy the town and evacuate scientists and equipment ahead 
of the advancing French units. With an engineer company at their disposal in a mission codenamed Operation 
HARBORAGE, COL Pash and Dr. Goudsmit hastily entered the town, finding most of the scientists at a local inn. 
They secured a nearby cave containing a secret laboratory and the last uranium pile, and absconded with all 
critical evidence of atomic research as the unsuspecting French units moved through. To Dr. Goudsmit’s alarm, 
however, Werner Heisenberg was not among the scientists; the Alsos team could not allow him, of all the physi-
cists, to fall into Soviet hands. Fortunately, COL Pash was able to reach Dr. Heisenberg’s residence, where he 
had been hiding from SS patrols and marauding Wehrmacht deserters amid the chaos of collapse.15

The Alsos mission was a success. COL Pash and his team satisfied the Allied command’s demand for intel-
ligence on German atomic research as it became available. Most of Germany’s prominent scientists, research 
documents, uranium, and heavy water were secure in British or U.S. territory. The threat of WMD would have 
to wait for another day. 

A careful interrogation of the scientists and an exhaustive examination of their documents later revealed a 
clear recession in development of the German atomic weapons program after 1940. It came to nothing for 
a complex of reasons. The Nazi regime failed to employ the talents of Jewish physicists (many emigrated to 
work for the Allied nations), or even to recognize their discoveries such as Albert Einstein’s theory of relativity. 
Research programs were often redundant with as many as a dozen agencies, working toward the same goal, 
competing to win Adolf Hitler’s favor. Although the Germans had managed to separate uranium 235 by centri-
fuge, they did nothing on a large scale. 

In contrast to the Allied approach, the Nazi leadership never developed a partnership between civilian sci-
ence, industry, and military. With only a small uranium pile by 1944, the German physicists, unaware of the 
difficulties that lay ahead in producing a chain reaction, could not hope to succeed before the end of the war. 
According to MG Groves, “their work was seriously deficient in over-all direction, unity of purpose, and coordi-
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nation between participating agencies.” 16  Dr. Goudsmit remembered a leading German physicist’s comments 
in confiscated papers on the lack of central leadership: 

“We have lost the war of the laboratories despite all the good initial conditions, particularly the great talent of 
the German people for physics and research…the principle reason lies in the lack of a clear organization and 
in the erroneous selection of organizers according to political instead of objective points of view.” 17   

Yet before the Allied invasion of Western Europe, intelligence agencies could provide no confirmation of this 
condition. The potential to make a bomb certainly existed: Germany, after taking Western Europe in 1940, had 
the materials, industry, and talent. The motivation also existed since the Third Reich followed an unbounded 
and aggressive policy of expansion. Analysts and policy makers easily misinterpreted circumstantial evi-
dence—the comments of Niels Bohr after his conversation with Werner Heisenberg, Adolf Hitler’s boast of 
super weapons, the development of the V missiles, shipments of heavy water and later uranium to Germa-
ny, and rumors of German uranium experiments. In the end, the Allies decided to err on the side of caution 
by pressing forward with their own atomic project and the Alsos missions. 
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Generational Differences in 
Waging Jihad: Minds Unalike
by Chief Warrant Officer Three Sharon K. Curcio, USAR

The views expressed in this article are those of the author and do not reflect the official policy or position of the U.S. 
Departments of the Army and Defense, or the U.S. Government.

Author’s Note: This article is based on reading more than 600 narratives (from November 2003 through July 
2004) of detainees at Guantanamo Bay, Cuba. The information presented here is observational and anecdotal 
in nature, but attempts to capture, in general, conclusions about the experiences of the young men from many 
countries recruited to fight for Islam, and to support the Taliban in Afghanistan. The anecdotal collections re-
flected here do not reflect the comments or opinions of one group of young men at Guantanamo: the former 
bodyguards of Osama bin Laden. Most of the bodyguards had college-level experience in Islamic Studies and 
were or are ideological extremists. Conclusions presented here would stand up to further scrutiny and quanti-
fication (within certain parameters) if one applied a methodology. 

Given the accounts of many young men who went to participate in jihad in Afghanistan, the unexpected be-
came routine. For the purposes of this article, the definition of “young men” is a group between the ages of 
eighteen to twenty-five. Many of the young detainees stated that a number of “they never told me” events and 
experiences occurred. They were left to deal with circumstances for which they had not been prepared, let 
alone the unthinkable situation of imprisonment. As one pours through the stories of young men who left to 
go to a training camp, and engage in the jihad in Afghanistan, a number of young men left comfortable lives 
in the Gulf States, Saudi Arabia, or Western Europe. Their travels and actual training and combat led them to 
encounter what had formerly been improbable in their lives. Only in the aftermath would many admit how dif-
ficult the unforeseen had been. 

Recruitment
Many of the young men were motivated to leave home for Afghanistan, Chechnya, or Palestine due to the 

influence of Imams and recruiters in their local mosques. The recruiters used visual displays of persecuted 
Muslims well, and recruits routinely had exposure to films that featured suffering women and children in refu-
gee camps in Chechnya, Palestine, or Afghanistan. A number of young men also reported hearing messages 
on the radio about conditions Muslims faced in many areas of conflict and stated that radio messages prompt-
ed them to inquire about travel to these areas to teach and to deliver aid. These persuasions were used to 
motivate the young men to go to Afghanistan to—

Perform “zukat” (i.e., provide charitable donations to help widows, orphans, and refugees).
Teach the Koran.
Visit a country governed by “Sharia” (strict Islamic rule).
Perform one’s duty as a Muslim male and learn to use weapons to protect one’s family.
Help Muslim brothers fight off oppressors.
Fight against the West, and stop the corruption that threatens Islam everywhere. 

   Equally compelling were the other reasons young Islamic males would want to leave home: 
Unemployment. 
A failed business. 
A criminal record with impending jail time.
A drug or alcohol problem. 
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Unemployment motivated a number of Gulf States detainees, particularly young unskilled and semiskilled la-
borers who were out of work. For them, going on jihad was “alternative employment.” In contrast, educated 
young Saudis departed for jihad motivated by a sense of self-discovery and challenge. Recruiters touted and 
sold them on going to observe a “pure” Islamic state such as Afghanistan. This proved to be a great hook for 
more idealistic and wealthier youths. A number young Saudis with college-level education left on jihad, not be-
cause they had economic or academic difficulties, but to see how the Taliban had put the rule of Islam (Sharia) 
into motion in Afghanistan in contrast to the Western-tainted Saudi monarchy they despised. Off they went, 
the religious and political alike. Jihad was a chance to put their spiritual and physical lives together, and the 
Imams were clear in their messages to both seeking and disenfranchised youths. 

The year 2001 was a banner one for recruiting young men for jihad. Recruitment intensity ran strong, with 
imams and recruiters busily sending boys on jihad. Yet leading someone to an experience purposely not de-
tailed amounts to betrayal. Many young men later discovered in the training camps or Afghanistan, in the 
caves of Tora Bora, and in the prisons of Pakistan, that they had undertaken a journey that no one had realis-
tically explained. The recruiters and imams had purposely omitted the risks to avoid discouragement, and the 
rewards promised were intangible. A few said they went to receive pay as a cook or a driver for the Taliban or 
a nongovernmental organization. A greater number of the young men had little problem saying “yes” to jihad; 
however, ten to twenty percent of the group admitted that they never told their parents that they were leaving 
home. 

Several interrogators did ask the young men they interviewed whether they had ever left home before go-
ing on jihad. One young Saudi said that before going to Afghanistan, he had been permitted to go shopping 
(once) in Bahrain. While it would be inaccurate to say that all young men had such limited travel experience, 
the Gulf State and Saudi detainees for the most part were not widely traveled. Some Saudis took pleasure and 
leisure trips out of the country; fewer Yemenis could afford to do so. Many young detainees mentioned being 
recruited via the “hajj” experience. The hajj is a pilgrimage to Mecca with religious activities that last a week 
or more. Hence, their introduction to the idea of leaving for jihad was in the context of a pilgrimage. More than 
one clever al-Qaeda recruiter used the hajj to connect a young man to his next pilgrimage: jihad. Of course, 
embedded in jihad are elements seductive to young adults: the rite of passage into manhood and the clear 
demonstration of one’s commitment to Islam, the religion of one’s fathers.

Training Camps
Getting the Saudis or the young men of the Gulf States on the road to attend training proved to be difficult. 

Hence the need for those who facilitated the jihadist mission. While extensive travel in many foreign countries 
and the ability to speak several languages characterized recruits from Europe and Africa, young men  from the 
Gulf States and Saudi Arabia had traveled less extensively. When they did travel, they were more likely to travel 
in pairs or in a group. The European and the North African recruits displayed more ability to get around alone, 
and negotiated their travels more independently, while the Gulf States and Saudi detainees clearly needed a fa-
cilitator’s help. These facilitators made sure that the right persons in the right places intercepted the young men 
and ensured they reached their training destinations. Al-Qaeda and other training facilities in Afghanistan were 
language-specific. Al-Qaeda trained Arabs. Libyans trained North Africans; Uzbeks trained other Uzbeks and Ta-
jiks. Since a shared language speeded up learning, training camps were organized by language group. 

Leaving the West European or Saudi health care system behind and going to Afghanistan meant abandon-
ing the medical system to which one is accustomed. Detainees reported becoming ill at camp within the first 
month. Interestingly, the detainee narratives do not mention “group illnesses” where many got sick at the same 
time. What the narratives frequently state is that one came down with malaria and dysentery while in training 
and these and other illnesses lasted for months. The narratives of the Central Asians, Europeans, and Africans 
mention sickness experienced at the training camps less often. Gulf State and Saudi recruits talk about ex-
tended, debilitating illnesses, which prevented them from finishing training and left them useless for combat. 

A few said that they left training, and headed to the Pakistani border alone to reach medical treatment. The 
perception was that Pakistan offered real doctors and medical facilities whereas Afghanistan did not. Some 
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tried to return home for treatment. Others said that when they became seriously ill at camp, they were re-
moved to a safehouse or to a hospital (particularly one at Konduz, Afghanistan). The camps could bandage a 
wound but had no other medical supplies. The detainees were quick to realize that those in the camps “prac-
ticing medicine” were not real doctors. Therefore, sick detainees used an unusual amount of initiative when it 
came to leaving a camp to seek medical attention.

When U.S. soldiers leave for war, many stand in line for vaccinations before departing to the war zone. It 
is odd that the recruiters in Saudi Arabia or Yemen allowed young men to leave for a destination without vac-
cinations for common illnesses (malaria, yellow fever, or tetanus, for example). Older detainees who had ex-
perience with an established military (Syrian or Egyptian, for example) received medical care through their 
respective militaries in the Middle East. 

Why would a sophisticated group like the al-Qaeda allow recruits to go to a country with unsafe drinking wa-
ter and no sanitation without vaccinations? Al-Qaeda adopts other Western innovations such as plastic explo-
sives, but seems to eschew the medical aspects of our technology. They knew what conditions and diseases 
recruits would encounter in Afghanistan, yet refused to inform them of the possible health risks or to vaccinate 
them. They spent money for jihad on airplane tickets, hotel reservations, and communications to safehouses 
and training camps, yet al-Qaeda risked, and lost, an incredible amount of manpower and man-hours as re-
cruits fell ill in Afghanistan.

It could be that al-Qaeda did not use the medical technology available to protect soldiers because winning 
jihad means massing and using recruits. Death for the cause of Islam and martyrdom were glorified, hence 
al-Qaeda had “license” to throw bodies into the fray. The more, the better, and the will of Allah would deter-
mine who would withstand illness and who would succumb. As many as a one-quarter of those in training 
camps report getting an illness and suffering with it for months. By overlooking the medical underpinnings of 
a military operation, al-Qaeda had far less actual manpower than the number of recruits suggested. Sickness 
dramatically reduced al-Qaeda’s ability to help the Taliban effectively and to stop the advance of the Northern 
Alliance. 

A number of young men have frightening memories of the sicknesses they endured in training camps or on 
the battlefield. Many reported feeling depleted and vulnerable and said that the camp food was mainly gruel. 
The recruits received a subsistence diet, but their trainers expected them to participate in the “rough” physical 
conditioning at camp. Physical output and the lack of nutrition undoubtedly weakened the immunity of many, 
and they more readily succumbed to illnesses. Perhaps ten to fifteen of the detainees recall being arrested at 
a hospital in either Pakistan or Afghanistan. Many were unsure as to how they got to a medical facility; some 
recalled that a local took them. Many did not know how long they had been at a hospital. Later, when identified 
as Arabs or as foreign fighters by those at the hospital, the Northern Alliance or a Pakistani authority promptly 
arrested them, and later transferred them to the U.S. forces. 

 The Stripping of Identity
Recruitment for jihad often necessitated the need for an alias. Although young men did not take a “kunya” 

at the beginning of their travels, many settled upon a name by the time they reached the last safehouse used 
before arriving at a training camp. Supposedly, this new name gave a measure of safety to the new recruit and 
protected his identity as well as that of his family. The Taliban arrested and imprisoned those they considered 
spies; al-Qaeda was also vigilant concerning spies. Recruits, therefore, willingly chose a “temporary” name for 
use during travel, training, or battlefield assignments. 

While they adopted a new identity, they were asked to surrender to a designated recipient at one of the 
last safehouses used before training camp arrival any passports or national identification cards they had 
that linked them to their former selves. The recruits seemed to have no problem with this, expecting that 
it was better to give up the documents rather than lose them. They also took for granted that they would 
get these documents back when training, or their participation in jihad was over. Trust accounts for pass-
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ports and other ID were set up with a number given to each recruit by his real name. The recruits never 
questioned whether the passports and identification documents that they left in safekeeping would remain 
in the locations where they had initially left them.

“Nothing” Will Happen Next
While recruits assembled in Afghanistan to support the Taliban against the Northern Alliance, the attacks of 

11 September 2001 occurred. Some recruits were still in training camps; others were on the front lines where 
there had been little or slow action. All seemed to feel a part of something larger than themselves. When news 
of 11 September reached the young men in training camps or posted on a Taliban line, it was standard for 
the younger men to ask their older, experienced trainers or former Soviet mujahideen ”what is going to hap-
pen next?” The universal answer given by the older men to the younger was “nothing,” so many young men 
shrugged off any worry of post-11 September calamities. Many were aware that the Taliban had been hosting 
Osama bin Laden and that he had moved freely among the training camps; many had heard him speak at vari-
ous camps. Universal consensus was that if Islamic brothers had exploded a U.S. skyscraper, it was a good 
day for Muslims everywhere. Islamic brothers had brought down a symbol of the West. Osama bin Laden had 
won a victory, and nothing would happen to a foreign fighter in Afghanistan. 

However, what were their grounds for the universal answer “nothing”? After the Khobar Towers incident in 
Saudi Arabia, or the USS Cole incident, the United States did not demonstrate strong retaliatory action. There-
fore, the “life experience” answer the older fighters passed on to the younger ones seemed sufficient. 
Al-Qaeda also did not want to alert the young recruits that a larger, more dangerous game may have just 
begun, which certainly would have caused some young men to abandon al-Qaeda’s intended military op-
eration and leave. Whether “nothing” stemmed from the lack of U.S. action in the past or al-Qaeda’s deception 
to keep the troops calm, “nothing” was the answer many youths accepted as they, the former Soviet mujahi-
deen, and the fighters from Bosnia-Herzegovina and Chechnya sat patiently together on mountain slopes in 
Afghanistan and waited to fire upon the Northern Alliance. They expected nothing to interfere with their waiting 
and thus far, history had proven them right. 

Six weeks after 11 September 2001, the United States in Operation ANACONDA began dropping bombs 
on the alleged sites of al-Qaeda and other extremist training camps in Afghanistan. By mid-October 2001, re-
cruits from Europe, Africa, Central Asia, Saudi Arabia, and the Gulf States who once had been told “nothing 
will happen” were now running for their lives. One detainee explicitly said that when he looked up and saw 
U.S. airplanes, he did not want to fight the Americans. Many knew that they had signed up to fight the Northern 
Alliance, but did not bargain on the United States entering the fray. The older men who had said that nothing 
would happen were now desperate to leave Afghanistan. Arabs were told to leave Afghanistan as soon as pos-
sible because there was a price on their heads. 

Many young men sought cover in the Tora Bora Mountains but were caught in the bombing and suf-
fered shrapnel wounds or lost limbs; they endured single and double amputations later. Several report-
ed stepping on mines in Afghanistan and losing a leg. Many were now living in caves in the Tora Bora 
Mountains, not dressed for the cold weather, not sure of where the supplies were or of the people with 
whom they were living. One African fighter in his mid-thirties had his fingers amputated from the frost-
bite he endured in Tora Bora. Many report that they hired Afghani guides to get them out of the moun-
tains and spent many days on foot trying to reach the border. In escape, they formed small groups. 
Most ditched their weapons as they tried to cross the Afghanistan-Pakistan border. Others wounded in 
the border area recall a local Afghani transporting them somewhere else for more medical help. Some 
recall being rounded up and betrayed by Pakistanis who sold them to the Northern Alliance. Several re-
member terrible experiences in Northern Alliance prisons. Others report that they could have purchased 
their freedom from the Northern Alliance but did not have enough money to satisfy the price demanded. 
A number of detainees admitted that if they had known what they had to face in jihad, few would have 
participated unless it meant the direct defense of their homelands.
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Stranded in Jihad
It was not until the U.S. bombing scattered the young men in the Arab units supporting the Taliban that the 

issue of national identifications and passports surfaced again. As they tried to escape Afghanistan and cross 
into other countries, many regretted not having their official papers with them. Most knew where they had left 
their passports or ID cards, but had no hope of going back to that safehouse to retrieve them. Initially, most 
thought that having a false name and no identification would make it more difficult for the arresting authority 
to prove that they were Arab. On the other hand, some thought that having a passport would pave a way to 
their respective embassies. Interestingly enough, forged IDs or passports were rare; “foot soldiers” rarely pos-
sessed forged documents. Al-Qaeda usually procured these (for a fee) for higher-level operatives. Those who 
had kept their IDs or passports, however, were very likely to be the genuine owners of these documents and 
had chosen not to surrender them at a safehouse. Even if one had a passport or national identification, there 
was no a guarantee that either would get an arrested foreign fighter taken to his respective embassy. 

After the fall of Kabul, a number of the detained Arabs said that that locals warned them to leave Afghani-
stan, since foreign fighters were subject to apprehension and arrest. Many detainees hired Afghani guides to 
find routes to cross into Pakistan from Tora Bora or wherever else they were. Many detainees said that not 
having passports, identification, or other travel documents heightened their fears of being isolated, trapped, 
and stranded in a hostile place. One young detainee commented that when it came to getting Arabs out of 
Afghanistan into Pakistan safely “Al-Qaeda took care of their own.” He obviously noted that some escapees 
appeared to have had prior planning and their escapes went smoothly while others were caught in a night-
mare. 

Arrested Arabs did not usually reach their embassies in Pakistan. What is more interesting, however, is that 
many embassies in Pakistan did not attempt to locate their nationals arrested as foreign fighters. There is no 
evidence (in official U.S. records) to indicate that the Saudi government made a special request to the United 
States, Afghanistan, or Pakistan to permit their representatives to access detainment centers or prisons for 
identifying their nationals or for securing release for some of them. One Saudi representative was observed 
outside a prison near Kandahar, Afghanistan. It is not known whether this representative was passing through 
the area on some other business or whether he was sent specifically to examine the prison. This represen-
tative did not talk to any of the Saudi detainees. The more sophisticated Gulf State and Saudi recruits seem 
clear about why their governments did not look for them. On the other hand, the more naïve recruits—who 
were the jihadists—insisted that they deserved support from their governments for fighting for Islam. They 
were quite disappointed when they did not receive it. Naturally the Saudi government would have little interest 
in expending effort to release from detention either troublesome al-Qaeda members or jihadists. Each extrem-
ist group opposes the current Saudi monarchial government but for a very different reason.

The Unknowns of Capture and Captivity
Perhaps the greatest shock that young men on the battlefield, hiding in caves, or in hospitals faced was cap-

ture, followed by a series of detentions with different authorities prior to transfer into U.S. custody. The young 
men who were in prisons in either Afghanistan or Pakistan recall rough handling during interrogations and in 
daily treatment. A few observed that other prisoners disappeared from their midst. Whether these men were 
released or murdered remains unknown.

A few were witnesses to the fact that a few men detained at Guantanamo had indeed been interrogators and 
torturers for the Taliban and had mistreated them in previous confinements. A handful of young men in deten-
tion described surviving the Mazar-e-Sharif uprising. Although shot twice, one crawled to the basement of the 
Mazar-e-Sharif compound to hide; he survived a week of explosions and underground flooding, and emerged 
alive. The International Red Crescent (ICRC) has told the United Nations that prolonged detention is dam-
aging to human well-being, but unfortunately, the wheels of government, both here and abroad, grind slowly 
when sorting out identities, names, and nationalities. 

The experience of a long detention in a foreign land was one outcome of jihad that no jihadist appeared to 
have anticipated. Imams in their “fatwas”1, recruiters, and trainers spoke of martyrdom on occasion, but no 



July-September 2004 59

one mentioned imprisonment. One key al-Qaeda operative in confinement elsewhere talks longingly about 
the martyrdom he missed. The older generation had omitted dealing with imprisonment from recruits’ prepa-
ration for jihad; they expected those recruited to achieve (and win) the jihad through martyrdom. Even if jihad 
were lost, one could still be a martyr for the cause—but a prisoner? Quite unthinkable. Recruits were never 
warned of the hardships of incarceration from a generation that simply drummed up bodies for the purpose of 
Islam. Experience marks one, whether through the physical scars of battlefield wounds or the emotional scars 
of separation, loss, and death. The scars of experience from what recruits never heard run deep in the young 
men held at Guantanamo.

Does the experience of captivity and imprisonment change the younger soldier more than the older? Are the 
younger jihadists more likely to take action against the United States once released, or will the older men be 
more likely to do that? Will a prison experience leave the younger men more likely to again engage in jihad 
against the West, or refuse its call? What is striking is that a number of detainees have already psychologi-
cally re-framed their jihad experience (which resulted in prison)—there are now new parameters for engag-
ing in jihad. Some said that they would only go on jihad again if meant “homeland defense.” Several said that 
they would never participate in jihad again. Others said that they had now fulfilled their obligation to Islam, 
and need not go on jihad again. Perhaps one in four of the young detainees would go on jihad again, but the 
greater portion of them would not. Also noteworthy is that a greater proportion of the older men, in contrast, 
seem likely to engage in jihad again. 

Final Thoughts
While there is no clear-cut answer as to whom U.S. forces will fight next as the Global War on Terrorism 

continues, scrutiny of those detained at Guantanamo provides insight into the minds of those likely to be re-
cruited in the future. Representatives from nations with a large Islamic population have indicated that as many 
as one-third of all jihadists are “hard core.” The older men are more fundamentalist Islamic extremists than 
younger men are because their religious beliefs and behaviors are more deeply ingrained. They more often 
have difficulty in dealing with any kind of change. Saturated with radical Islam beliefs and precepts, the older 
men are not as amenable to “rehabilitation,” that is, adopting the practice of a more moderate Islam. Expect 
them back, even at a more advanced age, in the global fray.

The younger men, on the other hand, show less rigidity in belief and behavior. They have already begun to 
show more fluidity in thinking as they re-frame jihad. Recall that a number said that one jihad was all it took for 
them to fulfill their obligation to fight for Islam. The younger men are clearly are more receptive to change. If 
there is any group worth the effort of a carefully planned psychological operation (PSYOP) effort to show them 
to the dark side of jihad, it is clearly the younger men. Intensive PSYOPs (which can be accomplished with 
relatively low-cost communications campaigns) can expose young Islamic males to the as yet undisclosed 
horrors of jihad. For example, picture would-be jihadists shown photos of their post-jihad peers with limbs 
missing. While such a campaign may not keep all youth off the Global War on Terrorism battlefield, reducing 
their rate of repeat participation in jihad, and reducing the overall terrorist headcount may prove effective in 
saving U.S. lives. 

Endnote

1.  A “fatwa” is a learned formal legal opinion (religious ruling) produced by a “mufti” (specialist in Islamic law) or, in Shia Islam, by a mujtahid 
(an Islamic jurist). It can have the force of law. 
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Intelligence Support to Marine Corps
Combat Operations in Afghanistan

by Major Christopher L. R. Fatheree, U.S. Marine 
Corps

“Rich, high density, time sensitive, complex processing 
of data that is in high demand by fast paced consumers 
(e.g., USMC commanders) must be forward or it will be ir-
relevant.”

—Major Drew Cukor, USMC1

Intelligence reachback is not the answer to all intel-
ligence-related problems. It has its pros and cons, 
but when used effectively, as in the case of Task 
Force 58 (TF-58), it can facilitate one’s ability to pro-
duce timely, accurate, and useful intelligence to sup-
port operations planning. Modern technology and 
communications provide nearly continuous connec-
tivity between deployed forces and the entire intel-
ligence community throughout all levels of security 
classification. Intelligence reachback―the process 
of using this capability to exploit the personnel, re-
sources, production capacity, and specialty skills of 
intelligence organizations geographically displaced 
from the deployed forces―allows intelligence per-
sonnel closest to the fight to concentrate on analysis 
and supporting the commander. 

Although intelligence reachback provided significant 
support to TF-58’s combat operations in Afghanistan 
during Operation ENDURING FREEDOM (OEF), the 
presence of intelligence analysts forward was criti-
cal to mission accomplishment. The actions of TF-58 
during OEF provide an excellent illustrative example 
of how Marines incorporated intelligence reachback, 
made possible by improvements in technology and 
communications over the past decade, to overcome 
the unique staffing and employment of Marine forces 
during amphibious operations. During both the plan-
ning and execution of operations in Afghanistan and 
Pakistan, reachback enabled forward-deployed ana-
lysts within the intelligence sections (S2) of two Ma-
rine Expeditionary Units, Special Operations Capable 
(MEU (SOC)) to support not only their respective or-
ganic units, but also a higher headquarters (TF-58), 
adjacent U.S. forces, and coalition forces. 

Despite TF-58’s achievements, there exists the 
possibility that one could misperceive from this suc-
cessful use of Marine amphibious forces that they 

could accomplish intelligence reachback without in-
telligence analysts forward. This misperception com-
bined with a misunderstanding of how the intelligence 
process works can create a dangerous misconcep-
tion of what occurred in Afghanistan. Recent remarks 
from a high-ranking Marine Corps officer raise sev-
eral questions about how some leaders may believe 
TF-58 employed intelligence reachback during those 
operations. The most disturbing aspect of these com-
ments is the possible belief that analysts “were not 
located forward in Afghanistan.” 2 On the contrary, the 
best and brightest analysts performed without peer 
from within Afghanistan while TF-58 conducted op-
erations. This article will explain the processes used 
to provide intelligence support to TF-58 and identify 
those potential problem areas of reachback that all fu-
ture joint task force (JTF) commanders must consider 
when establishing their joint staffs.

Staffing Required Reachback
The genesis of TF-58 stemmed from a U.S. Cen-

tral Command (CENTCOM) planning order to con-
duct amphibious raids into Afghanistan issued on 30 
October 2001. At its inception, the task force (TF) 
personnel roster consisted of six Marines from three 
separate and distinct units: 

Headquarters, I Marine Expeditionary Force 
(MEF). 
Headquarters, Marine Forces, Central Command, 
Tampa (MARCENT Tampa).
Combined/Joint Task Force, Consequence Man-
agement (C/JTF CM). 

Recognizing the requirement for additional personnel, 
the commander of TF-58, Brigadier General James 
N. Mattis, issued guidance for establishing a larger 
headquarters staff. 

“The Commanding General’s (CG) guidance on 
“growing” the staff was simple: he wanted a small 
staff comprised of aggressive officers who were 
able to act with initiative, make rapid decisions 
and recommendations, and exercise good judg-
ment.” 3 

Additionally, Vice Admiral Charles W. Moore, 
Commander, U.S. Naval Forces Central Command 
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(NAVCENT) and Combined Force Maritime Compo-
nent Commander (CFMCC), made his intent clear that 
he could not support a large staff with communica-
tions, office space, or even a command ship. The staff 
would remain small and focus on the planning neces-
sary to “Conduct a minimum of three to five raids into 
Afghanistan over a 30-day period,” as stated in the 
NAVCENT Warning Order of 1 November 2001.

The unique staffing of the TF-58 N2 (intelligence 
section) required innovative techniques for providing 
intelligence support to the operating forces. The in-
telligence section of TF-58 gradually grew from zero 
during the first week of November to seven by D-Day, 
25 November 2001. These individuals―four officers 
and three Marine linguists (with no formal training 
in intelligence)―found themselves hard-pressed to 
provide the type of intelligence needed to support a 
force consisting of the Task Force 58 Headquarters, 
two MEU (SOC)s (the 15th and the 26th MEU (SOC)), 
and the coalition forces assigned to TF-58. Unable to 
provide analysis or intelligence products on their own 
due to the irregular staffing limits, the TF-58 N2 fo-
cused its efforts on facilitating intelligence reachback 
for the MEUs deployed in Afghanistan. Future sce-
narios involving larger intelligence staffs capable of 
providing greater organic intelligence support to their 
commanders may be less reliant on reachback to ac-
complish their missions. Therefore, one should care-
fully consider TF-58’s unique circumstances before 
attempting to replicate a similar type organization. 

On 8 November, TF-58 established 
an N2 section (two individuals con-
sisting of a Lieutenant Colonel from 
I MEF and a Major from MARCENT, 
Tampa) and immediately prioritized 
and developed the initial potential 
targets. The primary areas of inter-
est were the border camps and drug-
related facilities located in southern 
Afghanistan near the Pakistan border. 
The secondary area of interest fell 
on the main lines of communication 
(LOCs) from Kandahar to other parts 
of southern Afghanistan.4 

Although not really targets per se, 
the interdiction of these routes could 
possibly afford TF-58 an opportunity 
to engage Taliban forces headquar-
tered in the Kandahar area. These 

potential targets initiated the first instances of intel-
ligence reachback from TF-58 to other intelligence 
organizations. Imagery requirements for drug fa-
cilities, potential helicopter landing zones (HLZs), 
route studies, potential interdiction points along 
Route 1, assessments of reaction times for Taliban 
forces from Kandahar to these potential interdiction 
points, and traffic pattern analyses for this route 
present several examples of intelligence needed 
by the TF that a staff of two could not produce. Far 
from robust enough to accomplish the daunting 
challenges ahead of them, the TF-58 N2 developed 
its role as a conduit of information between those 
organizations that could produce intelligence sup-
port and those units that would use it for planning 
or execution.

Familiar with the organic intelligence capabilities 
of the subordinate MEU (SOC) S2s (see Figure 1) 
and understanding the potential of external intelli-
gence organizations willing to assist TF-58, the N2 
section provided help where it could. TF-58 intelli-
gence officers—

Participated in operations planning teams (OPTs) 
in Bahrain and aboard amphibious ships.
Provided reporting from maritime patrol aircraft 
conducting surveillance and reconnaissance.
Maintained situational awareness among the TF-
58 staff. 

The most critical contribution from the TF-58 N2, 
working from within the NAVCENT N2 at Naval 
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Figure 1. Typical MEU S2 Assets Available For Amphibious Operations.
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Support Activity (NSA), Bahrain, came in its role as 
liaison to other commands. The establishment of 
this vital communication node in Bahrain to facili-
tate reachback proved to be critical in the overall 
success of TF-58 operations.

General Mattis decided not to combine the two 
MEUs for combat operations. Instead, he employed 
a supported, supporting relationship between the two 
forces to conduct operations while simultaneously 
planning for future operations. 

“The CG’s initial intent was to establish tactical 
positions, defend quickly, and leverage the power 
of Marine Air-Ground Task Force (MAGTF) avia-
tion and theater close air support (CAS) assets to 
defeat enemy forces attempting to attack Marine 
forces.” 5 

Although this initial concept of operations changed 
rapidly, the decision not to merge the two MEUs re-
mained.

While probably not considered before this decision, 
the intelligence support aspect of this arrangement 
proved to be advantageous to all parties considering 
the limited personnel in the TF-58 N2. Although their 
respective operations were synchronized with each 
other, the decision not to integrate the forces greatly 
reduced the need for extensive coordination between 
the intelligence personnel of the two MEUs and the 
TF-58 N2. By designing operations that maintained 
unit integrity and capitalized on their established 
standing operating procedures (SOPs), TF-58 pre-
served the inherent strengths of the self-contained 
operational organization of the MEUs.6 Through this 
arrangement, each of the MEUs could focus on its re-
spective mission while maintaining an overall aware-
ness of the situation. Consequently, the TF-58 N2 
would not need to deconflict support requirements 
and evaded another task that they were not staffed to 
do. Whether by luck or the conscientious design of its 
commander, TF-58 N2’s ability to provide intelligence 
support effectively to its subordinate units revolved 
around this decision.

As the concept of operations developed, it be-
came clear to planners that TF-58 would need to 
establish a forward operating base (FOB) in south-
ern Afghanistan if it hoped to conduct any signifi-
cant operations. The intelligence focus shifted to 
support this concept by identifying airfields that 

could potentially support TF-58 operations. The 
establishment of FOB Rhino as the primary objec-
tive provided clear and unprecedented guidance 
for intelligence personnel resulting in a decrease 
of wasted effort and an increase in tangible intelli-
gence support to the MEUs. “The 15th MEU (SOC) 
would seize and secure FOB Rhino while the 26th 
MEU (SOC) would conduct raid, interdiction, and 
seizure missions from the FOB.” 7 With this de-
cision, the TF-58 N2 became less occupied with 
the planning process and more involved with ac-
quiring intelligence support for the MEU S2s and 
disseminating products that originated from other 
organizations for planning and execution of their 
respective missions. 

Most intelligence analysis and production occurred 
through the efforts of the MEU S2s in Afghanistan or 
intelligence organizations such as the Marine Corps 
Intelligence Activity (MCIA), the U.S. Army’s National 
Ground Intelligence Center (NGIC), or the Joint In-
telligence Center at CENTCOM (JICCENT) working 
from the United States. General Mattis relied heavily 
on the MEU S2s for his daily intelligence support and 
rarely interacted with his own N2, primarily because of 
the geographic displacement of the two parties. For-
tunately for the TF-58 N2, the intelligence sections of 
the two MEUs were more than capable of supporting 
General Mattis while he was in Afghanistan and not 
physically located with the TF-58 N2. General Mat-
tis’ reliance on Major Beau Higgins and Major Greg 
Koziuk, S2s for the 15th and 26th MEU (SOC)s, re-
spectively, and their staffs for immediate intelligence 
support allowed the TF-58 N2 to provide the con-
duit between the MEUs and other intelligence or-
ganizations for their requirements. While TF-58’s 
N2 personnel represented the TF in multiple video 
teleconferences (VTCs), the MEU S2s supported 
the Commander, Task Force 58 (CTF-58).8 

Without the extensive capabilities of the two MEUs, 
intelligence support to the commander would have 
been lacking. The organic intelligence personnel for 
the two MEUs compensated for the fact that no TF-58 
N2 Marine positioned himself with General Mattis. The 
MEU S2s essentially acted as CTF-58’s intelligence 
section while also fulfilling the requirements for their 
respective MEUs. Although this unconventional ap-
proach of support worked, it demanded a lot from the 
MEU S2 sections already responsible for supporting 
their own commanders and other forces conducting 
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operations with TF-58. The presence of TF-58 intel-
ligence personnel in Bahrain afforded an opportunity 
to preserve connectivity between external intelligence 
organizations and the MEU S2s but at the cost of sep-
arating TF-58 intelligence personnel from their com-
mander. This type of arrangement―the separation of 
intelligence officers from their boss―will not work in 
all scenarios nor would it be acceptable to some com-
manders.

Technology-Facilitated Reachback
Improvements in technology and communications 

during the last decade have made intelligence reach-
back possible. Similar support to a relatively small TF 
during the Gulf War a decade earlier would have been 
unthinkable at the time and TF-58 remains more of an 
anomaly than the norm. However, with these advance-
ments come additional concerns for the personnel pro-
viding intelligence support, such as the flexibility of the 
supporting organizations, the technological capabili-
ties of the supported forces, and the selection of the 
classification levels of information. Reachback, using 
enhanced technology, improved the intelligence sup-
port to TF-58, but one must understand that it merely 
enhanced the individual efforts of the analysts working 
directly with the operators in Afghanistan who adeptly 
tailored products to fit specific missions.

The VTC has altered the manner in which forces 
and analysts interact. Daily VTCs between TF-58, 
CFMCC, and JICCENT occurred beginning on 8 No-
vember using the Joint Worldwide Intelligence Com-
munications System (JWICS). The participants in 
these VTCs eventually grew to include the two MEUs 
(when JWICS communications to the amphibious 
ships were operational), MCIA, NGIC, and the Com-
bined Forces Land Component Commander (CFLCC) 
G2 when tactical control (TACON) of TF-58 passed 
from CFMCC on 30 November. During these VTCs, 
TF-58 provided a daily situation report to VTC partici-
pants and shared the areas of interest that planners 
had identified during OPTs. These VTCs were the 
“primary entry point” for requirements and provided 
an opportunity for TF-58 to reach back and exploit the 
capabilities of these intelligence organizations by re-
lying on the personnel, resources, production capaci-
ty, and specialty skills that did not exist within TF-58.9

Considered vital by its participants, the daily intel-
ligence VTC became the critical node for providing 
intelligence reachback to the operating forces in Af-

ghanistan. MCIA felt that the efforts of TF-58 N2 dur-
ing these VTCs “were some of the most critical to the 
effective and efficient transmission of requirements 
and resultant products.” 10 The minutes of these 
VTCs were captured and sent out via E-mail to myri-
ad intelligence personnel both within and external to 
the TF-58 organization. This process allowed those 
individuals unable to attend the VTC, primarily be-
cause of a lack of JWICS VTC capability, to main-
tain situational awareness of TF-58 operations and 
requirements. Some MEU intelligence personnel 
in Afghanistan, unable to participate in the VTCs 
due to a lack of bandwidth, relied heavily on these 
minutes to keep informed of the situation above the 
TF level, while simultaneously tracking their product 
requests.11 The communication node in Bahrain al-
lowed information to flow two ways, increased the 
effectiveness of the intelligence reachback sup-
port provided to the operating forces, and provided 
the most time-efficient means of identifying intelli-
gence requirements for operational planning (see 
Figure 2).

This separation of missions between the two 
MEUs allowed each of the MEU S2 staffs to conduct 
a thorough mission analysis and determine what 
intelligence support products would assist them in 
providing relevant information to their respective 
commanders. Each MEU identified information they 
needed to conduct their missions as well as poten-
tial future missions that could arise. The MEUs sent 
these requests for information (RFIs) and requests for 

Figure 2. TF-58 Command Relationships.
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specific intelligence products to the TF-58 N2 section 
in Bahrain, which then consolidated and vocalized 
them at the daily intelligence VTCs. Excellent com-
munication among the MEU S2s and the TF-58 N2 in 
Bahrain made responsive and accurate intelligence 
support to planning possible. Quick turnaround times 
from MCIA, NGIC, and JICCENT during this planning 
phase led to the establishment of mutual trust and 
admiration among all intelligence personnel involved. 
The technology of the VTC allowed individuals to 
look each other in the “virtual” eye and mutually un-
derstand the importance of the interaction. This rela-
tionship proved invaluable over the next three months 
and would consistently respond to multiple mission 
tasking, last minute changes, and “impossible” dead-
lines.

The Marine Corps Intelligence Activity carried a sig-
nificant amount of this load and repeatedly provided 
results that astonished TF-58 intelligence personnel. 
Historically not organized to provide near-real-time 
(NRT) tactical intelligence production support to de-
ployed forces, MCIA’s Operational Officer, Lieutenant 
Colonel (LTC) Mark Chandler, adapted his personnel 
resources to react to daily TF-58 requests for support 
and “essentially became a 24-hour intelligence sup-
port and production center providing direct support to 
TF-58.”12 One must understand, however, that other 
national level and Department of Defense (DOD) pro-
duction requirements assigned to MCIA during this 
period diminished in importance, and in some cases 
were put entirely on hold, because of this refocus in 
support for TF-58’s operations. The trade-off became 
critical to TF-58’s intelligence reachback. Future reli-
ance on organizations like MCIA for reachback will 
need to take into account their capability to adapt to a 
fluid, dynamic combat environment.

During both the planning and execution of opera-
tions in Afghanistan, LTC Chandler’s team of pro-
fessionals provided imagery interpretation skills, 
analytical assessments, and digital mapping sup-
port critical to mission accomplishment. These sig-
nificant capabilities provided by MCIA overcame the 
inadequacies of the JICCENT, which “was neither or-
ganized nor equipped to support the time-sensitive 
and expeditionary nature of TF-58’s requirements.”13 
MCIA’s development of a repository website data-
base on the Secure Internet Protocol Router Net-
work (SIPRNET) allowed intelligence personnel in 
Bahrain and Afghanistan to research and pull rele-

vant intelligence products and information for plan-
ning purposes.

Intelligence reachback allowed the Marine Corps’ 
Service production center to coordinate, produce, 
and disseminate requested intelligence information 
used for operational planning in Afghanistan. The 
ability to do this effectively relied on the timeliness of 
the requests. “Discipline must be maintained to not try 
reachback for intelligence that is required too close to 
the mission execution timeline.” 14 It was imperative to 
use this technique to support planning and not current 
operations, although on several occasions MCIA did 
provide products inside the 24-hour window. The sup-
port process, when exercised inside the 48-72 hour 
window, pushed personnel and technology to their 
limit and rarely allowed the analysts forward to em-
ploy the intelligence products fully to support opera-
tions. The MEU intelligence sections quickly realized 
that intelligence support for the current fight could 
not be received from the intelligence community in a 
timely manner and that they would be responsible for 
supporting the TF-58 commander in his operational 
decisions.15

Intelligence support during the planning phase in-
cluded information on sites in Pakistan, imagery re-
quests, route studies in all directions from FOB Rhino, 
cross-country mobility studies, river crossings, HLZs, 
minefield and obstacle belts, line-of-sight diagrams, 
and nearly every other form of support imaginable. 
Marine forces continued to need support in these ar-
eas after they secured FOB Rhino and began conduct-
ing operations in southern Afghanistan. Intelligence 
reachback permitted TF-58 and the two MEUs to iden-
tify their needs and receive intelligence product sup-
port for mission planning in a timely manner. 

The crucial element missing from this depiction of 
intelligence reachback is what the intelligence per-
sonnel within the MEU S2 staffs did with this informa-
tion when they received it. Their performance during 
amphibious operations in Afghanistan was very im-
pressive and illustrates the secret behind intelligence 
reachback.

“While the intelligence sections of both MEU 
(SOC)s valued the support of the MCIA, their own 
accomplishments and efforts cannot be understat-
ed. The Marines of these two staffs supported not 
only the requirements of their own organic units 
but also the additional requirements of a higher 
headquarters (TF-58) and adjacent U.S. and co-
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alition force units. The MEU (SOC) S2 sections 
maintained the current intelligence picture and 
produced hundreds of specialized intelligence 
products in support of MEU (SOC), Special Op-
erations Forces (SOF), and coalition force mission 
planning. The MEU (SOC) S2 sections possessed 
a significant forward deployed analytical and pro-
duction capability utilizing both national technical 
means (NTM) imagery and geospatial data. Their 
products were in high demand in both the joint 
and coalition environment in which they operat-
ed.” 16

As an example, over the course of sixty-seven days, 
26th MEU (SOC) downloaded approximately 1,500 im-
ages from the National Geospatial-Intelligence Agency 
(NGA)—formerly the National Imagery and Mapping 
Agency (NIMA)—Imagery Product Library (IPL), and 
more than two Gigahertz of mapping data via NGA’s 
Gateway Navigator and Raster Roam. They used four-
teen 67-foot rolls of paper on their plotter, producing 
mission-specific maps and intelligence products.17 The 
imagery interpretation and topographic detachments 
“provided the only capability in Afghanistan to produce 
high demand, hard copy imagery and geospatial prod-
ucts in a timely manner.” 18 Intelligence reachback is 
definitely a force multiplier, but forward-deployed intel-
ligence analysts must take advantage of this capability 
to exploit its potential.

Technology and improved communications gave 
TF-58 and the two MEUs the ability to use intelli-
gence reachback to support combat operations in Af-
ghanistan. Once ashore, 

”reachback was made possible by the Joint Task 
Force (JTF) Enabler system that provided the en-
tire task force including Marines, other Services, 
and some coalition members with reliable secure 
telephone, VTC, chat, E-mail and file transfer to 
higher headquarters and other support agencies 
around the world.” 19 

Intelligence personnel from the 15th MEU (SOC) 
established SIPRNET connectivity with TF-58 intel-
ligence personnel in Bahrain within six hours of se-
curing FOB Rhino. This SIPRNET connectivity was 
nearly constant for the entire three-month operation. 
Providing a reliable medium for E-mail, chat, and in-
telligence product dissemination, SIPRNET commu-
nications were invaluable to supporting the TF.

Using an intelligence section of approximately thir-
ty Marines at FOB Rhino20, the 15th MEU S2 main-

tained the proper analytical and production capabil-
ity with the operators in Afghanistan.21 Its ability to 
request intelligence support products from national 
organizations, such as MCIA and NGA, and subse-
quently tailor these products to support specific op-
erations illustrates the proper use of reachback. The 
work of intelligence analysts in both MEUs drove op-
erations on several occasions, not because they pos-
sessed intelligence support products from national 
agencies but rather because they had modified these 
products to fit their particular forces and respective 
missions. Technology and communications made this 
chore easier but reachback alone could not accom-
plish this task.

Top Secret communications using JWICS proved to 
be more difficult to establish and maintain. The Ma-
rine Corps Enduring Freedom Combat Assessment 
Team Report notes that, 

“While JWICS provided a ‘backbone’ for what 
might have been a common intelligence picture, 
a significant bandwidth limitation in mobile  [com-
mand and control] C2 suites ashore meant, in 
effect, that TF-58 could not participate in higher 
level intelligence sharing once they were ashore. 
A large percentage of coordination with theater 
and national level intelligence organizations is 
done at the special compartmentalized informa-
tion (SCI) level.”  22 

Although predominantly accurate, this statement 
fails to recognize that TF-58 intelligence personnel in 
Bahrain did maintain this SCI connectivity with the-
ater- and national-level intelligence organizations 
throughout the operation. TF-58 intelligence person-
nel in Bahrain, as well as the MEU intelligence per-
sonnel that remained afloat, attempted to overcome 
this classification obstacle by frequently sanitizing 
intelligence products available on JWICS down to a 
Secret level and redisseminating them to the MEUs 
through SIPRNET channels. This limitation did result 
“in delays producing intelligence support products or 
the MEUs having to settle for text and incomplete ver-
sions of some products.” 23 However, retaining the TF-
58 node in Bahrain prevented a complete absence of 
SCI-level intelligence because it ensured a human 
interface between the theater- and national-level or-
ganizations and the operating forces deployed in Af-
ghanistan.

This human interface or liaison was essential to 
overcoming intelligence challenges as they occurred. 
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The presence of Marines stationed at theater, Ser-
vice, and national commands who were able to listen 
to and comprehend the requirements of TF-58, as 
voiced during the many VTCs, and interpret them 
to their respective organizations to initiate intelli-
gence support in one form or another proved critical 
to the successful accomplishment of TF-58’s mis-
sion.24 Reachback cannot flourish without the right 
individuals in the right jobs dedicated to assisting 
the intelligence effort supporting the operating forc-
es. The Marines, Sailors, Soldiers, and Airmen who 
provided intelligence support during the three months 
that TF-58 operated in Afghanistan did so because 
they wanted to help the analysts at the “pointy end of 
the spear” in whatever way they could.

Final Thoughts
Few would argue that intelligence reachback has 

changed the way that operating forces receive sup-
port; however, some may argue that this support can 
occur using new technology and communications 
without the presence of intelligence analysts forward. 
An intelligence analyst in the United States can now 
provide information to deployed units through VTCs, 
E-mails, chatrooms, and several other media with the 
click of a mouse. Bypassing unaffected units, a state-
side analyst can “talk” directly to a commander about 
his assessment of enemy intentions based on the lat-
est information from the intelligence community. The 
sensor-to-shooter concept provides another possible 
example of an attempt to eliminate levels of command 
to engage enemy forces based on the NRT acquisi-
tion of information. Armed unmanned aerial vehicles 
(UAVs) roaming the skies of our adversaries identify-
ing targets for destruction present an idealistic notion 
of how future combat will occur. 

However, ground forces planning to conduct com-
bat operations need tailored intelligence support that 
only analysts intimately familiar with the capabilities 
of their force and in complete understanding of the 
commander’s intent can provide. These analysts are 
best prepared to provide this support because they 
have trained with, deployed with, and fought with 
their units. Their proximity to forward operations gives 
them a better appreciation of the ground situation 
while also earning them the respect and trust of their 
commanders. The most effective use of reachback 
through technology and communications is an effi-
cient pipeline of requests from analysts forward to 
organizations that create intelligence products for 

planning purposes; the more stream-lined this pipe-
line, the greater the support to operational planning.

Intelligence reachback provided significant support 
to TF-58’s operations in Afghanistan during OEF but 
the presence of intelligence analysts forward proved 
critical to mission accomplishment. The unconven-
tional staffing of the TF-58 N2 section required exten-
sive use of intelligence reachback to support forces 
conducting combat operations in Afghanistan. Unable 
to provide analysis and develop intelligence prod-
ucts with the limited number of intelligence personnel 
available, the TF-58 N2 employed improvements in 
technology and communication to reachback for in-
telligence support. Other circumstances peculiar to 
TF-58 such as the decision not to collocate an intelli-
gence officer with the commander and the decision to 
keep the MEUs’ missions separate facilitated the use 
of reachback, but at a cost. 

Future commanders and staffs must weigh these 
costs versus gains to determine if similar ad hoc staff 
arrangements would be applicable to their mission. 
The continued advancements of technology and com-
munications assisted the TF-58 N2 in providing intelli-
gence support for planning purposes. Nevertheless, it 
is imperative to understand that technology and com-
munications are simply tools to expedite the request 
and dissemination processes. The intelligence ana-
lyst closest to the commander engaged in the fight 
must exploit this force multiplier by tailoring products 
acquired using reachback to the specific needs of the 
commander and his forces. This human element, this 
intelligence analyst-forward concept, is not new and 
should not change in the future. Instead, we must 
ensure that we continue to develop additional tools, 
along the lines of technology and communications, to 
improve reachback capabilities in the future without 
eliminating the need for analysts forward.
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CSA’s Focus Area 16: Actionable Intelligence
National Joint and Expeditionary Capabilities

In previous issues, we discussed the focus of Intelligence 
Transformation as providing optimized intelligence sup-
port to the one who needs the information the most—the 
soldier. We are effecting this change primarily through the 
improved changes in our new modular units and the im-
proved capabilities and processes the Intelligence Com-
munity brings to the fight as a vertical enabler. 

This article focuses on a more detailed discussion 
of how the six critical Actionable Intelligence initiatives 
are complementary enablers of our tactical forces and 
nested within our Nation’s joint and expeditionary ca-
pabilities. 

These initiatives are:
Tactical Overwatch.
Information Dominance Center.
Pantheon Project.
Interim Distributed Common Ground System-Army.
Project Foundry.
Red Teaming Capability.

The six critical initiatives of Focus Area Actionable 
Intelligence fundamentally change in the way the Army 
thinks about and performs intelligence collection, analy-
sis, production, and dissemination. Our focus is to trans-
form both our analysts and software tools from Industrial 
Age processes aided by technology to true Information 
Age processes that allow us to leverage advanced soft-
ware tools to process, analyze, and visualize the vast 
amounts of information available today. 

Background
We need better data tools that are capable of pro-

cessing millions of data elements and presenting this 
information visually to the analyst, thereby allowing a 
human to see the relevant information contained in, 
for example, 200,000 messages rather than having to 
read and analyze each individual message. Some of 
these advanced tools, such as STARLIGHT data soft-
ware, are in use today and are radically changing the 
way we do intelligence analysis. 

Army Field Manual (FM) 3-0, Operations, identifies 
information as an element of combat power. As we in-
crease our communications capabilities and develop 
better network-centric battle command practices, our 
tactical commanders are significantly increasing their 








appetites for more information and higher situation-
al awareness. Applying Information Age approaches 
changes the way we fight, but not the nature of war. 
The difference is that by better leveraging information 
and situational understanding we are able to mass 
effects, rather than mass combat forces. This en-
ables us to better develop the situation out of contact, 
engage the enemy from standoff distances without 
detection, and mass effects to decisively defeat the 
enemy at the time and place of our choosing. 

Army Intelligence must also adapt to achieve dom-
inant knowledge, address the changing nature of the 
threat, and fight within the contemporary operating 
environment we face today. As the larger Defense 
Intelligence Community transforms, the Army plays 
a major part in developing the investment strate-
gies, business practices, and collection capabilities 
that ensure protection of the needs of our soldiers. 
In September 2003, Secretary of Defense Donald 
Rumsfeld personally chose “optimize intelligence 
capabilities” as one of his top ten priorities. 

The U.S. Intelligence Community has always tried to 
balance its ability to support government leadership (de-
cision makers) and the military or the warfighter. Typically, 
the Intelligence Community’s definition of the warfighter 
has equaled the Combatant Commands down to as low 
as the joint task force (JTF). Today, more is required. 
Today we need to leverage the Intelligence Community 
to support three groups: our government’s leadership, 
military commanders, and our tactical units, down to in-
dividual servicemen and women engaged in combat op-
erations on the land, sea, or in the air. This is a significant 
change, requiring an enterprise approach for the conduct 
of the U.S. Intelligence Community’s business. It is a sig-
nificant challenge, but one that is achievable.

Army Intelligence transformation is leveraging 
joint, national, and interagency capabilities to align 
with the three components of our Army’s transforma-
tion strategy: the transformation of Army culture, the 
transformation of processes, and the development of 
inherently joint transformational capabilities. Given 
our knowledge of the threat and the lessons learned 
since 11 September 2001, our transformation process 
is enabling our Army with new combinations of pro-
cesses, concepts, capabilities, people, and organiza-

by Lieutenant Colonel Stephen K. Iwicki 
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tions necessary to conduct full-spectrum operations 
and achieve dominant knowledge of the battlespace. 

Traditional intelligence methods and products served 
the U.S. forces well during the major combat opera-
tions (MCO) phase of Operation IRAQI FREEDOM 
(OIF). However, we fell short of achieving the desired 
level of situational awareness for our forces on the 
attack because of the lack of adequate on-the-move 
communications and the inability to rapidly fuse all-
source intelligence from disparate data sources. 

During the stability operations phase of OIF, intel-
ligence sensing requirements shifted dramatically 
from identifying Iraqi military forces, to identifying in-
surgent groups and their respective intentions. This 
significantly increased human intelligence (HUMINT) 
requirements as well as select technical collection ca-
pabilities. What really changed was a much greater 
reliance on dominant knowledge to attack the threat 
surgically in an urban environment, vice using over-
whelming firepower against a conventional threat on 
a relatively open battlefield. 

Focus Area Actionable Intelligence is addressing 
these concerns through the development of six criti-
cal initiatives. The focus area originally developed 22 
new initiatives as part of its mission analysis. As a 
result of further review, these six were deemed direct 
and interdependent enablers to the modular changes 
of our new Unit of Action (UA) force structure.

Focus Area Critical Initiative: 
Tactical Overwatch

The concept of “tactical overwatch” is not new, but 
was previously constrained by an inadequate techno-
logical framework to facilitate rapid sharing, fusion, and 
visualization within tactically useful timelines. Tactical 
overwatch mitigates the current risk to our forces on 
the move and leverages all available data within the 
Intelligence Community to support our tactical units. 

An example of the problem overwatch addresses 
would be the situation a brigade S2 in the 3d Infantry 
Division (3ID) faced while advancing on Baghdad. 
The brigade had been advancing for a period of time 
before it hit a sand storm and came to a tactical halt. 
The brigade S2 established his limited tactical com-
munications and proceeded to start downloading his 
message traffic. He had more than 900 E-mail mes-
sages exceeding one Megabit apiece. Even if he had 
the bandwidth to download this traffic, he did not have 
sufficient personnel or processing power to make 
sense of it. What he needed was one message to 

update his common operational picture (COP) and a 
place to send his commander’s request for informa-
tion (RFI) that would quickly provide an answer. 

The honest fact is that today the brigade’s RFI 
would compete with other requirements at the divi-
sion analysis and control element (ACE). Despite our 
best efforts, often brigade RFIs would fall to a lower 
priority than the division commander’s requirements. 
We can do better, and one way to resolve this issue is 
the creation of dedicated tactical overwatch teams at 
the theater ACE. Embedded within the theater ACE, 
these teams’ sole mission is to provide a tactical over-
watch capability dedicated to units in the field down to 
brigade level. We are building four tactical overwatch 
teams into the MI force structure of each theater intel-
ligence brigade. The UEx G2 (division of today) will 
be allocated a percentage of overwatch teams, simi-
lar to the way we allocate priority of fires, and the G2 
will decide how to apportion the overwatch support.

Formalizing “tactical overwatch” as a discrete, 
downward-focused mission task is necessary to 
harness the power of forward area and national 
collection, analysis, and synthesis of information 
from shared databases, advanced processing, 
and distributed visualization. Tactical overwatch 
will provide responsive support to designated 
tactical forces during low situational awareness-
high vulnerability periods—e.g., tailored, fused 
assessments, targets, cueing, and warning at 
classification levels they can use instead of mega-
bytes of information. Overwatch teams will also 
be capable of rapidly merging the essence of re-
stricted Intelligence Community reporting from 
sensitive compartmented information (SCI), col-
lateral (Secret), and Sensitive but Unclassified 
(SBU) domains into succinct answers for our tac-
tical forces. Tactical Overwatch is already in a 
proof-of-concept phase providing support to 3ID 
during its preparation, deployment, and employ-
ment in OIF 3.

Focus Area Critical Initiative: 
Information Dominance Center

The U.S. Army Intelligence and Security Command 
(INSCOM) Information Dominance Center (IDC) is a 
state-of-the-art operational intelligence organization. 
The IDC has pioneered processes and methodologies 
for rapid fusion analysis of complex threat networks 
and activities. It uses “cutting edge” software tools 
developed by nationally ranked software developers 
sitting side-by-side with analysts against all-source, 
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all-classification databases comprised of data-tagged 
signals intelligence (SIGINT), HUMINT, imagery in-
telligence (IMINT), counterintelligence (CI), sensor 
measurement and signatures intelligence (MASINT), 
and tactical and open-source reporting. 

IDC extensions are established in each of the 
INSCOM theater intelligence brigades and JTF head-
quarters in both Iraq and Afghanistan. IDC fusion analy-
sis leverages national, theater, and tactical reporting to 
rapidly establish threat association and linkages; rec-
ognize threshold events, activity patterns, and anom-
alies; and understand the significance of information 
“buried” within an ever-increasing volume of collected 
material. The IDC extensions can quickly visualize the 
resulting answers and analysis and share them with 
IDC extension nodes and, through existing networks, 
down to tactical consumers. The fielding of a software 
bridging capability between the IDC and the interim 
Distributed Common Ground System-Army (DCGS-A) 
during the 4th quarter of fiscal year 2004 (FY04) will fa-
cilitate near-real-time sharing and visualization across 
the Top Secret SCI and Secret collateral domains. The 
IDC is an intelligence force multiplier for deployed Army 
and Joint forces. The IDC will also execute the tactical 
overwatch proof of concept with 3ID during OIF 3.

Focus Area Crit ical  Init iat ive: 
The Pantheon Project

Today, any new technology that has intelligence 
applications requires prompt incorporation into 
the intelligence system. To that end, we are im-
plementing a rapid fielding capability through the 
creation of the Pantheon Project. The project has 
brought together a team of 10-12 elite, world-class 
individuals from business, academia, and govern-
ment to address and solve the hardest technical 
problems, creating technological or procedural so-
lutions for the enhancement of tactical through na-
tional intelligence echelons. These solutions will 
then be rapidly spiraled forward into the Intelli-
gence Community and tactical units. 

This program will integrate emerging capabilities 
into a software integration lab within the IDC, a col-
laborative effort between the Pantheon Project, the 
IDC, and the DCGS-A program. The software integra-
tion lab will then operationalize these emerging ca-
pabilities and integrate them into the next version of 
DCGS-A software fielded to the force. The Pantheon 
Project provides us the benefits of world-class exper-
tise within a constrained government budget. 

Focus Area Critical Initiative: 
Begin Fielding an Interim DCGS-A 
Capability This Year

DCGS-A is the centerpiece of the future Army in-
telligence framework and is the enabler for all intel-
ligence operations at all echelons from the brigade to 
national level. DCGS-A is also part of a joint Distrib-
uted Common Ground/Surface System (DCGS) fam-
ily of systems under simultaneous development by all 
the Services. For the Army, DCGS-A is already a Fu-
ture Force Program of Record (POR) originally de-
signed to field a capability in FY08. DCGS-A replaces 
all of our intelligence processing systems such as the 
All-Source Analysis System (ASAS), Tactical Exploi-
tation of National Capabilities (TENCAP) systems, CI/
HUMINT Information Management System (CHIMS) 
and CI/HUMINT Automation Tool Set (CHATS), and 
the Integrated Processing Facilities (IPFs) for Guard-
rail Common Sensor. We have already begun accel-
erating DCGS-A to the field in a spiral development 
approach and have already fielded interim DCGS-A 
fixed-site capabilities to the theater intelligence bri-
gades and groups. We are expanding this effort and 
will provide the Army with increasing capabilities that 
correspond to improvements in automated fusion 
and information visualization technologies down to 
the maneuver battalion level. We are currently test-
ing and fielding an interim DCGS-A capability to 3ID, 
which will redeploy to Iraq with this new capability. 

The objective DCGS-A will fuse and integrate data 
from all collectors and sources. This includes nation-
al-level, non-intelligence Army sensors, and other 
Service platforms. Additionally, DCGS-A will receive, 
retrieve, and exploit information available in the Joint, 
interagency, and multinational arenas. This will enable 
the Army to leverage the essence of the vast amounts 
of data available at various classification levels and 
provide our soldiers a COP and a running intelligence 
estimate. The COP will provide situational awareness 
and the running estimate will add predictive analysis 
to enable our soldiers and commanders to move from 
situational awareness to situational understanding. 

Focus Area Critical Initiative: 
Project Foundry

Project Foundry complements Army efforts to infuse 
greater intelligence capacity in UEx and UA elements 
by providing a vehicle to integrate a percentage of tac-
tical intelligence soldiers into ongoing live-environment 
intelligence operations and expose them to complex 
theater environments. Project Foundry will involve a 
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significantly larger percentage of “tactical” intelligence 
soldiers in “real world” intelligence operations of the-
ater and national relevance (SIGINT, HUMINT, CI, and 
analysis). Assignment of Foundry soldiers is to combat 
UEx/UA maneuver units (and they wear that “patch”), 
but their stationing is with their families at geographi-
cally dispersed UEy (INSCOM) intelligence brigades 
for the same period of stabilization as their assigned 
tactical unit, then they receive reassignments based 
on Army needs. 

Project Foundry has three primary goals: 
Provide our soldiers with better technical training for 
their military occupational specialty (MOS) skills.
Expose our soldiers to the cultural issues associated 
with the region in which they are likely to operate.
Enable our soldiers to contribute to the overall in-
telligence effort of our nation. 

During the Foundry stationing period, UEy intel-
ligence brigades will exercise operational control of 
Foundry soldiers, employing them on live-environment 
intelligence missions, but returning them to their par-
ent UEx/UA units for scheduled major training events 
and pending contingency deployments. Foundry will 
infuse more highly trained and experienced teams 
into “early deployer” combat units. Foundry soldiers 
will also receive cultural, religious, ethnic, and envi-
ronmental experience that continental United States 
(CONUS) bases cannot effectively replicate. This 
concept is similar to the Navy “Ship Rider” program 
where they station intelligence sailors with national in-
telligence units and agencies to hone their technical 
skills in preparation for deployment with the fleet. 

Focus Area Critical Initiative: 
Red Teaming Capability

We need to integrate an ability to see ourselves as 
the enemy sees us better during routine planning and 
operations. The standard intelligence preparation of the 
battlefield (IPB) process does not sufficiently address 
asymmetric threats. To meet this challenge, the U.S. 
Army Training and Doctrine Command (TRADOC) is 
establishing a “Red Team University” (RTU) under the 
Combined Arms Center at Fort Leavenworth, Kansas. 
They will model the RTU after the School of Advanced 
Military Studies (SAMS) in that it will be an advanced 
curriculum open to all branches of the Army. The first 
pilot course will be during the 2004-2005 academic 
year. RTU graduates will serve as staff advisors to our 
units and to regional Red Teams at the theater level.  

The Army will assign Red Team-trained personnel 
to unit staffs; they will actively participate during the 
planning process to ensure proper consideration of 







both conventional and asymmetric threats. Other Red 
Team personnel will be available to conduct final re-
views of operational plans and for special projects ad-
dressing areas of concern to our commanders. 

To achieve this capability, we need to establish and 
ramp-up an initial core Red team capability for each 
regional theater of operations. We have stood up an 
initial core team to meet immediate Army needs and 
lay the foundation for expansion of this capability to 
each regional theater. This core group will comprise 
full-time threat and functional experts (information op-
erations [IO], Special Operations Forces [SOF], lo-
gistics, etc.) who will develop a broader network of 
regional, cultural, and subject-matter experts from 
across the Army and the Intelligence Community. 
These experts will holistically assess proposed Blue 
Force operations from an adversary’s perspective, 
identify weaknesses, wargame mitigating solutions, 
and determine second and third order effects. 

The Future of Military Intelligence 
Transforming to Information Age processes will al-

low us to leverage the essence of the vast amounts of 
information available today. This will radically change 
the way we do business and dramatically improve the 
commander’s and soldier’s understanding of the bat-
tlespace. The soldier, whether intelligence analyst or 
operator, will interface directly, and in near-real time, 
with the information required for current operations. We 
have begun to ingrain the concept that “Every Soldier is 
a Sensor” within the Army. Tactical commanders near-
est to the fight will leverage modular, tailored packages 
to develop intelligence, while receiving support from a 
network of analytic centers providing overwatch.

The success of Actionable Intelligence will be judged 
by the ability of our soldiers to operate more efficiently, 
with greater situational awareness, prevailing in an envi-
ronment very different from that of our recent past. They 
will accomplish their missions and return home safely us-
ing our asymmetric advantages of advanced technology, 
precision firepower, and a pervasive presence to destroy 
the terrorist networks threatening us today. Actionable 
Intelligence will be the key to those advantages. Our 
Army and our Nation demand no less.

Lieutenant Colonel Steve Iwicki is currently assigned 
to the Army G2 and serving as the Deputy Director 
of Task Force Actionable Intelligence (TF-AI). Readers 
may contact him via E-mail at steve.iwicki@hqda.
army.mil and telephonically at (703) 693-6210.
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The U.S. Army Intelligence Center and Fort Huachuca 
(USAIC&FH) Doctrine Division anticipated the most im-
portant doctrinal products to meet the field’s require-
ments for the on-going Global War on Terrorism. The 
development of this updated doctrine continues, driven 
primarily by requirements expressed by the field units 
involved in Operations IRAQI FREEDOM and ENDUR-
ING FREEDOM (OIF and OEF, respectively). These 
doctrinal efforts, while incorporating current lessons 
learned, are essentially founded on time-tested princi-
ples and fundamentals. What the Doctrine Division has 
done is to refine and update the terminology and consid-
erations for the complexities of the modern battlefield.

USAIC&FH is in the final stages of production of 
several new doctrinal products. The Doctrine Division 
is producing several of these products as Special 
Texts (STs) primarily designed for intelligence staffs 
and soldiers conducting intelligence support to op-
erations. Commanders and staffs at all echelons 
can use them and they apply equally to the Active 
and Reserve Components, to include the U.S. Army 
Reserve (USAR) and the U.S. Army National Guard 
(ARNG). STs decrease the time required to develop 
and disseminate doctrine and tactics, techniques, and 
procedures (TTPs) to the field for specific and unique 
operational considerations. The products discussed 
in this article are:

ST 2-91.4, Intelligence Support to Operations in 
the Urban Environment.
ST 2-91.1, Intelligence Support to Stability 
Operations and Support Operations.
FM 2-01.3, Intelligence Preparation of the 
Battlefield [IPB].
ST 2-01.301, Specific TTP and Applications of 
IPB.
Counterinsurgency Manual.
Intelligence Toolkit.

ST 2-91.4, Intelligence Support to Operations in 
the Urban Environment, establishes an initial doc-
trinal foundation for conducting intelligence support 













to operations in the urban environment. This prod-
uct was specifically written to incorporate the opera-
tional doctrine and terminology from FM 3-06, Urban 
Operations, and FM 3-06.11, Combined Arms 
Operations in Urban Terrain. 

This ST focuses on the intelligence aspects and con-
siderations of urban operations. The ST gives intelli-
gence professionals a basic framework within which 
they can provide commanders effective intelligence 
support in the urban environment. It contains—

A wide variety of examples of intelligence require-
ments based on the numerous factors that require 
consideration when conducting operations in ur-
ban terrain.
A listing of different information sources available in 
the urban environment.
Discussions of how the intelligence disciplines can 
support operations in the urban environment as well 
as some examples of types of urban intelligence tools 
and products. 

ST 2-91.1, Intelligence Support to Stability 
Operations and Support Operations, will super-
cede FM 34-7, Intelligence and Electronic Warfare 
Support to Low-Intensity Conflict, published in May 
1993. USAIC&FH specifically wrote it to incorporate 
the operational doctrine and terminology from FM 
3-07, Stability Operations and Support Operations, 
published in February 2003. 

ST 2-91.1 provides intelligence operations doctrine 
and TTPs for the roles, responsibilities, and activities 
of intelligence support in stability operations and sup-
port operations. This manual addresses operations 
from the brigade through corps levels, focusing on 
G2/S2 roles and requirements and incorporates the 
doctrinal content of— 

FM 2-0 (formerly FM 34-1), Intelligence.
FM 34-2, Collection Management and Syn-
chronization.
FM 34-3, Intelligence Analysis.
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FM 3-05.102 (formerly FM 34-36), Army Special 
Operations Forces Intelligence. 
FM 2-01.2 (formerly FM 34-60), Counterintelligence.

FM 2-01.3 (formerly FM 34-130), Intelligence 
Preparation of the Battlefield. 

It is consistent with Army doctrine for stability op-
erations and support operations in FM 3-0 (formerly 
FM 100-5), Operations, and FM 3-16 (formerly FM 
100-8), The Army in Multinational Operations. ST 
2-91.1 contains multiple scenarios and examples of 
collection tools based on generic models of lessons 
learned as well as important relevant appendices that 
address utilization of linguist support and the laws of 
war.

FM 2-01.3, Intelligence Preparation of the 
Battlefield, will supercede FM 34-130. This manual 
incorporates the operational doctrine and terminology 
of—

FM 2-0, Intelligence.
FM 5-0, Army Planning and Orders Production
FM 6-0, Mission Command: Command and 
Control of Army Forces.
FM 7-15, The Army Universal Task List.

FM 2-01.3 is a smaller manual that focuses specifi-
cally on the fundamental basis of IPB and the four-
step IPB process. Recent comments from the field 
indicate that the current IPB process is entirely ad-
equate for supporting ongoing and future missions; 
concerns have been raised, however, about refer-
ences to help Military Intelligence (MI) personnel fo-
cus the IPB process based on the type of mission the 
units are conducting. 

ST 2-01.301, Specific TTP and Applications of 
IPB will be a companion ST. The ST provides ex-
amples of specific IPB TTPs for a range of specif-
ic missions. At this time, the ST contains specific 
TTPs for—

Offense.
Defense.

Stability operations.
Support operations.
Information operations.
Urban operations.
Space-based operations.





























Theater missile defense.
Electronic preparation of the battlefield.

Updated Counterinsurgency Manual
The U.S. Army Combined Arms Command Doc-

trine Division (CADD) at Fort Leavenworth, Kansas 
is in the process of quickly publishing an updated 
Counterinsurgency (COIN) manual. This manual will 
initially be an interim field manual (FM-I) designed 
as a reference for commanders and leaders, FM-I 
3-07.22. USAIC&FH has contributed a chapter on 
intelligence support to COIN operations as well as 
appendices with some examples of intelligence re-
quirements, relevant analytical tools, and sample in-
dicators focused on the center of gravity in any COIN 
operation: the population. 

Intelligence Doctrine Toolkit  
USAIC&FH is also currently developing an Intel-

ligence Doctrine Toolkit that will require For Offi-
cial Use Only handling. It consists of both MI and 
MI-related doctrine to include— 

Approved MI and combined arms doctrine.

Approved joint publications.

Draft MI and combined arms doctrine (including 
the manuals discussed in this article).

Related documents such as the S2X Hand-
book and the Tactical HUMINT Team Leader’s 
Handbook. 

Lessons learned documents.

USAIC&FH will distribute this Intelligence 
Doctrine Toolkit on CD to all active duty, ARNG, 
and USAR intelligence sections from battalion-
level up. If your unit does not receive a copy of the 
Intelligence Toolkit or you wish to make sure that 
USAIC&FH has current contact and mailing infor-
mation for your unit, you can contact the Doctrine 
Division at ATZS-FDC-D@hua.army.mil.

Michael Brake is currently writing ST 2-91.4, 
Intelligence Support to Operations in the Urban 
Environment, at the USAIC&FH Doctrine Division. 
Readers may contact him via E-mail at michael.
brake@us.army.mil and by telephone at (520) 533-
9972 or DSN 821-9972.
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It has been a very busy first year learning the job 
of Director of the Office of the Chief, Military Intel-
ligence (OCMI). Thanks to all of you for your sup-
port, concern for our soldiers, and patience over 
the past year. The next year will be a blast with 
much to do. As you read below, you will see that 
there is much going on in the proponent. We will 
do all we can to keep you informed through this 
venue and others. Good luck as we work together 
over the next year to do all we can to take care of 
our MI soldiers. 

Enlisted Professional Development 
Opportunities

The point of contact (POC) for enlisted profes-
sional development is Sergeant Major Maurice 
Mitchell. Readers may contact him via E-mail at 
maurice.mitchell@hua.army.mil.

Translator Aide, Military Occupational Specialty 
(MOS) 09L. Current operations have highlighted the 
need to have soldiers with the right language and the 
right training, at the right time, and in the right place. 
This lesson not only applies to Military Intelligence 
(MI), but across the Army.

Editor’s note: With this issue, the Military Intelli-
gence Professional Bulletin introduces a new de-
partment, Language Action. In the first in this series 
of columns, Peter Shaver also discusses the 09L 
Translator Aide MOS in “Military Translators and In-
terpreters.”

The Translator Aide (MOS 09L) was recently cre-
ated for the Individual Ready Reserve (IRR). During 
wartime and national emergencies, 09Ls will mobi-
lize initially for 24 months and will deploy to the the-
ater for 12 months (boots on ground). While not an 
Intelligence MOS in the traditional sense, 09L does 
provide the Army with a soldier able to speak a for-
eign language and to assist commanders in any num-
ber of missions where communicating with the local 
population is an issue. They will most often receive 

assignments to tactical units (maneuver brigade, mili-
tary police (MP) company, the public affairs office 
staff, etc.) before deployment and will serve with that 
unit or section throughout the deployment

The Army’s intent is to recruit non-prior-service 
soldiers who do not necessarily possess U.S. citi-
zenship or security clearances. For those accessed 
into the 09L program who do not achieve a score 
of 80 on the English comprehension language test 
(ECLT), English as a second language (ESL) train-
ing is mandatory. The recruits will attend the ESL 
course at the Defense Language Institute English 
Language Center (DLIELC), at Lackland Air Force 
Base, Texas, before reporting to Basic Combat 
Training (BCT) at Fort Jackson, South Carolina, if 
required. 

Advanced Individual Training is a six-week 
course located at Fort Jackson. The primary cur-
riculum consists of one week of Modern Standard 
Arabic (MSA) or another target language, dialect 
training for two weeks, followed by three weeks of 
translation and interpretation training including a 
three-day field training exercise (FTX).

The Army has authorized an enlistment bo-
nus for this MOS. Additionally, those 09Ls who 
are activated are authorized Foreign Language 
Proficiency Pay (FLPP). Soldiers recruited into 
09L will be given an opportunity to “fast track” their 
U.S. citizenship; they would complete the neces-
sary paperwork and required interviews before 
their mobilization for service in Operations IRAQI 
FREEDOM (OIF) and ENDURING FREEDOM 
(OEF). Finally, soldiers enlisting in this MOS will 
be rewarded for their linguistic skills by enlisting 
under the Army Civilian-Acquired Skills Program 
(ACASP) and enter the Army as a Private First 
Class.

Translators will provide some reading and writ-
ing support, but their primary mission will be assis-
tance in speaking with the local population. They 

New Translator Aide MOS, Warrant Officer Insignia Changes, and Other Updates

Proponent Notes
by Lieutenant Colonel Harvey Crockett
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will not normally provide simultaneous translation 
or serve as official translators. Nevertheless, they 
should prove to be a valuable asset for the maneu-
ver commander. Other 09L duties may include:

Document translation.
Assistance in technical exploitation of equipment 
through the translation of data plates, manuals, 
and other items written or engraved on equip-
ment.
Assessment of the cultural environment, and pro-
vision of survival language skill training and cul-
ture familiarization to the supported unit.
Assistance to MPs during security or traffic 
control missions. 

Upcoming Enlisted Boards. The next Enlisted 
Promotion Boards are for Master Sergeant and 
Sergeant First Class and they will be held in September 
and November 2004, respectively. You can find updat-
ed and promotion zone information posted at https://
www-perscom.army.mil/select/EnlBdSched.htm. 

Warrant Officer Professional 
Development Opportunities

The POC for warrant officer professional develop-
ment is Chief Warrant Officer Five (CW5) Castleton. 
You can contact him via E-mail at lon.castleton@hua.
army.mil.

Changes in Warrant Officer Insignia. On 9 
July 2004, two significant and historic changes in 
collar insignia for U.S. Army Warrant Officers will 
occur. These affect senior warrants’ rank insignia 
and branch affiliation collar insignia.

First, CW5s will no longer wear the Master 
Warrant Officer (MW4) rank insignia currently worn. 
The Chief of Staff of the Army (CSA) approved the 
MW4 insignia in 1988 to designate certain Chief 
Warrant Officers W4 as master warrants. Passage 
of the Warrant Officer Management Act in 1991 
established the grade of CW5. At that time, the 
Army Chief of Staff approved continued use of the 
Master Warrant Officer insignia for Chief Warrant 
Officer W5. On 9 July 2004, CW5s will wear the 
CW5 rank insignia approved by the CSA in 1970. 
The Army no longer has Master Warrant Officers 
and the CW5 insignia of grade will make it easier 
to identify the warrant officers who have reached 
the pinnacle of their profession. 









Second, U.S. Army warrant officers will no lon-
ger wear the warrant officer collar insignia—an 
eagle rising with wings displayed standing on a 
bundle of two arrows. Warrant officers wore the 
eagle-rising collar insignia in lieu of a branch insig-
nia. Again, beginning on 9 July 2004, all warrant 
officers will wear the insignia of their respective 
branches upon completion of their specific branch 
qualification. However, the tradition of wearing the 
eagle-rising insignia will continue. Students at-
tending the Warrant Officer Candidate School and 
the specific Warrant Officer Basic Courses will 
continue to wear it.

These changes are two of 45 recommendations 
approved for implementation by the CSA-directed 
Army Training and Leadership Development Panel 
(ATLDP) in August 2002. Implementation of these 
two recommendations is specifically intended to 
make the officer branch the advocate for their war-
rant officers, for their training and utilization.

Upcoming WO Boards. The last promotion 
board adjourned in May and release of the board 
results should be around September. The only 
other boards scheduled right now are the last two 
accessions boards slated for this year. The first 
will be held in July and another in September. Both 
are important to us since we are running behind 
in our selection numbers needed to maintain a 
healthy warrant officer MI corps.

Officer Professional Development
The POC for officer professional development is 

Ms. Charlotte Borghardt. You may contact her via 
E-mail at charlotte.borghardt@hua.army.mil.

MI Branch Qualification Updates. OCMI has 
submitted all updates to the revised DA PAM 600-
3, Commissioned Officer Development and 
Career Management, and they are undergoing 
staffing at the Headquarters, Department of the 
Army level. The main change to the MI chapter is 
in the area of branch qualification. Company com-
mand, of course, remains the main step in branch 
qualification for Captains (CPTs). However, in ad-
dition to company command, all CPTs must now 
expect to serve at least another 12 months in an 
MI-coded position. MI majors (MAJs) must serve 
at least 12 months as a battalion executive officer 
or S3, as a division or corps analysis and con-
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trol element (ACE) chief, or as a Stryker brigade 
combat team (SBCT) S2. They must also serve at 
least another 18 months as a brigade S2 or in any 
other intelligence officer position at any echelon. 
Lieutenant colonels (LTCs) may serve at least 24 
months in any MI LTC position. MI colonels (COLs) 
must serve at least 24 months in any MI COL po-
sition.

Expect additional updates as the Army moves 
forward with transformation, modularity, and force 
stabilization initiatives.

Change to Captain Selection Boards. From 
1997 through 2003, the Army G1 approved “fully 
qualified” selection boards for promotion to CPT 
as a temporary measure to increase the number 
of captains available to fill authorized positions. 
Under the “fully qualified” standard of selection, 
there were no numerical constraints on the num-
ber of officers recommended as long as they met 
branch qualification standards. With CPT strength 
currently hovering around 102 percent, the Army 
has returned to the “best qualified” standard for 
promotion to CPT.

The Army’s promotion goal for officers’ first con-
sideration is 90 percent. The first-time-considered 

promotion rate for MI officers in the fiscal year 
2004 CPT selection board was 92.5 percent. This 
is a selection rate slightly above the Army average 
and, while lower than the previous seven years, 
continues to demonstrate that MI officers remain 
competitive with the rest of the Army.

Upcoming Officer Selection Boards. The last 
Command and General Staff College selection 
board, before going to universal slating, will con-
vene on 24 August 2004.

OCMI Website
 Interested readers can reach the OCMI website 

by on the Intelligence Center Online home page at 
http://usaic.hua.army.mil./OCMI. You will be able 
to find information on issues ranging from enlisted 
career field overviews to officer, warrant officer, 
and civilian updates. 

Lieutenant Colonel Harvey L. Crockett is the Director, 
Office of the Chief, Military Intelligence (MI). Readers may 
contact him via E-mail at harvey.crockett@hua.army.mil. 
Robert C. White, Jr., is the Deputy OCMI; you can reach 
him via E-mail at bob.whitejr@us.army.mil.

Address Verification?
Due to new postal regulations, we are updating our mailing list for MIPB. The Post Office 
now requires building numbers, street addresses, and nine-digit zip codes. APO addresses 
should include the unit, box number, and CMR number as appropriate. Other overseas or 
non-U.S. addresses should be complete, including postal and country codes and names. 
Please review and update your mailing label. If your address is not correct or is incomplete, 
please notify us by E-mail at mipb@hua.army.mil with subject heading “Address Update.” 
Please include both your incorrect (copy it exactly from the label) and correct addresses. You 
can also contact us by telephone at commercial (520) 538-1009 or DSN 879-1009, or by mail 
at the address on page 80. 

Attention NCOs
Send us your articles and book reviews. If you have any experiences you can share on MI 
doctrine, professional development, or “how-to” tips, please send them to MIPB. Email them 
to mipb@us.army.mil or call (520) 538-0956 or DSN 879-0956.
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The 111th Military Intelligence (MI) Brigade has ex-
perienced considerable change over the past several 
months. Recently, much of the Brigade’s senior lead-
ership changed:

Colonel Thomas Kelley replaced COL Michael 
Flynn as Brigade Commander. 

Lieutenant Colonel Brian Clark replaced LTC Brian 
Lesieur—now serving as the Deputy Commander 
of the 111th MI Brigade—as Commander of the 
304th MI Battalion.

LTC Kenneth Diller replaced LTC Mark Costello 
as the Commander of the 306th MI Battalion.
LTC Thomas Miller replaced LTC Dennis Perkins 
as the Commander of the 309th MI Battalion.
LTC Kevin Degnan replaced LTC Sharon Hamilton 
as the Commander of the 344th MI Battalion.

Given recent dramatic increases in the size and 
tempo of the U.S. Army Intelligence Center and Fort 
Huachuca’s (USAIC&FH’s) training mission, these 
new commanders as well as all the other soldiers and 
civilians within the Brigade have found it necessary to 
hit the ground running. The Global War on Terrorism 
(GWOT) has resulted in significant growth in the num-
ber of students trained in the various MI military occu-
pational specialties (MOSs) by the 111th MI Brigade. 
Moreover, current plans for restructuring the Army call 
for even greater growth in the future.

Whereas most intelligence specialties are growing, 
some are experiencing massive increases. In fiscal 
year 2005 (FY05) for example, the 309th MI Battalion 
will train at least 500 more initial entry training (IET) 
soldiers as human intelligence (HUMINT) collectors 
(MOS 97E), 750 more counterintelligence (CI) agents 
(MOS 97B), and 1,200 more intelligence analysts 
(MOS 96B) than initially scheduled through the Army 
Structure Manning Decision Review (SMDR) pro-
cess. Furthermore, student numbers for unmanned 
aerial vehicle (UAV) operators (MOS 96U), and all as-
sociated specialties trained by the 305th MI Battalion 
are also significantly higher. In FY05, for example, 











the 305th is currently set to train more than 200 more 
UAV operators than initially programmed. 

Increases of this magnitude demand flexible, adap-
tive, and innovative training strategies in order to train 
the student load to the highest standards of profes-
sional competencies. In keeping with USAIC&FH’s 
historical commitment to quality, applied, state-of-
the-art training, COL Kelley has succinctly stated that 
IET is the 111th MI Brigade’s highest priority mission. 
With this prioritization guidance, leaders and train-
ing personnel throughout the Brigade are examining 
their commitments of resources, facilities, instructors, 
and equipment to the various courses with critical ap-
praisal. 

In addition to setting training and resource priorities 
that are consistent with the Commander’s guidance, 
the 305th, 306th, 309th, and 344th MI Battalions 
have responded to the challenges associated with 
enormous increases in student numbers through a 
multiplicity of means. These include modifications of 
training times and procedures, and modifications of 
classroom usage patterns. The Battalions have also 
taken the lead in the coordination of building new 
classrooms, offices, and other facilities with heavy re-
liance on temporary modular structures. Furthermore, 
they have found it necessary to work the unfunded 
requirements process diligently in order to bring all 
the digital training equipment needed online in time to 
train the expanded student load. 

Attendant to the challenges associated with increasing 
demands for well-trained intelligence professionals has 
been the concomitant need to modify courses quickly 
to include lessons learned in Iraq, Afghanistan, and 
elsewhere. In cooperation with the leadership and train-
ing developers in the Futures Development Integration 
Center (FDIC) Division of Training Development and 
Support (TD&S), instructors have moved with dispatch 
to modify existing courses to include relevant recent in-
put from the field. Examples of such changes include 
the infusion of cultural awareness and contemporary 
operating environment (COE) training into the curricu-
lum. In some cases, in keeping with the urgency of the 

111th MI Brigade Training Notes
by the Office of the Dean of Training, 111th MI Brigade
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GWOT, we may process the formal paperwork, such as 
modifications to programs of instruction (POIs), after in-
tegration of the new materials into lesson plans. 

As Operations IRAQI FREEDOM and ENDURING 
FREEDOM (OIF and OEF, respectively) have intensi-
fied, U.S. Army Reserve (USAR) and U.S. Army National 
Guard (ARNG) training has become an increasingly 
important mission for USAIC&FH. Accordingly, the 
2/84th MI Battalion activated in January 2004 to train 
HUMINT collectors and CI agents (MOSs 97E/B) and 
intelligence analysts (MOS 96B). Since activation, the 
2/84th has graduated 82 students with the 97B MOS, 
53 with the 97E MOS, and 36 with the 96 B MOS. They 
also sent a mobile training team (MTT) to Europe where 
they successfully trained 375 students in tactical ques-
tioning. Currently, the 2/84th has another 70 students 
enrolled in classes, and the Battalion has been extend-
ed on active duty until January 2006. During that time, 
they expect to train at least 500 more MI soldiers. 

Officer training has been involved in a major trans-
formation effort for several years. The need to focus on 
the training requirements associated with the GWOT 
served to slow this process. Nonetheless, the 304th 
MI Battalion (charged with officer training) continues to 
work on this endeavor as well as accommodate the in-
creasing need for well-prepared initial entry intelligence 
officers. Moreover, the 304th is training officers from 
several other nations. The 304th has been especially 
active in the development of applied training materials 
such as realistic applied scenarios and has quickly in-
corporated lessons learned. 

The Joint Intelligence Combat Training Center 
(JICTC), under the leadership of the 304th MI Battalion, 
provides an excellent example of the 111th MI Brigade’s 
commitment to flexible, adaptive training designed to 
meet the rapidly changing needs of the GWOT while, 
at the same time, maintaining the highest traditions and 
standards of the Military Intelligence Corps. In the asym-
metric world of modern international conflict, operations 
are increasingly joint in nature. The JICTC affords stu-
dents from all branches of the U.S. military, allied na-
tions, and other intelligence agencies, an opportunity to 
apply the skills and knowledge they have learned in the 
classroom through participation in real-world scenario-
based exercises. 

The 344th MI Battalion, located at Goodfellow Air 
Force Base, Texas, is also very busy. During this 
fiscal year, they will train approximately 513 crypto-

logic linguists (MOS 98G), 368 signals intelligence 
analysts (MOS 98C), and 84 signals collection/
identification analysts (MOS 98K). In the next fiscal 
year, the total training load will likely increase by 
more than 100 students. Furthermore, the entire 98 
Career Management Field is currently undergoing 
significant organizational changes. 

In addition to the immense growth in instruction-
al requirements for MOS training at USAIC&FH, 
the 111th MI Brigade has also been called upon 
to teach a large number of specialized functional 
courses. These include courses that focus on:

Theater-oriented support for combating terrorism.
Strategic debriefing.
Cultural awareness.
Contemporary operating environment (COE).
Tactical questioning.
Other special missions and systems training. 

The Brigade Functional Course Division in co-
operation with the 306th MI Battalion manages 
most of these courses. Whereas, much of the in-
struction takes place at Fort Huachuca, Arizona, 
the 306th has conducted numerous training activi-
ties at remote sites using MTTs; in July and August 
2004, the 306th MI Battalion’s MTTs trained more 
than 767 soldiers. In some cases, teams from the 
111th MI Brigade deployed to Iraq to provide on-
the-spot training.

Currently, all soldiers, civilians, and contractors 
working within the 111th MI Brigade and the great-
er Fort Huachuca community, are racing against 
time to be ready to effectively train, house, and ac-
commodate the massive increase in student num-
bers expected over the next several years and 
even into the next decade. The sense of urgency 
is realistic, the mission is critical, and the only ac-
ceptable outcome is total success in the Global 
War on Terrorism.

Readers may contact the 111th MI Brigade Dean, George 
A. VanOtten, Ph.D., via E-mail at george.vanotten@us.
army.mil. The Associate Deans are Richard B. Loomis 
(richard.b.loomis@us.army.mil), Francis W. Smith 
(francis.smith@us.army.mil), and Ken L. Welsh (ken.
welsh@us.army.mil).
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The information in this article will briefly provide the back-
ground, present status, and foreseeable future of the Indi-
vidual Ready Reserve (IRR) military occupational specialty 
(MOS) 09L (Translator Aide). The U.S. Army Intelligence 
Center and Fort Huachuca (USAIC&FH), and specifically 
the Office of the Chief, Military Intelligence (OCMI), is the 
present proponent for 09L with the responsibility of de-
veloping the career path, regulatory guidance, and train-
ing development through the Training Development and 
Support Directorate of the Futures Development Integra-
tion Center (FDIC). The Concepts and Doctrine Divisions 
will be responsible for concept and doctrine development 
and other related matters for 09L. 

Due to the current operational environment and the 
critical requirement for Arabic and other Middle Eastern 
language translators and interpreters, on 10 April 2003, 
the Principal Undersecretary of Defense for Personnel 
and Readiness Charles S. Abell approved the Army G1 
concept to establish MOS 09L. Following Mr. Abell’s 
approval, the Army G1 assigned USAIC&FH as branch 
proponent for 09L.

Although MOS 97L (Translator/Interpreter) already 
existed, it did not meet the force structure requirements 
of a tactical-level translator/interpreter. In addition, as 
a Reserve-only MOS, the U.S. Army National Guard 
(ARNG) and U.S. Army Reserve (USAR) were eliminat-
ing MOS 97L due to unrealistic personnel and career-
path development requirements.

Formally established as an IRR pool of Arabic, Dari, 
Pashto, and other linguists (to include Arabic dialects) to 
support the Active Component (AC) during peacetime 
and war, MOS 09L may expand to include other criti-
cal languages in the future as determined by the Army 
Foreign Language Proponency Office (AFLPO) at the 
Department of Army G2. As it is currently a pilot pro-
gram, its future will be determined through validated 
analysis, which the Defense Language Institute (DLI) is 
conducting through interviews, surveys, and feedback 
from 09Ls and their commanders and supervisors.

The current objective is to recruit 250 09Ls per annum 
until 700 are in the force, and then attempt to maintain that 

number. As Branch Proponent, USAIC&FH is responsible 
for developing and managing concepts; doctrine; training; 
tactics, techniques, and procedures (TTPs); organization-
al designs; requirements and authorizations; personnel 
proponency; and lifecycle functions. 

The current training path includes a requirement for 
MOS 09L recruits to score a minimum of 80 on the 
English Language Comprehension Test (ECLT) for ba-
sic combat training (BCT) and advanced individual train-
ing (AIT) eligibility. If they score less than 80, the recruits 
will go to Lackland Air Force Base, Texas, where they 
will attend English training until they reach the minimum 
standard. BCT and AIT for the 09L recruits will be at Fort 
Jackson, South Carolina, supervised by the 4th Training 
Brigade. DLI native-speaker instructors and military lan-
guage instructors conduct a four-week AIT, where they 
teach basic translation and interpretation skills with an 
emphasis on escort interpreting and operationally rel-
evant vocabulary. Under a new six-week AIT, which will 
begin in November, there will be an Arabic refresher 
taught to dialect speakers and military jargon and vo-
cabulary to those with other languages.

As of today, 14 09L soldiers have deployed to Iraq and 
Afghanistan. The current class of 25 will graduate 19 
August and will also deploy to support special operations. 
It is too early to judge the effectiveness of this program 
and its usefulness to the combatant commander. One im-
pediment may be the lack of a security clearance. 

I have personally observed 09L training and visited 
with each MOS 09L student. The loyalty and profes-
sionalism of the soldiers who graduate from the pro-
gram is exemplary. They are enthusiastic, patriotic 
Americans of Middle Eastern descent whose only 
desire is to voluntarily serve their country. 

Pete Shaver is the Director, MI Foreign Language Training 
Center at USAIC&FH and the 09L Translator/Interpreter 
Course Manager. Readers can reach him via E-mail at 
peter.shaver@us.army.mil and telephonically at (520) 538-
1042 or DSN 879-1042.

Language Action
by Peter A. Shaver 
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your article, we will send you a sample form to be 
completed by your security personnel. 
Any pictures, graphics, crests, or logos which are rel-
evant to your topic and enliven the article. We need 
complete captions (the who, what, where, when, why 
and how), the photographer’s credits, and the author’s 
name on the photos. Please do not embed graphics 
or images within the text, attach them as separate 
files. Images should be sent to us in tif or jpg formats. 
Please note where they should appear in the text.
The full name of each author in the byline and a short 
biography for each. The biography should include 
the author’s current duty assignment, related as-
signments, relevant civilian education and degrees, 
and any other special qualifications. Please indicate 
whether we can print your contact information, E-mail 
address and phone numbers, with the biography.

The MIPB staff will edit the articles and put them in 
a style and format appropriate for the magazine. From 
time to time, we will contact you during the edit process 
to help us insure a quality product. Please inform us of 
any changes in contact information.
Submit articles and graphics to MIPB@hua.army.mil. or 
mail (on disk or CD) to:

ATTN ATZS-FDT-M (Smith)
U.S. Army Intelligence Center and Fort Huachuca
550 Cibeque Street
Bldg 61730, Room 105
Fort Huachuca AZ 85613-7017

If you have any questions, please E-mail us at 
MIPB@hua.army.mil or call us at (520) 538-0956/DSN 
879-0956. Our fax number is (520) 538-1007.
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Submission
 Issue                      Theme                     Deadline

This is your magazine. We need your support in writing and submitting articles for publication. 
When writing an article, select a topic relevant to 
the Military Intelligence community. 
Articles about current operations and exercises; Tactics, 
Techniques, and Procedures (TTPs); equipment; and 
training are always welcome as are lessons learned, his-
torical perspectives, problems and solutions, and short 
“quick tips” on better employment of equipment and per-
sonnel. Our goals are to spark discussion and add to 
the professional knowledge of the MI Corps. Propose 
changes, describe a new theory, or dispute an existing 
one. Explain how your unit has broken new ground, give 
helpful advice on a specific topic, or discuss how a new 
piece of technology will change the way we operate.

When writing for MIPB, please take the following 
into consideration:

Feature articles, in most cases, should be under 
3,000 words, double-spaced with normal margins 
without embedded graphics. Maximum length is 
5,000 words.
Be concise and maintain the active voice as much 
as possible.
We cannot guarantee we will publish all submitted 
articles and it may take more than a year to publish 
some articles.
Please note that submissions become property of MIPB 
and may be released to other government agencies or 
nonprofit organizations for re-publication upon request. 
Be aware that MIPB is posted on the MI Life-Long 
Learning Center (MIL3C), ICON and AKO (two is-
sues behind the current one) and is available for 
sale by the Government Printing Office.

What we need from you:
A cover letter with your work and home E-mail ad-
dresses, work telephone number, and a comment 
stating your desire to have your article published. 
We accept electronic or hard copy cover letters.
Your article in Microsoft 2000 or Word 7.0. Do not 
use special document templates. 
A Public Affairs release if your installation or agen-
cy requires it. Please include that release with your 
submission.
A release signed by your local security officer or SSO 
stating that your article and any accompanying graph-
ics and pictures are unclassified, nonsensitive, and 
releasable in the public domain. Once we receive 
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